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| NTRODUCTI ON

A domain server requires a fewfiles to get started. It wll
normal |y have some nunber of boot/startup files (al so known as the
"safety belt" files). One section will contain a list of possible
root servers that the server will use to find the up-to-date list of
root servers. Another section will list the zone files to be | oaded
into the server for your local domain information. A zone file
typically contains all the data for a particular domain. This guide
describes the data formats that can be used in zone files and
suggested paraneters to use for certain fields. |If you are
attenpting to do anything advanced or tricky, consult the appropriate
domain RFC s for nore details.

Note: Each inplenentation of domain software nmay require different
files. Zone files are standardi zed but sone servers may require
other startup files. See the appropriate docunentation that cones
with your software. See the appendi x for sone specific exanples.

ZONES
A zone defines the contents of a contiguous section of the domain
space, usually bounded by admi nistrative boundaries. There wll

typically be a separate data file for each zone. The data contained
in a zone file is conposed of entries called Resource Records (RRs).
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You nay only put data in your donmain server that you are
authoritative for. You nust not add entries for donains other than
your own (except for the special case of "glue records").

A domain server will probably read a file on start-up that lists the
zones it should load into its database. The format of this file is
not standardi zed and is different for nost dommin server

i mpl ement ati ons. For each zone it will normally contain the donain
nane of the zone and the file nane that contains the data to | oad for
t he zone.

ROOT SERVERS

A resolver will need to find the root servers when it first starts.
When the resol ver boots, it will typically read a list of possible
root servers froma file

The resolver will cycle through the list trying to contact each one.
When it finds a root server, it will ask it for the current list of
root servers. It will then discard the list of root servers it read
fromthe data file and replace it with the current list it received

Root servers will not change very often. You can get the nanes of
current root servers fromthe N C

FTP the file NETI NFO ROOT- SERVERS. TXT or send a mail request to
NI C@BRI - NI C. ARPA.

As of this date (June 1987) they are:

SRI - NI C. ARPA 10.0.0.51 26.0.0.73

C.ISl.EDU 10.0.0.52

BRL- ACS. ARPA 192.5.25.82 192.5.22. 82 128.20.1.2
A 1SI. EDU 26.3.0.103

RESOURCE RECCRDS

Records in the zone data files are called resource records (RRs).
They are specified in RFC-883 and RFC-973. An RR has a standard
format as shown:

<name> [<ttl>] [ <cl ass>] <type> <dat a>
The record is divided into fields which are separated by white space.

<nane>

The nane field defines what donmain nane applies to the given
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RR. I n sone cases the nane field can be left blank and it wll
default to the name field of the previous RR

<ttl>
TTL stands for Tinme To Live. It specifies howlong a donain
resol ver should cache the RR before it throws it out and asks a
domai n server again. See the section on TTL's. |If you |eave

the TTL field blank it will default to the mnimmtine
specified in the SOA record (described |l ater).

<cl ass>

The class field specifies the protocol group. |If left blank it
will default to the last class specified.

<t ype>

The type field specifies what type of data is in the RR  See
the section on types.

<dat a>

The data field is defined differently for each type and cl ass
of data. Popular RR data formats are described | ater

The donai n system does not guarantee to preserve the order of
resource records. Listing RRs (such as multiple address records) in
a certain order does not guarantee they will be used in that order.
Case is preserved in nanmes and data fields when | oaded into the nane
server. Al conparisons and | ookups in the nane server are case

i nsensitive.

Parenthesis ("(",")") are used to group data that crosses a line
boundary.

A semicolon (";") starts a coment; the remainder of the line is
i gnor ed.

The asterisk ("*") is used for wildcarding.

The at-sign ("@) denotes the current default donain nane.
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NAVES
A domain nane is a sequence of |abels separated by dots.

Domai n nanmes in the zone files can be one of two types, either
absolute or relative. An absolute nane is the fully qualified donain
nane and is termnated with a period. A relative nane does not
termnate with a period, and the current default domain is appended
toit. The default domain is usually the name of the domain that was
specified in the boot file that |oads each zone.

The donain systemallows a |abel to contain any 8-bit character

Al t hough the donmi n system has no restrictions, other protocols such
as SMIP do have nane restrictions. Because of other protoco
restrictions, only the follow ng characters are recommended for use
in a host nane (besides the dot separator):

"A-Z", "a-z", "0-9", dash and underscore
TTL's (Tinme To Live)

It is inmportant that TTLs are set to appropriate values. The TTL is
the tine (in seconds) that a resolver will use the data it got from
your server before it asks your server again. |f you set the value
too I ow, your server will get |oaded down with |ots of repeat
requests. |If you set it too high, then information you change wll
not get distributed in a reasonable amount of tine. |If you |eave the
TTL field blank, it will default to what is specified in the SOA
record for the zone.

Most host information does not change nmuch over long tine periods. A
good way to set up your TTLs would be to set themat a high val ue,
and then lower the value if you know a change will be com ng soon.
You nmight set nost TTLs to anywhere between a day (86400) and a week
(604800). Then, if you know sone data will be changing in the near
future, set the TTL for that RR down to a | ower value (an hour to a
day) until the change takes place, and then put it back up to its
previous val ue.

Also, all RRs with the same name, class, and type should have the
sane TTL val ue.

CLASSES

The donmai n system was desi gned to be protocol independent. The class
field is used to identify the protocol group that each RRis in.

The class of interest to people using TCP/IP software is the class
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"Internet". Its standard designation is "IN

A zone file should only contain RRs of the sane cl ass.

TYPES

There are many defined RR types. For a conplete list, see the donain
specification RFCs. Here is a list of current commonly used types.
The data for each type is described in the data section

Desi gnati on Descri ption
SQA Start OF Authority
NS Nane Server
A I nt ernet Address
CNAME Canoni cal Nanme (nicknane pointer)
HI NFO Host | nformation
VIKS Vel | Known Services
MX Mai | Exchanger
PTR Poi nt er

SOA (Start O Authority)

<name> [<ttl>] [<class>] SOA <origin> <person> (
<serial >
<refresh>
<retry>
<expire>
<m ni mun® )

The Start O Authority record designates the start of a zone. The
zone ends at the next SOA record.
<name> i s the name of the zone

<origin>is the nane of the host on which the naster zone file
resides.

<person> is a mailbox for the person responsible for the zone. It is
formatted like a mailing address but the at-sign that normally
separates the user fromthe host name is replaced with a dot.

<serial> is the version nunber of the zone file. It should be
increnmented anytinme a change is nade to data in the zone
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<refresh> is how long, in seconds, a secondary name server is to
check with the prinmary name server to see if an update is needed. A
good val ue here woul d be one hour (3600).

<retry>is how long, in seconds, a secondary nane server is to retry
after a failure to check for a refresh. A good val ue here woul d be
10 minutes (600).

<expire>is the upper limt, in seconds, that a secondary name server
is to use the data before it expires for lack of getting a refresh
You want this to be rather |arge, and a nice value is 3600000, about
42 days.

<m ni nmun® is the mni num nunber of seconds to be used for TTL val ues
in RRs. A nmninumof at least a day is a good val ue here (86400).

There should only be one SOA record per zone. A sanple SCA record
woul d | ook sonething |ike:

@ IN SOA SR -NC ARPA HOSTMASTER. SRI - NI C. ARPA. (

45 ;serial
3600 ;refresh
600 yretry
3600000 ;expire
86400 ) ;moni mum
NS (Name Server)
<dommai n> [<ttl>] [<class>] NS <server>

The NS record lists the name of a machine that provi des domain
service for a particular domain. The nane associated with the RRis
the domai n nanme and the data portion is the name of a host that

provi des the service. |If machines SRI-N C ARPA and C. I SI. EDU provi de
nane | ookup service for the domain COMthen the follow ng entries
woul d be used:

Ccom NS SRI - NI C. ARPA.
NS C. 1Sl. EDU

Not e that the machi nes providing nane service do not have to live in
t he naned domain. There should be one NS record for each server for
a domain. Also note that the nane "COM defaults for the second NS
record

NS records for a domain exist in both the zone that del egates the
domain, and in the donain itself.
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GLUE RECORDS

If the name server host for a particular domain is itself inside the
domain, then a 'glue’ record will be needed. A glue record is an A
(address) RR that specifies the address of the server. due records
are only needed in the server delegating the donmain, not in the
domain itself. |f for exanple the nanme server for domain SRI.COM was
KL.SRI.COM then the NS record would look like this, but you wll

al so need to have the followi ng A record.

SRI.COM NS
KL.SRI.COM KL.SRI.COM A 10.1.0. 2.
A (Address)
<host > [<ttl>] [<class>] A  <address>

The data for an A record is an internet address in dotted deci nal
form A sanple A record might |ook Iike:

SRI - NI C. ARPA. A 10.0.0.51

There shoul d be one A record for each address of a host.
CNAME ( Canoni cal Nane)

<ni ckname> [<ttl>] [<class>] CNAME  <host >
The CNAME record is used for nicknanmes. The nane associated with the
RR is the nicknane. The data portion is the official nanme. For
exanpl e, a machi ne named SRl - N C. ARPA nmay want to have the nicknane
NI C. ARPA. In that case, the followi ng RR woul d be used:

NI C. ARPA. CNAME  SRI - NI C. ARPA.

There nust not be any other RRs associated with a ni ckname of the
sane cl ass.

Ni cknames are al so useful when a host changes it’'s name. |In that

case, it is usually a good idea to have a CNAME pointer so that
people still using the old nane will get to the right place.
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H NFO (Host | nfo)
<host> [<ttl>] [<class>] H NFO <hardware>  <software>

The HI NFO record gives information about a particular host. The data
is two strings separated by whitespace. The first string is a
hardwar e description and the second is software. The hardware is
usual Iy a nanufacturer nane foll owed by a dash and nodel designation
The software string is usually the nane of the operating system

O ficial H NFO types can be found in the | atest Assigned Nunbers RFC,
the latest of which is RFC-1010. The Hardware type is called the
Machi ne nane and the Software type is called the System nane.
Some sanpl e H NFO records:

SRI - NI C. ARPA. HI NFO DEC- 2060 TOPS20

UCBARPA. Ber kel ey. EDU. H NFO  VAX-11/780 UNI X

VKS (Wl Known Services)

<host> [<ttl>] [<class>] WKS <address> <protocol > <services>

The WKS record is used to list Wll Known Services a host provides.

WKS' s are defined to be services on port nunbers bel ow 256. The VKS
record lists what services are available at a certain address using a

certain protocol. The conmon protocols are TCP or UDP. A sanple WKS
record for a host offering the sane services on all address would
| ook |ike:

Oficial protocol nanmes can be found in the
RFC, the latest of which is RFC 1010.

at est Assi gned Nunbers

SRI - NI C. ARPA. VWKS 10.0.0.51 TCP TELNET FTP SMIP
VWKS 10.0.0.51 UDP TIME
VKS 26.0.0.73 TCP TELNET FTP SMIP
VKS 26.0.0.73 UDP TIME

MX (Mail Exchanger) (See RFC-974 for nore details.)
<name> [<ttl>] [<class>] MX  <preference> <host >
MX records specify where nmail for a dormain nanme shoul d be delivered
There nmay be multiple MX records for a particular name. The
preference val ue specifies the order a mailer should try nultiple MX

records when delivering mail. Zero is the highest preference.
Multiple records for the sane nanme nay have the sanme preference.
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A host BAR FOO.COM nay want its nail to be delivered to the host
PO. FOO. COM and woul d t hen use the MX record:
BAR. FOO. COM MX 10 PO. FOO. COM

A host BAZ. FOO.COM nay want its nmail to be delivered to one of three
di fferent machines, in the follow ng order:

BAZ. FOO COM MX 10 POL. FOO COM
MX 20 PCG2. FOO. COM
WX 30 PG3. FOO. COM

An entire domai n of hosts not connected to the Internet nmay want
their mail to go through a mail gateway that knows how to deliver
mail tothem |If they would like mail addressed to any host in the
domain FOO. COMto go through the mail gateway they night use:

FOO. COM WX 10 RELAY. CS. NET.
*. FOO. CoM MX 20 RELAY. CS. NET.

Note that you can specify a wildcard in the MX record to match on
anything in FOO COM but that it won't match a plain FOO COM

I N- ADDR. ARPA

The structure of names in the domain systemis set upin a

hi erarchi cal way such that the address of a name can be found by
tracing down the donmain tree contacting a server for each | abel of
the nane. Because of this ’'indexing based on nane, there is no easy
way to translate a host address back into its host nane.

In order to do the reverse translation easily, a donmain was created
that uses hosts’ addresses as part of a nane that then points to the
data for that host. |In this way, there is now an 'index' to hosts’
RRs based on their address. This address mapping domain is called

| N- ADDR. ARPA. W thin that domain are subdomai ns for each network,
based on network nunber. Also, for consistency and natural

groupi ngs, the 4 octets of a host nunmber are reversed.

For exanple, the ARPANET is net 10. That neans there is a domain
called 10.1 N-ADDR. ARPA. Wthin this domain there is a PTR RR at
51.0.0.10. I N-ADDR that points to the RRs for the host SRI-N C ARPA
(who's address is 10.0.0.51). Since the NICis also on the MLNET
(Net 26, address 26.0.0.73), there is also a PTR RR at 73.0.0.26. 1N
ADDR. ARPA that points to the same RR's for SR -N C ARPA. The fornat
of these special pointers is defined below along with the exanpl es
for the NIC
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PTR
<speci al -name> [<ttl>] [<class>] PTR <nanme>

The PTR record is used to |let special nanes point to some other
location in the domain tree. They are mainly used in the I N
ADDR. ARPA records for translation of addresses to nanes. PTR s
shoul d use official nanes and not ali ases.

For exanple, host SRI-N C ARPA with addresses 10.0.0.51 and 26.0.0.73
woul d have the followi ng records in the respective zone files for net
10 and net 26:

51.0. 0. 10. I N-ADDR. ARPA.  PTR  SRI - NI C. ARPA.
73.0.0.26. 1 N-ADDR. ARPA.  PTR  SRI - NI C. ARPA.

GATEWAY PTR' s

The IN-ADDR tree is also used to | ocate gateways on a particul ar
networ k. Gateways have the sanme kind of PTR RRs as hosts (as above)
but in addition they have other PTRs used to | ocate them by network
nunber al one. These records have only 1, 2, or 3 octets as part of
t he nane dependi ng on whether they are class A B, or C networks,
respectively.

Lets take the SRI-CSL gateway for exanple. It connects 3 different
net works, one class A, one class B and one class C. It will have the
standard RR' s for a host in the CSL. SRl .COM zone

GW CSL. SRI . COM A 10.2.0.2
A 128.18.1.1
A 192.12.33.2

Also, in 3 different zones (one for each network), it will have one
of the foll owi ng nunber to nane translation pointers:

2.0.2.10.1 N- ADDR. ARPA. PTR GWCSL. SRI . COM
1.1.18.128. 1 N- ADDR. ARPA. PTR GWCSL. SRI . COM
1.33.12.192. | N- ADDR. ARPA. PTR GWCSL. SRI . COM

In addition, in each of the same 3 zones will be one of the follow ng
gateway | ocation pointers

10. | N- ADDR. ARPA. PTR GWCSL. SRI . COM
18. 128. | N- ADDR. ARPA. PTR GWCSL. SRI . COM
33.12.192. | N- ADDR. ARPA. PTR GWCSL. SRI . COM
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I NSTRUCTI ONS
Addi ng a subdonai n.
To add a new subdomain to your domai n:
Setup the other donmmin server and/or the new zone file.

Add an NS record for each server of the new domain to the zone
file of the parent domain.

Add any necessary gl ue RRs.
Addi ng a host.
To add a new host to your zone files:
Edit the appropriate zone file for the domain the host is in.
Add an entry for each address of the host.
Optionally add CNAME, H NFO, VKS, and MX records

Add the reverse IN-ADDR entry for each host address in the
appropriate zone files for each network the host in on.

Del eting a host.
To delete a host fromthe zone fil es:

Renove all the hosts’ resource records fromthe zone file of
the donmain the host is in.

Renove all the hosts’ PTR records fromthe | N-ADDR zone files
for each network the host was on

Addi ng gat eways
Fol I ow i nstructions for adding a host.

Add the gateway | ocation PTR records for each network the
gateway is on.

Del eti ng gat eways.
Fol l ow i nstructions for deleting a host.

Al so delete the gateway | ocation PTR records for each network
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t he gateway was on.
COVPLAI NTS
These are the suggested steps you should take if you are having
probl ens that you believe are caused by soneone el se’s nane server
1. Conplain privately to the responsible person for the domain. You
can find their mailing address in the SOA record for the domain.
2. Conplain publicly to the responsi ble person for the domain.
3. Ask the NIC for the adninistrative person responsible for the
domain. Conplain. You can also find donmain contacts on the NIC in
the file NETI NFO DOVAI N- CONTACTS. TXT

4., Conplain to the parent domain authorities.

5. Ask the parent authorities to exconmuni cate the donain.
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EXAMPLE DOVAI N SERVER DATABASE FI LES
The foll owi ng exanpl es show how zone files are set up for a typical
organi zation. SR will be used as the exanpl e organization. SR has
decided to divided their domain SRI.COMinto a few subdonai ns, one
for each group that wants one. The subdonmins are CSL and | STC.
Note the following interesting itemns:
There are both hosts and donmai ns under SRI.COM
CSL.SRI.COM is both a domain nane and a host nane.
Al the domains are serviced by the same pair of domain servers.
Al'l hosts at SRI are on net 128.18 except hosts in the CSL donmain
which are on net 192.12.33. Note that a domain does not have to
correspond to a physical network.

The exanpl es do not necessarily correspond to actual data in use
by the SRl donain.

SRI Domai n Organi zati on

Fommnnan +
| Ccov |
o - +
I
Fomm - +
| SR |
N +
I
Fommemeaa e +
I I I
Fomm - + Hom - - + Fomm - +
| CsL | | 1STC | | Hosts |
N + Foonnnn +  Heeeeaan +
I I
o e - + oo - +
| Hosts | | Hosts |
Fomm - + Fomm - +
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file is presented using a pseudo configuration file syntax.]

| oad
| oad
| oad
| oad
| oad
| oad

Lottor

r oot
zone
zone
zone
Zzone
Zzone

server |ist

SRI . COM

CSL. SRI . Com

| STC. SRI . COM

18. 128. | N- ADDR. ARPA.
33.12.192. | N ADDR. ARPA.

fromfile
fromfile
fromfile
fromfile
fromfile
fromfile

ROOT. SERVERS
SRI . ZONE

CSL. ZONE

| STC. ZONE

SRI NET. ZONE

SRI - CSL- NET. ZONE

Since bootstrap files are not standardized, this
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[File "ROOT. SERVERS". Again, the format of this file is not
st andar di zed. ]

;1ist of possible root servers

SRI - NI C. ARPA 10.0.0.51 26.0.0.73

C. 1Sl. EDU 10. 0. 0. 52

BRL- ACS. ARPA 192.5.25.82 192.5.22.82 128.20.1.2
A. 1Sl . EDU 26.3.0.103
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[File "SR .ZONE"]

SRl . COM IN SOA KL. SRI. COM DLE. STRI PE. SRI . COM (
870407 ;serial
1800 ;refresh every 30 m nutes
600 ;retry every 10 minutes

604800 ;expire after a week
86400 ;default of an hour

)

SRI . COM NS KL. SRI . COM
NS STRI PE. SRI . COM
X 10 KL. SRI . COM
; SRI . COM host s
KL A 10.1.0.2
A 128.18.10.6
X 10 KL. SRI . COM
STRI PE A 10.4.0.2
STRI PE A 128.18.10.4
MX 10 STRI PE. SRI . COM
NI C CNAME SR - N C ARPA
Bl ackj ack A 128.18.2.1
H NFO  VAX-11/780 UNI X
VKS 128.18.2.1 TCP TELNET FTP
CsL A 192.12.33.2
H NFO FOONLY- F4 TOPS20
VKS 192.12.33.2 TCP TELNET FTP SMIP FI NGER
MX 10 CSL. SRI . cov
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[File "CSL. ZONE"]

CSL. SR . com IN SOA KL. SRI.COM DLE. STRI PE. SRI . COM (
870330 ;serial
1800 ;refresh every 30 m nutes
600 ;retry every 10 minutes

604800 ;expire after a week
86400 ;default of a day

)

CSL. SRI . COM NS KL. SRI . COM
NS STRI PE. SRI . COM
A 192.12.33.2

: CSL. SRI . COM host s

A CNAME  CSL. SRI . COM
B A 192.12.33. 3

H NFO  FOONLY- F4 TOPS20

VKS 192.12.33.3 TCP TELNET FTP SMIP
GwW A 10.2.0.2

A 192.12.33.1

A 128.18.1.1

H NFO  PDP-11/23 MOS
SMELLY A 192.12.33. 4

H NFO | MAGEN | MAGEN
SQUI RREL A 192.12.33.5

H NFO  XEROX- 1100 | NTERLI SP
VENUS A 192.12.33.7

H NFO  SYMBCLI CS- 3600 LI SPM
HELI UM A 192.12.33. 30

H NFO  SUN-3/160 UNI X
ARGON A 192.12.33. 31

H NFO  SUN- 3/ 75 UNI X
RADON A 192.12. 33. 32

H NFO  SUN-3/75 UNI X
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[File "1 STC. ZONE"]

| STC. SRI . COM IN SOA KL. SRI. COM roeners. JOYCE. | STC. SRI. COM (
870406 ;serial
1800 ;refresh every 30 m nutes
600 ;retry every 10 minutes
604800 ;expire after a week
86400 ;default of a day
)
| STC. SRI . COM NS KL. SRI . COM
NS STRI PE. SRI . COM
MX 10 SPAM | STC. SRI . COM
; | STC hosts
joyce A 128.18.4.2
H NFO  VAX-11/750 UNI X
bozo A 128.18.0.6
H NFO SUN UNI X
sundae A 128.18.0.11
H NFO  SUN UNI X
tsca A 128.18.0. 201
A 10.3.0.2
H NFO  VAX-11/750 UNI X
MX 10 TSCA. | STC. SRI. Com
tsc CNAME tsca
prmh A 128. 18. 0. 203
A 10.2.0.51
H NFO  PDP-11/44 UN X
spam A 128.18.4.3
A 10. 2. 0. 107
H NFO  VAX-11/780 UNI X
MX 10 SPAM | STC. SRI. CoM
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[File "SR NET. ZONE"]

18. 128. | N- ADDR. ARPA. IN SOA KL.SRI.COM DLE.STRIPE. SRI.COM (
870406 ; seri al
1800 ;refresh every 30 m nutes
600 ;retry every 10 minutes

604800 ;expire after a week
86400 ;default of a day

)

18. 128. | N- ADDR. ARPA. NS KL. SRI . COM
NS STRI PE. SRI . COM
PTR GW CSL. SRI . COM

; SRINET [128.18.0.0] Address Transl ations

; SRI. COM Host s

1.2.18.128. | N- ADDR. ARPA. PTR Bl ackj ack. SRI . COM

; | STC. SRI . COM Host s

2.4.18.128. | N- ADDR. ARPA. PTR joyce. | STC. SRI . COM
6. 0. 18. 128. | N- ADDR. ARPA. PTR bozo. | STC. SRI . COM
11. 0. 18. 128. | N- ADDR. ARPA. PTR sundae. | STC. SRI . COM
201. 0. 18. 128. | N- ADDR. ARPA. PTR tsca. | STC SR . COM
203. 0. 18. 128. | N- ADDR. ARPA. PTR prmh. | STC. SRI . COM
3.4.18.128. | N- ADDR. ARPA. PTR spam | STC. SR . COM

; CSL. SRI . COM Host s
1.1.18.128. 1 N- ADDR. ARPA. PTR GW CSL. SRI . COM
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[File "SRI-CSL-NET. ZONE"]

33.12.192. | N-ADDR ARPA. I N SOA KL. SRI.COM DLE. STRI PE. SRI. COM (

33.12.192. | N- ADDR. ARPA. NS
NS
PTR

870404 ; seri al
1800 ;refresh every 30 m nutes
600 ;retry every 10 minutes
604800 ;expire after a week
86400 ;default of a day
)

KL. SRI . COM

STRI PE. SRI . COM
GW CSL. SRI . COM

; SRI-CSL-NET [192.12.33.0] Address Transl ations

SRl . COM Host s
.33.12.192. | N- ADDR. ARPA.

IR

CSL. SRI . COM Host s
.33.12.192. | N- ADDR. ARPA.
.33.12.192. | N- ADDR. ARPA.
.33.12.192. | N- ADDR. ARPA.
.33.12.192. | N- ADDR. ARPA.
.33.12.192. | N- ADDR. ARPA.
30. 33.12.192. | N- ADDR. ARPA.
31.33.12.192. | N- ADDR. ARPA.
32.33.12.192. | N- ADDR. ARPA.

~NOob~hWE-r

Lottor

PTR

PTR
PTR
PTR
PTR
PTR
PTR
PTR
PTR

CSL. SRI . COM

GW CSL. SRI . COM

B. CSL. SRI . COM
SMELLY. CSL. SRI . COM
SQUI RREL. CSL. SRI . COM
VENUS. CSL. SRI . COM
HELI UM CSL. SRI . COM
ARGON. CSL. SRI . COM
RADON. CSL. SRI . COM
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APPENDI X

DOVAI N OPERATI ONS GUI DE

Novenber 1987

BI ND (Berkel ey Internet Name Domain server) distributed with 4.3 BSD

UNI X

This section describes two BIND inpl enentation specific files;
boot file and the cache file.
specifications that are not described here.

Operations Cuide for

The boot file for

See
BIND for details.

BIND i s usually called "naned. boot".
corresponds to file "CONFI G CVD"

in the exanpl e

Bl ND has ot her options,

t he
files, and
t he Nane Server

Thi s
secti on.

cache

pri mary
primary
primary
primary
primary

SRI . COM

CSL. SRI . COM

| STC. SRI . COM

18. 128. | N- ADDR. ARPA
33.12.192. | N- ADDR. ARPA

naned. ca
SRI . ZONE

CSL. ZONE

| STC. ZONE

SRI NET. ZONE

SRI - CSL- NET. ZONE

The cache file for

BIND i s usually called "naned. ca"
corresponds to file "ROOI. SERVERS"

in the exanpl

Thi s
e section.

;1ist of possible root servers

1

;and their addresses

SRI - NI C. ARPA.

C. 1Sl. EDU
BRL- ACS. ARPA.

A 1SI. EDU

I'N
C. 1Sl. EDU

C.1Sl. EDU

10.0.0.51
26.0.0.73
10. 0. 0. 52
192.5. 25. 82
192.5.22.82
128.20.1.2
26.3.0.103

>rr>>r>r> 5;5;5;%

SRI - NI C. ARPA.

BRL- ACS. ARPA.

Lottor
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