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Poi nt-to-Poi nt Protocol Extensions for Bridging
Status of this Menp

Thi s docunent defines an extension of the Internet Point-to-Point
Protocol (PPP) described in RFC 1171, targeting the use of Point-to-
Point lines for Renote Bridging. It is a product of the Point-to-
Poi nt Protocol Extensions Wrking Goup of the Internet Engineering
Task Force (1ETF).

This RFC specifies an | AB standards track protocol for the Internet
community, and requests discussion and suggestions for inprovenents.
Pl ease refer to the current edition of the "I AB Oficial Protoco
Standards" for the standardi zation state and status of this protocol.
Distribution of this nenp is unlinted.

Hi storical Perspective

Two basic algorithms are anmbient in the industry for Bridging of

Local Area Networks. The nore common algorithmis called
"Transparent Bridgi ng" and has been standardi zed for Extended LAN
configurations by | EEE 802.1. |EEE 802.5 has proposed an alternative
approach, called "Source Routing", and is in the process of
standardi zi ng that approach for | EEE 802.5 extended networKks.

Al t hough there is a subconmittee of | EEE 802.1 addressing renote
bridgi ng, neither standard directly defines Renote Bridgi ng per se,
as that would technically be beyond the | EEE 802 conmittee’s charter.
Both allow for it, however, nodeling the line as an unspecified

i nterface between hal f-bridges.

Thi s docunent assumes that the devices at either end of a serial link
- have agreed to utilize the RFC 1171 line discipline in sone form
- may have agreed, by sone other neans, to exchange ot her
protocols on the line interspersed with each other and with any
bri dged PDUs.

- may be willing to use the Iink as a vehicle for Renpte Bridging.

- may have multiple point-to-point links that are configured in
parallel to sinmulate a single line of higher speed or
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reliability, but nessage sequence issues are solved by the
transmitting end.

3. General Considerations
3.1. Link Quality Mnitoring

It is strongly recormmended that Point-to-Point Bridge Protoco

i npl enentations utilize Magi c Nunmber Loopback Detection and Link-
Quality-Mnitoring. This is because the 802.1 Spanning Tree
protocol, which is integral to both Transparent Bridgi ng and Source
Routing (as standardi zed), is unidirectional during nornal operation
with HELLO PDUs emanating fromthe Root Systemin the genera
direction of the | eaves, without any reverse traffic except in
response to network events.

3.2. Message Sequence

The multiple link case requires consideration of nessage
sequentiality. The transnitting station nmust deternine either that
the protocol being bridged requires transnissions to arrive in the
order of their original transm ssion, and enqueue all transni ssions
on a given conversation onto the sane link to force order
preservation, or that the protocol does NOT require transnissions to
arrive in the order of their original transm ssion, and use that

know edge to optinize the utilization of the several |inks, enqueuing
traffic to links to nmininize del ay.

In the absence of such a determi nation, the transmitting station nust
act as though all protocols require order preservation; nmany
protocol s designed primarily for use on a single LAN in fact do. A
protocol could be described to naintain nessage sequentiality across
mul tiple links, either by sequence nunbering or by fragnentati on and
re-assenbly, but this is neither el egant nor absolutely necessary.

3.3. Mxi mum Recei ve Unit Consi derations

Pl ease note that the negotiated MRU nust be | arge enough to support
the MAC Types that are negotiated for support, there being no
fragmentation and re-assenbly. Even Ethernet frames are larger than
the default MRU of 1500 octets.

3.4. Separation of Spanning Tree Domai ns
It is conceivable that a network nmanager nmight wish to inhibit the
exchange of BPDUs on a link in order to logically divide two regions

into separate Spanning Trees with different Roots (and potentially
di fferent Spanning Tree inplenentations or algorithns). 1In order to
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do that, he nust configure both ends to not exchange BPDUs on a |ink
For the sake of robustness, a bridge which is so configured nust
silently discard the BPDU of its neighbor, should it receive one.

4. |1 EEE 802.1 Transparent Bridging
4.1. Overview of |EEE 802.1 Transparent Bri dgi ng

As a favor to the uninitiated, let us first describe Transparent
Bridging. Essentially, the bridges in a network operate as isol ated
entities, largely unaware of each others’ presence. A Transparent
Bri dge mai ntains a Forwardi ng Dat abase consi sting of

{address, interface}

records by saving the Source Address of each LAN transm ssion that it
receives along with the interface identifier for the interface it was
received on. |t goes on to check whether the Destination Address is
in the database, and if so, either discards the nmessage (if the
destination and source are |located at the sanme interface) or forwards
the nmessage to the indicated interface. A nessage whose Destination
Address is not found in the table is forwarded to all interfaces
except the one it was received on; this describes Broadcast/Milticast
behavi or as wel | .

The obvious fly in the ointnment is that redundant paths in the
network cause indeterninate (nay, all too determ nate) forwarding
behavior to occur. To prevent this, a protocol called the | EEE
802. 1(d) Spanning Tree Protocol is executed between the bridges to
detect and logically renove redundant paths fromthe network.

One systemis elected as the "Root", which periodically enmts a
nmessage called a Bridge Hello Protocol Data Unit, or BPDU, heard by
all of its neighboring bridges. Each of these nodifies and passes
the BPDU on to its neighbors, and they to theirs, until it arrives at
the | eaf LAN segnents in the network (where it dies, having no
further neighbors to pass it along) or until the nessage is stopped
by a bridge which has a superior path to the "Root". In this latter
case, the interface the BPDU was received on is ignored (i.e., it is
placed in a Hot Standby status, no traffic is emtted onto it except
the BPDU, and all traffic received fromit is discarded) until a
topol ogy change forces a recal cul ati on of the network.

4.2. | EEE 802.1 Renote Bridging Activity
There exi st two basic sorts of bridges - ones that interconnect LANs

directly, called Local Bridges, and ones that interconnect LANs via
an internedi ate medi um such as a leased line, called Renpte Bridges.
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The Poi nt-to-Point Protocol night be used by a Renote Bridge.

There is nore than one proposal within the | EEE 802.1 | nterworking
Committee for nodeling the Renote Bridge. In one nodel, the

i nterconnecting serial link(s) are treated in the same way that a LAN
is, having a standard | EEE 802.1 Link State; in another, the serial
links operate in a node quite different fromthe LANs that they

i nterconnect. For the sake of sinplicity of specification, the first
nodel is adopted, although sonme of the good ideas from proponents of
the second nodel are included or allowed for.

Therefore, given that transparent bridging is configured on a line or
set of lines, the specifics of the link state with respect to the
bridge is defined by I EEE 802.1(d). The Bridge Protocol Data Unit,
or BPDU, is defined there, as well as the algorithms for its use.

It is assuned that, if a Point-to-Point Link neighbor receives |EEE
802.1 BPDUs without rejecting themw th the RFC 1171 Protocol - Rej ect
LCP PDU, Transparent Bridging is permtted on the link

4.3. | EEE 802.5 Source Routing

The I EEE 802.5 Committee has defined a different approach to bridging
for use on the Token Ring, called Source Routing. |In this approach
the originating systemhas the responsibility of indicating what path
that the nessage should follow It does this, if the message is
directed off the local ring, by including a variable |ength MAC
header extension called the Routing Information Field, or RIF. The
RIF consists of one 16 bit word of flags and paraneters foll owed by
zero or nore ring-and-bridge identifiers. Each bridge en route
determines fromthis "source route list" whether it should receive
the message and how to forward it.

The al gorithm for Source Routing requires the bridge to be able to
identify any interface by its ring-and-bridge identifier, and to be
able to identify any of its OTHER interfaces |ikew se. Wen a packet
is received which has the Routing Information Field (RIF) present, a
boolean in the RIF is inspected to deternine whether the ring-and-
bridge identifiers are to be inspected in "forward" or "reverse"
sense. |In a "forward" search, the bridge | ooks for the ring-and-
bridge identifier of the interface the packet was received on, and
forwards the packet toward the ring identified in the ring-and-bridge
identifier that follows it. 1In a "reverse" search, the bridge | ooks
for the ring-and-bridge identifier of the OTHER | NTERFACE, and
delivers the packet to the indicated interface if such is found.

The algorithms for handling multicasts ("Functional Addresses" and
"Group Addresses") have been the subject of nuch discussion in 802.5,
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and are likely to be the nost troubl esone for bridge i npl enentations.
Fortunately, they are beyond the scope of this docunent.

4.4. | EEE 802.5 Renote Bridging Activity

There is no Renote Bridge proposal in |EEE 802.5 at this tineg,

al t hough I BM ships a renpte Source Routing Bridge. Sinplicity would
dictate that we choose the same nodel for | EEE 802.5 Source Routing
that was selected for | EEE 802.1, but necessity requires a ring
nunber for the line in sone cases. W allow for both nodels.

G ven that source routing is configured on a line or set of lines,
the specifics of the link state with respect to the bridge is defined
by the | EEE 802.5 Addendum on Source Routing. The requisite PDUs for
calculating the spanning tree (used for assuring that each ring will
recei ve at nost one copy of a nmulticast) are defined there, as wel

as the algorithms for their use. MAC PDUs (Beacon, Ri ng Managenent,
etc) are specific to the MAU technol ogy and are not exchanged on the
line.

4.5. Source Routing to Transparent Bridge Transl ation

| EEE 802 al so has a subcommittee | ooking at the interoperation of
Transparent Bridgi ng and Source Routing. For the purposes of this
standard, such a device is both a transparent and a source routing
bridge, and will act on the line in both ways, just as it does on the
LAN.

5. Traffic Services

Several services are provided for the benefit of different system
types and user configurations. These include LAN Frane Checksum
Preservation, LAN Frane Checksum CGeneration, Tinygram Conpression,
and the identification of closed sets of LANs.

5.1. LAN Frane Checksum Preservation

| EEE 802.1 stipulates that the Extended LAN nust enjoy the same
probability of undetected error that an individual LAN enjoys.

Al t hough there has been considerabl e debate concerning the al gorithm
no ot her algorithm has been proposed than having the LAN Frame
Checksumreceived by the ultimate receiver be the sane val ue
calculated by the original transmtter. Achieving this requires, of
course, that the line protocols preserve the LAN Frane Checksum from
end to end. The protocol is optimzed towards this approach
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5.2. Traffic having no LAN Frane Checksum

The fact that the protocol is optinized towards LAN Franme Checksum
preservation raises twin questions: "Wat is the approach to be used
by systems which, for whatever reason, cannot easily support Frane
Checksum preservation?" and "What is the approach to be used when the
system ori gi nates a nessage, which therefore has no Frane Checksum
precal cul at ed?".

Surely, one approach would be to require stations to cal culate the
Frame Checksumin software if hardware support were unavailable; this
woul d meet with profound di smay, and woul d rai se serious questions of
interpretation in a Bridge/ Router

However, stations which inplenment LAN Frame Checksum preservation
nmust already solve this problem as they do originate traffic.
Therefore, the solution adopted is that nessages which have no Frane
Checksum are tagged and carried across the |ine.

When a system whi ch does not inplenent LAN Franme Checksum
preservation receives a frane having an enbedded FCS, it converts it
for its own use by renoving the trailing four octets. Wen any
system forwards a franme which contains no enbedded FCS to a LAN, it
forwards it in a way which causes the FCS to be cal cul at ed.

5.3. Tinygram Conpression

An issue in renote Ethernet bridging is that the protocols that are
nost attractive to bridge are prone to problens on | ow speed (64 KBPS
and below) lines. This can be partially alleviated by observing that
the vendors defining these protocols often fill the PDU with octets
of ZERO. Thus, an Ethernet or |EEE 802.3 PDU received froma |ine
that is (1) snaller than the m ninum PDU size, and (2) has a LAN
Frame Checksum present, nust be padded by inserting zeroes between
the last four octets and the rest of the PDU before transmtting it
on a LAN. These protocols are frequently used for interactive
sessions, and therefore are frequently this small.

To prevent ambiguity, PDUs requiring padding are explicitly tagged.
Conpression is at the option of the transnmtting station, and is
probably perforned only on | ow speed |ines, perhaps under
configuration control

The pseudo-code in Figure 1 describes the algorithns.
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5.4. LAN ldentification

In some applications, it is useful to tag traffic by the user
community it is a part of, and guarantee that it will be only emtted
onto a LAN which is of the same community. The user comunity is
defined by a LAN ID. Systens which choose to not inplenent this
feature nust assunme that any frane received having a LANIDis froma
different community than theirs, and discard it.
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Fi gure 1: Tinygram Conpressi on Pseudo- Code
PPP Transmitter:

i f (ZeroPadConpressi onEnabl ed &&
Bri dgedPr ot ocol Header For mat == | EEE8023 &&
Packet Length == M ni munB8023Packet Lengt h) {
/*
* Renove any continuous run of zero octets preceding,
* but not including, the LAN FCS, but not extending
* into the MAC header.

*/
Set (Zer oConpr essi onFl ag) ; /* Signal receiver */
if (is_Set (LAN FCS Present)) {
FCS = TrailingCQctets (PDU, 4); /* Store FCS */
RemoveTrail i ngQctets (PDU, 4); /* Remove FCS */
whi |l e (PacketlLength > 14 && /* Stop at MAC header */
TrailingCctet (PDU) == 0) [/* or |last non-zero octet */
RenmoveTraili ngQctets (PDU, 1);/* Renove zero octet */
Appendbuf (PDU, 4, FCS); /* Restore FCS */
el se {
whi |l e (PacketlLength > 14 && /* Stop at MAC header */
TrailingCctet (PDU) == 0) /* or last zero octet */
RenmoveTraili ngQctets (PDU, 1);/* Renove zero octet */
}

}

PPP Recei ver:

i f (ZeroConpressionFlag) { /* Flag set in header? */
/* Restoring packet to mininum802.3 length */
Ol ear (ZeroConpressionFl ag);
if (is_Set (LAN_FCS Present)) {
FCS = TrailingCctets (PDU, 4); /* Store FCS */
RenoveTrail i ngQctets (PDU, 4); /* Renove FCS */
Appendbuf (PDU, 60 - PacketlLength, zeroes);/* Add zeroes */
Appendbuf (PDU, 4, FCS); /* Restore FCS */

el se {
Appendbuf (PDU, 60 - PacketlLength, zeroes);/* Add zeroes */
}

Poi nt -t 0- Poi nt Protocol Extensions Wrking G oup [ Page 8]



RFC 1220 Bri dgi ng Poi nt-to-Point Protocol April 1991

6. Protocol Data Unit Fornats
6.1. Common LAN Traffic
Figure 2: 802.3 Frane fornat

0 1 2 3
01234567890123456789012345678901
R e ok s
HDLC FLAG |
B e s o s o S S e e e i T TEIE TRIE TR TRl SR S S S B e e i i =
OxFF | 0x03 | 0x00 | 0x31 +
T o S i i i S ik il i S SRR N S
| Z] O] Count | MAC Type | LAN ID high word (optional) +
Rl T Tk e e e S i i o R e e s
LAN ID |l ow word (optional) | Destinati on MAC Address +
+

+

+

.

.

|

L— B i S i i S S I Tk i i s S S S S
| Destination MAC Address +
e e i i e S S e e e e e
| Source MAC Address +
T T i i e e e e e e et i S s S R R SR
| Source MAC Address | Lengt h/ Type +
B e s i e e e s i i ST RIE CRIE TR TR TR S T S S S s sl S S S
| LLC data +
e e i i e S S e e e e e
| +
T T i i e e e e e e et i S s S R R SR
| LAN FCS (optional) +
B e s i e e e s i i ST RIE CRIE TR TR TR S T S S S s sl S S S
| potential |ine protocol pad +
T e e i i e e e st S s s SN SR
| HDLC CRC | HDLC FLAG |

T e s o i i o e i S SR TR

For Bridging LAN traffic, the format of the frane on the line is as
shown in Figures 2 or 3. This confornms to RFC 1171 section 3.1
"Frane Format". It also allows for RFC 1172 [2] negoti ation of
Protocol Field Conpression and Address and Control Field Conpression.
It is recomrended that devices which use controllers that require
even nmenory addresses negotiate to NOT USE Protocol Field Conpression
on other than | ow speed |inks.
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Fi gure 3: 802.4/802.5/FDDI Frane format

0

1 2

April 1991

3

01234567890123456789012345678901

+- +-

S i S

HDLC FLAG
i i T i U S ik St Ui SN SN S S S

+

OxFF | 0x03 | 0x00

Destinati on MAC Address

0x31

+

T S i S T S S e I S i T i
Z| 0] Count | MAC Type | LANID high word (optional) +
B i S i i S S I Tk i i s S S S S
AN ID low word (optional) | Pad Byte | Frame Control +
B S T s S N R N S o DR N SRp S SR

+

i S i i S S i i S e O ik e i S

Desti nati on MAC Address | Source MAC Address

Source MAC Addr ess

+

+

i it Tie S S S S U i it U S S S S it S SR e

LLC data

+

i S i i S S i i S e O ik e i S

+

e S it S P S S S N i S S e

FCS (optional)

+

e e i S S i it e S S S S S S ik S SR N

optional Data Link Layer padding

+

i S i i S i T S e i i i e e

+- +-

HDLC CRC | HDLC FLAG
T S i i it SN SRS

The fields of this nessage are as foll ows:

Address Field and Control Field:
As defined by RFC 1171

Pr ot ocol

Fi el d:

0x0031

Fl ags:

bits 0-3: length of the line protocol pad field.

bi t
bi t
bi t
bi t

The

that any point-to-point frane may have paddi ng at the end.

Poi nt-t o-

4: Reserved, Set to Zero

+
|
+
|
+
|
+
|
+
|
+
|
i S e T S T S e Tn i i S S
|
+
|
+
|
+
|
+
|
+
|
+

5. Set if |EEE 802.3 Pad nust be zero filled to m ni mum si ze

6: Set if the LANID Field is present
7: Set if the LAN FCS Field is present

"nunmber of trailing "pad" octets is a deference to the fact
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nunber tells the receiving systemhow many octets to strip off the
end.

MAC Type:
0: Reserved

1: | EEE 802. 3/ Et her net
2: | EEE 802. 4

3. | EEE 802.5

4: FDDI

oi her: Assigned by the Internet Assigned Nunmbers Authority

LAN | D
This optional 32 bit field identifies the Cormunity of LANs which
may be interested to receive this frame, as described in section
5.4, If the LANID flag is not set, then this field is not
present, and the PDU is four octets shorter.

Frame Control:
On 802.4, 802.5, and FDDI LANs, there are a few octets preceding
the Destinati on MAC Address, one of which is protected by the FCS.
Since the MAC Type field defines the bit ordering, these are sent
in MAC order. A pad octet is present to avoid odd nmachi ne address
boundary probl ens.

Desti nati on MAC Address:
As defined by the IEEE. Since the MAC Type field defines the bit
ordering, this is sent in MAC order.

Source MAC Address:
As defined by the |EEE. Since the MAC Type field defines the bit
ordering, this is sent in MAC order.

LLC dat a:
This is the remainder of the MAC frame. This is that portion of
the frame which is (or would be were it present) protected by the
LAN FCS; for exanple, the 802.5 Access Control field, and Status
Trailer are not neaningful to transnit to another ring, and are
omtted.

LAN Frane Checksum
If present, this is the LAN FCS which was cal cul ated by (or which
appears to have been cal cul ated by) the originating station. |If
the FCS Present flag is not set, then this field is not present,
and the PDU is four octets shorter.

Optional Data Link Layer Padding

RFC 1171 specifies that an arbitrary pad can be added after the
data i ntended for transm ssion. The "Count" portion of the flag

Poi nt -t 0- Poi nt Protocol Extensions Wrking G oup [ Page 11]



RFC 1220 Bri dgi ng Poi nt-to-Point Protocol April 1991

field contains the length of this pad, which nmay not exceed 15
octets.

CRC-CCITT
Mentioned primarily for clarity. The CRC used on the PPP link is
separate fromand unrelated to the LAN FCS

6.2. | EEE 802.1 Bridge

This is the BPDU as defined by | EEE 802. 1(d), w thout any MAC or
802. 2 LLC header (these being functionally equivalent to the Address,
Control, and Protocol Fields). The LAN Pad and Frane Checksum fi el ds
are |ikew se superfluous and absent. The Address and Control Fields
are optional, subject to the Address and Control Field Conpression
negoti ati on.

Figure 4: Bridge "Hello" PDU

1 2 3

1234567890123456789012345678901
I S S S S N e
| HDLC FLAG |
B T e o i S I i i S S N iy St S I S S
| OxFF | 0x03 0x02 0x01 +
B e i S T e i T e S R S e e e s i i T S
| BPDU dat a +
B o i T e e T s i i T S TR S e S S i T S g e e

o +
L—- B i T o S o i S S i s S S S S S S
| HDLC CRC | HDLC FLAG
e i i s e S O e i e ok S ST TR SN B SR S

The fields of this nessage are as foll ows:

Address Field and Control Field:
As defined by RFC 1171

Pr ot ocol Fi el d:
0x0201

MAC Frane:
802. 1(d) BPDU
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6.3. | EEE 802 Network Control Protoco

The Bridge Network Control Protocol is responsible for configuring,
enabl i ng, and disabling the bridges on both ends of the point-to-
point link. As with the Link Control Protocol, this is acconplished
t hrough an exchange of packets. BNCP packets may not be exchanged
until LCP has reached the network-Iayer Protocol Configuration
Negoti ati on phase. Likewi se, LAN traffic may not be exchanged unti
BNCP has first opened the connection

The Bridge Network Control Protocol is exactly the sanme as the Point-
to-Point Link Control Protocol with the follow ng exceptions:

Data Link Layer Protocol Field
Exactly one Bridge Network Control Protocol packet is encapsul ated
inthe Information field of PPP Data Link Layer frames where the
Protocol field indicates type hex 8031 (BNCP).

Code field
Only Codes 1 through 7 (Configure-Request, Configure-Ack,
Confi gure- Nak, Configure-Reject, Termn nate-Request,
Term nat e- Ack and Code-Reject) are used. O her Codes should
be treated as unrecogni zed and should result in Code-Rejects.

Ti meout s
BNCP packets nay not be exchanged until the Link Contro
Protocol has reached the network-Iayer Protocol Configuration
Negoti ati on phase. An inplenentation should be prepared to wait
for Link Quality testing to finish before timng out waiting
for Configure-Ack or other response.

Configuration Option Types
The Bridge Network Control Protocol has a separate set of
Configuration Options. These pernit the negotiation of the
followi ng itens:

- MAC Types supported

- Ti nygram Conpr essi on support

- LAN Identification support

- Ring and Bridge ldentification

6.4. | EEE 802.5 Renpte Ring ldentification Option

Since the Renote Bridges are nodel ed as nornmal Bridges with a strange
internal interface, each bridge needs to know the ring/bridge nunmbers
of the bridges it is adjacent to. This is the subject of a Link
Negoti ati on. The exchange of ring-and-bridge identifiers is done
using this option on the Network Control Protocol
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The Token Ring Ring-and-Bridge lIdentifier, and its use, is specified
by the | EEE 802.5 Addendum on Source Routing. It identifies the ring
that the interface is attached to by its configured ring nunber, and
itself by bridge nunber on the ring.

Figure 5: Renpte Ring ldentification Option

0 1 2 3

01234567890123456789012345678901
B T T T o o S S S e i S S Tk e e Y S
| type=1 |[length = 4 | ring nunber | bri dge#|
B i ok it I I S e S e S ki ol ik i I TR SR i S S e S e e e e i i 5

Type 1 = | EEE 802.5 Source Routing Ring/Bridge lIdentifier

Length
4 Cctets

Ri ng Number
A 12 bit nunber identifying the token ring, as defined in the
| EEE 802.5 Source Routing Specification.

Bri dge Nunber
A 4 bit nunber identifying the bridge on the token ring, as
defined in the | EEE 802.5 Source Routing Specification.
6.5. | EEE 802.5 Line Identification Option

This option pernmits the systens to treat the line as a visible "Token

Ri ng", in accordance with the Source Routing algorithm The bridges
exchange ring-and-bridge identifiers using this option on the Network
Control Protocol. The configured ring nunmbers nmust be identical in

nor mal operati on.

The Token Ring Ring-and-Bridge ldentifier, and its use, is specified
by the | EEE 802.5 Addendum on Source Routing. It identifies the ring
that the interface is attached to by its configured ring nunmber, and
itself by bridge nunber on the ring.

Figure 6: Line ldentification Option

0 1 2 3
01234567890123456789012345678901
i T o T e e e et o S s S R R SR
| type=2 |[length = 4 | ring nunber | bri dge#|
B T e o i S I i i S S N iy St S I S S
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Type 2 = | EEE 802.5 Line "Ring/Bridge" ldentifier

Length
4 Cctets

Ri ng Nunber
A 12 bit nunber identifying the line, as defined in the
| EEE 802.5 Source Routing Specification.

Bri dge Numnber
A 4 bit nunber identifying the bridge on the token ring, as
defined in the | EEE 802.5 Source Routing Specification.

6.6. MAC Type Support Sel ection

The MAC Type Selection Option is provided to pernit nodes to
advertise what sort of traffic they are prepared to convey. A device
negotiating a 1600 octet MRU, for exanple, may not be willing to
support 802.5 (although it mght, with certain changes necessary in
the RIFs it passes, and given that the hosts it supports inplenent
the 802.5 Maxi mum Frane Size correctly), and is definitely not
prepared to support 802.4 or FDDI.

A system whi ch does not announce the MAC Types that it supports may
be assuned to support all MAC Types; it will discard those that it
does not understand. A system which chooses to announce MAC Types is
advising its neighbor that all unspecified MAC Types will be

di scarded. Announcenent of nultiple MAC Types is acconplished by
placing multiple options in the Configure Request.

The Rejection of a MAC Type Announcenent (in a Configure-Reject) is
essentially a statenent that traffic appropriate to the MAC Type, if
encountered, will be forwarded on the link even though the receiving
systemhas indicated it will discard it.

Figure 7: MAC Type Sel ection Option

0 1 2
012345678901234567890123

B R e e i s e ks sT O T SRR SR SR SR SR S R S TR S it i
| type=3 |[length = 3 | MAC Type |
T e el it S I R R e e e S S R i T I i e e e s

Type 3 = MAC Type Sel ector

Length
3 Cctets
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MAC Type Sel ect or

6.7. Ti

One of the values of the PDU s MAC Type Field that this systemis
prepared to receive and service

nygr am Conpr essi on

Not all systens are prepared to nmake nodifications to nessages in

trans
Thi s

Consi
I nter

conpr

it; on high speed lines, it is probably not worth the effort.
option permits the systemto negotiate conpression

stent with the behavior of other conpression options in the
net Point-to-Point set of protocols, no negotiation inplies no
ession. The systens need not agree on the setting of this

paraneter; one nay be willing to deconpress and the other not. A

syste
di sab

Fi gur

0
01

B i S S S i i S

B i Sl S

Type

Lengt

Conpr

m whi ch does not negotiate, or negotiates this option to be
| ed, should never receive a conpressed packet, however.

e 8: Tinygram Conpression Option

1 2
2345678901234567890123
L TR R R i TR N T =

| Conpression |
-t - -

+- +-
type=4 |[length = 3
+- +- +- - - - - -+

+-+

4 = Tinygram Conpressi on Support Option

h
3 Cctets

essi on Enabl e/ Di sabl e

If the value is 1, Tinygram Conpression is enabled. |If the
value is 2, Tinygram Conpression is disabled, and no
deconpression will occur.

6.8. LAN Identification Support

Not all systens are prepared to make use of the LAN Identification

field

The p
exi st
servi
| abel
defin
peer

traff

Point-to

. This option enables the systens to negotiate its use.

aranmeter is advisory; if the value is "enabled", then there nay
| abel ed LANs beyond the system and the systemis prepared to

ce traffic toit. if the value is "disabled", then there are no

ed LANs beyond the system and all such traffic will by

ition be dropped. Therefore, a systemwhich is advised that his

does not service LAN lIdentifications need not forward such

ic on the link.
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The default value is that LAN Identification disabled.
Figure 9: LAN Identification Option

0 1 2

012345678901234567890123
e i i s e S O e i e ok S ST TR SN B SR S
| type=5 |[length = 3 | Identification]
R i T T e e O it oI TR R T S R S S e e s

Type 5 = LAN Identification Support Option

Length
3 Cctets

Identification Enabl e/ D sabl e
If the value is 1, LAN Identification is enabled. I1f the value
is 2, LAN Identification is disabled.
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9. Security Considerations

Security issues are not discussed in this nmeno.
10. Author’s Address

Fred Baker

Advanced Conputer Conmuni cati ons

720 Santa Barbara Street

Santa Barbara, CA 93101

Phone: (805) 963-9431

EMai | . f baker @GACC. COM
O send comments to: ietf-ppp@ocdavis.edu

Poi nt -t 0- Poi nt Protocol Extensions Wrking G oup [ Page 18]



