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Status of this Meno
This RFC specifies an | AB standards track protocol for the
Internet community, and requests discussion and suggestions for

i nprovenents. Please refer to the current edition of the '*1AB

Oficial Protocol Standards’’ for the standardization state and

status of this protocol. Distribution of this nmeno is unlinited.
Abst r act

The OSI Directory specifies an encodi ng of Presentation Address,
which utilises OSI Network Addresses as defined in the OSI

Net wor k Layer standards [CCI88] [ISC87a]. The OSI Directory, and
any OS|I application utilising the OSI Directory nust be able use
these Network Addresses to identify end systens. Currently, OCSl
applications are often run over |lower |ayers other than the OSI
Network Service. It is neither reasonable nor desirable for
groups wishing to investigate and use OSI Applications in
conjunction with the OSI Directory to be dependent on a gl obal

CSI Network Service. This document defines a new network address
format, and rules for using sonme existing network address
formats. The scope of this docunent is:

1. Any TCP/IP network supporting COTS using RFC 1006.

2.  Any mapping of COTS onto X.25 (usually X 25(80)), where X. 25 is
not used to provide CONS (i.e., only DTE and not Network address
is carried).

The approach could al so be extended to use with other neans of
providing COTS (or CLTS). It is not appropriate for use where
CONS or CLNS is used to provide COTS (or CLTS).
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1 Introduction

The CSI Directory specifies an encodi ng of Presentation Address, which
utilises OSI Network Addresses as defined in the OSI Network Layer
standards [CCI88] [ISCB7a]. The OSI Directory, and any OS|
application utilising the OSI Directory nust be able use these Network
Addresses to identify end systens.

Currently, OSI applications are often run over |ower |ayers other than
the OSI Network Service. It is neither reasonable nor desirable for
groups wishing to investigate and use OSI Applications in conjunction
with the OSI Directory to be dependent on a global OSI Network
Service. This RFCdefines nechanisns to encode addressing infornmation
wi thin Network Addresses, in order to support this type of working.

In particular, support is defined for RFC 1006 mappi ng of COTS onto
TCP/ 1 P and COTS mapped onto X. 25(1980) [RC87, CCl 80].

Where an OSI application is run over CLNS on the internet, the NSAP
Gui del i nes of RFC 1237 should be followed [ CGCI1].

Thi s docunent nust be read in the context of |SO 8348 Addendum 2
[1SAB7b]. It will not be nmeaningful on its own.

1.1 Historical Note
Thi s docunent was originally published as UCL Research Note RN 89/13
and as a project THORN internal document [Kil89]. It was devised in

response to two projects which faced this requirenent, and was agreed
as a common approach. The projects were:

0 The THORN project, which is an Esprit Project building an CS
Directory [ SA88].

0 The | SODE project [Ros90], and in particular the QU PU directory
bei ng devel oped at UCL [Kil 88].

The proposal has been inplenented, and the viability of the solution
denonstr at ed.
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2 Probl em St at enent

When utilising the OSI Directory, the OSI |ocation of an End System
will be determ ned by a Network Address, which is taken froma
Presentati on Address, |ooked up in the OSI Directory.

OSl applications are currently operated over the follow ng | ower

| ayers.

0 An international X 25 network, which routes on the basis of X 121
addresses. By and large this is X 25(80), but some parts are now
X.25(84) and will carry Network Addresses as user data. OS
Transport is mapped onto the variant of X 25 which is avail able.

0o Large private X 25 networks, which do not have DNICs, but are
otherwise sinilar to the previous (in particular Janet).

0 |Isolated networks running Connection Oriented Network Service
(e.g., Pink Book Ethernets).

0 |Isolated networks running Connectionless Network Service (e.g.
MAP LANs) .

0 The Connectionl ess Network Service Protocol (CLNP) pilot,
currently taking place in the NSFNet and NORDUNet comuniti es.

0 Isolated TCP/IP LANs, utilising RFC 1006 to support the CSI
Transport Service[ RC87].

0 The DARPA/NSF | nternet, using RFC 1006.

In general, these systens need to be interconnected by the use of
transport bridging or application relaying. Operation of transport
bri dges causes a nunber of problens which it is desirable to avoid.
Only sone applications can support relaying, and this is not always
satisfactory.

2.1 The ‘‘Right Solution’
It is worth noting briefly what the intended (OSlI) solution is. There

is a single global network service. Network Addresses are globally
al l ocated, and do not inply anything about routing or |ocation. An
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End Systemis attached to one or nore subnetworks at Subnetwork Points
of Attachnent (SNPAs). Internediate Systens join subnetworks, again
bei ng attached at SNPAs. Routing is achieved by repeated binding of
Net wor k Address to SNPA (initially at the Originating End System and
then at each Internediate Systemj. This binding is achieved by
network | evel routing mechanisms.

This can only work in a pure OGSl environnent with a single ubiquitous
networ k service (either connectionl ess or connection-oriented), and so
is not sufficient for the problem being addressed by this note.

2.2 Ceneral Approach

This section describes the use of network addresses, and gives a
functional overview of the problem being takcel ed. The neans of
connecting to a renote Application Entity is broadly as foll ows.

1. Look up the Application Entity in the OSI Directory to obtain the
Presentati on Address 1.

2. Extract each Network Address fromthe Presentati on Address, and
deternmine if it can be used (and how).

3. Determine an order of preference for the Network Addresses.

4. Attenpt to connect to one or nore of the Network Addresses.

This note is concerned with the second step, and will probably have
inmplications on the third. There is currently no directory service to
provide step 2, and so this (interim approach nmust be al gorithmc.

Al'l addressing information required for the network nust be extracted
fromthe network address.

This note describes the use of Network Addresses for networks which do
not provide the OSI Network Service (CLNS or CONS), and pl aces
constraints on the use of X 121 form network addresses when used for
an OSI Network Service. The follow ng types of Network Address are

di scussed in this note:

1. Strictly an Application Entity should have only one
Presentation Address. |In practice it may have several, and the
net wor k addresses of each Presentation Address shoul d be considered.
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2. Any mapping of COIS onto X. 25 (usually X 25(80)), where X. 25 is
not used to provide CONS (i.e., only DTE and not Network address
is carried), except where the international X 25 service is used
and no PID or CUDF is required.

These exceptions are the cases which are handl ed by use of X 121
AFl (Section 3). The intention is to use the X 121 AFl wherever
possi ble, and the formats defined in this section are for the
remai ni ng cases.

The approach could al so be extended to use with other neans of
providing COTS (or CLTS). It is not appropriate for use where CONS or
CLNS is used to provide COTS (or CLTS)

4.1 Requirenents

The requirements for use of OSI over existing networks not supporting
CONS or CLNS, when using the OSI Directory are:

1. The information for the |ayers bel ow Transport nust be obtai ned
fromthe Network Address. This is essential, because we wish to
use the OSI Directory in a standard nanner, and the Network
Address is the information avail abl e.

2. The Network Addresses nust be globally unique, as they can be
| ooked up by anyone with access to the Directory.

3. The Network Address should be allocated so that confusion with a
‘“‘real’’ Network Address (i.e., one which defines an NSAP usi ng
CONS or CLNS as opposed to X 25(80) or RFC 1006) is unlikely.

4. Network Addresses nust be interpretable on the basis of a well
known information, or on information which can be obtained from
the (application level) OSI Directory. (This RFConly uses well
known i nformation).

5. The identity of the network in question nmust be deducible fromthe
Net wor k Addr ess

6. Al network specific addressing information (including the SNPA)
nmust be deduci ble fromthe Network Address
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4.2 | DP Choice
The IDP is used with Telex AFlI. The Tel ex AFl is used because:
o It gives the |argest DSP
0o It isless likely than other forns to be used for ‘‘real’’ Network
Addr esses
The followi ng AFls m ght have been chosen, but are not used for the
reasons given:

0o Local (the values nust be globally unique)

0 X. 121 (because it may be confused with ot her uses of OSI network
addr esses)

o DCC and I CD (because it may be confused with other uses of OS
net wor k addr esses)

The 1Dl should be assigned in a nanner appropriate to the use of the
encodi ng. For exanple, for operation on a private network within an

organi sation, the telex nunber of that organi sation would be a good
choice. Some well known networks are given assignments in Appendi x A

4.3 The DSP Encodi ng

The network address is used as foll ows.

0 A (sub)network is identified by the IDP and a small part of the

DSP.

0 The remai nder of the DSP encodes network specific information
The DSP format is now defined. The top level format is independent of
the nmeans used to provde COTS. Two formats for the renainder of the
DSP are then defined, for specific neans of providing COTS.
A deci mal abstract encoding is defined for the DSP. The ECVA 117
format m ght have been used, but it is not suitable. [TC386]. Use of

a binary encoding, with the DSP structured in ASN.1 woul d have been a
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very attractive approach. However, there is insufficient space in the
Net wor k Address for this to be feasible.
The followi ng structure is defined:

| Digit__ ||1-2_| 3-27 | _
| _Meani ng || Pr f|xN| etwor k_Specific_|

2 digits Prefix. This allows for nmultiple usage of the sane DSP, by
not consuming it all. It also allows for the DSP to be used with
di fferent encodings.

Net wor k Specific The network specific allocation should be |Iess than
20 digits if this DSP structure is to be used with any 1D format.
This is increased to 27 for the Telex format.

The IDP + 2 digit prefix identify a subnetwork in which the val ue of
the remai nder of the DSP (Network Specific Part) is to be interpreted.

4.4 X 25(80) Network Specific Format

The IDP/ Prefix identifies an X 25(80) subnetwork. There is a need to
represent a DTE Nunber, and optionally an X 25 Protocol |D or CUDF
(many inplenmentations require these due to shortage of X 121 address
space) in the DSP. This is structured in one of two possible ways:

| _Digit__ || 1R enai nder_|

| _Meani ng [10_| _DTE___ |
| _Digit___||_1__ | 2 | 3_--_(n*3)+2_| Remai nder _| _
| _Meani ng || Type_ | PID)CUDF _Length | PID)CUDF__ | DTE |
| Values__||1_or_2_| n | | | _

The network specific part is structured as foll ows:

Type This has the follow ng val ues
0 DTE only
1 DTE + PID
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2 DTE + CUDF
3-9 Reserved

Pl D) CUDF Length The length of the PID/CUDF in octets

PI D/ CUDF The PI D/ CUDF takes as many digits as indicated by 3 tines
octet 2. Each octet of the PID/CUDF is encoded as three decinmal

digits, representing the decinal value of the octet.

DTE The DTE is term nated by the end of the Network Address.

For exanple, the JANET DTE 000005111600 with ASCI| CUDF ‘‘12'' woul d
be encoded in the following way. The first |ines describe the
abstract notation. Note that where the ID is not of maxi mum | ength,
that the translation to concrete decimal is not nechanica

| Part | | | DP | DSP |
|Conp__ | |AFI _| __ID | Prefix | Dte+Cudf |Len] CUDF + DTE__ |
|Cctet || | |_1 2 | 3_ .4 5-20 |
| Val ue__| T| el ex_| 007_28722__ | _ |2 | _2|___ 049050_000005111600__ |
|Ct _Dec_| _|54__ | 007_28722__| _ | | _2 ] ___049050_000005111600___ | _
|Ct Bin_|_|54___|00 7287 22 | _02__| 22 | 04_90_50 00_00 51 11 60 _Of | _
Note that concrete binary is representing octets in hexadecinal. This

is the syntax nost likely to be used in practice. The CUDF is
represented by two octets 049 and 050 (decimal), which map to six
digits.

4.5 TCP/IP (RFC 1006) Network Specific Fornat

The I1DP and 2 digit prefix identifies a TCP/IP network where RFC 1006

is applied. It is necessary to use an |IP Address, as there are
insufficient bits to fit in a domain. It is structured as foll ows:
| _Digit_ _|13-17_(optional)_| 18-22_(optional)_|_

I
| N@anlng []1 dress_| port | __Transport_Set | _
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For TCP/IP there shall be a 20 digit | ong network-specific part.

First 12 digits are for the IP address. The port nunber can be up to
65535, and needs 5 digits (this is optional, and is defaulted as
defined in RFC 1006). Finally, there is a third part to the address,
which is defined here as ‘‘transport set’'’ that indicates what kind of
| P-based transport protocols is used. This is a deciml nunmber from
0-65535 which is really a 16-bit flag word. 1 is TCP, 2 is UDP

Furt her values of this code are assigned by the 1ANA. If the transport
set is not there or no bits are set, it nmeans ‘‘default’’ which is
TCP. This is encoded in 5 digits.

For exanple, the IP Address 10.0.0.6 with port 9 over UDP is encoded
as:

| Part | | | DP | DSP _
| Conponent | |AFI_ | __ID__ | Prefix | I P _Address | Port | T Set | _
| Cct et | | | | _1-2 | 3-14 | 15-19 | _20-24_ | _
| value_ | T| el ex_| 007_28722_ | __03__ | _010_000_000_006__| _00009 | _00002_ | __
| Cncrt_Dec_| _|54__ | 007_28722_ | __03___|_010_000_000_006__| _00009_| _00002__| _

I

|Chcrt_Bin_|_|54___|00_72_87_22_|_03__:|01_00_00_00_00_06_|00_00_9|0_00_02
5 Encodi ng

Thi s docunent describes allocation of Network Addresses, with the DSP
considered in Abstract Decimal. The encoding of this for use in

protocols (typically as Concrete Binary) is described in | SO 8348
Addendum 2 [ SC87a] .
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7 Security Considerations

Security considerations are not discussed in this nmeno.
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A Allocations for well known networks

A. 1 Val ues

Thi s appendi x gives an allocation for three well known networks. All
are allocated on the basis of the supposed Tel ex nunber 00728722.
This nunber is being used in pilot operations, and so is retained

her e.

| Net Telex___ Prefix_|
| I'nternational X 25 | 007 28722 01 |
| Janet | 007 28722 02 |
| Darpal/ NSF I nternet | 007 28722 03 |
[ _IX | 007_28722_06____ |

The international X 25 allocation is only used where a CUDF or PIDis
needed. In other cases, an X 121 form Network Address with no DSP
shoul d be used.

A.2 Delegation

The val ues assigned in this document are now in w despread use. As
the nunber is arbitrary, it would be undesirable to change the nunbers
wi t hout a sound technical reason. However, it is inportant to
guarantee that the nunbers are stable.

This Internet Draft conmits UCL not to reassign the portions of the

nunber space all ocated here.
The DARPA/ NSF I nternet space (Prefix 03) is delegated to the | ANA

Hardcastle-Kill e Page 12



