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Resource Allocation, Control, and Accounting
for the Use of Network Resources

Status of this Meno

This meno provides infornmation for the Internet conmunity. It does
not specify an Internet standard. Distribution of this neno is
unlimted.

0. MANAGEMENT SUMVARY

Thi s paper gives reasons for wanting better sharing nmechanisns for
networks. It concludes that the challenge of sharing network
resources (and for exanple intercontinental |ink resources) between
groups of users is neither well understood, nor well catered for in
terns of tools for those responsible for managi ng the services. The
situation is conpared with other fields, both inside and outside IT,
and exanpl es are cited. Recommendations for further work are nade.

The purpose of this RFC is to focus discussion on particul ar
chal l enges in | arge service networks in general, and the
International IP Internet in particular. No solution discussed in
this docunent is intended as a standard. Rather, it is hoped that a
general consensus will energe as to the appropriate sol utions,

| eadi ng eventually to the adoption of standards.

The structure of the paper is as follows:

1. Findings
2. Concl usi ons
3. Recommendati ons

1. FI NDI NGS5

| ssues arising fromcontention in the use of networks are not

unusual . Once connectivity and reliability have been addressed to a
reasonabl e | evel, bandwi dth becones (or appears to becone?) the nmain
i ssue. Usage appears to have a strong tendency to rise to fill the
resources available (fully inline with the principles of Parkinson’s
Law). Line-speed upgrades have an effect, but with no guarantee of
permanently alleviating the problem Line-speeds are increasing as
technol ogy i nproves over tine, but the variations on natters |ike
availability and funding are wi de, and users remain avari ci ous.
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Oten the situation can appear worse than having to survive in a
jungle, in the sense that the strong (even if "good") seemto have
little advantage over the weak. It may seemthat it is the
determ ned person rather than the inportant work that gets service

Most people will have experienced poor service on an overl oaded
network at sonme tine. To help the end-users, it seens on the face of
it that one nust help the IT Service Manager he relates to. Exanples
relating to the relationship between the network nanager and his
customers, |T Service Managers at institutions connecting to his
networ k, include the foll ow ng:

(a) If the IT Service Manager finds his link to the Network Manager’'s
networ k overl oaded, he nay be offered a |link upgrade, probably with a
cost estimate. He might prefer control nechani sns whereby he can say
that departnent X deserves nore resources than departnent Y, or that
interactive term nal use takes preference over file transfers, or
that user Uis nore inportant than user V.

(b) Where an I T Service Manager is sharing a link, he will comonly
get nore than his institution’s share of the link, and often get very
good val ue-for-noney conpared to using a dedicated |ink, but he has
no guarantee that his end-users’ usage won't get swanped by the use
of other (perhaps nuch larger) partners on the shared link. This
could be seen as wishing to have a guaranteed nini mum share accordi ng
to sonme paraneter(s).

(c) On a shared link as under (b), the Network Manager may wish to
ensure that usage of the Iink (which mght be a high-performance

trunk line on a network or an international link for exanple) by any
one partner is "reasonable" in relation perhaps to his contribution
to the costs. |In contrast to (b), the Network Manager is wishing to

i npose a maxi mum val ue on some paraneter(s). He may be happy if the
width of the IT Service Manager’s access link is not greater than his
share of the shared Iink (assuming the nmeasure agreed on is "w dth"),
but this will commonly not be the case. To be able to reach
agreenent, the Network Manager and the I T Service Manager may need
options on the choice of paraneters, and perhaps a choice on the
means of control, as well as being able to negotiate about val ues.

In circunstances where the Network Manager can exercise such controls
over his custoners, the IT Service Managers nay say with sone feeling
and perhaps with justification, that if they are going to be
controlled can the Network Manager pl ease provide tool s whereby they
can arrange for the onward sharing of the resource they have, and

t hence onwards down the hierarchy to the end-users.
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(d) I't may be Network Manager A has a link that Network Manager B
woul d |ike to use on occasion, perhaps as back-up on access to a
third network. Network Manager A might well wish to be
acconmodat i ng, perhaps as exanpl es because of financial benefit or
per haps because of the possibility of a reciprocal arrangement.
However, the fear of overload affecting nornal use and the |ack of
control over the usage nilitates agai nst arrangenents that the
parties could be quite keen to nake.

Such chal | enges are very far from being uni que to networKking

CGover nnent and both public and private organi sati ons and conpani es
al | ocate budgets (and resources other than noney), control and
account for usage, recognising the possibility of overdraw ng and
borrowing. In times of shortage, food is rationed. | haven't
checked this out, but it would surprise me if Jerry Hall wasn’'t
guaranteed a ticket for any Rolling Stones concert, should she wi sh
to attend.

The chargi ng factor influences use but does not control it (except
perhaps in unusual circunstances where say paynent was expected in
advance and usage was cut off when the noney ran out).

In the IT world, multi-user hosts have filestore control systens; one
that | use has an overdraft facility with no penalty for not having a
prior arrangenent! There are also system designs and i npl enentations
for sharing host processor tine with nore sophistication than just
counting seconds and chopping people off; this problemseens to ne to
be reasonably well understood. (Library catal ogue searches under

aut hor "John Larnmout h" shoul d provide sone references for those who
require convincing.) Sone nmulti-user hosts have controls of sorts on
term nal connections. On the other hand, | am not aware of any
control systemin operation that can guarantee multi-user host
response tine even outside the network context anmong directly
connected termnals.

The various roles bring different interests to bear. A provider will
not necessarily see it in his interests to control usage, or (perhaps
even nore likely) to provide custoners with control tools, since the
| ack of these may encourage - or even oblige - the custoner to buy
more. Even if the IT Service Manager can deal with the issue of who
or what is inportant, and the issues of the relative inportance of

al | ocating resources agai nst requests, other issues |like social
acceptability may arise to conplicate his life. For exanple it may
be generally agreed (and perhaps the network nmanager instructed) that
"everyone" must be able to do a small amount of work at any tine,
perhaps to do some housekeepi ng or seek information
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Time is an inportant factor. Network resources, |ike conputer
processor time and unlike filestore, vanish if they are not used.
People will in general prefer resources during prinme shift to those

in the mddle of their night; however, in global ternms the mddle of
their night can be during prine shift sonewhere along their path of
usage.

What’s to do? Splitting lines with rmultiplexers is rather
inflexible, and may well nilitate against the benefits of resource-
sharing that give rise conmonly to |ink-sharing arrangenents. Sone
t echnol ogi es:

- have the ability to treat (or at least nmark) traffic as of high
priority, for exanple where it gives emergency or status
i nformati on;

- (in the case of X 25(84), | understand fromny JNT col |l eague |an
Smith,) have throughput class (section 6.13) and transit del ay
(section 6.27). (lan tells ne that it is in his viewfar from
clear how practical these facilities are);

- may be able to discrimnate between traffic on grounds of
net wor k source address;

- may be able to discrimnate between traffic on grounds of
net wor k destinati on address;

- may be able to discrimnate between traffic on grounds of
application protocol, perhaps giving preference to interactive
termnal traffic, or making a choice between preference for
email and for file transfer traffic;

- may be able to discrininate between traffic on grounds of other
facets of network protocol or traffic.

In practice, one may well not have adequate tools in these or other
terns, and one nmay well have to ignore the challenges of resource
control, and either ignore the issue or refuse service.

2. CONCLUSI ONS
2.1 There seens to be a lack of tools to enable the controlling
and the sharing of networks and links. This is mlitating against
t he cooperative sharing of resources, and restricting the ability
of organi sations to do business with one another

2.2 Further, the definition of what constitutes a share, or what
paraneter of service one would try to neasure and control (or what
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the choices are if any), is not clear

2.3 Following fromthat, it is then not clear whether what is
needed i s new or enhanced protocol s/ services, new or enhanced
procurenent specifications or profiles, or new or enhanced
net wor ki ng products or tools.

2.4 Service providers (nore likely the public carriers or but also
some Network Managers) may see it as against their interests to
provide controlling tools if they see themas tending to constrain
usage and hence reducing income. |If so, they may not support, and
may even oppose, progress in the area. However, they m ght be
persuaded that the provision of such tools mght give them
conpetitive edge over their rivals, and therefore to support
appropriate projects and devel oprnents.

3. RECOMMVENDATI ONS

There seens scope for one or nore studies to:

- restate and refine the definition of the problens;

- collect, catalogue and relate rel evant experience in both the
net wor ki ng and non-networki ng fi el ds;

- make recomendati ons as to what areas (e.g., anong those
suggested in 2.3 above) projects should be undertaken

- outline possible projects, indicating the tinmescale on which
i mproved sharing of production network service resources is
likely to be achi eved, and recommendi ng an order of priority
anong the suggested projects.

FOOTNOTES:

Gender issues - where appropriate, the nale enbraces the fenmal e and
vice versa

Dramati s Per sonae:

Jones
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Security Considerations

Security issues are not discussed in this nmeno.
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