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SNVP over OSl
Status of this Meno

This RFC specifies an | AB standards track protocol for the Internet
community, and requests discussion and suggestions for inprovenents.
Pl ease refer to the current edition of the "I AB Oficial Protoco

St andards" for the standardi zation state and status of this protocol.
Distribution of this nenp is unlinited.
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1. Background

The Sinple Network Managenent Protocol (SNWP) as defined in [1] is
now used as an integral part of the network managenent framework for
TCP/ 1 P-based internets. Together with its conpani ons standards,

whi ch define the Structure of Managenment Information (SM) [2,3], and
t he Managenent Infornmation Base (MB) [4], the SNWP has received

wi despread depl oynent in many operational networks running the
Internet suite of protocols.

It should not be surprising that many of these sites might acquire
OSl capabilities and may wish to | everage their investnent in SNVP
technol ogy towards nanagi ng those OSI conponents. This neno
addresses these concerns by defining a framework for running the SNW
in an environment which supports the OSI connecti onl ess-node
transport service

However, as noted in [5], the preferred mapping for SNVP is onto the
UDP [6]. This specification is intended for use in environnments
where UDP transport is not available. No aspect of this

speci fication should be construed as a suggestion that, in a
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het er ogeneous transport environnent, a nanaged agent shoul d support
nore than one mappi ng.

2. Mapping onto the CLTS

Mappi ng the SNMP onto the CLTS [7,8] is straight-forward. The

el ements of procedure are identical to that of using the UDP. Note
that the CLTS and the service offered by the UDP both transnit
packets of information which contain full addressing information
Thus, mapping the SNMP onto the CLTS, a "transport address" in the
context of [1l], is sinply a transport-selector and network address.

It should be noted that the mapping of SNVMP onto a connecti onl ess-
nmode transport service is wholly consistent with SNMP' s architectura
principles, as described in [1,5]. However, the CLTS itself can be
realized using either a connectionl ess-nbde or a connection-oriented
networ k service. The mapping described in this mapping allows for
either realization. (Wen both network services are avail able, the
CLNS shoul d be used as the basis of realization.)

2.1. \Well-known Addresses

Unlike the Internet suite of protocols, OSI does not use well-known
ports. Rather,

demul ti pl exi ng occurs on the basis of "selectors", opaque strings of
octets which have local significance. |In order to foster

i nteroperabl e inplenentations of the SNMP over the CLTS, it is
necessary define four selectors for this purpose.

When the CLTS is used to provide the transport backing for the SNW
and the CLTS uses a connectionl ess-nbde network service, then

transport sel ector used shall be "snnp-1" which consists of six ASCl
characters; and, SNWP traps are, by convention, sent to an SNWP
manager listening on the transport selector "snnpt-1" which consists

of seven ASCI| characters

When the CLTS is used to provide the transport backing for the SNW
and the CLTS uses a connection-oriented network service, then
transport sel ector used shall be "snnp-0" which consists of six ASCl
characters; and, SNWP traps are, by convention, sent to an SNWP
manager listening on the transport selector "snnpt-o" which consists
of seven ASCI| characters

2.2. Traps
When SNMP traps are sent over the CLTS, the agent-addr field in the

Trap-PDU contains the I P-address "0.0.0.0" An SNVP manager may
ascertain the source of the trap based on information provided by the
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transport service (i.e., fromthe T-UN T- DATA. | NDI CATION primtive).
2.3. Maxi mum Message Size

An entity inplenmenting SNMP over OSI nust be prepared to accept
messages whose size is at |east 484 octets. |Inplenentation of |arger
val ues i s encouraged whenever possible.
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5. Security Considerations

Security issues are not discussed in this nmeno.
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