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Status of this Meno

Thi s docunent specifies an Internet standards track protocol for the
Internet conmunity, and requests discussion and suggestions for

i nprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardi zation state
and status of this protocol. Distribution of this neno is unlimted.

| ESG Not e:

The 1P, UDP, and TCP M B nodul es currently support only IPv4. These
t hree nodul es use the | pAddress type defined as an OCTET STRI NG of
length 4 to represent the IPv4 32-bit internet addresses. (See RFC
1902, SM for SNMPv2.) They do not support the new 128-bit |Pv6

i nternet addresses.
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1. Introduction

A managenent system contains: several (potentially nmany) nodes, each
with a processing entity, ternmed an agent, which has access to
managenent instrunmentation; at |east one nanagenent station; and, a
managenent protocol, used to convey managenent information between
the agents and nanagenent stations. Operations of the protocol are
carried out under an adninistrative framework which defines

aut henti cation, authorization, access control, and privacy policies.
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2.

Managenment stations execute managenent applications which nonitor and
control managed el enents. Managed el enents are devices such as
hosts, routers, terminal servers, etc., which are nonitored and
controlled via access to their managenent information.

Managenment infornmation is viewed as a collection of managed objects,
residing in a virtual information store, terned the Managenent

I nformati on Base (MB). Collections of related objects are defined
in MB nodul es. These nodules are witten using a subset of OSI’'s
Abstract Syntax Notation One (ASN. 1) [1], terned the Structure of
Managenment Information (SM) [2].

This docunent is the MB nodul e which defines nanaged objects for
managi ng i npl ementations of the Internet Protocol (IP) [3] and its
associ ated Internet Control Message Protocol (ICW) [4].

The managed objects in this MB nodule were originally defined using
the SNWPv1l franework as a part of MB-11 [5]. Since then, the
managed objects related to managing routes in an I P internet were
updated by RFC 1354 [6]. This docunment takes the remaining MB-I1
objects for these protocols, and defines them using the SNWv2

f ranewor k.

Definitions
IP-MB DEFINITIONS ::= BEG N
| MPORTS
MODULE- | DENTI TY, OBJECT- TYPE, | nteger 32,
Count er 32, | pAddress, nib-2 FROM SNWVPv2- SM
PhysAddr ess FROM SNWPv2- TC

MODULE- COVPLI ANCE, OBJECT- GROUP FROM SNWVPv2- CONF;

i pM B MODULE- | DENTI TY

LAST- UPDATED "9411010000Z"

ORGANI ZATI ON "1 ETF SNMPv2 Wor ki ng Group"

CONTACT- | NFO
" Keith McC oghrie

Postal : Cisco Systens, Inc.
170 West Tasnman Drive
San Jose, CA 95134-1706
us

Phone: +1 408 526 5260
Email: kzm@i sco. conf'
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DESCRI PTI ON
"The M B nodul e for managing | P and | CVWP i npl enent ati ons,
but excl udi ng their managenent of IP routes.”

REVI SI ON "9103310000Z"

DESCRI PTI ON
"The initial revision of this MB nodule was part of MB-
(I

o= { mb-2 48}

-- the I P group

ip OBJECT IDENTIFIER ::= { mb-2 4}
i pForwar di ng OBJECT- TYPE
SYNTAX | NTEGER {
forwardi ng(1), -- acting as a router
not Forwar di ng(2) -- NOT acting as a router
}
MAX- ACCESS read-wite
STATUS current
DESCRI PTI ON

"The indication of whether this entity is acting as an |IP
router in respect to the forwardi ng of datagrans received

by, but not addressed to, this entity. |P routers forward
datagrans. |P hosts do not (except those source-routed via
the host)."

={ip1l}

i pDefaul t TTL OBJECT- TYPE

SYNTAX | NTEGER (1. .255)

MAX- ACCESS read-write

STATUS current

DESCRI PTI ON

"The default value inserted into the Tinme-To-Live field of
the I P header of datagrans originated at this entity,

whenever a TTL value is not supplied by the transport |ayer
protocol ."

o={ip 2}

i pl nRecei ves OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The total number of input datagrans received from
interfaces, including those received in error."

x={ip 3}
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i pl nHdr Errors OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of input datagrans di scarded due to errors in
their | P headers, including bad checksuns, version nunber

m snmatch, other fornat errors, tinme-to-live exceeded, errors

di scovered in processing their | P options, etc."

o= {ip 4}

i pl nAddr Errors OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of input datagramnms di scarded because the I P
address in their | P header’s destination field was not a
valid address to be received at this entity. This count
includes invalid addresses (e.g., 0.0.0.0) and addresses of

unsupported C asses (e.g., Cass E). For entities which are

not IP routers and therefore do not forward datagrans, this

counter includes datagrans discarded because the destination

address was not a |ocal address.”

ci={ip5}

i pFor wbDat agr ans OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of input datagranms for which this entity was not

their final I P destination, as a result of which an attenpt
was nade to find a route to forward themto that fina
destination. In entities which do not act as IP routers,
this counter will include only those packets which were
Source-Routed via this entity, and the Source-Route option
processi ng was successful .

i={ip6}

i pl nUnknownPr ot os OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of |ocally-addressed datagrans received
successful ly but di scarded because of an unknown or
unsupported protocol."
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={ip 7}

i pl nDi scards OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of input |IP datagranms for which no problens were
encountered to prevent their continued processing, but which
were discarded (e.g., for lack of buffer space). Note that

this counter does not include any datagrans discarded while

awai ting re-assenbly."

:={ip 8}

i pl nDel i vers OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The total nunber of input datagrans successfully delivered
to I P user-protocols (including ICwW)."

i={ip 9}

i pQut Requests OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The total nunber of |P datagrans which |ocal |IP user-
protocols (including I1CVW) supplied to IP in requests for
transmi ssion. Note that this counter does not include any
dat agrans counted in i pForwDat agrans. "

o= { ip 10}

i pQut Di scards OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The nunber of output |IP datagrans for which no probl em was
encountered to prevent their transmission to their
destination, but which were discarded (e.g., for lack of
buf fer space). Note that this counter would include
dat agrans counted in i pForwDatagranms if any such packets net
this (discretionary) discard criterion."

x={ip 11}

i pQut NoRout es OBJECT- TYPE
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SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of | P datagrans di scarded because no route could
be found to transnmit themto their destination. Note that
this counter includes any packets counted in ipForwDatagrans
which neet this ‘no-route’ criterion. Note that this

i ncl udes any datagranms whi ch a host cannot route because all
of its default routers are down."

ci={ ip 12}

i pReasnii meout OBJECT- TYPE

SYNTAX

MAX- ACCESS

STATUS

DESCRI PTI ON
"The maxi mum nunber of seconds which received fragnents are
held while they are awaiting reassenbly at this entity."

o= { ip 13}

I nt eger 32
read-only
current

i pPReasnmReqds OBJECT- TYPE

SYNTAX

MAX- ACCESS

STATUS

DESCRI PTI ON
"The nunber of

Count er 32
read-only
current

| P fragments received which needed to be

reassenbl ed at

i={ ip 14 }

i pPReasnmOKs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of

:={ ip 15}

i pReasnfai |l s OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of
al gorithm (for

this entity."

| P dat agrans successfully re-assenbled."

failures detected by the IP re-assenbly
what ever reason: timed out, errors, etc).

McC oghri e

Note that this is not necessarily a count of discarded IP
fragments since sonme algorithns (notably the algorithmin
RFC 815) can | ose track of the number of fragnments by
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conbi ning them as they are received."
o= { ip 16}

i pFragOKs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | P datagrans that have been successfully
fragmented at this entity."

o= {ip 17}

i pFragFai | s OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

1996

"The nunber of | P datagrans that have been di scarded because
they needed to be fragnented at this entity but could not

be, e.g., because their Don't Fragnment flag was set."
o= { ip 18}

i pFragCreat es OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The nunber of | P datagram fragnments that have been
generated as a result of fragnmentation at this entity."

o= { ip 19}

-- the | P address table

i pAddr Tabl e OBJECT- TYPE

SYNTAX SEQUENCE COF | pAddrEntry
MAX- ACCESS not -accessi bl e

STATUS current

DESCRI PTI ON

"The table of addressing infornmation relevant to this
entity’s | P addresses.”

c:={ ip 20}

i pAddr Entry OBJECT- TYPE
SYNTAX | pAddr Entry
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"The addressing information for one of this entity's IP
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addr esses. "
| NDEX { i pAdEnt Addr }
::={ ipAddrTable 1 }

| pAddr Entry ::= SEQUENCE {
i pAdENnt Addr | pAddr ess,
i pAdEnt | f | ndex | NTEGER,
i pAdENnt Net Mask | pAddr ess,
i pAdENnt Bcast Addr | NTEGER,
i pAdEnt ReasmVaxSi ze | NTEGER

}

i pAdEnt Addr OBJECT- TYPE
SYNTAX | pAddr ess
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The I P address to which this entry’'s addressing infornation

pertains."
c:={ ipAddrEntry 1}

i pAdEnt | f | ndex OBJECT- TYPE
SYNTAX | NTEGER (1..2147483647)
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The index value which uniquely identifies the interface to
which this entry is applicable. The interface identified by

a particular value of this index is the sane interface as
identified by the sane val ue of RFC 1573's iflndex."
o= { ipAddrEntry 2 }

i pAdEnt Net Mask OBJECT- TYPE
SYNTAX | pAddr ess
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The subnet mask associated with the | P address of this

entry. The value of the mask is an | P address with all the

network bits set to 1 and all the hosts bits set to 0."
::={ ipAddrEntry 3}

i pAdEnt Bcast Addr OBJECT- TYPE
SYNTAX | NTEGER (0. . 1)
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The value of the least-significant bit in the |IP broadcast
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address used for sending datagranms on the (Il ogical)
interface associated with the |P address of this entry. For
exanpl e, when the Internet standard all-ones broadcast
address is used, the value will be 1. This value applies to
both the subnet and network broadcasts addresses used by the
entity on this (logical) interface."

.= { ipAddrEntry 4 }

i pAdEnt ReasniVaxSi ze OBJECT- TYPE

SYNTAX | NTEGER (0. .65535)
MAX- ACCESS read-only

STATUS current
DESCRI PTI ON

"The size of the largest |IP datagramwhich this entity can
re-assenble frominconmng IP fragnented datagrans received
on this interface."

::={ ipAddrEntry 5 }

-- ipRouteTable ::= { ip 21} obsol ete
-- the | P Address Transl ation table

-- The Address Translation tables contain the | pAddress to
-- "physical" address equival ences. Sone interfaces do not
-- use translation tables for determ ning address

-- equival ences (e.g., DDN X. 25 has an al gorithmic nethod);
-- if all interfaces are of this type, then the Address

-- Translation table is enpty, i.e., has zero entries.

i pNet ToMedi aTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF | pNet ToMedi aEntry
MAX- ACCESS not-accessi bl e

STATUS current

DESCRI PTI ON

"The I P Address Transl ation table used for mapping fromIP
addresses to physical addresses."

o={ip 22}

i pNet ToMedi aEntry OBJECT- TYPE
SYNTAX | pNet ToMedi aEntry
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"Each entry contains one | pAddress to ‘physical’ address
equi val ence. "
| NDEX { i pNet ToMedi al f I ndex,
i pNet ToMedi aNet Addr ess }
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| pNet ToMedi aEntry :

SNMPv2 M B for |IP
::={ ipNetToMedi aTable 1 }
: = SEQUENCE {
i pNet ToMedi al f 1 ndex | NTEGER,
i pNet ToMedi aPhysAddress PhysAddress,
i pNet ToMedi aNet Addr ess | pAddr ess,
i pNet ToMedi aType | NTEGER

}
i pNet ToMedi al f1 ndex OBJECT- TYPE

SYNTAX
MAX- ACCESS
STATUS

| NTEGER (1..2147483647)
read-create
current

DESCRI PTI ON
"The interface on which this entry's equival ence is
effective. The interface identified by a particular val ue
of this index is the same interface as identified by the
sanme val ue of RFC 1573's iflndex."

::={ ipNetToMedi abntry 1 }

i pNet ToMedi aPhysAddr ess OBJECT- TYPE
SYNTAX PhysAddr ess
MAX- ACCESS read-create
STATUS current
DESCRI PTI ON
"The nedi a- dependent
c:={ ipNet ToMedi aEntry 2 }

‘physi cal’ address."

i pNet ToMedi aNet Addr ess OBJECT- TYPE

SYNTAX | pAddr ess

MAX- ACCESS read-create

STATUS current

DESCRI PTI ON
"The | pAddress corresponding to the nedi a- dependent
‘physi cal’ address.”

::={ ipNetToMedi abEntry 3 }

i pNet ToMedi aType OBJECT- TYPE

SYNTAX | NTEGER {
ot her (1), -- none of the follow ng
invalid(2), -- an invalidated mappi ng
dynam c(3),
static(4)
}
MAX- ACCESS read-create
STATUS current
DESCRI PTI ON
"The type of nmapping.
McC oghri e St andards Track [ Page 10]
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Setting this object to the value invalid(2) has the effect
of invalidating the corresponding entry in the
i pNet ToMedi aTable. That is, it effectively disassociates
the interface identified with said entry fromthe napping
identified with said entry. It is an inplenentation-
specific matter as to whether the agent renpves an
invalidated entry fromthe table. Accordingly, nmanagenent
stations nust be prepared to receive tabular information
fromagents that corresponds to entries not currently in
use. Proper interpretation of such entries requires
exam nation of the relevant ipNet ToMedi aType object.”
::={ ipNetToMedi abEntry 4 }

i pRout i nghi scards OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of routing entries which were chosen to be

di scarded even though they are valid. One possible reason
for discarding such an entry could be to free-up buffer
space for other routing entries.”

o={ ip 23}
-- the I QWP group
icnp OBJECT IDENTIFIER ::= { mb-2 5}

i cnpl nMsgs OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The total nunber of | CMP nmessages which the entity
received. Note that this counter includes all those counted
by icnplnErrors.”

co={ icnmp 1}

i cnpl nErrors OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of |CMP nmessages which the entity received but
determi ned as having | CVMP-specific errors (bad | CWP
checksuns, bad length, etc.)."

={icnmp 2}
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i cnpl nDest Unr eachs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWVP Destination Unreachabl e nessages
received. "

c:={ icnp 3}

i cnpl nTi meExcds OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWP Tine Exceeded nessages received."

:={ icnp 4}

i cnpl nPar nPr obs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of | CWVP Paraneter Problem nessages received."”

c:={ icnp 5}

i cnpl nSrcQuenchs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWP Source Quench nessages received."

o= { icnp 6}

i cnpl nRedi rects OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWVP Redirect nmessages received."

={icnmp 7}

i cnpl nEchos OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWMP Echo (request) nessages received."

:={ icnp 8}
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i cnpl nEchoReps OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWP Echo Reply nessages received."”

co={ icnp 9}

i cnpl nTi mest anps OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWP Tinestanp (request) nessages received."

c:={ icnp 10 }

i cnpl nTi mest anpReps OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of |CWVP Tinestanp Reply nmessages received."

c:={ icnp 11 }

i cnpl nAddr Masks OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWP Address Mask Request nessages received."

o={ icnp 12 }

i cpl nAddr MaskReps OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWP Address Mask Reply nessages received."

c:={ icnp 13 }

i cnpQut Msgs OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The total nunber of | CMP nmessages which this entity
attenpted to send. Note that this counter includes all
those counted by icnpQutErrors.”
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c:={ icnp 14 }

i cnpQut Errors OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The nunber of | CMP nmessages which this entity did not send
due to problens discovered within | CMP such as a | ack of
buffers. This value should not include errors discovered
outside the ICWMP | ayer such as the inability of IP to route
the resultant datagram |In sone inplenentations there may
be no types of error which contribute to this counter’s
val ue. "

c:={ icnp 15}

i cnpCQut Dest Unr eachs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWP Destination Unreachabl e messages sent."

c:={ icnp 16 }

i cnpQut Ti neExcds OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of |CWVP Ti ne Exceeded nessages sent."

co={ icnp 17 }

i cnpQut Par nPr obs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWP Paraneter Problem nessages sent."

c:={ icnp 18 }

i cnpQut SrcQuenchs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWP Source Quench nessages sent."

c:={ icnp 19 }
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i cnpQut Redi rects OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The nunber of |CWP Redirect nessages sent. For a host,
this object will always be zero, since hosts do not send
redirects.”

c:={ icnp 20 }

i cnpQut Echos OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of |CWP Echo (request) nessages sent."

c:={ icnp 21}

i cnpQut EchoReps OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWMP Echo Reply nessages sent."

co={ icnp 22}

i cnpQut Ti mest anps OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWP Tinestanp (request) nessages sent."

c:={ icnp 23}

i cnpCQut Ti mest anpReps OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWP Tinestanp Reply nmessages sent."

c:={ icnp 24 }

i cnpQut Addr Masks OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of | CWVP Address Mask Request nessages sent."
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c:={ icnp 25}

i cmpQut Addr MaskReps OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of

c:={ icnp 26 }

-- conformance i nfornation

i pM BConf or mance OBJECT | DENTI FI ER ::

i pM BConpl i ances OBJECT | DENTI FI ER : :
OBJECT | DENTI FI ER : :

i pM BG oups

-- conpliance statenents

i pM BConpl i ance MODULE- COVPLI ANCE

SNMPV2 M B for

I P Novenber

| CMP Address Mask Reply nessages sent."

{ ipMB 2}

{ i pM BConfornmance 1 }
{ i pM BConformance 2 }

"The conpliance statenent for SNVPv2 entities which

STATUS current
DESCRI PTI ON

i mpl enment | P."
MODULE -- this nodule

MANDATORY- GROUPS { i pGroup,

i cnpG oup }

::={ ipMBConpliances 1}
-- units of conformance

i pG oup OBJECT- GROUP

OBJECTS { ipForwarding, ipDefaultTTL, iplnReceives,
i plnHdr Errors, iplnAddrErrors,
i pForwDat agr ans, i pl nUnknownPr ot os,
i pl nDi scards, iplnDelivers, ipCQutRequests,
i pQut Di scards, ipQut NoRout es,
i pReasnii meout, i pReasnmReqds, i pReasntXs,
i pReasnfails, ipFragKs,
i pFragFai |l s, ipFragCreates,
i pAdEnt Addr, i pAdEnt|fl ndex, i pAdEnt Net Mask,
i pAdEnt Bcast Addr, i pAdEnt ReasniVvaxSi ze,
i pNet ToMedi al f1 ndex, i pNet ToMedi aPhysAddress,
i pNet ToMedi aNet Addr ess, i pNet ToMedi aType,
i pRout i nghi scards }

STATUS current

DESCRI PTI ON
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"The ip group of objects providing for basic managenent of
IP entities, exclusive of the nmanagenent of IP routes.”
:={ ipMBGoups 1}

i cnpG oup OBJECT- GROUP

OBJECTS { icnplnMsgs, icnplnErrors,
cnpl nDest Unreachs, icnpl nTi neExcds,
cnpl nPar nPr obs, i cnpl nSrcQuenchs,
cnpl nRedi rects, icnplnEchos,
cnpl nEchoReps, i cnpl nTi mest anps,
cnpl nTi mest anpReps, i cnpl nAddr Masks,
cnpl nAddr MaskReps, i cnpQut Msgs,
cnpQut Errors, icnpQut Dest Unreachs,
cnpCQut Ti nreExcds, i cnpCQut Par nProbs,
cnpQut SrcQuenchs, icnpQut Redirects,
cnpCQut Echos, i cnpQut EchoReps,
cnpCut Ti mest anps, i cnpQut Ti mest anpReps,
cnpCQut Addr Masks, i cnpCQut Addr MaskReps }
STATUS current
DESCRI PTI ON

"The icnp group of objects providing | CWP statistics.”

::={ ipMBGoups 2}

END
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