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Abst r act

As required by Routing Protocol Criteria [1], this report docunents
the key features of Triggered Extensions to RIP to Support Denand
Circuits [2] and the current inplenentation experience.

As a result of the inproved characteristics of Triggered RIP, it is
proposed that Demand RI P [5] be obsol et ed.
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1. Protocol Docunents

"Triggered Extensions to RIP to Support Demand Circuits" [2] suggests
an enhancenment to the "Routing Internet Protocol”™ (RIP) [3] and
"RIP-2" [4] to allow themto run nore cost-effectively on Wde Area
Net wor ks (WANS) .

2. Applicability

Triggered RIP requires that there is an underlying nmechani sm for
determ ning unreachability in a finite predictable period.

The triggered extensions to RIP are particularly appropriate for WANs
where the cost - either financial or packet overhead - woul d rmake
periodic transm ssion of routing (or service advertising) updates
unaccept abl e:

0 Connection oriented Public Data Networks - for exanple X 25 packet
swi tched networks or | SDN.
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0 Point-to-point |inks supporting PPP link quality nonitoring or
echo request to deternmine link failure.

A triggered RIP inplenentation runs standard RIP on Local Area
Net works (LANs) allowing themto interoperate transparently with
i mpl enent ati ons adhering to the original specifications.

3. Key Features

The proposal shares the same basic algorithnms as RIP or Rl P-2 when
runni ng on LANs; Packet formats, broadcast frequency, triggered
updat e operation and database tineouts are all unnodified.

The new features operate on WANs whi ch use switched circuits on
demand to achieve internmittent connectivity; O on pernmanent WAN
connections where there is a desire to keep routing packet overhead
to a mnimum Instead of using periodic 'broadcasts’, information is
only sent as triggered updates. The proposal nakes use of features
of the underlying connection oriented service to provide feedback on
connectivity.

3.1 Triggered Updates

Updates are only sent on the WAN when an event changes the routing
dat abase. Each update is retransnitted until acknow edged.
Information received in an update is not tinmed out.

The packet format of a RIP response is nodified (with a different
uni que command field) to include sequence nunber information. An
acknow edgenent packet is al so defined.

3.2 Circuit Manager

The circuit manager running below the IP network |layer is responsible
for establishing a circuit to the next hop router whenever there is
data (or a routing update) to transfer. After a period of inactivity
the circuit will be closed by the circuit manager

If the circuit manager fails to nake a connection a circuit down
indication is sent to the routing application. The circuit nmanager
will then attenpt at (increasing) intervals to establish a

connecti on. When successful a circuit up indication is sent to the
routing application
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3.3 Technol ogy Restrictions

There is a small but nontrivial possiblility of an incorrectly
configured or poorly operating |link causing severe data | oss,
resulting in a "black hole’ in routing. This is often unidirectiona
- the link that route updates cross works properly, but not the
return path.

Triggered RIP will NOT fuction properly (and should NOT be used) if a
routing information will be retained/advertised for an arbitrarily

Il ong period of time (until an update in the opposite direction fails
to obtain a response).

To detect black holes in technol ogi es which use PPP encapsul ation
ei ther Echo Request/Response or Link Quality Mnitoring should be
used. When a black hole is detected a circuit down indication nust
be sent to the routing application

Current (and future) technol ogi es which do not use PPP, need to use
an equivalent 'are-you-there’ nechanism- or should NOT be used with
Triggered RIP.

3.4 Presunption of Reachability
In a stable network there is no requirenent to propagate routing
information on a circuit, so if no routing information is (being)
received on a circuit it is assunmed that:

o The nost recently received information is accurate.

o0 The intervening path is operational (although there may be no
current connection).

If the circuit manager determnes that the intervening path is NOT
operational routing information previously received on that circuit
is timed out. It is worth stressing that it can be ANY routed

dat agram whi ch triggers the event.

When the circuit manager re-establishes a connection, the application
exchanges full routing information with its peer.

3.5 Routing Information Flow Control
If the circuit manager reports a circuit as down, the routing

application is flow controlled from sending further information on
the circuit.
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4. Relationship to Demand R P

The Triggered RIP proposal [2] has a nunber of efficiency advantages
over the Demand RI P proposal [5]:

0 Wien routing information changes Denand RI P sends the ful
dat abase to its partner

Once a router has exchanged all routing information with its
partner, Triggered RIP sends only the changed information to the
partner. This can dramatically decrease the quantity of

i nformati on requiring propagati on when a route change occurs.

o0 Demand RIP requires a full routing update to be stored by the
receiver, before applying changes to the routing database.

A Triggered RIP receiver is able to apply all changes i medi ately
upon receiving each packet fromits partner. Systens therefore
need to use | ess nenory than Denand RI P

0 Demand RIP has an upper limt of 255 fragnents in an update. This
sets an upper linmt on the sizes of routing and service
adverti sing databases which can be propagat ed.

This restriction is lifted in Triggered RIP (which does not use
fragment ati on).

In all other respects Demand RIP and Triggered RIP performthe sane
functi on.

5. Cbsoleting Demand RI P
While it is possible that systens could be able to support Denand R P
and Triggered RIP, the internal maintenance of structures is likely
to differ significantly. The nmethod of propagating the information
also differs significantly. |In practice it is unlikely that systens
woul d support Denmand RI P and Triggered Rl P

As a result of the inproved characteristics of Triggered RIP, it is
proposed that Demand RI P [5] be obsol et ed.

6. | nplenentations

At this stage there are believed to be two conpleted inplenentation.
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The Xypl ex inplenentation supports all the features outlined for IP
RIP-1, IP RIP-2, IPXR P, and | PX SAP. However, it only supports one
out st andi ng acknowl edgenent per partner. The inplenentation has been
tested against itself on X 25, |ISDN, Frane Relay, V42bis CSU DSUs,
and asynchronous nodens. |t has al so been tested in operation with
various router and host inplenentations on Ethernet LANs.

The DEC inpl enentati on supports IP RIP-1 over |SDN, Franme Rel ay,
| eased lines and V.25bis. The Xyplex and DEC IP RIP-1

i mpl enent ati ons have been checked for interoperability over | SDN
wi t hout probl ens.

7. Restrictions

Demand RIP relies on the ability to place a call in either direction
Some dialup services - for exanple DIR dialing - allow calls to be
made in one direction only.

Demand RI P can not operate with third-party advertisenent of routes
on the WAN. The next hop I P address in RIP-2 should al ways be
0.0.0.0 for any routes advertised on the WAN

8. Security Considerations

Security is provided through authentication of the |ogical and
physi cal address of the sender of the routing update. |Inconing cal
requests are matched by the circuit nanager against a list of

physi cal addresses (used to nake outgoing calls). The routing
application makes a further check against the | ogical address of an
i ncom ng update.

Addi tional security can be provided by RIP-2 authentication [2] where
appropri ate.
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