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ABSTRACT
HTTP all ows web site authors to put multiple versions of the sane
i nformati on under a single URL. Transparent content negotiation is
an extensi bl e negotiation nechanism |ayered on top of HITP, for
automatically selecting the best version when the URL is accessed.

Thi s enabl es the snooth depl oynent of new web data formats and markup
t ags.
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1

I ntroduction

HTTP all ows web site authors to put multiple versions of the sane

i nformati on under a single URI. Each of these versions is called a
‘variant’. Transparent content negotiation is an extensible

negoti ati on nechanismfor automatically and efficiently retrieving
the best variant when a GET or HEAD request is made. This enables
t he snooth depl oynent of new web data formats and markup tags.

This specification defines transparent content negotiation as an
extension on top of the HITP/1.1 protocol [1]. However, use of this
ext ensi on does not require use of HITP/1.1: transparent content
negoti ati on can also be done if some or all of the parties are

HTTP/ 1.0 [2] systens.

Transparent content negotiation is called ‘transparent’ because it
makes all variants which exist inside the origin server visible to
out si de parties.

Note: Sone menbers of the |ETF are currently undertaki ng a number
of activities which are loosely related to this experinenta
protocol. First, there is an effort to define a protocol -

i ndependent registry for feature tags. The intention is that this
experinmental protocol will be one of the clients of the registry.
Second, sone research is being done on content negotiation systens
for other transport protocols (like internet mail and internet fax)
and on generalized negotiation systens for nultiple transport
protocols. At the time of witing, it is unclear if or when this
research will lead to results in the formof conplete negotiation
system specifications. It is also unclear to which extent possible
future specifications can or will re-use elenents of this
experinental protocol

1.1 Background

The addition of content negotiation to the web infrastructure has
been considered inportant since the early days of the web. Anong the
expected benefits of a sufficiently powerful systemfor content
negoti ati on are

* snoot h depl oynent of new data formats and markup tags wll
al | ow graceful evolution of the web

* elimnating the need to choose between a ‘state of the art
mul ti medi a homepage’ and one which can be viewed by all web users

* enabling good service to a wi der range of browsing
platforns (fromlowend PDA's to hi gh-end VR setups)
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* elimnating error-prone and cache-unfriendly
User - Agent based negoti ation

* enabling construction of sites without ‘click here for the X
version’ |inks

* internationalization, and the ability to offer multi-Iingua
content w thout a bias towards one | anguage.

2 Term nol ogy

The words "MJST", "MJST NOT", "SHOULD', "SHOULD NOT", and "MAY" in
this docunent are to be interpreted as described in RFC 2119 [4].

This specification uses the term*‘header’ as an abbreviation for for
‘“header field in a request or response nessage’

2.1 Ternms fromHTTP/ 1.1

This specification nostly uses the term nology of the HTTP/ 1.1
specification [1]. For the convenience of the reader, this section
reproduces sonme key term nology definition from[1].

request
An HTTP request nessage

response
An HTTP response nessage

resource
A network data object or service that can be identified by a URI
Resources may be available in nmultiple representations (e.g.
mul ti ple | anguages, data formats, size, resolutions) or vary in
ot her ways.

content negotiation
The mechani sm for selecting the appropriate representati on when
servicing a request.

client
A program that establishes connections for the purpose of sending
requests.

user agent

The client which initiates a request. These are often browsers,
editors, spiders (web-traversing robots), or other end user tools.
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server
An application programthat accepts connections in order to service
requests by sendi ng back responses. Any given program nmay be
capabl e of being both a client and a server; our use of these terns
refers only to the role being perforned by the programfor a
particul ar connection, rather than to the program s capabilities in

general . Likew se, any server may act as an origin server, proxy,
gateway, or tunnel, sw tching behavior based on the nature of each
request.

origin server
The server on which a given resource resides or is to be created.

pr oxy
An intermediary program which acts as both a server and a client
for the purpose of nmaking requests on behalf of other clients.
Requests are serviced internally or by passing themon, wth
possi ble translation, to other servers. A proxy nust inplenent
both the client and server requirenments of this specification

age
The age of a response is the time since it was sent by, or
successfully validated with, the origin server

fresh
A response is fresh if its age has not yet exceeded its freshness
lifetine

2.2 New terns

transparently negotiabl e resource
A resource, identified by a single URI, which has nmultiple
representations (variants) associated with it. When servicing a
request on its URI, it allows selection of the best representation
using the transparent content negotiation nmechanism A
transparently negotiabl e resource always has a variant |ist bound
to it, which can be represented as an Alternates header (defined in
section 8.3).

variant |ist

A list containing variant descriptions, which can be bound to a
transparently negoti abl e resource.
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vari ant description
A machi ne-readabl e description of a variant resource, usually found
inavariant list. A variant description contains the variant
resource URI and various attributes which describe properties of
the variant. Variant descriptions are defined in section 5.

variant resource
A resource fromwhich a variant of a negotiable resource can be
retrieved with a normal HTTP/1.x GET request, i.e. a GET request
whi ch does not use transparent content negotiation

nei ghbori ng vari ant
A variant resource is called a neighboring variant resource of sone
transparently negotiable HTTP resource if the variant resource has
a HTTP URL, and if the absolute URL of the variant resource up to
its last slash equals the absolute URL of the negotiable resource
up to its last slash, where equality is determned with the UR
conparison rules in section 3.2.3 of [1]. The property of being a
nei ghboring variant is inportant because of security considerations
(section 14.2). Not all variants of a negotiable resource need to
be nei ghboring variants. However, access to neighboring variants
can be nore highly optimzed by the use of renote variant selection
al gorithnms (section 7) and choice responses (section 10. 2).

renote variant selection algorithm
A standardi zed al gorithm by which a server can sonetines choose a
best variant on behalf of a negotiating user agent. The algorithm
typically computes whet her the Accept- headers in the request
contain sufficient information to allow a choice, and if so, which
variant is the best variant. The use of a renote al gorithm can
speed up the negotiation process.

i st response

A list response returns the variant list of the negotiable
resource, but no variant data. It can be generated when the server
does not want to, or is not allowed to, return a particul ar best

variant for the request. List responses are defined in section
10. 1.

choi ce response
A choi ce response returns a representation of the best variant for
the request, and may also return the variant |ist of the negotiable
resource. It can be generated when the server has sufficient
information to be able to choose the best variant on behalf the
user agent, but may only be generated if this best variant is a
nei ghboring variant. Choice responses are defined in section 10. 2.
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adhoc response
An adhoc response can be sent by an origin server as an extrene
nmeasure, to achieve conpatibility with a non-negotiating or buggy
client if this conpatibility cannot be achieved by sending a |ist
or choice response. There are very little requirenents on the
contents of an adhoc response. Adhoc responses are defined in
section 10. 3.

Accept - headers
The request headers: Accept, Accept-Charset, Accept-Language, and
Accept - Feat ures

supports transparent content negotiation
From the viewpoint of an origin server or proxy, a user agent
supports transparent content negotiation if and only if it sends a
Negoti ate header (section 8.4) which indicates such support.

server-side override
If a request on a transparently negotiated resource is nade by a
client which supports transparent content negotiation, an origin
server is said to performa server-side override if the server
ignores the directives in the Negotiate request header, and instead
uses a customalgorithmto choose an appropriate response. A
server-side override can sonetinmes be used to work around known
client bugs. It could also be used by protocol extensions on top
of transparent content negotiation
3 Notation
The version of BNF used in this docunent is taken from|[1l], and nany
of the nonterninals used are defined in [1]. Note that the
underlying charset is US-ASClI.
One new BNF construct is added:
1% ul e
stands for one or nore instances of "rule", separated by whitespace:
1% ule = rule *( 1*LMWS rule )
This specification also introduces
nunber = 1*DIG T

short-float = 1*3DIGT [ "." 0*3DIA T ]
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This specification uses the sanme conventions as in [1] (see section
1.2 of [1]) for defining the significance of each particul ar
requirenent.

Overvi ew
This section gives an overview of transparent content negotiation

It starts with a nore general discussion of negotiation as provided
by HTTP.

4.1 Content negotiation

HTTP/ 1.1 allows web site authors to put multiple versions of the sane
i nformation under a single resource URI. Each of these versions is
called a ‘variant’. For exanple, a resource http://x.org/paper could
bind to three different variants of a paper:

1. HTM., English
2. HTM., French
3. Postscript, English

Content negotiation is the process by which the best variant is
selected if the resource is accessed. The selection is done by

mat chi ng the properties of the available variants to the capabilities
of the user agent and the preferences of the user

It has al ways been possible under HTTP to have nultiple
representations avail able for one resource, and to return the nost
appropriate representation for each subsequent request. However,
HTTP/ 1.1 is the first version of HTTP whi ch has provisions for doing
this in a cache-friendly way. These provisions include the Vary
response header, entity tags, and the |f-None-Mtch request header

4.2 HTITP/ 1.0 style negotiation scheme

The HTTP/ 1.0 protocol elenments allow for a negotiation schene as
fol | ows:

Server __ proxy __ proxy __ user
X.o0rg cache cache agent
=S

| CET http://x.orgl/ paper
| Accept - headers

Best vari ant
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When the resource is accessed, the user agent sends (along with its
request) various Accept- headers which express the user agent
capabilities and the user preferences. Then the origin server uses
these Accept- headers to choose the best variant, which is returned
in the response.

The biggest problemw th this schenme is that it does not scale well.
For all but the nost ninimal user agents, Accept- headers expressing
all capabilities and preferences woul d be very large, and sending
themin every request would be hugely inefficient, in particular
because only a small fraction of the resources on the web have
mul ti ple variants.

4.3 Transparent content negotiation schene

The transparent content negotiation schene elinminates the need to
send huge Accept- headers, and nevertheless allows for a selection
process that always yields either the best variant, or an error
message indicating that user agent is not capabl e of displaying any
of the available variants.

Under the transparent content negotiation schenme, the server sends a
list with the available variants and their properties to the user
agent. An exanple of a list with three variants is

{"paper.1" 0.9 {type text/htm} {language en}},
{"paper.2" 0.7 {type text/htm} {language fr}},
{"paper.3" 1.0 {type application/postscript} {language en}}

The syntax and semantics of the variant descriptions in this list are
covered in section 5. Wen the list is received, the user agent can
choose the best variant and retrieve it. Gaphically, the

communi cati on can be represented as foll ows:
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Server __ proxy __ proxy __ user
X. 0rg cache cache agent
€ mmmmmmme e e e e e e e m e e, .. — - -

——————————————————————————————————— > [Iist response]
return of I|ist |
choose
|
€ e e e e e e e e e e e e e e e e m . m e m——— - — - - -
| CET http://x.org/paper.1
|
—————————————————————————————————— > [normal response]
return of paper.1
The first response returning the list of variants is called a ‘list
response’. The second response is a normal HITP response: it does

not contain special content negotiation related information. Only
the user agent needs to know that the second request actually
retrieves a variant. For the other parties in the comunication, the
second transaction is indistinguishable froma normal HITP
transacti on.

Wth this schenme, information about capabilities and preferences is
only used by the user agent itself. Therefore, sending such
information in |arge Accept- headers is unnecessary. Accept- headers
do have a linmted use in transparent content negotiation however; the
sendi ng of small Accept- headers can often speed up the negotiation
process. This is covered in section 4. 4.

Li st responses are covered in section 10.1. As an exanple, the |ist
response in the above picture could be:

HTTP/ 1.1 300 Multiple Choices

Date: Tue, 11 Jun 1996 20:02:21 GV

TCN: |ist

Alternates: {"paper.1" 0.9 {type text/htm} {language en}},
{"paper.2" 0.7 {type text/htm} {language fr}},
{"paper.3" 1.0 {type application/postscript}

{l anguage en}}

Vary: negotiate, accept, accept-|anguage

ETag: "bl ah; 1234"

Cache-control : nmax-age=86400

Cont ent - Type: text/htm

Content - Lengt h: 227

<h2>Mul ti pl e Choi ces: </ h2>

<ul >
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<l i ><a href=paper.1>HTM., English version</a>
<li><a href=paper.2>HTM., French version</a>

<li><a href=paper.3>Postscript, English version</a>
</ul >

The Alternates header in the response contains the variant list. The
Vary header is included to ensure correct caching by plain HTTP/ 1.1
caches (see section 10.6). The ETag header allows the response to be
reval i dated by caches, the Cache-Control header controls this
revalidation. The HTM. entity included in the response allows the
user to select the best variant by hand if desired.

4.4 Optimzing the negotiation process

The basic transparent negotiati on schenme involves two HTTP
transactions: one to retrieve the list, and a second one to retrieve
the chosen variant. There are however several ways to ‘cut corners
in the data flow path of the basic schene.

First, caching proxies can cache both variant lists and variants.
Such caching can reduce the conmuni cati on overhead, as shown in the
foll owi ng exanpl e:

Server proxy __ proxy __ user
X.o0rg cache cache agent
€ e e e e mmm -
| GET ../ paper
has the Iist
i n cache
|
------------- > [list response]
list |
|
choose
|
=S

| GET ../paper.1
|

has the vari ant
in cache

—————————————————————————— > [normal response]
return of paper.1
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Second, the user agent can send snall Accept- headers, which may
contain enough information to allow the server to choose the best
variant and return it directly.

Server proxy _ proxy _ user
X.o0rg cache cache agent
€ e e e e e e e e e e e e e e e e —m— - ==

| CET http://x.orgl/ paper
| smal | Accept- headers
|

abl e to choose on

behal f of user agent

---------------------------------- > [ choi ce response]
return of paper.1 and list

This choosing based on snmall Accept- headers is done with a ‘renote
variant selection algorithmi. Such an algorithmtakes the variant

list and the Accept- headers as input. |t then conputes whether the
Accept - headers contain sufficient information to choose on behal f of
the user agent, and if so, which variant is the best variant. |[If the

best variant is a neighboring variant, it may be returned, together
with the variant list, in a choice response.

A server may only choose on behal f of a user agent supporting
transparent content negotiation if the user agent explicitly allows
the use of a particular renote variant selection algorithmin the
Negoti ate request header. User agents with sophisticated interna
variant selection algorithms may want to disallow a renote choice, or
may want to allow it only when retrieving inline inmages. |f the

| ocal algorithmof the user agent is superior in only sone difficult
areas of negotiation, it is possible to enable the renote al gorithm
for the easy areas only. Mre information about the use of a renote
vari ant selection algorithmcan be found in [3].

Choi ce responses are covered in section 10.2. For exanple, the
choi ce response in the above picture could be:

HTTP/ 1.1 200 K

Date: Tue, 11 Jun 1996 20:05:31 GMI

TCN: choi ce

Cont ent - Type: text/htm

Last- Modified: Mn, 10 Jun 1996 10:01:14 GV

Cont ent - Lengt h: 5327

Cache-control: max- age=604800

Cont ent-Location: paper.1

Alternates: {"paper.1" 0.9 {type text/htm} {language en}},
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{"paper.2" 0.7 {type text/htm} {language fr}},
{"paper.3" 1.0 {type application/postscript}
{language en}}
Et ag: "gonkyyyy; 1234"
Vary: negotiate, accept, accept-|anguage
Expires: Thu, 01 Jan 1980 00: 00: 00 GV

<title>A paper about

Finally, the above two kinds of optimzation can be conbi ned; a
caching proxy which has the list will sonetinmes be able to choose on
behal f of the user agent. This could lead to the foll ow ng

commruni cati on pattern

Server __ proxy __ proxy __ user
X.o0rg cache cache agent
K e e e e e e e m - - =
| GET ../paper

| small Accept

abl e to choose
on behal f

.......... > [normal response]

................ > [choice response]
paper.1 and |i st

Note that this cutting of corners not only saves bandwi dth, it also
elimnates delays due to packet round trip times, and reduces the
| oad on the origin server.

4.5 Downwards conpatibility with non-negotiating user agents
To handl e requests from user agents whi ch do not support transparent
content negotiation, this specification allows the origin server to

revert to a HITP/ 1.0 style negotiation scheme. The specification of
heuristics for such schenes is beyond the scope of this docunent.
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4.6 Retrieving a variant by hand

It is always possible for a user agent to retrieve the variant |ist
which is bound to a negotiable resource. The user agent can use this
list to make available a nenu of all variants and their
characteristics to the user. Such a nenu allows the user to randomy
browse other variants, and nmakes it possible to manually correct any
sub-optimal choi ce nmade by the autonmatic negotiati on process.

4.7 Dinensions of negotiation

Transparent content negotiation defines four dinensions of
negoti ati on:

1. Media type (M ME type)
2. Charset

3. Language

4. Features

The first three dinensions have traditionally been present in HITP.
The fourth dinmension is added by this specification. Additiona

di mensi ons, beyond the four nentioned above, could be added by future
speci fications.

Negoti ati on on the content encoding of a response (gzipped,
conpressed, etc.) is left outside of the real mof transparent
negoti ati on. See section 10.8 for nore information

4.8 Feature negotiation

Feature negotiation intends to provide for all areas of negotiation
not covered by the type, charset, and | anguage di nensions. Exanples
are negotiation on

HTML ext ensi ons

Ext ensi ons of other nedia types

Col or capabilities of the user agent

Screen size

Qut put nedi um (screen, paper, ...)

Preference for speed vs. preference for graphical detai

* % ok Sk F F

The feature negotiation framework (section 6) is the principal neans
by which transparent negotiation offers extensibility; a new

di nensi on of negotiation (really a sub-di nension of the feature

di nensi on) can be added w thout the need for a new standards effort
by the sinple registration of a ‘feature tag’
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4.9 Length of variant lists

As a general rule, variant lists should be short: it is expected that
a typical transparently negotiable resource will have 2 to 10

vari ants, depending on its purpose. Variant lists should be short
for a nunber of reasons:

1. The user nust be able to pick a variant by hand to correct a
bad automatic choice, and this is nore difficult with a | ong
variant |ist.

2. A large nunber of variants will decrease the efficiency of
i nternet proxy caches.

3. Long variant lists will nake sone transparently negoti ated
responses | onger.

In general, it is not desirable to create a transparently negoti abl e
resource with hundreds of variants in order to fine-tune the
graphi cal presentation of a resource. Any graphical fine-tuning
shoul d be done, as nuch as possible, by using constructs which act at
the user agent side, for exanple

<center><ing src=titlebanner.gif w dt h=100%
al t =" MegaBozo Corp"></center>

In order to pronote user agent side fine tuning, which is nore

scal abl e than fine tuning over the network, user agents which

i npl ement a scripting | anguage for content rendering are encouraged
to make the availability of this |Ianguage visible for transparent
content negotiation, and to allow rendering scripts to access the
capabilities and preferences data used for content negotiation, as
far as privacy considerations permnmit this.

4.10 Relation with other negotiation schenes

The HTTP/ 1. x protocol suite allows for many different negotiation
mechani sms.  Transparent content negotiation specializes in scal able,
i nt eroperabl e negotiation of content representations at the HITP
level. It is intended that transparent negotiation can co-exist with
ot her negotiati on schenes, both open and proprietary, which cover
different application domains or work at different points in the

aut hor-to-user chain. Utimtely, it will be up to the resource

aut hor to deci de which negotiati on nechani sm or conbination of
negoti ati on nechanisns, is nost appropriate for the task at hand.
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5 Variant descriptions
5.1 Syntax

A variant can be described in a nachi ne-readable way with a vari ant
descri ption.

vari ant - description =
"{" <"> URl <"> source-quality *variant-attribute"}"

source-quality = gval ue
variant-attribute = "{" "type" nedia-type "}"
| "{" "charset" charset "}"
| "{" "language" 1#l anguage-tag "}"
| “{" "length" 1*DIGT "}"
| "{" "features" feature-list "}"
| "“{" "description"
quoted-string [ |anguage-tag ] "}"
| extension-attribute

extension-attribute
ext ensi on- nane
ext ensi on-val ue

"{" extension-nanme extension-value "}"
t oken
*( token | quoted-string | LWS

| extension-specials )

ext ensi on- speci al s
<any el ement of tspecials except <"> and "}">

The feature-list syntax is defined in section 6.4.
Exanpl es are
{"paper.2" 0.7 {type text/htm} {language fr}}
{"paper.5" 0.9 {type text/htm} {features tables}}
{"paper.1" 0.001}
The various attributes which can be present in a variant description

are covered in the subsections below Each attribute may appear only
once in a variant description.

5.2 URl
The URI attribute gives the URI of the resource fromwhich the
variant can be retrieved with a GET request. It can be absolute or
relative to the Request-URI. The variant resource may vary (on the
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Cooki e request header, for exanple), but MJST NOT engage in
transparent content negotiation itself.

5.3 Source-quality

The source-quality attribute gives the quality of the variant, as a
representation of the negotiable resource, when this variant is
rendered with a perfect rendering engine on the best possible output
medi um

If the source-quality is less than 1, it often expresses a quality
degradation caused by a | ossy conversion to a particular data fornat.
For exanple, a picture originally in JPEG formwould have a | oner
source quality when translated to the XBM format, and a nuch | ower
source quality when translated to an ASCll-art variant. Note
however, that degradation is a function of the source; an origina

pi ece of ASCIl-art nmay degrade in quality if it is captured in JPEG
form

The source-quality could also represent a |level of quality caused by
skill of language translation, or ability of the used nedia type to
capture the intended artistic expression.

Servers should use the followi ng table a guide when assigning source
qual ity val ues

.000 perfect representation

.900 threshold of noticeable loss of quality

.800 noticeable, but acceptable quality reduction
.500 barely acceptable quality

.300 severely degraded quality

.000 conpletely degraded quality

[cNeoloNeNeN ]

The sane tabl e can be used by I ocal variant selection algorithms (see
appendi x 19) when assigni ng degradation factors for different content
rendering nechani sns. Note that nopst neaningful values in this table
are close to 1. This is due to the fact that quality factors are
general ly conbined by nultiplying them not by adding them

When assigning source-quality values, servers should not account for
the size of the variant and its inpact on transm ssion and rendering
del ays; the size of the variant should be stated in the length
attribute and any size-dependent cal cul ati ons should be done by the
variant selection algorithm Any constant rendering delay for a
particul ar nmedia type (for exanple due to the startup tinme of a

hel per application) should be accounted for by the user agent, when
assigning a quality factor to that nedia type
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5.4 Type, charset, |anguage, and |ength

The type attribute of a variant description carries the sane
information as its Content-Type response header counterpart defined
in [1], except for any charset information, which MIST be carried in
the charset attribute. For, exanple, the header

Content-Type: text/htm; charset=ISO 8859-4
has the counterpart attributes
{type text/htm} {charset |SO 8859-4}

The | anguage and length attributes carry the sanme information as
their Content-* response header counterparts in [1]. The length
attribute, if present, MJIST thus reflect the length of the variant

al one, and not the total size of the variant and any objects inlined
or enbedded by the variant.

Though all of these attributes are optional, it is often desirable to
include as many attributes as possible, as this will increase the
quality of the negotiation process.

Note: A server is not required to naintain a one-to-one
correspondence between the attributes in the variant description
and the Content-* headers in the variant response. For exanple,
if the variant description contains a | anguage attribute, the
response does not necessarily have to contain a Content-Language
header. If a Content-Language header is present, it does not have
to contain an exact copy of the information in the |anguage
attribute.

5.5 Features

The features attribute specifies how the presence or absence of
particular feature tags in the user agent affects the overall quality
of the variant. This attribute is covered in section 6.4.

5.6 Description

The description attribute gives a textual description of the variant.
It can be included if the URI and normal attributes of a variant are
consi dered too opaque to allow interpretation by the user. |If a user
agent is showing a nenu of available variants conpiled froma variant
list, and if a variant has a description attribute, the user agent
SHOULD show t he description attribute of the variant instead of
showi ng the normal attributes of the variant. The description field
uses the UTF-8 character encodi ng schene [5], which is a superset of
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US-ASCI I, with ""9% HEX HEX" encoding. The optional |anguage tag MAY
be used to specify the | anguage used in the description text.

5.7 Extension-attribute

The extension-attribute allows future specifications to increnentally
define di nensions of negotiation which cannot be created by using the
feature negotiation framework, and eases content negotiation
experinents. |In experinental situations, servers MJST ONLY generate
ext ensi on-attri butes whose nanes start with "x-". User agents SHOULD
ignore all extension attributes they do not recognize. Proxies MJST
NOT run a renote variant selection algorithmif an unknown extension
attribute is present in the variant |ist.

6 Feature negotiation

This section defines the feature negotiation nechanism Feature
negoti ati on has been introduced in section 4.8. Appendix 19 contains
exanpl es of feature negotiation

6.1 Feature tags

A feature tag (ftag) identifies something which can be negotiated on
for exanple a property (feature) of a representation, a capability
(feature) of a user agent, or the preference of a user for a
particul ar type of representation. The use of feature tags need not
be linmted to transparent content negotiation, and not every feature
tag needs to be usable in the HITP transparent content negotiation

f ramewor k.

ftag = token | quoted-string

Not e: A protocol -i ndependent system for feature tag registration
is currently being developed in the |ETF. This specification does
not define any feature tags. |In experinental situations, the use
of tags which start with "x." is encouraged.

Feature tags are used in feature sets (section 6.2) and in feature
predi cates (section 6.3). Feature predicates are in turn used in
features attributes (section 6.4), which are used in variant
descriptions (section 5). Variant descriptions can be transmtted in
Al ternates headers (section 8.3).

The US-ASCII charset is used for feature tags. Feature tag
conparison is case-insensitive. A token tag XYZ is equal to a
quot ed-string tag "XYZ". Exanples are

tabl es, fonts, blebber, wolx, screenw dth, col ordepth
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An exanpl e of the use of feature tags in a variant description is:
{"index.htm" 1.0 {type text/htm} {features tables frames}}

This specification foll ows general conputing practice in that it

pl aces no restrictions on what nay be called a feature. At the
protocol level, this specification does not distinguish between
different uses of feature tags: a tag will be processed in the same
way, no matter whether it identifies a property, capability, or
preference. For sone tags, it may be fluid whether the tag
represents a property, preference, or capability. For exanple, in
content negotiation on web pages, a "textonly" tag would identify a
capability of a text-only user agent, but the user of a graphica
user agent nmay use this tag to specify that text-only content is
preferred over graphical content.

6.1.1 Feature tag val ues

The definition of a feature tag nay state that a feature tag can have
zero, one, or nore values associated with it. These val ues

speci alize the nmeaning of the tag. For exanple, a feature tag
‘paper’ could be associated with the values ‘A4’ and 'A%’

tag-value = token | quoted-string

The US-ASCI|I charset is used for feature tag values. Equality
conparison for tag values MJST be done with a case-sensitive, octet-
by-octet conparison, where any ""% HEX HEX' encodi ngs MJST be
processed as in [1]. A token value XYZ is equal to a quoted-string
val ue " Xyz".

6.2 Feature sets

The feature set of a user agent is a data structure which records the
capabilities of the user agent and the preferences of the user

Feature sets are used by local variant selection algorithns (see
appendi x 19 for an exanple). A user agent can use the Accept-
Feat ures header (section 8.2) to make some of the contents of its
feature set known to renote variant sel ection algorithns.

Structurally, a feature set is a possibly enpty set, containing
records of the form

( feature tag , set of feature tag val ues )
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If arecord with a feature tag is present in the set, this neans that
the user agent inplenments the corresponding capability, or that the
user has expressed the correspondi ng preference.

Each record in a feature set has a, possibly enpty, set of tag

val ues. For feature tags which cannot have val ues associated with
it, this set is always enpty. For feature tags which can have zero,
one, or nore values associated with it, this set contains those

val ues currently associated with the tag. |If the set of a feature
tag T has the value Vinit, it is said that ‘the tag T is present
with the value V.

This specification does not define a standard notation for feature
sets. An exanple of a very snmall feature set, in a nmathematica
notation, is

{ ( "franmes" , { } ) ,
( "paper” , { "A4" , "AS" })

As feature registration is expected to be an ongoing process, it is
generally not possible for a user agent to know the neaning of all
feature tags it can possibly encounter in a variant description. A
user agent SHOULD treat all features tags unknown to it as absent
fromits feature set.

A user agent may change the contents of its feature set depending on
the type of request, and may al so update it to reflect changi ng
conditions, for exanple a change in the wi ndow size. Therefore, when
considering feature negotiation, one usually tal ks about ‘the feature
set of the current request’.

6.3 Feature predicates

Feature predicates are predicates on the contents of feature sets.
They appear in the features attribute of a variant description

fpred = "!" ] ftag

| ftag ( "=" | "!=") tag-val ue

| ftag "=" "[" numeric-range "]"
nuneric-range = [ nunber ] "-" [ nunber ]

Feature predicates are used in features attributes (section 6.4),
which are used in variant descriptions (section 5). Variant
descriptions can be transnitted in Alternates headers (section 8.3).

Hol t man & Mtz Experi ment al [ Page 22]



RFC 2295 Transparent Content Negotiation March 1998

Exanpl es of feature predicates are

bl ebber, !Dbl ebber, paper=a4, col ordepth=5, bl ex! =54,
dpi =[ 300-599], col ordept h=[24-]

Using the feature set of the current request, a user agent SHOULD
conpute the truth value of the different feature predicates as

fol | ows.
ftag true if the feature is present, false otherw se
Iftag true if the feature is absent, false otherwi se
ftag=Vv true if the feature is present with the val ue V,
fal se otherw se,
ftag!=Vv true if the feature is not present with the value V,

fal se otherw se,

ftag=[N-M true if the feature is present with at |east one
numeric value, while the highest value with which it
is present in the range NM false otherwise. If N
is mssing, the lower bound is 0. |If Mis mssing,
the upper bound is infinity.

As an exanple, with the feature set

{ ( "blex" {1,
( "colordepth" , { "5" } ).
( "UA-nedi a" , { "stationary" } ),
( "paper” , { "A4, "A3" ),
( "x-version" , { "104", "200" } )
}

the follow ng predicates are true:
bl ex, col ordepth=[4-], col ordepth! =6, colordepth, !screenw dth, UA-
nmedi a=st ati onary, UA-nedi a! =screen, paper=A4, paper =!A0,
colordepth=[ 4 - 6 ], x-version=[100-300], x-version=[200-300]
and the follow ng predicates are fal se:

I'bl ex, bl ebber, col ordept h=6, col ordepth=foo, !col ordepth,

screenwi dth, screenw dt h=640, screenw dth! =640, x-version=99, UA-
nmedi a=scr een, paper=A0, paper=a4, x-version=[100-199], wuxta
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6.4 Features attribute
The features attribute, for which section 5.1 defines the syntax
"{" "features" feature-list "}"
is used in a variant description to specify how the presence or
absence of particular feature tags in the user agent affects the
overall quality of the variant.
feature-list = 1% eature-1ist-el ement
feature-list-elenent = ( fpred | fpred-bag )
[ ";" [ "+" true-inprovenment ]
[ "-" fal se-degradation ]
]
fpred-bag = "[" 1% pred "]’

short-fl oat
short-fl oat

true-i nprovenent
fal se-degradati on

Features attributes are used in variant descriptions (section 5).
Vari ant descriptions can be transnitted in Aternates headers
(section 8.3).

Exanpl es are:
{features !textonly [bl ebber !'wolx] col ordepth=3;+0. 7}
{features !blink;-0.5 background; +1.5 [ bl ebber !wol x]; +1. 4-0. 8}

The default value for the true-inprovenment is 1. The default val ue
for the fal se-degradation is 0, or 1 if a true-inprovenent value is
gi ven.

A user agent SHOULD, and a renote variant selection algorithm MJST
compute the quality degradation factor associated with the features
attribute by multiplying all quality degradation factors of the
elenents of the feature-list. Note that the result can be a factor
greater than 1.

A feature list elenment yields its true-inprovenent factor if the
corresponding feature predicate is true, or if at |east one el enent
of the corresponding fpred-bag is true. The elenent yields its

fal se-degradati on factor otherw se.
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7 Renote variant selection algorithns

A renmpte variant selection algorithmis a standardi zed al gorithm by
whi ch a server can choose a best variant on behalf of a negotiating
user agent. The use of a renote algorithm can speed up the
negoti ati on process by elinnating a request-response round trip.

A renpote algorithmtypically conputes whether the Accept- headers in
the request contain sufficient information to allow a choice, and if
so, which variant is the best variant. This specification does not
define any renote al gorithms, but does define a nechanismto
negotiate on the use of such al gorithns.

7.1 Version nunbers

A version nunbering schene is used to distinguish between different
renote variant selection algorithns.

rvsa-version = nmjor m nor
major = 1*4DIGA T
mnor = 1*4DIGA T

An algorithmwi th the version nunber X Y, with Y>0, MJST be downwards

compatible with all algorithnms fromX 0 up to X Y. Downwards
conpatibility neans that, if supplied with the sane information, the

newer al gorithm MUST make the sane choice, or a better choice, as the

old algorithm There are no conpatibility requirements between
algorithms with different nmajor version nunbers.

8 Content negotiation status codes and headers
Thi s specification adds one new HITP status code, and introduces siX
new HTTP headers. It also extends the semantics of an existing
HTTP/ 1.1 header.

8.1 506 Variant Al so Negotiates
The 506 status code indicates that the server has an interna
configuration error: the chosen variant resource is configured to

engage in transparent content negotiation itself, and is therefore
not a proper end point in the negotiation process.
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8.2 Accept-Features

The Accept - Features request header can be used by a user agent to
give informati on about the presence or absence of certain features in
the feature set of the current request. Servers can use this

i nformati on when running a renote variant selection algorithm

Note: the name ‘ Accept-Features’ for this header was chosen
because of symmetry considerations with other Accept- headers,

even though the Accept-Features header will generally not contain
an exhaustive list of features which are sonehow ‘accepted . A
nore accurate nane of this header woul d have been ‘ Feature- Set -
Info’.
Accept - Features = "Accept-Features" ":"
#( feature-expr *( ";" feature-extension ) )

feature-expr = [ "!" ] ftag

| ftag ( "=" | "!'=" ) tag-val ue

| ftag " :II II{II tag- Val ue II}II

| nan
feature-extension = token [ "=" ( token | quoted-string ) ]

No feature extensions are defined in this specification. An exanple
is:

Accept - Features: bl ex, !blebber, col ordepth={5}, !screenw dth,
paper = A4, paper!="A2", x-version=104, *

The different feature expressions have the foll owi ng neani ng:

ftag ftag is present
Iftag ftag i s absent
ftag=Vv ftag is present with the value V

ftag!=v ftag is present, but not with the value V

ftag={V} ftag is present with the value V, and not with any
ot her val ues

* the expressions in this header do not fully describe
the feature set: feature tags not nentioned in this
header may al so be present, and, except for the case
ftag={V}, tags nmay be present with nore val ues than
nmenti oned.
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Absence of the Accept-Features header in a request is equivalent to
t he inclusion of

Accept - Features: *

By using the Accept-Features header, a renote variant sel ection
al gorithm can sonetinmes determine the truth value of a feature
predi cate on behal f of the user agent. For exanple, with the header

Accept - Features: bl ex, !blebber, col ordepth={5}, !screenw dth,
paper = A4, paper!="A2", x-version=104, *

the algorithmcan deternmine that the following predicates are true

bl ex, col ordepth=[4-], col ordepth! =6, colordepth, !screenw dth,
paper =A4, col ordept h=[ 4- 6]

and that the follow ng predicates are fal se:

I bl ex, bl ebber, col ordept h=6, col ordepth=foo, !col ordepth,
screenwi dth, screenw dt h=640, screenw dt h! =640,

but the truth value of the follow ng predicates cannot be
det er mi ned:

UA- medi a=st ati onary, UA-nedi a!l =screen, paper!=a0,
X-versi on=[ 100- 300], x-version=[200-300], x-version=99,
UA- nedi a=screen, paper=A0, paper=a4, x-version=[100-199], wuxta

8.3 Alternates

The Alternates response header is used to convey the list of variants
bound to a negotiable resource. This list can also include
directives for any content negotiation process. |If a response froma
transparently negotiable resource includes an Alternates header, this
header MUST contain the conplete variant |ist bound to the negotiabl e
resource. Responses fromresources which do not support transparent
content negotiation MAY al so use Alternates headers.

Alternates = "Al ternates" variant-1i st

variant-list = 1#( variant-description
| fallback-variant
| list-directive)

fal | back-variant = "{" <"> URl <"> "}"

list-directive = ( "proxy-rvsa" "=" <"> O#rvsa-version <">)
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| extension-list-directive

extension-list-directive =
token [ "=" ( token | quoted-string ) ]

An exanple is

Alternates: {"paper.1" 0.9 {type text/htm} {language en}},
{"paper.2" 0.7 {type text/htm} {language fr}},
{"paper.3" 1.0 {type application/postscript}
{l anguage en}},
proxy-rvsa="1.0, 2.5"

Any relative URI specified in a variant-description or fallback-
variant field is relative to the request-URI. Only one fall back-
variant field may be present. |If the variant selection algorithm of
the user agent finds that all described variants are unacceptabl e,
then it SHOULD choose the fallback variant, if present, as the best
variant. |f the user agent conputes the overall quality val ues of
the described variants, and finds that several variants share the

hi ghest value, then the first variant with this value in the |ist
SHOULD be chosen as the best variant.

The proxy-rvsa directive restricts the use of renbte variant
selection algorithns by proxies. If present, a proxy MJST ONLY use

al gorithms whi ch have one of the version nunbers listed, or have the
same mgj or version nunber and a higher ninor version nunber as one of
the versions listed. Any restrictions set by proxy-rvsa come on top
of the restrictions set by the user agent in the Negotiate request
header. The directive proxy-rvsa="" wll disable variant sel ection
by proxies entirely. dients SHOULD ignore all extension-list-
directives they do not understand.

A variant list may contain nultiple differing descriptions of the
same variant. This can be convenient if the variant uses conditiona
rendering constructs, or if the variant resource returns nultiple
representations using a nmultipart nedia type.

8.4 Negotiate

The Negoti ate request header can contain directives for any content
negoti ati on process initiated by the request.

Negotiate = "Negotiate" ":" 1#negotiate-directive
negoti ate-directive = "trans"

| "vlist”

| "guess-small"
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| rvsa-version

| "xn

| negoti at e- ext ensi on
negoti at e-extensi on = token [ "=" token ]
Exanpl es are

Negotiate: 1.0, 2.5
Negoti ate: *

The negotiate directives have the foll owi ng nmeaning

"trans"
The user agent supports transparent content negotiation for
the current request.

"vlist"
The user agent requests that any transparently negoti ated
response for the current request includes an Alternates
header with the variant |ist bound to the negotiabl e resource.
Implies "trans".

"guess-snal | "
The user agent allows origin servers to run a custom al gorithm
whi ch guesses the best variant for the request, and to return
this variant in a choice response, if the resulting choice
response is smaller than or not nmuch larger than a list
response. The definition of ‘not much larger’ is left to
origin server heuristics. Inplies "vlist" and "trans"

rvsa-version
The user agent allows origin servers and proxies to run the
renote variant selection algorithmwi th the indicated version
nunber, or with the same major version nunber and a higher
m nor version nunber. |If the algorithmhas sufficient
i nformati on to choose a best, neighboring variant, the origin
server or proxy MAY return a choice response with this
variant. Inplies "trans".

"y n

The user agent allows origin servers and proxies to run any
renote variant selection algorithm The origin server nay
even run al gorithms which have not been standardized. |If the
al gorithm has sufficient information to choose a best,

nei ghboring variant, the origin server or proxy MAY return a
choi ce response with this variant. Inplies "trans"
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Servers SHOULD ignore all negotiate-directives they do not

understand. |f the Negotiate header allows a choice between multiple
renote variant selection algorithns which are all supported by the
server, the server SHOULD use sone internal precedence heuristics to
sel ect the best algorithm

8.5 TCN

The TCN response header is used by a server to signal that the
resource is transparently negoti at ed.

TCN = "TCN' ":" #( response-type
| server-side-override-directive
| tcn-extension )

response-type = "list" | "choice" | "adhoc"
server-side-override-directive = "re-choose" | "keep"
tcn-extension = token [ "=" ( token | quoted-string ) ]

If the resource is not transparently negotiated, a TCN header MJIST
NOT be included in any response. |If the resource is transparently
negoti ated, a TCN header, which includes the response-type val ue of
the response, MJST be included in every response with a 2xx status
code or any 3xx status code, except 304, in which it MAY be incl uded
A TCN header MAY al so be included, w thout a response-type value, in
ot her responses fromtransparently negoti ated resources.

A server-side override directive MIJST be included if the origin
server perfornmed a server-side override when choosing the response

If the directive is "re-choose", the server MJST include an
Alternates header with the variant bound to the negotiabl e resource
in the response, and user agent SHOULD use its internal variant
selection algorithmto choose, retrieve, and display the best variant
fromthis list. |If the directive is "keep" the user agent SHOULD NOT
renegotiate on the response, but display it directly, or act on it
directly if it is a redirection response.

Cients SHOULD ignore all tcn-extensions they do not understand.

8.6 Variant-Vary
The Variant-Vary response header can be used in a choice response to
record any vary information which applies to the variant data (the

entity body conbined with some of the entity headers) contained in
the response, rather than to the response as a whol e.
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Variant-Vary = "Variant-Vary" ":" ( "*" | 1#field-nane )
Use of the Variant-Vary header is discussed in section 10.2.
9 Cache validators

To allow for correct and efficient caching and revalidation of
negoti ated responses, this specification extends the caching nodel of
HTTP/ 1.1 [1] in various ways

This specification does not introduce a ‘variant-1list-max-age
directive which explicitly bounds the freshness lifetinme of a cached
variant list, like the ‘nmax-age’ Cache-Control directive bounds the
freshness lifetine of a cached response. However, this specification
does ensure that a variant list which is sent at a time T by the
origin server will never be re-used w thout revalidation by
semantically transparent caches after the time T+M This Mis the
maxi mum of all freshness lifetines assigned (using max-age directives
or Expires headers) by the origin server to

a. the responses fromthe negotiable resource itself, and

b. the responses fromits nei ghboring variant resources
If no freshness lifetines are assigned by the origin server, Mis the
maxi mum of the freshness lifetinmes which were heuristically assigned
by all caches which can re-use the variant list.

9.1 Variant list validators

A variant list validator is an opaque val ue which acts as the cache
validator of a variant list bound to a negotiable resource.

variant-1list-validator = <quoted-string not containing any ";">
If two responses contain the sane variant |ist validator, a cache can
treat the Alternates headers in these responses as equival ent (though
t he headers thensel ves need not be identical).
9.2 Structured entity tags
A structured entity tag consists of a nornal entity tag of which the

opaque string is extended with a sem colon followed by the text
(wi thout the surrounding quotes) of a variant |ist validator
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nor mal | wvariant list | structured
entity tag | validator | entity tag
............. e m e e e e e e e e e e e e e e e e e e e e e e -
"et ag" | "vlv" | "etag; vl v"
W " et ag" | "vlv" | W?"etag;vlv"

Note that a structured entity tag is itself also an entity tag. The
structured nature of the tag allows caching proxi es capabl e of
transparent content negotiation to perform sone optimizations defined
in section 10. Wen not perforning such optim zations, a structured
tag SHOULD be treated as a single opaque value, according to the
general rules in HITP/1.1. Exanples of structured entity tags are:

"Xxyzzy; 1234" W'"xyzzy; 1234" "gonkxxxx; 1234" "a;b; c;; 1234"

In the last exanple, the normal entity tag is "a;b;c;" and the
variant list validator is "1234".

If a transparently negoti ated response includes an entity tag, it
MUST be a structured entity tag. The variant list validator in the
structured tag MJUST act as a validator for the variant list contained
in the Alternates header. The normal entity tag in the structured
tag MJUST act as a validator of the entity body in the response and of
all entity headers except Alternates.

9.3 Assigning entity tags to variants

10

To allow for correct revalidation of transparently negoti ated
responses by clients, origin servers SHOULD generate all norma
entity tags for the neighboring variant resources of the negotiable
resource in such a way that

1. the sanme tag is never used by two different variants,
unless this tag | abel s exactly the same entity on all occasions,

2. if one nornmal tag "X" is a prefix of another nornmal tag "XY"
then "Y' nust never be a senicolon followed by a variant |ist
val i dat or .

Content negotiation responses

If a request on a transparently negotiated resource yields a response
with a 2xx status code or any 3xx status code except 304, this
response MJST al ways be either a |ist response, a choice response, or
an adhoc response. These responses MJST always include a TCN header
whi ch specifies their type. Transparently negotiated responses wth
ot her status codes MAY al so include a TCN header
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The conditions under which the different content negotiation
responses nay be sent are defined in section 12.1 for origin servers
and in section 13 for proxies.

After having constructed a list, choice, or adhoc response, a server
MAY process any |f-No-Match or |f-Range headers in the request
message and shorten the response to a 304 (Not Modified) or 206
(Partial Content) response, following the rules in the HITP/ 1.1

specification [1]. 1In this case, the entity tag of the shortened
response will identify it indirectly as a list, choice, or adhoc
response.

1 List response

A list response returns the variant |list of the negotiable resource,

but no variant data. It can be generated when the server does not
want to, or is not allowed to, return a particular best variant for
the request. |If the user agent supports transparent content

negotiation, the list response will cause it to select a best variant
and retrieve it.

A list response MIST contain (besides the normal headers required by
HTTP) a TCN header which specifies the "list" response-type, the

Al ternates header bound to the negotiable resource, a Vary header and
(unless it was a HEAD request) an entity body which allows the user
to manual ly sel ect the best variant.

An exanple of a list response is

HTTP/ 1.1 300 Multipl e Choices

Date: Tue, 11 Jun 1996 20:02: 21 GVI

TCN: |i st

Alternates: {"paper.1" 0.9 {type text/htm} {language en}},
{"paper.2" 0.7 {type text/htm} {language fr}},
{"paper.3" 1.0 {type application/postscript}

{l anguage en}}

Vary: negotiate, accept, accept-I|anguage

ETag: "bl ah; 1234"

Cache-control : nmax-age=86400

Cont ent - Type: text/htm

Cont ent - Lengt h: 227

<h2>Mul ti pl e Choi ces: </ h2>

<ul >

<li><a href=paper.1>HTM., English version</a>
<li><a href=paper.2>HTM., French version</a>

<l i ><a href=paper. 3>Postscript, English version</a>
</ ul >
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Note: A |list response can have any status code, but the 300
(Multiple Choices) code is the nost appropriate one for HTTP/ 1.1
clients. Some existing versions of HITP/1.0 clients are known to
silently ignore 300 responses, instead of handling them according
to the HITP/ 1.0 specification [2]. Servers should therefore be
careful in sending 300 responses to non-negotiating HTTP/ 1.0 user
agents, and in maki ng these responses cacheable. The 200 (OK)
status code can be used instead.

The Vary header in the response SHOULD ensure correct handling by
plain HTTP/ 1.1 caching proxies. This header can either be

Vary: *
or a nore el aborate header; see section 10.6. 1.
Only the origin server may construct list responses. Depending on
the status code, a |list response is cacheabl e unl ess indicated

ot herwi se.

According to the HTTP/ 1.1 specification [1], a user agent which does

not support transparent content negotiation will, when receiving a
list response with the 300 status code, display the entity body
included in the response. |f the response contains a Location

header, however, the user agent MAY automatically redirect to this
| ocati on.

The handling of list responses by clients supporting transparent
content negotiation is described in sections 11.1 and 13.

2 Choi ce response

A choi ce response returns a representation of the best variant for
the request, and may also return the variant |list of the negotiable
resource. It can be generated when the server has sufficient
information to be able to choose the best variant on behal f the user
agent, but may only be generated if this best variant is a

nei ghboring variant. For request from user agents which do not
support transparent content negotiation, a server may al ways generate
a choi ce response, provided that the variant returned is a

nei ghboring variant. The variant returned in a choice response need
not necessarily be listed in the variant |ist bound to the negotiabl e
resource.
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A choi ce response nerges a normal HTTP response fromthe chosen
variant, a TCN header which specifies the "choice" response-type, and
a Content-Location header giving the |location of the variant.
Dependi ng on the status code, a choice response i s cacheabl e unless

i ndi cated ot herw se.

Oigin servers and proxy caches MJST construct choice responses wth
the followi ng algorithm (or any other algorithmwhich gives equal end
results for the client).

In this algorithm ‘the current Alternates header’ refers to the
Al ternates header containing the variant |ist which was used to
choose the best variant, and ‘the current variant |ist validator’
refers to the validator of this list. Section 10.4 specifies how
these two itens can be obtained by a proxy cache.

The al gorithm consists of four steps.

1. Construct a HITP request nessage on the best variant resource
by rewriting the request-URl and Host header (if appropriate) of
the recei ved request nessage on the negotiable resource.

2. Cenerate a valid HITP response nessage, but not one with the
304 (Not Mbdified) code, for the request nessage constructed in
step 1.

In a proxy cache, the response can be obtained from cache
menory, or by passing the constructed HTTP request towards the
origin server. |If the request is passed on, the proxy MAY add
nodi fy, or delete If-None-Match and |If-Range headers to optimn ze
the transaction with the upstream server

Note: the proxy should be careful not to add entity tags of
non- nei ghboring variants to If-* (conditional) headers of the
request, as there are no gl obal uni queness requirenments for

t hese tags.

3. Only in origin servers: check for an origin server
configuration error. If the HITP response nessage generated in
step 2 contains a TCN header, then the best variant resource is
not a proper end point in the transparent negotiation process,
and a 506 (Variant Al so Negotiates) error response nessage
SHOULD be generated instead of going to step 4.

4. Add a nunber of headers to the HTTP response nessage generated
in step 2.
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Add a TCN header which specifies the "choice"
response-type.

Add a Content-Location header giving the |ocation of the
chosen variant. Delete any Content-Location header which was
al ready present.

Note: According to the HTTP/ 1.1 specification [1], if the
Content-Locati on header contains a relative URI, this URI
is relative to the URI in the Content-Base header, if
present, and relative to the request-URl if no Content-
Base header is present.

If any Vary headers are present in the response nessage
fromstep 2, add, for every Vary header, a Variant-Vary
header with a copy of the contents of this Vary header.

Del ete any Alternates headers which are present in in the
response. Now, the current Alternates header MJUST be added
if this is required by the Negotiate request header, or if
the server returns "re-choose" in the TCN response header
O herwi se, the current Alternates header MAY be added.

Note: It is usually a good strategy to always add the
current Alternates header, unless it is very l|large
conpared to the rest of the response.

Add a Vary header to ensure correct handling by plain
HTTP/ 1.1 caching proxies. This header can either be

Vary: *
or a nore el aborate header, see section 10.6.

To ensure conpatibility with HTTP/ 1.0 cachi ng proxi es which
do not recognize the Vary header, an Expires header with a
date in the past MAY be added. See section 10.7 for nore

i nformation.

I f an ETag header is present in the response nmessage from
step 2, then extend the entity tag in that header with the
current variant list validator, as specified in section 9.2.

Note: Step g. is required even if the variant list itself
is not added in step d.

Only in proxy caches: set the Age header of the response to

max( variant_age , alternates_age )
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where variant_age is the age of the variant response obtained
in step 2, calculated according to the rules in the HITP/ 1.1
specification [1], and alternates_age is the age of the

Al ternates header added in step d, calculated according to
the rules in section 10. 4.

Note that a server can shorten the response produced by the above
algorithmto a 304 (Not Modified) response if an |f-None-Mtch header
in the original request allows it. |If this is the case, an

i npl enent ati on of the above al gorithm can avoid the unnecessary
internal construction of full response nessage in step 2, it need
only construct the parts which end up in the final 304 response. A
proxy cache which inplenents this optim zation can soneti nes generate
a legal 304 response even if it has not cached the variant data
itself.

An exanpl e of a choice response is:

HTTP/ 1.1 200 K

Date: Tue, 11 Jun 1996 20: 05:31 GVI

TCN: choi ce

Cont ent - Type: text/htm

Last-Modified: Mon, 10 Jun 1996 10:01:14 GV

Cont ent - Lengt h: 5327

Cache-control: max-age=604800

Cont ent - Locati on: paper.1

Alternates: {"paper.1" 0.9 {type text/htm} {language en}},
{"paper.2" 0.7 {type text/htm} {language fr}},
{"paper.3" 1.0 {type application/postscript}

{l anguage en}}

Et ag: "gonkyyyy; 1234"

Vary: negotiate, accept, accept-I|anguage

Expi res: Thu, 01 Jan 1980 00: 00: 00 GMT

<title>A paper about
3 Adhoc response

An adhoc response can be sent by an origin server as an extrene
nmeasure, to achieve conpatibility with a non-negotiating or buggy
client if this conpatibility cannot be achieved by sending a list or
choi ce response. There are very little requirenents on the contents
of an adhoc response. An adhoc response MJST have a TCN header which
specifies the "adhoc" response-type, and a Vary header if the
response is cacheable. It MAY contain the Alternates header bound to
t he negoti abl e resource.
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Any Vary header in the response SHOULD ensure correct handling by
plain HTTP/ 1.1 caching proxies. This header can either be

Vary: *

or a nore el aborate header, see section 10.6.1. Depending on the
status code, an adhoc response is cacheabl e unl ess indicated
ot herw se.

As an exanpl e of the use of an adhoc response, suppose that the
variant resource "redirect-to-blah" yields redirection (302)
responses. A choice response with this variant could | ook as
fol | ows:

HTTP/ 1.1 302 Moved Tenporarily
Date: Tue, 11 Jun 1996 20:02:28 GVI
TCN: choi ce

Content-1location: redirect-to-blah
Location: http://blah.org/
Cont ent - Type: text/htm

Cont ent - Length: 62

This docunent is available <a href=http://blah. org/>here</a>.

Suppose that the server knows that the receiving user agent has a
bug, which causes it to crash on responses which contain both a
Content - Location and a Location header. The server could then work
around this bug by perfornming a server-side override and sendi ng the
foll owi ng adhoc response instead:

HTTP/ 1.1 302 Moved Tenporarily
Date: Tue, 11 Jun 1996 20:02: 28 GVI
TCN: adhoc, keep

Location: http://blah.org/
Cont ent - Type: text/htm
Content-Lengt h: 62

This docunent is available <a href=http://blah. org/>here</a>.
4 Reusing the Alternates header
If a proxy cache has available a negotiated response which is
cacheabl e, fresh, and has ETag and Al ternates headers, then it MNAY

extract the Alternates header and associated variant |ist validator
fromthe response, and reuse them (w thout unnecessary delay) to
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negoti ate on behal f of the user agent (section 13) or to construct a
choi ce response (section 10.2). The age of the extracted Alternates
header is the age of the response fromwhich it is extracted,

cal cul ated according to the rules in the HITP/ 1.1 specification [1].

5 Extracting a nornmal response froma choice response

If a proxy receives a choice response, it MAY extract and cache the
normal HTTP response contained therein. The normal response can be
extracted by taking a copy of the choice response and then del eting
any Content-Location, Alternates, and Vary headers, renam ng any
Vari ant-Vary headers to Vary headers, and shortening the structured
entity tag in any ETag header to a nornal entity tag.

This normal response MAY be cached (as a HTTP response to the variant
request as constructed in step 1. of section 10.2) and reused to
answer future direct requests on the variant resource, according to
the rules in the HITP/ 1.1 specification [1].

Not e: The caching of extracted responses can decrease the upstream
bandwi dth usage with up to a factor 2, because two i ndependent
HTTP/ 1.1 cache entries, one associated with the negoti abl e
resource URI and one with the variant URI, are created in the sane
transaction. Wthout this optimzation, both HTTP/ 1.1 cache
entries can only be created by transnmtting the variant data

twi ce.

For security reasons (see section 14.2), an extracted normal response
MUST NEVER be cached if belongs to a non-neighboring variant

resource. |f the choice response clains to contain data for a non-
nei ghboring variant resource, the proxy SHOULD reject the choice
response as a probabl e spoofing attenpt.

6 El aborate Vary headers

If a HTTP/ 1.1 [1] server can generate varying responses for a request
on sone resource, then the server MJST include a Vary header in these
responses if they are cacheable. This Vary header is a signal to
HTTP/ 1.1 caches that sonething special is going on. It prevents the
caches fromreturning the currently chosen response for every future
request on the resource.

Servers engaging in transparent content negotiation will generate
varyi ng responses. Therefore, cacheable list, choice, and adhoc
responses MJST al ways include a Vary header
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The nost sinple Vary header which can be included is
Vary: *

Thi s header | eaves the way in which the response is selected by the
server conpletely unspecified.

A nore el aborate Vary header MAY be used to allow for certain

optim zations in HTTP/ 1.1 caches which do not have specific
optimzations for transparent content negotiation, but which do cache
mul ti ple variant responses for one resource. Such a nore elaborate
Vary header lists all request headers which can be used by the server
when sel ecting a response for a request on the resource.

10. 6.1 Construction of an el aborate Vary header

Origin servers can construct a nore el aborate Vary header in the
following way. First, start with the header

Vary: negotiate
‘negotiate’ is always included because servers use the information in
t he Negoti ate header when choosi ng between a list, choice, or adhoc
response.
Then, if any of the following attributes is present in any variant

description in the Alternates header, add the correspondi ng header
nane to the Vary header

features

attribute | header nanme to add
___________ o e e e e e e e e e e e - -
type | accept
char set | accept - char set
| anguage | accept - | anguage

|

accept - features

The Vary header constructed in this way specifies the response

vari ation whi ch can be caused by the use of a variant selection
algorithmin proxies. |If the origin server will in sone cases, for
exanple if contacted by a non-negotiating user agent, use a custom
negoti ati on al gorithmwhich takes additional headers into account,

t hese nanes of these headers SHOULD al so be added to the Vary header
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6.2 Caching of an el aborate Vary header

A proxy cache cannot construct an el aborate vary header using the

nmet hod above, because this nmethod requires exact know edge of any
custom al gorithnms present in the origin server. However, when
extracting an Alternates header froma response (section 10.4) caches
MAY al so extract the Vary header in the response, and reuse it al ong
with the Alternates header. A clean Vary header can however only be
extracted if the variant does not vary itself, i.e. if a Variant-Vary
header is absent.

7 Addi ng an Expires header for HITP/ 1.0 conpatibility

To ensure conpatibility with HTTP/ 1. 0 cachi ng proxies which do not
recogni ze the Vary header, an Expires header with a date in the past
can be added to the response, for exanple

Expi res: Thu, 01 Jan 1980 00: 00: 00 GMT

If this is done by an origin server, the server SHOULD usually al so
i nclude a Cache-Control header for the benefit of HTTP/ 1.1 caches,
for exanple

Cache- Control: max-age=604800

whi ch overrides the freshness lifetinme of zero seconds specified by
the included Expires header

Note: This specification only clains downwards conpatibility with
the HTTP/ 1.0 proxy caches which inplenent the HTTP/ 1.0
specification [2]. Sone |egacy proxy caches which return the
HTTP/ 1. 0 protocol version nunber do not honor the HTTP/ 1.0 Expires
header as specified in [2]. Methods for achieving conpatibility
wi th such proxy caches are beyond the scope of this specification

8 Negoti ati on on content encodi ng

Negoti ati on on the content encoding of a response is orthogonal to
transparent content negotiation. The rules for when a content
encodi ng may be applied are the sanme as in HITP/1.1: servers MAY
content - encode responses that are the result of transparent content
negoti ati on whenever an Accept-Encodi ng header in the request allows
it. Wen negotiating on the content encoding of a cacheabl e
response, servers MJST add the accept-encodi ng header nanme to the
Vary header of the response, or add ‘Vary: *'.
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Servers SHOULD al ways be abl e to provide unencoded versions of every
transparently negotiated response. This neans in particular that
every variant in the variant |ist SHOULD at |east be available in an
unencoded form

Like HTTP/ 1.1, this specification allows proxies to encode or decode
rel ayed or cached responses on the fly, unless explicitly forbidden
by a Cache-Control directive. The encoded or decoded response stil
contains the same variant as far as transparent content negotiation
is concerned. Note that HTTP/1.1 requires proxies to add a Warni ng
header if the encoding of a response is changed.

User agent support for transparent negotiation

This section specifies the requirenents a user agent needs to satisfy
in order to support transparent negotiation. |If the user agent
contains an internal cache, this cache MJST conformto the rules for
proxy caches in section 13.

1 Handl i ng of responses

If alist response is received when a resource is accessed, the user
agent MJUST be able to automatically choose, retrieve, and display the
best variant, or display an error nessage if none of the variants are
accept abl e.

If a choice response is received when a resource i s accessed, the
usual action is to automatically display the enclosed entity.

However, if a renote variant selection al gorithmwhich was enabl ed
coul d have nmade a choice different fromthe choice the | oca

al gorithm woul d make, the user agent MAY apply its local algorithmto
any variant list in the response, and automatically retrieve and

di splay another variant if the local algorithmmakes an other choice.

When receiving a choice response, a user agent SHOULD check if
variant resource is a neighboring variant resource of the negotiable
resource. |If this is not the case, the user agent SHOULD reject the
choi ce response as a probabl e spoofing attenpt and di splay an error
nmessage, for exanple by internally replacing the choice response with
a 502 (bad gateway) response.

2 Presentation of a transparently negotiated resource
If the user agent is displaying a variant which is not an enbedded or

i nlined object and which is the result of transparent content
negoti ation, the follow ng requirements apply.
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1. The user agent SHOULD allow the user to review a |list of al
variants bound to the negotiable resource, and to manual ly
retrieve another variant if desired. There are two general ways
of providing such a list. First, the information in the
Al ternates header of the negotiable resource could be used to
make an annotated nenu of variants. Second, the entity included
in alist response of the negotiable resource could be displayed.
Note that a list response can be obtained by doing a GET request
which only has the "trans" directive in the Negotiate header

2. The user agent SHOULD nake avail able though its user interface
sone indication that the resource being displayed is a negotiated
resource instead of a plain resource. It SHOULD also allow the
user to exanine the variant list included in the Alternates
header. Such a notification and review mechanismis needed
because of privacy considerations, see section 14.1.

3. If the user agent shows the URI of the displayed information to
the user, it SHOULD be the negotiable resource URI, not the
variant URl that is shown. This encourages third parties, who
want to refer to the displayed information in their own
docunents, to nmake a hyperlink to the negotiable resource as a
whol e, rather than to the variant resource which happens to be
shown. Such correct linking is vital for the interoperability of
content across sites. The user agent SHOULD however al so provide
a neans for reviewing the URI of the particular variant which is
currently being displayed.

4. Simlarly, if the user agent stores a reference to the
di spl ayed information for future use, for exanple in a hotlist,
it SHOULD store the negotiable resource URI, not the variant URI

It is encouraged, but not required, that some of the above
functionality is also nmade available for inlined or enbedded objects,
and when a variant which was selected nanually is being displayed.

Origin server support for transparent negotiation
1 Requirenents

To i mpl enent transparent negotiation on a resource, the origin server
MUST be able to send a |list response when getting a GET request on
the resource. |t SHOULD al so be able to send appropriate I|ist
responses for HEAD requests. \Wien getting a request on a
transparently negotiable resource, the origin server MUST NEVER
return a response with a 2xx status code or any 3xx status code,
except 304, which is not a list, choice, or adhoc response.
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If the request includes a Negotiate header with a "vlist" or "trans"
directive, but without any directive which allows the server to

sel ect a best variant, a |list response MJST ALWAYS be sent, except
when the server is performng a server-side override for bug
compatibility. [If the request includes a Negotiate header with a
"vlist" or "guess-snall" directive, an Alternates header with the
variant |ist bound to the negotiable resource MIST ALWAYS be sent in
any list, choice, or adhoc response, except when the server is
performng a server-side override for bug conpatibility.

If the Negotiate header allows it, the origin server MAY run a renote
variant selection algorithm |If the algorithmhas sufficient
information to choose a best variant, and if the best variant is a
nei ghboring variant, the origin server MAY return a choice response
with this variant.

When getting a request on a transparently negotiable resource froma
user agent which does not support transparent content negotiation
the origin server MAY use a customalgorithmto sel ect between
sending a list, choice, or adhoc response.

The follow ng table sunmarizes the rul es above.

| Req on | Usr agnt|server- | Response nay be:

| trans neg| capabl e |side Fo--- - Fo--- - Fo--- - Fo--- - Fo--- - +
| resource?| of TCN? |override?|list |[choice|adhoc |normal|error

N oo N oo oo oo oo oo +
| Yes | Yes | No | al ways| snt (*)| never |never |always

Fomm e e o Fom e e e - Fomm e e o Hom - - Hom - - Hom - - Hom - - Hom - - +
| Yes | Yes | Yes | al ways| al ways| al ways| never | al ways|
N . N S S S Foonnnn S +
| Yes | No | - | al ways| al ways| al ways| never | al ways

N oo N oo oo oo oo oo +
| No | - | - | never | never |never |always|al ways

Fomm e e o Fom e e e - Fomm e e o Hom - - Hom - - Hom - - Hom - - Hom - - +

(*) sonetines, when allowed by the Negotiate request header

Negotiability is a binary property: a resource is either
transparently negotiated, or it is not. Oigin servers SHOULD NOT
vary the negotiability of a resource, or the variant list bound to
that resource, based on the request headers which are received. The
variant list and the property of being negotiated MAY however change
through tinme. The Cache-Control header can be used to control the
propagation of such time-dependent changes through caches.

It is the responsibility of the author of the negotiable resource to

ensure that all resources in the variant |ist serve the intended
content, and that the variant resources do not engage in transparent
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content negotiation thensel ves.

12.2 Negotiation on transactions other than GET and HEAD

13

If a resource is transparently negotiable, this only has an inpact on
the GET and HEAD transactions on the resource. It is not possible
(under this specification) to do transparent content negotiation on
the direct result of a POST request.

However, a POST request can return an unnegoti ated 303 (See O her)
response whi ch causes the user agent to do a CET request on a second
resource. This second resource could then use transparent content
negotiation to return an appropriate final response. The figure
below illustrates this.

Server proxy __ proxy __ user
X.o0rg cache cache agent
L e e e e e e e e e e e e e e e e e e e e e e e mm e mm - -

| POST http://x.org/cgi/submit
| <form contents in request body>
|

______________________________________ >
303 See O her |
Location: http://x.org/result/ K

|
€ m e e e e e e e e e e e e e e m e e — . — -
| CET http://x.org/result/ K
| smal | Accept- headers
|
abl e to choose on
behal f of user agent
|
_____________________________________ >

choi ce response with |
..result/OK. nl variant |
di spl ays OK. nl

See the HTTP/ 1.1 specification [1] for details on the 303 (See O her)
status code. Note that this status code is not understood by sone
HTTP/ 1.0 clients.

Proxy support for transparent negotiation

Transparent content negotiation is an extension on top of HITP/1.x.
It is designed to work through any proxy which only inplenents the
HTTP/ 1.1 specification [1]. |If Expires headers are added as

di scussed in section 10.7, negotiation will also work though proxies
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whi ch inplenent HTTP/ 1.0 [2]. Thus, every HITP/ 1.0 or HTTP/ 1.1 proxy
provi des support for transparent content negotiation. However, if it
is to be clainmed that a HTTP/ 1. x proxy offers transparent content
negoti ati on services, at |east one of the specific optinmnzations

bel ow MUST be i npl ement ed

An HTTP/ 1. x proxy MJST ONLY optinize (change) the HITP traffic
flowing through it in ways which are explicitly allowed by the
specification(s) it confornms to. A proxy which supports transparent
content negotiation on top of HITP/1.x MAY performthe optinizations
allowed for by HITP/1.x. In addition, it MAY performthree

addi tional optim zations, defined below, on the HITP traffic for
transparently negotiated resources and their nei ghboring variant
resour ces

First, when getting a request on a transparently negotiabl e resource
froma user agent which supports transparent content negotiation, the
proxy MAY return any cached, fresh list response fromthat resource,
even if the selecting request headers, as specified by the Vary
header, do not natch.

Second, when allowed by the user agent and origin server, a proxy NAY
reuse an Alternates header taken from a previous response (section
10.4) to run a renote variant selection algorithm |If the algorithm
has sufficient information to choose a best variant, and if the best
variant is a neighboring variant, the proxy MAY return a choice
response with this variant.

Third, if a proxy receives a choice response, it MAY extract and
cache the nornal response enbedded therein, as described in section
10. 5.

Security and privacy considerations
1 Accept- headers revealing personal information

Accept- headers, in particular Accept-Language headers, nay revea

i nformati on which the user would rather keep private unless it wll
directly inprove the quality of service. For exanple, a user may not
want to send | anguage preferences to sites which do not offer multi-
I ingual content. The transparent content negotiati on nechani sm

all ows user agents to onmit sending of the Accept-Language header by
default, without adversely affecting the outconme of the negotiation
process if transparently negotiated nulti-lingual content is
accessed.
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14.

14.

15

16

However, even if Accept- headers are never sent, the automatic
selection and retrieval of a variant by a user agent will reveal a
preference for this variant to the server. A malicious service

aut hor could provide a page with ‘fake’ negotiability on (ethnicity-
correl ated) l|anguages, with all variants actually being the same
Engl i sh docunent, as a neans of obtaining privacy-sensitive
informati on. Such a plot would however be visible to an alert victim
if the list of available variants and their properties is revi ewed.

Some additional privacy considerations connected to Accept- headers
are discussed in [1].

2 Spoofing of responses fromvariant resources

The caching optimzation in section 10.5 gives the inplenmenter of a
negoti abl e resource control over the responses cached for al

nei ghboring variant resources. This is a security problemif a

nei ghboring variant resource belongs to another author. To provide
security in this case, the HITP server will have to filter the
Content-Locati on headers in the choice responses generated by the
negoti abl e resource inplenentation

3 Security holes reveal ed by negotiation

Mal i ci ous servers could use transparent content negotiation as a
means of obtaining information about security holes which nmay be
present in user agents. This is a risk in particular for negotiation
on the availability of scripting | anguages and libraries.

I nternationalization considerations

Thi s protocol defines negotiation facilities which can be used for
the internationalization of web content. For the

i nternationalization of |list response bodies (section 10.1), HTTP/ 1.0
style negotiation (section 4.2) can be used.
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19 Appendi x: Exanple of a local variant selection algorithm

19.

A negotiating user agent will choose the best variant froma variant
list with a local variant selection algorithm This appendi x
contai ns an exanpl e of such an algorithm

The inputs of the algorithmare a variant list froman Alternates
header, and an agent-side configuration database, which contains

- the feature set of the current request,

- a collection of quality val ues assigned to nedia types,
| anguages, and charsets for the current request, follow ng the
nodel of the corresponding HTTP/ 1.1 [1] Accept- headers,

- a table which lists ‘forbidden’ conbinations of nedia types and
charsets, i.e. conbinations which cannot be di spl ayed because of
sonme internal user agent limtation

The output of the algorithmis either the best variant, or the
concl usion that none of the variants are acceptable.

1 Conputing overall quality val ues

As a first step in the local variant selection algorithm the overal
qualities associated with all variant descriptions in the list are
conput ed.

The overall quality Q of a variant description is the val ue
Q=round5( gs * qt * qc * ql * qf * qa )

where rounds5 is a function which rounds a floating point value to 5
decimal places after the point. It is assuned that the user agent
can run on nmultiple platforns: the rounding function nakes the

al gorithm i ndependent of the exact characteristics of the underlying
floating point hardware.

The factors gs, qt, qgc, ql, gf, and ga are deternined as foll ows.
gs |Is the source quality factor in the variant description

gt The nedia type quality factor is 1 if there is no type
attribute in the variant description. Oherwise, it is the
quality value assigned to this type by the configuration
dat abase. |If the database does not assign a value, then the
factor is O.
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gc The charset quality factor is 1 if there is no charset
attribute in the variant description. Oherwise, it is the
quality value assigned to this charset by the configuration
dat abase. |If the database does not assign a value, then the
factor is O.

gl The I anguage quality factor is 1 if there is no | anguage
attribute in the variant description. Oherwise, it is the
hi ghest quality value the configuration database assigns to any
of the languages listed in the |anguage attribute. |If the
dat abase does not assign a value to any of the |anguages
listed, then the factor is 0.

gf The features quality factor is 1 if there is no features
attribute in the variant description. Oherwise, it is the
qual ity degradation factor conputed for the features attribute
using the feature set of the current request.

ga The quality adjustnent factor is O if the variant description
lists a nmedia type - charset conbination which is *forbidden
by the table, and 1 ot herwi se.

As an exanple, if a variant list contains the variant description
{"paper.2" 0.7 {type text/htm} {language fr}}

and if the configuration database contains the quality val ue
assi gnment s

types: text/htm ; g=1.0, type application/postscript;qg=0.8
| anguages: en;g=1.0, fr;g=0.5

then the local variant selection algorithmw |l conpute the overal
quality for the variant description as follows:

{"paper.2" 0.7 {type text/htm} {language fr}}
| | |

| | |
Vv Vv Vv

round5 ( 0.7 * 1.0 * 0.5 ) = 0.35000
Wth sane configuration database, the variant |ist
{"paper.1" 0.9 {type text/htm} {language en}},
{"paper.2" 0.7 {type text/htm} {language fr}},
{"paper.3" 1.0 {type application/postscript} {language en}}

woul d yield the foll owi ng conputations:
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round5 ( gs * qt *qgc *qgl *qf *qga) =0Q

paper.1: 0.9 * 1.0 1.0 * 1.0 1.0 1.0 = 0.90000
paper.1: 0.7 * 1.0 * 1.0 * 0.5 * 1.0 * 1.0 = 0.35000
paper.3: 1.0 * 0.8 * 1.0 * 1.0 * 1.0 * 1.0 = 0.80000

19.2 Deternining the result

Using all conputed overall quality values, the end result of the
| ocal variant selection algorithmis determnmined as foll ows.

If all overall quality values are 0, then the best variant is the
fall back variant, if there is one in the list, else the result is the
concl usion that none of the variants are acceptable.

If at | east one overall quality value is greater than 0, then the
best variant is the variant which has the description with the

hi ghest overall quality value, or, if there are nmultiple variant
descriptions which share the highest overall quality value, the
variant of the first variant description in the Iist which has this
hi ghest overall quality val ue.

19. 3 Ranki ng di nensi ons
Consider the followi ng variant |ist:

{" paper. gr eek" 1.0 {language el} {charset |SO 8859-7}},
{" paper.english" 1.0 {language en} {charset |SO 8859-1}}

It could be the case that the user prefers the | anguage "el" over
"en", while the user agent can render "|SO 8859-1" better than "I SO

8859-7". The result is that in the | anguage di nension, the first
variant is best, while the second variant is best in the charset
dimension. In this situation, it would be preferable to choose the

first variant as the best variant: the user settings in the |anguage
di mensi on shoul d take precedence over the hard-coded values in the
charset di nension.

To express this ranki ng between di nensi ons, the user agent
configuration database should have a higher spread in the quality
val ues for the |anguage di nension than for the charset dinension
For exanple, wth

| anguages: el ;g=1.0, en-gb;g=0.7, en;qg=0.6, da;qg=0,

charsets: |SO 8859-1;qg=1.0, |SO 8859-7;q=0.95,
| SO 8859-5; g=0. 97, uni code- 1-1; q=0,
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the first variant will have an overall quality of 0.95000, while the
second variant will have an overall quality 0.70000. This nakes the
first variant the best variant.

20 Appendi x: feature negotiation exanples

Thi s appendi x contains exanples of the use of feature tags in variant
descriptions. The tag nanes used here are exanples only, they do not
in general reflect the tag nam ng schenme proposed in [4].

20.1 Use of feature tags

Feature tags can be used in variant lists to express the quality
degradation associated with the presence or absence of certain
features. One exanple is

{"index. htm .plain" 0.7 },
{"index.htm" 1.0 {features tables franes}}

Here, the "{features tables franes}" part expresses that index.htni
uses the features tagged as tables and frames. |f these features are
absent, the overall quality of index.htm degrades to 0. Another
exanple is

{"home. graphi cs" 1.0 {features !textonly}},
{"home.textonly" 0.7 }

where the "{features !textonly}" part expresses that hone.graphics
requires the absence of the textonly feature. |If the feature is
present, the overall quality of home. graphics degrades to O.

The absence of a feature need not always degrade the overall quality
to 0. In the exanple

{"x.htm .1" 1.0 {features fonts;-0.7}}

the absence of the fonts feature degrades the quality with a factor
of 0.7. Finally, in the exanple

{"y.htm" 1.0 {features [bl ebber wolx] }}
The "[ bl ebber wol x]" expresses that y.html requires the presence of
the bl ebber feature or the wol x feature. This construct can be used
in a nunber of cases:

1. bl ebber and wol x actually tag the sanme feature, but they were

regi stered by different people, and sone user agents say they
support bl ebber while others say they support wol x.
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2. bl ebber and wol x are HTML tags of different vendors which
i mpl enent the same functionality, and which are used together in
y.htm w thout interference.

3. bl ebber and wol x are HTML tags of different vendors which
i npl enent the sanme functionality, and y.htm uses the tags in a
condi tional HTM. construct.

4. bl ebber is a conplicated HTM. tag with only a sketchy
definition, inplenented by one user agent vendor, and wol x
i ndi cates inplenentation of a well-defined subset of the bl ebber
tag by sonme other vendor(s). y.html uses only this well-defined
subset .

20.2 Use of nuneric feature tags

As an exanpl e of negotiation in a nuneric area, the follow ng variant
|ist describes four variants with title graphics designed for
i ncreasing screen w dths:

hone. pda"
hone. narr ow'

{ 1. features screenw dt h=[-199] }},
{ 1.
{"home. normal " 1.

{ 1.

{

0 {

0 {features screenw dt h=[ 200-599] }},

0 {features screenw dt h=[ 600-999] }},
hone. wi de" 0 {features screenw dt h=[ 1000-] }},
hone. normal "}

The | ast element of the list specifies a safe default for user agents
whi ch do not inplenent screen width negotiation. Such user agents
will reject the first four variants as unusable, as they seemto rely
on a feature which they do not understand.

20.3 Feature tag design

When designing a new feature tag, it is inmportant to take into
account that existing user agents, which do not recognize the new tag
will treat the feature as absent. |In general, a new feature tag
needs to be designed in such a way that absence of the tag is the
default case which reflects current practice. |If this design
principle is ignored, the resulting feature tag will generally be
unusabl e.

As an exanple, one could try to support negotiation between
nmonochrome and col or content by introducing a ‘color’ feature tag,
the presence of which would indicate the capability to display color
graphics. However, if this newtag is used in a variant list, for
exanpl e

{"rai nbow. gi f" 1.0 {features color} }
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{"rai nbow. nono.gif" 0.6 {features !color}}

then existing user agents, which would not recognize the color tag,
woul d all display the nonochronme rai nbow The color tag is therefore
unusable in situations where optimal results for existing user agents
are desired. To provide for negotiation in this area, one nust

i ntroduce a ‘nonochronme’ feature tag; its presence indicates that the
user agent can only render (or the user prefers to view) nonochromne
gr aphi cs.

21 Appendi x: origin server inplenmentation considerations

21.1 Inplementation with a CA script
Transparent content negotiation has been designed to allow a broad
range of inplenmentation options at the origin server side. A very

m ni mal i npl ementati on can be done using the CA@ interface. The Cd
script below is an exanple.

#! / bi n/ sh
cat - <<’ bl ex’
TCN: |ist

Alternates: {"stats.tables.htm" 1.0 {type text/htm} {features
tabl es}}, {"stats.htm" 0.8 {type text/htm}}, {"stats.ps" 0.95
{type application/postscript}}

Vary: *

Cont ent - Type: text/htm

<title>Multiple Choices for Web Statistics</title>
<h2>Mul ti pl e Choices for Wb Statistics: </h2>

<ul >

<li><a href=stats.tables. htm >Version with HTM. tabl es</a>
<p>

<li><a href=stats. htnl >Version without HTM. tabl es</a>

<p>

<li><a href=stats.ps>Postscript version</a>

</ul >

bl ex

The Alternates header in the above script nust be read as a single
line. The script always generates a list response with the 200 (OK)
code, which ensures conpatibility with non-negotiating HTTP/ 1.0
agents.
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21.

21.

22

2 Direct support by HITP servers

Sophi sticated HTTP servers could make a transparent negotiation
nmodul e available to content authors. Such a nodul e could incorporate
a renote variant selection algorithmand an inplenmentation of the

al gorithm for generating choice responses (section 10.2). The
definition of interfaces to such nodules is beyond the scope of this
speci fication.

3 Web publishing tools

Web publishing tools could automatically generate several variants of
a docunent (for exanple the original TeX version, a HTM. version with
tables, a HTML version w thout tables, and a Postscript version),
together with an appropriate variant list in the interface format of
a HITP server transparent negotiation nodule. This would allow
docunents to be published as transparently negoti abl e resources.

Appendi x: Exanpl e of choice response construction

The following is an exanple of the construction of a choice response
by a proxy cache which supports HITP/1.1 and transparent content
negotiation. The use of the HITP/ 1.1 conditional request mechani sns
is also shown.

Assume that a user agent has cached a variant list with the validator
"1234" for the negotiable resource http://x.org/paper. Al so assune
that it has cached responses fromtwo neighboring variants, with the
entity tags "gonkyyyy" and W"a; b". Assunme that all three user agent
cache entries are stale: they would need to be revalidated before the
user agent can use them If http://x.org/ paper accessed in this
situation, the user agent could send the followi ng request to its
proxy cache:

CET /paper HTTP/ 1.1

Host: x.org

User - Agent: Wixt aWeb/ 2. 4

Negotiate: 1.0

Accept: text/htm, application/postscript;qg=0.4, */*
Accept - Language: en

| f- None- Mat ch: "gonkyyyy; 1234", W"a; b; 1234"

Assume that the proxy cache has cached the sane three itens as the
user agent, but that it has revalidated the variant |ist 8000 seconds
ago, so that the list is still fresh for the proxy. This neans that
the proxy can run a renote variant selection algorithmon the |ist
and the incom ng request.
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Assunme that the renpte algorithmis able to choose paper.htm.en as
the best variant. The proxy can now construct a choice response,
using the algorithmin section 10.2. In steps 1 and 2 of the
algorithm the proxy can construct the follow ng conditional request
on the best variant, and send it to the origin server:

CET /paper.html.en HTTP/ 1.1

Host: x.org

User - Agent : Wixt aWeb/ 2. 4

Negotiate: 1.0

Accept: text/htm , application/postscript;q=0.4, */*
Accept - Language: en

| f- None- Mat ch: "gonkyyyy", W"a;b"

Via: 1.1 fred

On recei pt of the response

HTTP/ 1.1 304 Not Mbdified
Date: Tue, 11 Jun 1996 20:05:31 GMI

Et ag: "gonkyyyy"

fromthe origin server, the proxy can use its freshly revali dated
paper. htm .en cache entry to expand the response to a non-304
response:

HTTP/ 1.1 200 OK

Date: Tue, 11 Jun 1996 20:05:31 GVI
Content - Type: text/htm

Last-Modified: Mon, 10 Jun 1996 10:01:14 GV
Cont ent - Lengt h: 5327

Cache-control: max-age=604800

Et ag: "gonkyyyy"

Via: 1.1 fred

Age: O

<title>A paper about

Using this 200 response, the proxy can construct a choice response
in step 4 of the algorithm

HTTP/ 1.1 200 K

Date: Tue, 11 Jun 1996 20:05:31 GVl

TCN: choi ce

Content-Type: text/htm

Last-Modified: Mn, 10 Jun 1996 10: 01:14 GV
Cont ent - Lengt h: 5327

Cache-control: max- age=604800
Content-Location: paper.htnl.en
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Alternates: {"paper.htm.en" 0.9 {type text/htm} {language en}},
{"paper.htm . fr" 0.7 {type text/htm} {language fr}},
{" paper. ps. en" 1.0 {type application/postscript}
{l anguage en}}

Et ag: "gonkyyyy; 1234"

Vary: negotiate, accept, accept-I|anguage
Expires: Thu, 01 Jan 1980 00: 00: 00 GV
Via: 1.1 fred

Age: 8000

<title>A paper about

The choi ce response can subsequently be shortened to a 304 response,
because of the If-None-Match header in the original request fromthe
user agent. Thus, the proxy can finally return

HTTP/ 1.1 304 Not Modified

Date: Tue, 11 Jun 1996 20: 05:31 GVI

Et ag: "gonkyyyy; 1234"

Cont ent - Locati on: paper. htnl.en

Vary: negotiate, accept, accept-I|anguage
Expires: Thu, 01 Jan 1980 00: 00: 00 GV
Via: 1.1 fred

Age: 8000

to the user agent.
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23 Full Copyright Statenent
Copyright (C) The Internet Society (1998). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
others, and derivative works that comment on or otherwi se explain it
or assist in its inplenentation may be prepared, copied, published
and distributed, in whole or in part, w thout restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into | anguages other than
Engl i sh.

The linited perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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