Net wor k Wor ki ng Group Internet Architecture Board

Request for Comments: 2400 J. Postel
bsol etes: 2300, 2200, 2000, 1920, 1880, J. Reynol ds
1800, 1780, 1720, 1610, 1600, 1540, 1500, 1410, Editors
1360, 1280, 1250, 1200, 1140, 1130, 1100, 1083 Sept enber 1998
STD: 1

Cat egory: Standards Track
| NTERNET OFFI Cl AL PROTOCOL STANDARDS

Status of this Meno

This meno describes the state of standardization of protocols used in
the Internet as determned by the Internet Architecture Board (I|AB).
This neno is an Internet Standard. Distribution of this neno is
unlimted.

Copyright Notice
Copyright (C The Internet Society (1998). Al Rights Reserved.
Tabl e of Contents

nt roduction .
The St andardi zat| on Pr ocess .
The Request for Comments Docurrents .
O her Reference Docunents
Assi gned Nunbers .
Gat eway Requirenments .
Host Requirenents .
The M L- STD Docunents
Expl anation of Terns .
Definitions of Protocol State (Maturity Level)
St andard Prot ocol e e e
Draft Standard Protocol
Proposed Standard Protocol
Experi ment al Protocol
I nformati onal Protocol
Hi storic Protocol
Defl nitions of Protocol Status (Requirenment Level)
Requi red Protocol G
Recomrended Pr ot ocol
El ecti ve Protocol
Limited Use Protocol
Not Recommended Prot ocol
he St andards Track

PR

ourwNE

NN ERRREEEE
COOOWOWOOOOOOPWPR~NDODDOM U W N

|
1
2
3
3
3
3
3
4
4
4
4.
4,
4
4
4
4
4
4
4
4
4
5

SJakwNE

[

Internet Architecture Board Standards Track [ Page 1]



RFC

Intr

5
5
6
6
6
6
6
6
6
6
6
6
6.
6.
6
7
7
7
7
7
7
7
7
7
8
9
1

2400 I nt ernet Standards Sept ember 1998

The RFC Processing Decision Table
The Standards Track Di agram
The Protocol s . .
Recent Changes
1. New RFCs . .
2. O her Changes
St andard Protocols . .
Net wor k- Speci fi c Standard Protocols
Draft Standard Protocols . .
Proposed Standard Protocols
Tel net Options . .
Experi ment al Protocols
I nformational Protocols
Hi storic Protocols .
0 Obsolete Protocols
Contacts . . .
| AB, | ETF, and IRTF Contacts -
Internet Architecture Board (IAB) Contact
I nternet Engi neering Task Force (I ETF) Contact
I nternet Research Task Force (I RTF) Contact . .
I nternet Assigned Nunmbers Authority (IANA) Cont act
Request for Comments Editor Contact
Net wor k I nformation Center Contact
Sources for Requests for Comments
Security Considerations
. Author’s Address . . .
0. Full Copyright Statenent

N

BO®NoO~LNEREE

wnN ke

ghRLNREPRPEE

oducti on

10
11
13
13
13
20
21
23
24
26
33
35
38
40
41
42
42
42
42
43
44
45
45
46
46
46
47

A di scussion of the standardization process and the RFC docunent
eries is presented first, followed by an expl anation of the terns.

S

Sections 6.2 -

S
Cc

6.10 contain the lists of protocols in each stage of

tandardi zation. Finally, there are pointers to references and

ontacts for further information
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1

The St andardi zati on Process

The Internet Architecture Board maintains this |list of documents that
define standards for the Internet protocol suite. See RFC 1601 for
the charter of the | AB and RFC-1160 for an explanation of the role
and organi zation of the IAB and its subsidiary groups, the Internet
Engi neering Task Force (I ETF) and the Internet Research Task Force
(IRTF). Each of these groups has a steering group called the | ESG
and | RSG, respectively. The |ETF devel ops these standards with the
goal of co-ordinating the evolution of the Internet protocols; this
co-ordi nati on has becone quite inportant as the Internet protocols
are increasingly in general commercial use. The definitive
description of the Internet standards process is found in RFC 2026.

The majority of Internet protocol devel opnment and standardi zation
activity takes place in the working groups of the | ETF.

Protocols which are to beconme standards in the Internet go through a
series of states or maturity levels (proposed standard, draft
standard, and standard) involving increasing anbunts of scrutiny and
testing. Wien a protocol conpletes this process it is assigned a STD
nunber (see RFC-1311). At each step, the Internet Engineering
Steering Goup (IESG of the | ETF nust nmake a recomendation for
advancenent of the protocol

To allowtine for the Internet community to consider and react to
standardi zati on proposals, a mninumdelay of 6 nonths before a
proposed standard can be advanced to a draft standard and 4 nonths
before a draft standard can be pronoted to standard.

It is general practice that no proposed standard can be pronoted to
draft standard wi thout at |east two independent inplenentations (and
the recomendation of the |ESG. Pronotion fromdraft standard to
standard generally requires operational experience and denonstrated
interoperability of two or nore inplenentations (and the
recomendati on of the | ESG.

In cases where there is uncertainty as to the proper decision
concerning a protocol a special review conmittee nmay be appointed
consi sting of experts fromthe IETF, IRTF and the IAB with the
pur pose of reconmending an explicit action

Advancenent of a protocol to proposed standard is an inportant step
since it marks a protocol as a candidate for eventual standardization
(it puts the protocol "on the standards track"). Advancenent to
draft standard is a major step which warns the community that, unless
maj or objections are raised or flaws are discovered, the protocol is
likely to be advanced to standard.
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Some protocols have been superseded by better ones or are otherw se
unused. Such protocols are still docunented in this nmenmorandumwith
t he designation "historic"

Because it is useful to docunent the results of early protocol
research and devel opnent work, sone of the RFCs docunent protocols
which are still in an experinental condition. The protocols are

desi gnated "experinental” in this nenmorandum They appear in this
report as a convenience to the conmmunity and not as evidence of their
st andardi zati on.

O her protocols, such as those devel oped by other standards

organi zations, or by particular vendors, may be of interest or may be
reconmended for use in the Internet. The specifications of such
protocol s may be published as RFCs for the conveni ence of the
Internet community. These protocols are labeled "informational™ in
this menmorandum

In addition to the working groups of the | ETF, protocol devel opnent
and experinmentation nay take place as a result of the work of the
research groups of the Internet Research Task Force, or the work of
other individuals interested in Internet protocol developnent. The
t he docunentation of such experinental work in the RFC series is
encour aged, but none of this work is considered to be on the track
for standardization until the |IESG has nmade a reconmendation to
advance the protocol to the proposed standard state.

A few protocol s have achi eved wi despread inplenmentation w thout the
approval of the IESG  For exanple, sone vendor protocols have becone
very inportant to the Internet conmmunity even though they have not
been recomended by the ESG However, the | AB strongly recomends
that the standards process be used in the evolution of the protoco
suite to naxinze interoperability (and to prevent inconpatible
protocol requirements fromarising). The use of the terns
"standard", "draft standard", and "proposed standard" are reserved in
any RFC or other publication of Internet protocols to only those
protocol s which the | ESG has approved.

In addition to a state (like "Proposed Standard"), a protocol is also
assigned a status, or requirement level, in this docunent. The
possi bl e requirement |evels ("Required", "Recomended", "Elective"
"Limted Use", and "Not Recommended") are defined in Section 4.2.
When a protocol is on the standards track, that is in the proposed
standard, draft standard, or standard state (see Section 5), the
status shown in Section 6 is the current status.
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Few protocols are required to be inplenented in all systens; this is
because there is such a variety of possible systens, for exanple,

gat eways, routers, term nal servers, workstations, and multi-user
hosts. The requirenent |evel shown in this docunent is only a one
word | abel, which may not be sufficient to characterize the

i npl enentation requirenments for a protocol in all situations. For
some protocols, this docunent contains an additional status paragraph
(an applicability statenent). |In addition, nore detailed status

i nformati on may be contained in separate requirenments docunents (see
Section 3).

2. The Request for Comments Docunents

The docunments cal | ed Request for Comments (or RFCs) are the working
notes of the "Network Working Goup", that is the Internet research
and devel opment community. A docunent in this series may be on
essentially any topic related to conputer conmmunication, and may be
anything froma neeting report to the specification of a standard.

Noti ce:

Al'l standards are published as RFCs, but not all RFCs specify
st andar ds.

Anyone can subnit a docunent for publication as an RFC. Submi ssi ons
must be made via electronic nail to the RFC Editor (see the contact
information at the end of this nenp, and see RFC 2223).

While RFCs are not refereed publications, they do receive technica
review fromthe task forces, individual technical experts, or the RFC
Editor, as appropriate.

The RFC series conprises a wide range of docunents, ranging from

i nformati onal docunments of general interests to specifications of
standard Internet protocols. In cases where subnmission is intended
to docunent a proposed standard, draft standard, or standard
protocol, the RFC Editor will publish the docunent only with the
approval of the IESG  For docunents describing experinental work

the RFC Editor will notify the | ESG before publication, allow ng for
the possibility of review by the relevant | ETF working group or |IRTF
research group and provide those comments to the author. See Section
5.1 for nore detail.

Once a docunent is assigned an RFC nunmber and published, that RFC is
never revised or re-issued with the same nunber. There is never a
question of having the nost recent version of a particular RFC
However, a protocol (such as File Transfer Protocol (FTP)) may be

i mproved and re-docunented many tinmes in several different RFCs. It
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is inportant to verify that you have the nobst recent RFC on a
particular protocol. This "Internet Oficial Protocol Standards"
meno is the reference for deternining the correct RFC for the current
speci fication of each protocol

The RFCs are available fromthe RFC-ED TOR, and a nunber of other
sites. For nore information about obtaining RFCs, see Sections 7.4
and 7.5.

3. Oher Reference Docunents

There are three other reference docunents of interest in checking the
current status of protocol specifications and standardi zation. These
are the Assigned Nunbers, the Gateway Requirenments, and the Host
Requirements. Note that these docunents are revised and updated at
different tines; in case of differences between these docunents, the
nost recent nust prevail.

Al so, one should be aware of the M L-STD publications on IP, TCP
Tel net, FTP, and SMIP. These are described in Section 3.4.

3.1. Assigned Nunbers

The "Assigned Nunbers" docunent |ists the assigned val ues of the
paraneters used in the various protocols. For exanmple, |P protoco
codes, TCP port nunbers, Telnet Option Codes, ARP hardware types, and
Term nal Type names. Assigned Nunbers was nost recently issued as
RFC- 1700.

3.2. Requirenents for IP Version 4 Routers

This docunent reviews the specifications that apply to gateways and
suppl i es guidance and clarification for any anbiguities.
Requirements for I P Version 4 Routers is RFC 1812

3.3. Host Requirenents

This pair of docunments reviews and updates the specifications that
apply to hosts, and it supplies guidance and clarification for any
anbiguities. Host Requirenments was issued as RFC-1122 and RFC-1123.

3.4. The M L-STD Docunents

The DoD M L-STD Internet specifications are out of date and have been
di scontinued. The DoD s Joint Technical Architecture (JTA) lists the
current set of |IETF STDs and RFCs that the DoD intends to use in al
new and upgraded Command, Control, Communications, Computers, and
Intelligence (C41) acquisitions. A copy of the JTA can be obtained
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fromhttp://wwjta.itsi.disa.nl.
4. Explanation of Termns

There are two i ndependent categorization of protocols. The first is
the "maturity level" or STATE of standardization, one of "standard"
"draft standard", "proposed standard", "experinental",
"informational" or "historic". The second is the "requirenent |evel"
or STATUS of this protocol, one of "required", "recomended"
"elective", "limted use", or "not recomended"

The status or requirenent level is difficult to portray in a one word
| abel . These status | abels should be considered only as an

i ndi cation, and a further description, or applicability statenent,
shoul d be consul ted.

When a protocol is advanced to proposed standard or draft standard,
it is |abeled with a current status.

At any given tinme a protocol occupies a cell of the follow ng matri x.
Protocols are likely to be in cells in about the follow ng
proportions (indicated by the relative nunber of Xs). A new protocol

is nost likely to start in the (proposed standard, elective) cell, or
the (experinental, limted use) cell
STATUS
Req Rec El e Lim  Not
+----- +----- +----- +----- +----- +
Std | X | XXX | XXX | |
S +--- - - +--- - - +--- - - +--- - - +--- - - +
Draft | X | X | XXX | | |
T +---- +---- +---- +-- o - +-- o - +
Prop | | X XXX | | |
A +----- +----- +----- +----- +----- +
Info | | | | | |
T +--- - - +--- - - +--- - - +--- - - +--- - - +
Expr | | | | XXX | |
E +---- +---- +---- +-- o - +-- o - +
Hi st | | | | | XXX
+----- +----- +----- +----- +----- +

What is a "systeni?

Some protocols are particular to hosts and sonme to gateways; a few
protocols are used in both. The definitions of the ternms bel ow
will refer to a "systent which is either a host or a gateway (or
both). It should be clear fromthe context of the particul ar
protocol which types of systens are intended.
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4.1. Definitions of Protocol State

Every protocol listed in this docunment is assigned to a "maturity
| evel " or STATE of standardization: "standard", "draft standard"
"proposed standard”, "experinmental", or "historic"

4,1.1. Standard Protocol

The | ESG has established this as an official standard protocol for
the Internet. These protocols are assigned STD nunbers (see RFC
1311). These are separated into two groups: (1) IP protocol and
above, protocols that apply to the whole Internet; and (2)

net wor k- speci fic protocols, generally specifications of howto do
I P on particular types of networks.

4.1. 2. Draft Standard Protocol

The IESG is actively considering this protocol as a possible
Standard Protocol. Substantial and w despread testing and coment
are desired. Comments and test results should be subnmitted to the
|ESG There is a possibility that changes will be nmade in a Draft
Standard Protocol before it becones a Standard Protocol

4.1.3. Proposed Standard Protoco

These are protocol proposals that may be considered by the | ESG
for standardi zation in the future. |Inplenentation and testing by
several groups is desirable. Revision of the protoco
specification is likely.

4.1.4. Experinental Protoco

A system shoul d not inplenment an experinmental protocol unless it
is participating in the experinent and has coordi nated its use of
the protocol with the devel oper of the protocol

Typically, experinmental protocols are those that are devel oped as
part of an ongoing research project not related to an operationa
service offering. While they nay be proposed as a service
protocol at a later stage, and thus becone proposed standard,
draft standard, and then standard protocols, the designation of a
protocol as experinental may sonetines be neant to suggest that
the protocol, although perhaps mature, is not intended for
operational use.
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4.1.5. Informational Protocol
Prot ocol s devel oped by ot her standard organi zations, or vendors,
or that are for other reasons outside the purview of the |IESG nmay
be published as RFCs for the conveni ence of the Internet conmunity
as informational protocols.

4.1.6. Historic Protocol
These are protocols that are unlikely to ever becone standards in
the Internet either because they have been superseded by |ater
devel opnents or due to lack of interest.

4.2. Definitions of Protocol Status

This docunment lists a "requirenent |evel" or STATUS for each
protocol. The status is one of "required", "reconmended”
"elective", "limted use", or "not recomended"

4.2.1. Required Protoco
A system nust inplenent the required protocols.

4.2.2. Recomended Protoco
A system shoul d i npl enent the recomended protocols.

4.2.3. Hective Protoco
A system may or may not inplenent an el ective protocol. The
general notion is that if you are going to do sonething like this,
you must do exactly this. There may be several elective protocols
in a general area, for exanple, there are several electronic mai
protocol s, and several routing protocols.

4.2.4. Linmted Use Protoco
These protocols are for use in limted circunstances. This nay be
because of their experinental state, specialized nature, limted
functionality, or historic state.

4.2.5. Not Recommended Protoco
These protocols are not recommended for general use. This may be

because of their linmted functionality, specialized nature, or
experinmental or historic state.
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5. The Standards Track

This section discusses in nore detail the procedures used by the RFC
Editor and the I ESG in making deci si ons about the | abeling and
publ i shing of protocols as standards.

5.1. The RFC Processing Decision Table
Here is the current decision table for processing subm ssions by the

RFC Editor. The processing depends on who subnmitted it, and the
status they want it to have.

+ +
|**************| S OU R C E |
+ +
| Desired | |AB | | ESG | IRSG | Oher |
| Status | | | | |
+ +
| | | o | |
| Standard | Bogus | Publish | Bogus | Bogus |
| or | (2) | (1) | (2) | (2) I
| Draft I I I I I
| Standard | | | | |
RS Fomm e - Fomm e - Fomm e - Fomm e - +
| | | o | |
| | Refer | Publish | Refer | Refer |
| Proposed | (3) | (1) | (3) | (3) I
| Standard | | | | |
I I I I I I
RS Fomm e - Fomm e - Fomm e - Fomm e - +
| | o o o o
| | Notify | Publish | Notify | Notify |
| Experimental |  (4) | (1) | (4) | (4) I
| Protocol | | | | |
I I I I I I
RS Fomm e - Fomm e - Fomm e - Fomm e - +
| . . o N .
| Information | Publish | Publish |Discretion|Discretion]
| or Opinion | (1) | (1) | (5) | (5) I
| Paper I I I I I
I I I I I I
+ +
(1) Publi sh.

(2) Bogus. Informthe source of the rules. RFCs specifying

Standard, or Draft Standard nust cone fromthe IESG only.
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(3) Refer to an Area Director for review by a Wa Expect to see
t he document again only after approval by the | ESG

(4) Notify both the IESG and IRSG If no concerns are raised in
two weeks then do Discretion (5), else RFC Editor to resolve
the concerns or do Refer (3).

(5) RFC Editor’s discretion. The RFC Editor decides if a review
is needed and if so by whom RFC Editor decides to publish or
not .

O course, in all cases the RFC Editor can request or nmake ninor
changes for style, format, and presentati on purposes.

The | ESG has designated the | ESG Secretary as its agent for
forwardi ng docunents with | ESG approval and for registering concerns
in response to notifications (4) to the RFC Editor. Docunents from
Area Directors or Working Group Chairs may be considered in the sane
way as docunents from "ot her".

5.2. The Standards Track Di agram

There is a part of the STATUS and STATE categorization that is called
the standards track. Actually, only the changes of state are
significant to the progression along the standards track, though the
status assignments may change as wel |

The states illustrated by single |line boxes are tenporary states,
those illustrated by double line boxes are long termstates. A
protocol will normally be expected to remain in a tenporary state for
several nonths (mninumsix nonths for proposed standard, mininum
four nonths for draft standard). A protocol nmay be in a long term
state for nany years.

A protocol may enter the standards track only on the recomendati on
of the IESG and nay nove fromone state to another along the track
only on the recomendation of the |ESG That is, it takes action by
the IESGto either start a protocol on the track or to nove it al ong.

Cenerally, as the protocol enters the standards track a decision is
made as to the eventual STATUS, requirenment |evel or applicability
(el ective, reconmended, or required) the protocol wll have, although
a sonewhat |ess stringent current status nmay be assigned, and it then
is placed in the the proposed standard STATE with that status. So
the initial placenment of a protocol is into state 1. At any tine the
STATUS deci sion rmay be revisited.
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The transition from proposed standard (1) to draft standard (2) can
only be by action of the IESG and only after the protocol has been
proposed standard (1) for at |east six nonths.

The transition fromdraft standard (2) to standard (3) can only be by
action of the IESG and only after the protocol has been draft
standard (2) for at |east four nonths.

Cccasional ly, the decision may be that the protocol is not ready for
standardi zation and will be assigned to the experinental state (4).
This is off the standards track, and the protocol may be resubnitted
to enter the standards track after further work. There are other
paths into the experimental and historic states that do not involve
| ESG acti on.

Soneti mes one protocol is replaced by another and thus becones
historic, or it may happen that a protocol on the standards track is
in a sense overtaken by another protocol (or other events) and
becones historic (state 5).
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6.

6.

1.

1.

The Protocols

Subsection 6.1 lists recent RFCs and ot her changes.

Sept ember 1998

Subsections 6.2

- 6.10 list the standards in groups by protocol state.

Recent Changes
1. New RFCs:
2428 - FTP Extensions for | Pv6 and NATs

A Proposed Standard protocol.

2427 - Miltiprotocol I|nterconnect over Frane Rel ay

A Standard protocol.
2426 - vCard MME Directory Profile

A Proposed Standard protocol.

2425 - A M ME Content-Type for Directory Information

A Proposed Standard protocol.
2424 - Content Duration M ME Header Definition

A Proposed Standard protocol.

2423 - VPI M Voi ce Message M ME Sub-type Registration

A Proposed Standard protocol.

2422 - Toll Quality Voice - 32 kbit/s ADPCM M ME Sub-type

Regi stration

A Proposed Standard protocol.

2421 - Voice Profile for Internet Mail - version 2

A Proposed Standard protocol.

2420 - The PPP Tri pl e-DES Encrypti on Protocol (3DESE)

A Proposed Standard protocol.

Internet Architecture Board Standards Track
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2419

2418

2417

2416

2415

2414

2413

2412

2411

2410

2409

2408

2407
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The PPP DES Encryption Protocol, Version 2 (DESE-bis)
A Proposed Standard protocol
| ETF Wor ki ng Group Guidelines and Procedures

This is a Best Current Practices docunment and does not
specify any |l evel of standard.

Definitions of Managed Objects for Milticast over UN
3.0/ 3.1 based ATM Networ k

A Proposed Standard protocol

When TCP Starts Up Wth Four Packets Into Only Three
Buf fers

This is an information docunent and does not specify any
| evel of standard.

Sinmul ati on Studi es of Increased Initial TCP Wndow Si ze

This is an information docunent and does not specify any
| evel of standard.

Increasing TCP's Initial Wndow
An Experinmental protocol
Dublin Core Metadata for Resource Discovery

This is an information docunent and does not specify any
| evel of standard.

Not yet issued.
Not yet issued.
Not yet issued.
Not yet issued.
Not yet issued.

Not yet issued.
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2406

2405

2404

2403

2402

2401

2400

2399

2398

2397

2396

2395

2394

2393

2392

2391

2390
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Not yet issued.

Not yet issued.

Not yet issued.

Not yet issued.

Not yet issued.

Not yet issued.

Thi s neno.

Not yet issued.

Some Testing Tools for TCP Inplenentors

This is an information docunent and does not specify any
| evel of standard.

The "data" URL schene

A Proposed Standard protocol

Uni form Resource ldentifiers (URI): Generic Syntax

A Draft Standard protocol.

Not yet issued.

Not yet issued.

Not yet issued.

Content-1D and Message-1D Uniform Resource Locators

A Proposed Standard protocol

Load Sharing using I P Network Address Translation (LSNAT)

This is an information docunent and does not specify any
| evel of standard.

| nver se Address Resol uti on Protoco

A Draft Standard protocol.
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2389 - Feature negotiation nechanismfor the File Transfer
Pr ot ocol
A Proposed Standard protocol.
2388 - Returning Values fromFornms: nmultipart/formdata
A Proposed Standard protocol
2387 - The M ME Miultipart/Rel ated Content-type
A Proposed Standard protocol
2386 - A Framework for QoS-based Routing in the |nternet

This is an information docunent and does not specify any
| evel of standard.

2385 - Protection of BGP Sessions via the TCP MD5 Signature Option
A Proposed Standard protocol

2384 - POP URL Schene
A Proposed Standard protocol

2383 - ST2+ over ATM Protocol Specification - UNl 3.1 Version

This is an information docunent and does not specify any
| evel of standard.

2382 - A Franmework for Integrated Services and RSVP over ATM

This is an information docunent and does not specify any
| evel of standard.

2381 - Interoperation of Controlled-Load Service and Quarant eed
Service with ATM

A Proposed Standard protocol
2380 - RSVP over ATM I npl enentati on Requirenents

A Proposed Standard protocol
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2379 - RSVP over ATM I npl enentation Guidelines

This is a Best Current Practices docunment and does not
specify any | evel of standard.

2378 - Not yet issued.
2377 - Not yet issued.
2376 - XML Medi a Types

This is an information docunent and does not specify any
| evel of standard.

2375 - 1 Pv6 Multicast Address Assignments

This is an information docunent and does not specify any
| evel of standard.

2374 - An | Pv6 Aggregatable G obal Unicast Address Fornat
A Proposed Standard protocol

2373 - I P Version 6 Addressing Architecture
A Proposed Standard protocol

2372 - Transaction Internet Protocol - Requirenents and
Suppl enental | nformation

This is an information docunent and does not specify any
| evel of standard.

2371 - Transaction Internet Protocol Version 3.0
A Proposed Standard protocol

2370 - The OSPF Opaque LSA Option
A Proposed Standard protocol

2369 - The Use of URLs as Meta-Syntax for Core Mail List Commands
and their Transport through Message Header Field

A Proposed Standard protocol
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2368 - The mailto URL scheme
A Proposed Standard protocol.
2367 - PF_KEY Key Managenent API, Version 2

This is an information docunent and does not specify any
| evel of standard.

2366 - Definitions of Managed Objects for Milticast over UN
3.0/ 3.1 based ATM Net wor ks

A Proposed Standard protocol.
2365 - Administratively Scoped IP Milticast

This is a Best Current Practices docunent and does not
specify any | evel of standard.

2364 - PPP Over AAL

A Proposed Standard protocol.
2363 - PPP Over FUN

A Proposed Standard protocol.

2362 - Protocol |ndependent Milticast-Sparse Mode (PIMSM:
Prot ocol Specification

An Experinmental protocol.
2361 - WAVE and AVl Codec Registries

This is an information docunent and does not specify any
| evel of standard.

2360 - Quide for Internet Standards Witers

This is a Best Current Practi ces docunent and does not
specify any | evel of standard.

2359 - | MAP4 Ul DPLUS ext ensi on

A Proposed Standard protocol.
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2358

2357

2356

2355

2354

2353

2350

2340

2336

I nt ernet Standards Sept ember 1998
Definitions of Managed Objects for the Ethernet-1like
Interface Types
A Proposed Standard protocol

| ETF Criteria for Evaluating Reliable Milticast Transport
and Application Protocols

This is an information docunent and does not specify any
| evel of standard.

Sun’s SKIP Firewal| Traversal for Mbile IP

This is an information docunent and does not specify any
| evel of standard.

TN3270 Enhancenents
A Draft Standard protocol.
Options for Repair of Stream ng Media

This is an information docunent and does not specify any
| evel of standard.

APPN HPR in | P Networks APPN | npl enenters’ Wrkshop O osed
Pages Docunent

This is an information docunent and does not specify any
| evel of standard.

Expectations for Conmputer Security |ncident Response

This is a Best Current Practices docunent and does not
specify any | evel of standard.

Nortel’'s Virtual Network Switching (VNS) Overview

This is an information docunent and does not specify any
| evel of standard.

Classical IP and ARP over ATMto NHRP Transition

This is an information docunent and does not specify any
| evel of standard.
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6.1.2. Oher Changes:

The followi ng are changes to protocols listed in the previous
edi tion.

2073 - An | Pv6 Provider-Based Uni cast Address For mat
Moved to Historic.

1884 - I P Version 6 Addressing Architecture
Moved to Historic.

0658 - Tel net Qutput Linefeed Disposition
Moved to Historic.

0657 - Telnet Qutput Vertical Tab Disposition Option
Moved to Historic.

0656 - Telnet Qutput Vertical Tabstops Option
Moved to Historic.

0655 - Tel net Qutput Fornfeed Disposition Option
Moved to Historic.

0654 - Telnet Qutput Horizontal Tab Disposition Option
Moved to Historic.

0653 - Telnet Qutput Horizontal Tabstops Option
Moved to Historic.

0652 - Telnet Qutput Carriage-Return Disposition Option

Moved to Historic.
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6.2. Standard Protocols

Sept ember 1998

Pr ot ocol Nane St at us RFC STD *
———————— Internet Oficial Protocol Standards Req 2400 1
———————— Assi gned Nunbers Req 1700 2
———————— Host Requirenents - Conmuni cati ons Req 1122 3
———————— Host Requirenents - Applications Req 1123 3
I P I nternet Protocol Req 791 5
as anended by:--------

———————— | P Subnet Extension Req 950 5
———————— | P Broadcast Datagrans Req 919 5
———————— | P Broadcast Datagrans with Subnets Req 922 5
| CWP I nternet Control Message Protocol Req 792 5
| GWP Internet Group Milticast Protocol Rec 1112 5
UbP User Dat agram Pr ot ocol Rec 768 6
TCP Transm ssion Control Protocol Rec 793 7
TELNET Tel net Protocol Rec 854, 855 8
FTP File Transfer Protocol Rec 959 9
SMIP Sinmple Mail Transfer Protocol Rec 821 10
SMIP-SI ZE SMIP Service Ext for Message Size Rec 1870 10
SMIP- EXT SMIP Servi ce Extensions Rec 1869 10
MAI L Format of Electronic Mail Messages Rec 822 11
CONTENT Content Type Header Field Rec 1049 11
NTPV2 Net work Ti ne Protocol (Version 2) Rec 1119 12
DOVAI N Domai n Nanme System Rec 1034,1035 13
DNS- MX Mai | Routing and the Domain System Rec 974 14
SNWP Si mpl e Net wor k Managenent Pr ot ocol Rec 1157 15
SM Structure of Managenent I|nformation Rec 1155 16
Conci se-M B Conci se M B Definitions Rec 1212 16
MB-11 Managenent | nfornati on Base-|I| Rec 1213 17
NETBI CS Net Bl OS Service Protocols El e 1001, 1002 19
ECHO Echo Protocol Rec 862 20
DI SCARD Di scard Protocol El e 863 21
CHARGEN Char acter Generator Protocol El e 864 22
QUOTE Quote of the Day Protocol El e 865 23
USERS Active Users Protocol El e 866 24
DAYTI ME Dayti me Protocol El e 867 25
TI ME Ti me Server Protocol El e 868 26
TFTP Trivial File Transfer Protocol El e 1350 33
TP- TCP | SO Transport Service on top of the TCP Ee 1006 35
ETHER-M B Ethernet M B El e 1643 50
PPP Poi nt -t o- Poi nt Protocol (PPP) El e 1661 51
PPP-HDLC  PPP in HDLC Frani ng El e 1662 51
| P- SMDS | P Dat agrans over the SMDS Service El e 1209 52
POP3 Post Ofice Protocol, Version 3 El e 1939 53
OSPF2 Open Shortest Path First Routing V2 El e 2328 54
| P-FR Mul ti protocol over Frame Rel ay El e 2427 55*
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[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this document.]

Applicability Statenents:

|GW -- The Internet Architecture Board intends to nove towards
general adoption of IP nmulticasting, as a nore efficient solution

t han broadcasting for many applications. The host interface has been
standardi zed in RFC-1112; however, nulticast-routing gateways are in
the experinmental stage and are not wi dely available. An Internet
host should support all of RFC 1112, except for the | Gvw protocol
itself which is optional; see RFC- 1122 for nore details. Even

wi thout | GWP, inplenentation of RFC-1112 will provide an inportant
advance: |P-layer access to local network nulticast addressing. It
is expected that |GW will becone recomended for all hosts and

gat eways at sone future date.

SM, MB-II SNWMP -- The Internet Architecture Board reconmends that
all IP and TCP inpl enentati ons be network manageable. At the current
time, this inplies inplementation of the Internet MB-11 (RFC 1213),
and at |east the recommended managenent protocol SNWP (RFC 1157).

RIP -- The Routing Information Protocol (RIP) is widely inplenmented
and used in the Internet. However, both inplenentors and users
shoul d be aware that RI P has sone serious technical linmtations as a
routing protocol. The IETF is currently devpel opi ng several

candi dates for a new standard "open" routing protocol with better
properties than RIP. The 1 AB urges the Internet community to track
t hese devel opnents, and to inplenent the new protocol when it is
standardi zed; inproved Internet service will result for nany users.

TP-TCP -- As OSI protocols becone nore widely inplenented and used,
there will be an increasing need to support interoperation with the
TCP/ 1P protocols. The Internet Engineering Task Force is formul ating
strategies for interoperation. RFC 1006 provides one interoperation
node, in which TCP/IP is used to enulate TPO in order to support CSl
applications. Hosts that wish to run OSI connection-oriented
applications in this node should use the procedure described in RFC
1006. In the future, the | AB expects that a major portion of the
Internet will support both TCP/IP and OSI (inter-)network protocols
in parallel, and it will then be possible to run OSI applications
across the Internet using full OGSl protocol "stacks".

OSPF -- RFC 1370 is an applicability statement for OSPF.
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6.3. Network-Specific Standard Protocols

Al'l Network- Specific Standards have El ective status.

Pr ot ocol Nane State RFC STD *
| P- ATM O assical I P and ARP over ATM Pr op 2225

ATM ENCAP Ml ti protocol Encapsul ati on over ATM Prop 1483
IP-TR-MC I P Milticast over Token-Ri ng LANs Prop 1469

| P- FDDI Transni ssion of | P and ARP over FDDI Net Std 1390 36
| P- X 25 X. 25 and I SDN in the Packet Mbde Draft 1356

ARP Addr ess Resol uti on Protocol Std 826 37
RARP A Reverse Address Resol uti on Protocol Std 903 38
| P- ARPA I nternet Protocol on ARPANET St d BBN1822 39
| P- \B I nternet Protocol on Wdeband Network Std 907 40
| P-E I nternet Protocol on Ethernet Networks Std 894 41
| P- EE Internet Protocol on Exp. Ethernet Nets Std 895 42
| P- 1 EEE I nternet Protocol on | EEE 802 Std 1042 43
| P- DC I nternet Protocol on DC Networks Std 891 44
| P- HC I nternet Protocol on Hyperchannel Std 1044 45
| P- ARC Transmitting IP Traffic over ARCNET Nets Std 1201 46
| P-SLI P Transni ssion of | P over Serial Lines Std 1055 47
| P-NETBI CS Transm ssion of | P over NETBI CS Std 1088 48
I P-1PX Transni ssion of 802.2 over |PX Networks Std 1132 49
| P- HI PPI I P over HI PPI Draft 2067

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]

Applicability Statenents:

It is expected that a systemw || support one or nore physica
networ ks and for each physical network supported the appropriate
protocols fromthe above |ist nust be supported. That is, it is

el ective to support any particul ar type of physical network, and for
t he physical networks actually supported it is required that they be
supported exactly according to the protocols in the above list. See
al so the Host and Gateway Requirenents RFCs for nore specific

i nformati on on network-specific ("link [ayer") protocols.
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6.4. Draft Standard Protocols

Pr ot ocol Nane St at us RFC
URI - GEN URI: Ceneric Syntax El ecti ve 2396*
| ARP I nverse Address Resol ution Protocol El ective 2390*
TFTP- Opt TFTP Options El ective 2349
TFTP-Bl k  TFTP Bl ocksi ze Option El ective 2348
TFTP- Ext TFTP Option Extension El ecti ve 2347
ONE- PASS  One-Ti ne Password System El ective 2289
SMIP- Pi pe SMIP Serv. Ext. for Conmmand Pi pel i ning El ecti ve 2197
DHCP- BOOTP DHCP Opti ons and BOOTP Ext ensi ons Recomended 2132
DHCP Dynani ¢ Host Configuration Protocol El ective 2131
FRAVE-M B Managenent | nformation Base for Frane El ective 2115
------- Clarifications and Extensions BOOTP El ective 1542
DHCP- BOOTP | nt er oper ati on Bet ween DHCP and BOOTP El ective 1534
BOOTP Boot strap Protocol Recommended 951, 2132
M ME- CONF M ME Conformance Criteria El ective 2049
M ME-MSG M ME Msg Header Ext for Non- ASCl | El ective 2047
M ME- MEDI A M ME Medi a Types El ective 2046
M ME Mul ti purpose Internet Miil Extensions El ective 2045
PPP- CHAP  PPP Chal | enge Handshake Aut hentication El ective 1994
PPP- MP PPP Multilink Protocol El ecti ve 1990
PPP-LINK  PPP Link Quality Mnitoring El ective 1989
CCEX-M B Coexi stence between SNWPV1 & SNMPV2 El ective 1908
SNWPv2-M B M B for SNWPv2 El ective 1907
TRANS-M B Transport Mappi ngs for SNWPv2 El ective 1906
OPS-M B Prot ocol Operations for SNWPv2 El ective 1905
CONF-M B Confornmance Statenments for SNWPv2 El ecti ve 1904
CONV-M B Textual Conventions for SNWv2 El ective 1903
SM V2 SM for SNWPv2 El ective 1902
CON- MD5 Cont ent - MD5 Header Field El ective 1864
OSPF-M B OSPF Version 2 MB El ecti ve 1850
STR- REP String Representation ... El ective 1779
X. 500syn X. 500 String Representation ... El ecti ve 1778
X.500lite X 500 Lightweight ... El ective 1777
BGP-4- APP  Application of BGP-4 El ective 1772
BGP- 4 Border Gateway Protocol 4 El ective 1771
PPP- DNCP PPP DECnet Phase |V Control Protocol El ecti ve 1762
RVMON-M B  Renpte Network Mnitoring MB El ective 1757
802.5-M B | EEE 802.5 Token Ring MB El ective 1748
RIP2-MB RIP Version 2 M B Extension El ective 1724
Rl P2 RIP Version 2-Carrying Additional Info. Elective 1723
RI P2-APP  RIP Version 2 Protocol App. Statenent El ective 1722
SIP-MB SIP Interface Type MB El ective 1694
------- Def Man Objs Parallel-printer-1like El ective 1660
——————— Def Man Objs RS-232-1ike El ecti ve 1659
——————— Def Man Objs Character Stream El ective 1658
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BGP-4-M B BGP-4 M B

SMIP-8BI T SMIP Service Ext or 8bit-M MEtransport
OSI-NSAP  Cuidelines for OSI NSAP All ocation

| SO TS- ECHO Echo for |SO 8473

DECNET-M B DECNET M B

BRI DGE- M B BRI DGE- M B

NTPV3 Net work Ti ne Protocol (Version 3)
| P- MIU Path MIU Di scovery
FI NGER Fi nger Protocol

NI CNAME Whol s Prot ocol

El ecti
El ecti
El ecti
El ecti
El ecti
El ecti
El ecti
El ecti
El ecti
El ecti

Sept ember 1998

ve
ve
ve
ve
ve
ve
ve
ve
ve
ve

1657
1652
1629
1575
1559
1493
1305
1191
1288

954

[Note: an asterisk at the end of a line indicates a change fromthe

previous edition of this docunent.]

Applicability Statenents:

PPP -- Point to Point Protocol is a nmethod of sending IP over serial
is anticipated that
PPP wi Il be advanced to the network-specifics standard protocol state

lines, which are a type of physical network.

in the future.
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6.5. Proposed Standard Protocols

Pr ot ocol Nane St at us RFC
———————— FTP Extensions for |1Pv6 and NATs El ecti ve 2428*
M ME- VCARD vCard M ME Directory Profile El ective 2426*
TXT-DIR M ME Content-Type for Directory Info El ective 2425*
CONT-DUR  Content-Duration M ME Header El ective 2424*
M ME-VPIM VPI M Voi ce Message El ective 2423*
M ME- ADPCM Tol I Quality Voice - 32 kbit/s ADPC El ective 2422*
M ME- VP2 Voice Profile for Internet Mail V2 El ecti ve 2421*
———————— Mul ticast/UNI 3.0/3.1 based ATM M B El ective 2417*
DATA- URL "data" URL schene El ective 2397*
CIDM D- URL Content-1D and Message-|D URLs El ective 2392*
FTP- FNEGO Feature negotiati on mechani smfor FTP El ective 2389*
-------- MME Multipart/formdata El ective 2388*
M ME- RELAT M ME Mul tipart/Rel ated Content-type El ecti ve 2387*
———————— Protection of BGP Sessions via TCP M5 El ective 2385*
POP- URL POP URL Schene El ective 2384*
———————— Interoperation of CLS and GS with ATM El ective 2381*
-------- RSVP over ATM I nple. Requirenents El ective 2380*
-------- | Pv6 Aggreg. 4 obal Unicast Addr. Format El ective 2374*
———————— | Pv6 Addressing Architecture El ecti ve 2373*
TI PV3 Transaction |Internet Protocol V3 El ective 2371*
OSPF-LSA  OSPF (Opaque LSA Option El ective 2370*
———————— Use of URLs as Meta- Syntax. .. El ective 2369*
URLMAI LTO mailto URL schene El ecti ve 2368*
PPP- AAL PPP Over AAL El ective 2364*
PPP- FUNI PPP Over FUNI El ective 2363*
| MAP4UI DPL | MAP4 Ul DPLUS Ext ensi on El ective 2359*
———————— Et hernet-1li ke Interface Types M B El ective 2358*
MOBI LI PREV Reverse Tunneling for Mbile IP El ective 2344
| MAPANAME | MAP4 Nanespace El ective 2342
VRRP Virtual Router Redundancy Protocol El ective 2338
NHRP- SCSP Di stri buted NHRP Service Using SCSP El ecti ve 2335
SCsP Server Cache Synchroni zati on Protocol El ective 2334
NHRP- APP  NHRP Pr ot ocol Applicability Statenent El ective 2333
NHRP NBMA Next Hop Resol ution Protocol El ective 2332
UNI -SIG ATM Si g Support (I POA) UNI Signalling El ective 2331
SDP Session Description Protocol El ective 2327
RTSP Real Tinme Stream ng Protocol El ecti ve 2326
| POA-M B dassical IP and ARP Over ATM M B El ective 2320
DNS- NCACHE Negative Caching of DNS Queries El ective 2308
SMFAX-IM  Sinple Mdde of FAX Using Internet Mil El ective 2305
M NFAX-IM M nimal FAX addr format in Internet Miil Elective 2304
M N- PSTN M n. PSTN addr format in Internet Mail El ective 2303
TI FF Tag | mage File Format El ecti ve 2302
FFI F File Format for Internet Fax El ective 2301
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EM-- MDN Ext ensi bl e Message Fornmat for NMDN El ective 2298
OR- ADD O R Address hierarchy in X 500 El ective 2294
SUBTABLE Tables and Subtrees in X 500 El ective 2293
-------- Mobi |l e-1 Pv4 Config Opt for PPP | PCP El ective 2290
SLM APP System Level Managed (bjects for Apps El ecti ve 2287
PPP- EAP PPP Ext ensi bl e Aut hentication Protocol El ective 2284
MEXT- BGP4 Ml tiprotocol Extensions for BGP-4 El ective 2283
RPSL Routing Policy Specification Language El ective 2280
UTF- 8 UTF-8 transformation format of |SO 10646 El ective 2279
VACM SNMP Vi ew based Access Control Mdel for SMW El ective 2275
USM SNMPV3 User - based Security Mdel for SNWPv3 El ecti ve 2274
SNMPV3- APP SNMPv3 Applications El ective 2273
MPD- SNMP  Message Processing & Di spatchi ng SNW El ective 2272
ARCH SNMP  Architecture Describing SNVWP Frameworks Elective 2271
-------- | EEE 802. 12 Repeater M B El ective 2266
AGENTX Agent Extensibility Protocol El ective 2257
———————— Summary of the X 500(96) with LDAPv3 El ecti ve 2256
LDAP- URL LDAP URL For nat El ective 2255
STR-LDAP  String Rep of LDAP Search Filters El ective 2254
LDAP3- UTF8 LDAPv3: UTF-8 String Rep El ective 2253
LDAP3- ATD LDAP3-: Attribute Syntax Definitions El ective 2252
LDAPV3 Li ghtwei ght Directory Access Protocol El ective 2251
RTP- MPEG  RTP Payl oad Format for MPEGL/ MPER2 El ecti ve 2250
MAIL-MB Ml Mnitoring MB El ective 2249
NSM M B Net wor k Services Monitoring MB El ective 2248
———————— Usi ng Donmai ns LDAP/ X. 500 Di st. Nanes El ective 2247
SASL- ANON  Anonynous SASL Mechani sm El ecti ve 2245
ACAP Application Configuration Access El ective 2244
OrP- ER OTP Ext ended Responses El ecti ve 2243
NETWAREI P Net Ware/ | P Domai n Name and | nformation El ective 2242
DHCP-NDS  DHCP Options for Novell Directory Serv. Elective 2241
MAUS-M B | EEE 802.3 Medi um Attachment Units MB  Elective 2239
HPR- M B Definitions of Managed Cbjects for HPR El ective 2238
| GWP I nternet Group Managenent Protocol V2 El ective 2236
ABNF Augnent ed BNF for Syntax Specifications Elective 2234
| NTERGRM B I nterfaces G oup MB El ective 2233
DLUR-M B Definitions of Managed Objects for DLUR Elective 2232
M ME-EXT M ME Paraneter Value & Encoded Wrd Ext Elective 2231
FTPSECEXT FTP Security Extensions El ecti ve 2228
--------- Sinmple Hit-Metering, Usage-Limting HITP El ective 2227
————————— | P Broadcast over ATM Networks El ecti ve 2226
SASL Si npl e Authentication and Security Layer Elective 2222
| MAPALOG N | MAP4 Login Referrals El ective 2221
————————— Schena for Internet Wite Pages Service Elective 2218
--------- Characterization Paranmeters for | SNE El ective 2215
--------- Integrated Services MB Guar Serv Ext El ective 2214
————————— Integrated Services MB using SMv2 El ecti ve 2213
GQCs Spec. of Guaranteed Quality of Service El ective 2212

Internet Architecture Board Standards Track [ Page 27]



RFC 2400 I nt ernet Standards Sept ember 1998

————————— Spec. of Controlled-Load Net Ele Serv El ective 2211
RSVP- I S Use of RSVP with I ETF Integrated Serv El ective 2210
RSVP- MPR  RSVP Messagi ng Processing Rul es El ective 2209
RSVP- APP  RSVP Applicability Statenent El ective 2208
RSVP- | PSEC RSVP Extensions for | PSEC Data Fl ows El ecti ve 2207
RSVP-M B  RSVP Managenent |nfornmation Base El ective 2206
RSVP Resource ReSerVation Protocol V1 El ective 2205
RPCSEC- GSS RPCSEC _GSS Prot ocol Specification El ective 2203
RTP- RAD RTP Payl oad for Redundant Audi o Data El ective 2198
| MAPPOPAU | MAP/ POP AUTHor i ze Ext ensi on El ective 2195
| MAPAMAI L | MAP4 Mai | box Referrals El ecti ve 2193
| MAP- URL | MAP URL Schene El ective 2192
————————— RTP Payl oad Format for H. 263 Video ST El ective 2190
————————— The Content-Di sposition Header Field El ective 2183
DNS-CLAR Carifications to the DNS Specification Elective 2181
| MAP4- 1 DLE | MAP4 | DLE conmand El ective 2177
SLP Service Location Protocol El ecti ve 2165
————————— X. 500/ LDAP Directory/ M XER Address Map. Elective 2164
DNS- MCGAM Using DNS to Distribute MCGAM El ective 2163
--------- Carrying PostScript in X 400 and M ME El ective 2160
--------- A M ME Body Part for FAX El ective 2159
--------- X. 400 I mage Body Parts El ective 2158
————————— Mappi ng between X 400 and RFC-822/ M ME  El ective 2157
M XER M e Internet X 400 Enhanced Rel ay El ective 2156
APPN-M B  Definitions of Managed Objects for APPN Elective 2155
| Pv6- Junmbo TCP and UDP over |Pv6 Junbograns El ective 2147
MAI L- SERV  Mai | box Nanes for Conmon Services El ecti ve 2142
URN- SYNTAX URN Synt ax El ective 2141
RADI US Renot e Aut hentication Dial In Service El ecti ve 2138
SDNSDU Secure Donmai n Nanme System Dynanic Update El ective 2137
DNS- UPDATE Dynami ¢ Updates in the DNS El ective 2136
DC-M B Dial Control MB using SMv2 El ective 2128
ISDN-MB | SDN M B using SMv2 El ective 2127
| TOT | SO Transport Service on top of TCP El ective 2126
BAP- BACP  PPP- BAP, PPP- BACP El ective 2125
VEMM -URL VEMM URL Specification El ective 2122
ROUT- ALERT | P Router Alert Option El ective 2113
VHTML M ME E-mai| Encapsul ation El ective 2110
HTTP- STATE HTTP St ate Managenent Mechani sm El ecti ve 2109
802.3-M B 802.3 Repeater M B using SMv2 El ective 2108
PPP- NBFCP PPP Net BI OS Franes Control Protocol El ecti ve 2097
TABLE-M B | P Forwarding Table M B El ective 2096
RIP-TRIG Trigger RP El ective 2091
| MAP4-LIT | MAP4 non-synchronizing literals El ective 2088
| MAP4- QUO | MAP4 QUOTA extensi on El ecti ve 2087
| MAP4- ACL | MAP4 ACL Extension El ective 2086
HVAC- MD5 HVAC-MD5 | P Auth. with Replay Prevention Elective 2085
Rl P2- MD5 RI P-2 MD5 Aut hentication El ective 2082
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RIPNG I PV6 RIPng for |Pv6 El ective 2080
URI - ATT URI Attribute Type and Object C ass El ective 2079
GSSAP Ceneric Security Service Application El ecti ve 2078
M ME- MODEL Model Primary M ME Types El ective 2077
RVON-M B  Renpte Network Mnitoring MB El ecti ve 2074
HTM_- | NT HTML Internationalization El ective 2070
DAA Di gest Access Aut hentication El ective 2069
HTTP-1.1 Hypertext Transfer Protocol -- HTTP/1.1 Elective 2068
DNS- SEC Domai n Nanme System Security EXtensions El ecti ve 2065
| MAPV4 I nternet Message Access Protocol v4drevl Elective 2060
URLZ39.50 Uniform Resource Locators for Z39.50 El ecti ve 2056
SNANAU- APP SNANAU APPC M B using SMv2 El ective 2051
PPP- SNACP PPP SNA Control Protocol El ective 2043
ENTITY-M B Entity M B using SMv2 El ective 2037
RTP-JPEG RTP Payl oad Format for JPEG conpressed El ective 2035
SMIP-ENH  SMIP Enhanced Error Codes El ective 2034
RTP-H. 261 RTP Payl oad Format for H. 261 El ecti ve 2032
RTP- CELLB RTP Payl oad Format of Sun’s Cel | B El ective 2029
SPKM Si mpl e Public-Key GSS-API Mechani sm El ective 2025
DLSWMB DLSw M B using SMv2 El ective 2024
| PV6- PPP | P Version 6 over PPP El ecti ve 2023
MULTI-UNI  Multicast over UNI 3.0/3.1 based ATM El ective 2022
RVON-MB RMON M B using SMv2 El ective 2021
802.12-M B | EEE 802.12 Interface MB El ective 2020
| PV6- FDDI  Transmi ssion of | Pv6é Packets Over FDDI El ective 2019
TCP- ACK TCP Sel ective Acknow edgenment Opti ons El ective 2018
URL- ACC URL Access-Type El ecti ve 2017
M ME-PGP M ME Security with PGP El ective 2015
M B- UDP SNMPv2 M B for UDP El ective 2013
M B- TCP SNWPv2 M B for TCP El ective 2012
MB-IP SNVWPv2 M B for | P El ective 2011
MOBI LEI PM BMobile P M B Definition using SMv2 El ective 2006
MOBI LEI PAPPAppl i cability Statenment for IP Mbility Elective 2005
MNI-IP M ni mal Encapsul ation within I P El ective 2004
| PENCAPI P | P Encapsul ation within IP El ecti ve 2003
MOBI LEI PSUPI P Mobi ity Support El ective 2002
TCPSLOWSRT TCP Sl ow Start, Congestion Avoidance... Elective 2001
BGP-COM  BGP Conmunities Attribute El ective 1997
DNS- NOTI FY Mech. for Notification of Zone Changes El ecti ve 1996
DNS- | ZT I ncrenental Zone Transfer in DNS El ective 1995
SMIP- ETRN SMIP Servi ce Extension ETRN El ecti ve 1985
SNA Serial Number Arithmetic El ective 1982
MIU- | PV6 Path MIU Di scovery for IP version 6 El ective 1981
PPP- FRAME PPP in Frane Rel ay El ective 1973
| PV6- ETHER Transni ssion | Pv6 Packets Over Ethernet Elective 1972
| PV6- AUTO | Pv6 Statel ess Address Autoconfiguation Elective 1971
| PV6- ND Nei ghbor Di scovery for IP Version 6 El ecti ve 1970
PPP- ECP PPP Encryption Control Protocol El ective 1968
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GSSAPI - KER Ker beros Version 5 GSS- APl Mechani sm
PPP- CCP PPP Conpressi on Control Protoco
GSSAPI - SOC GSS- APl Auth for SOCKS Version 5
LDAP- STR  String Rep. of LDAP Search Filters
LDAP- URL LDAP URL For nat

TRANS- | PV6 Transition Mechani snms | Pv6 Hosts/ Routers
AUTH SOCKS User nane Aut hentication for SOCKS V5
SOCKSV5 SOCKS Protocol Version 5

VWHO S++M How to Interact with a Woi s++ Mesh
WHO S++A  Architecture of Wois++ | ndex Service
DSN Delivery Status Notifications

EMS- CODE  Enhanced Mail System Status Codes

M ME- RPT Mul ti part/ Report

SMIP-DSN  SMIP Delivery Status Notifications
RTP- AV RTP Audi o/ Vi deo Profile

RTP Transport Protocol for Real -Tinme Apps
DNS- | PV6 DNS Ext ensions to support |Pv6

| CVPv6 | CvPv6 for | Pv6

| PV6 | Pv6 Specification

HTM Hypertext Markup Language - 2.0

M ME- Sec M ME Obj ect Security Services

M ME- Encyp M ME: Signed and Encrypted

VWHO S++ Architecture of the WHO S++ service
———————— Bi ndi ng Protocols for ONC RPC Version 2
XDR External Data Representation Standard
RPC Renmote Procedure Call Protocol V. 2
-------- ESP DES- CBC Transform

-------- | P Aut henti cati on usi ng Keyed MD5

ESP | P Encapsul ating Security Payl oad

| PV6- AH | P Aut henti cati on Header

———————— Security Architecture for IP

RREQ Requirements for |IP Version 4 Routers
URL Rel ati ve Uni form Resource Locators
CLDAP Connecti on-1 ess LDAP

OSPF- DC Ext. OSPF to Support Demand Circuits
Csl-Dir CSl User Friendly Nam ng ..

M ME- EDI M ME Encapsul ation of EDI Objects
Lang-Tag Tags for Identification of Languages
XNSCP PPP XNS I DP Control Protoco

BVCP PPP Banyan Vi nes Control Protoco
Print-MB Printer MB

ATM SI G ATM Si gnal i ng Support for |P over ATM
| PNG Recommendation for | P Next Generation
802.5-SSR 802.5 SSR M B using SMv2

SDLCSM v2 SNADLC SDLC M B using SMv2

BGP4/ | DRP BGP4/ 1 DRP for | P/ OSPF Interaction
AT-M B Appl etalk M B

MacM MVE M ME Encapsul ation of Macintosh files
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URL Uni f or m Resource Locators El ective 1738
POP3- AUTH POP3 AUTHenti cati on command El ective 1734
| MAP4- AUTH | MAP4 Aut henti cation Mechani sns El ecti ve 1731
RDBVMS-M B RDMS M B - using SMv2 El ective 1697
MODEM M B Modem M B - using SMv2 El ecti ve 1696
ATM M B ATM Managenent Version 8.0 using SMv2 El ective 1695
TMUX Transport Ml ti pl exi ng Protocol El ective 1692
SNANAU- M B SNA NAUs M B using SMv2 El ective 1666
PPP- TRANS PPP Reliable Transm ssion El ecti ve 1663
-------- Post mast er Convention X. 400 Operations El ective 1648
PPP- BCP PPP Bri dgi ng Control Protocol El ecti ve 1638
UPS-M B UPS Managenent | nfornation Base El ective 1628
PPP- SONET PPP over SONET/ SDH El ective 1619
PPP- | SDN PPP over | SDN El ective 1618
DNS-R-M B DNS Resol ver M B Ext ensi ons El ecti ve 1612
DNS-S-M B DNS Server M B Extensions El ective 1611
FR-M B Frame Relay Service MB El ecti ve 1604
PPP- X25 PPP in X 25 El ective 1598
OSPF- NSSA  The OSPF NSSA Option El ective 1587
OSPF-Mul'ti Ml ticast Extensions to OSPF El ective 1584
SONET-M B M B SONET/ SDH I nterface Type El ecti ve 1595
Rl P- DC Extensions to RIP to Support Demand Cir. Elective 1582
———————— Evolution of the Interfaces Goup of MB-I1 Elective 1573
PPP- LCP PPP LCP Extensions El ective 1570
X500-M B  X. 500 Directory Monitoring MB El ective 1567
Cl PX Conpressing | PX Headers Over WAM Media  El ective 1553
| PXCP PPP | nt er net wor ki ng Packet Exchange Control Elective 1552
SRB-M B Source Routing Bridge MB El ective 1525
Cl DR- STRA Cl DR Address Assignnent... El ecti ve 1519
CIDR-ARCH CIDR Architecture... El ective 1518
CIDR-APP CIDR Applicability Statenent El ective 1517
———————— 802.3 MAU M B El ective 1515
HOST-M B Host Resources M B El ecti ve 1514
-------- Token Ring Extensions to RMON M B El ective 1513
FDDI-M B  FDDI Managenent |nformati on Base El ecti ve 1512
KERBERCS  Kerberos Network Authentication Ser (V5) Elective 1510
GSSAPI Ceneric Security Service APlI: C-bindings Elective 1509
DASS Di stributed Authentication Security... El ective 1507
-------- X. 400 Use of Extended Character Sets El ective 1502
HARPOON Rul es for Downgradi ng Messages.. . El ective 1496
Equi v X. 400/ M ME Body Equi val ences El ecti ve 1494
| DPR I nter-Donmain Policy Routing Protocol El ective 1479
| DPR- ARCH Architecture for |DPR El ective 1478
PPP/ Bri dge M B Bridge PPP M B El ective 1474
PPP/IP MB |P Network Control Protocol of PPP M B Elective 1473
PPP/ SEC M B Security Protocols of PPP M B El ective 1472
PPP/ LCP M B Link Control Protocol of PPP MB El ecti ve 1471
X25-M B Mul ti protocol Interconnect on X.25 MB Elective 1461
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SNMPv 2 I ntroduction to SNWPv2 El ective 1441
PEM KEY PEM - Key Certification El ective 1424
PEM ALG PEM - Al gorithnms, Mdes, and ldentifiers Elective 1423
PEM CKM PEM - Certificate-Based Key Managenent El ective 1422
PEM ENC PEM - Message Encryption and Auth El ecti ve 1421
SNMP- | PX  SNWP over | PX El ective 1420
SNVP- AT SNMP over Appl eTal k El ective 1419
SNVP- CSI SNVP over CSI El ective 1418
FTP-FTAM  FTP- FTAM Gat eway Specification El ecti ve 1415
I DENT-M B Identification MB El ective 1414
| DENT I dentification Protocol El ecti ve 1413
DS3/E3-M B DS3/E3 Interface Type El ective 1407
DS1/E1-M B DS1/ELl Interface Type El ective 1406
BGP- OSPF BGP OSPF | nteraction El ective 1403
-------- Rout e Advertisenment |n BGP2 And BGP3 El ecti ve 1397
SNWP- X. 25 SNMP M B Extension for X 25 Packet Layer Elective 1382
SNWP- LAPB  SNMP M B Extension for X 25 LAPB El ecti ve 1381
PPP- ATCP  PPP Appl eTal k Control Protocol El ective 1378
PPP- OSI NLCP PPP OSI Network Layer Control Protocol Elective 1377
SNWMP- PARTY-M B Adni ni stration of SNWP El ective 1353
SNMP- SEC  SNMP Security Protocols El ecti ve 1352
SNVP- ADM N SNMP Adni ni strative Mbdel El ective 1351
TGOS Type of Service in the Internet El ecti ve 1349
PPP-1 PCP  PPP Control Protocol El ective 1332
——————— X. 400 1988 to 1984 downgradi ng El ective 1328
TCP- EXT TCP Extensions for H gh Perfornance El ective 1323
NETFAX File Format for the Exchange of | mages El ecti ve 1314
FDDI-M B  FDDI -M B El ective 1285
——————— Encodi ng Net wor k Addr esses El ecti ve 1277
——————— Replication and Distributed Operations El ective 1276
——————— COSI NE and Internet X 500 Schenma El ective 1274
BGP-M B Border Gateway Protocol MB (Version 3) Elective 1269
| CMP- ROUT | CWP Rout er Di scovery Messages El ecti ve 1256
oSl - UbP OSl TS on UDP El ective 1240
STD- M Bs Reassi gnnent of Exp MBs to Std M Bs El ecti ve 1239
| PX-1P Tunneling IPX Traffic through IP Nets El ective 1234
SIS OGSl 1S 1S for TCP/IP Dual Environments El ective 1195
| P-CMPRS  Conpressing TCP/ | P Headers El ective 1144
NNTP Net wor k News Transfer Protocol El ecti ve 977

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]

[Note: Ele/Req indicates elective for use with IPv4 and required for use
with | Pv6.]

Applicability Statenents:
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6. 6.

For conveni ence,

I nt ernet St andards

Tel net Options

al |

their state and status.

Sept ember 1998

the Telnet Options are collected here with both

Pr ot ocol Nane Nunber State Status RFC STD
TOPT-BIN  Binary Transm ssion 0 std Rec 856 27
TOPT- ECHO Echo 1 std Rec 857 28
TOPT- RECN Reconnection 2 Prop He C

TOPT- SUPP  Suppress Go Ahead 3 std Rec 858 29
TOPT- APRX Approx Message Size Negotiation 4 Prop Ele c

TOPT- STAT Status 5 Std Rec 859 30
TOPT-TIM  Timng Mark 6 Std Rec 860 31
TOPT-REM  Renote Controlled Trans and Echo 7 Prop Ee 726
TOPT-OLW  CQutput Line Wdth 8 Prop He

TOPT-OPS  Qutput Page Size 9 Prop He C.
TOPT-OCRD Qutput Carriage-Return Disposition 10 Hist Ele 652 *
TOPT-OHT  Qutput Horizontal Tabstops 11 Hist Ee 653 *
TOPT-OHTD CQutput Horizontal Tab Disposition 12 Hist Ele 654 *
TOPT-OFD  Qut put Fornfeed Disposition 13 Hist Ee 655 *
TOPT-OVT  Qutput Vertical Tabstops 14 Hist FEe 656 *
TOPT- OVID CQutput Vertical Tab Disposition 15 Hist Ee 657 *
TOPT-OLD  Qutput Linefeed Disposition 16 Hist Ee 658 *
TOPT- EXT Ext ended ASCI | 17 Prop Ee 698
TOPT- LOGO Logout 18 Prop Ee 727
TOPT-BYTE Byte Macro 19 Prop Ee 735
TOPT- DATA Data Entry Term nal 20 Prop Ee 1043
TOPT-SUP  SUPDUP 21 Prop He 736
TOPT- SUPO SUPDUP Qut put 22 Prop He 749
TOPT- SNDL Send Locati on 23 Prop Ele 779
TOPT- TERM Terni nal Type 24 Prop He 1091
TOPT-EOR  End of Record 25 Prop Ee 885
TOPT- TACACS TACACS User ldentification 26 Prop Ele 927
TOPT- OM Qut put Mar ki ng 27 Prop Ele 933
TOPT-TLN  Terninal Location Nunber 28 Prop Ele 946
TOPT- 3270 Tel net 3270 Regi ne 29 Prop Ele 1041
TOPT-X.3 X 3 PAD 30 Prop He 1053
TOPT- NAWS Negoti ate About W ndow Si ze 31 Prop Ee 1073
TOPT-TS Term nal Speed 32 Prop Ee 1079
TOPT-RFC  Renote Fl ow Control 33 Prop Ele 1372
TOPT- LI NE Linenode 34 Draft EHe 1184
TOPT- XDL X Display Location 35 Prop Ele 1096
TOPT- ENVI R Tel net Envi ronment Option 36 Hist Not 1408
TOPT- AUTH Tel net Aut hentication Option 37 Exp El e 1416
TOPT- ENVI R Tel net Envi ronment Option 39 Prop Ee 1572
TOPT- TN3270E TN3270 Enhancenents 40 Draft Ele 2355 *
TOPT- AUTH Tel net XAUTH 41 Exp
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TOPT- CHARSET Tel net CHARSET 42  Exp 2066
TOPR-RSP  Telnet Renpte Serial Port 43 Exp

TOPT- COWORT Tel net Com Port Contr ol 44  EXp 2217
TOPT-SLE  Tel net Suppress Local Echo 45 Exp *
TOPT- STARTTLS Tel net Start TLS 46 Exp *
TOPT-KERM T Tel net KERM T 47 Exp *
TOPT- SEND- URL Send- URL 48 Exp *
TOPT- EXTOP Ext ended- Opti ons- Li st 255 std Rec 861 32

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]
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6.7.

Al Experinental

Experi ment al

I nt ernet St andards

Pr ot ocol s

protocol s have the Linited Use status.

(GKMP) Architecture
(CGKMP) Specification

BGP

Pr ot ocol Narme

TCP-W N Increasing TCP's Initial Wndow

Pl M SM Prot ocol | ndependent Milticast- Sparse Mde
------- Domai n Nanmes and Conpany Name Retrieva

RTP- MPEG  RTP Payl oad Format for Bundl ed MPEG

——————— Intra-LIS IP Miulticast/Routers over ATM using PIM
——————— Saf e Response Header Field

LDAP-NI'S  Approach Using LDAP as a Network Information Service
HTTP- RVSA HITTP Renote Variant Sel ection Al gorithm
TCN-HTTP  Transparent Content Negotiation in HTTP

------- Core Based Trees (CBT) Multicast Routing Architecture
——————— Core Based Trees (CBT version 2) Milticast Routing
——————— Trivial Convention using HTTP in URN Resol ution
——————— Resol ution of URIs using DNS

MAP- MAI L X. 400 Mapping and Mail-11

MME-ODA A M ME Body Part for ODA

OSPF-DIG OSPF with Digital Signature

GKMP- ARCH Group Key Managenent Protocol

GKMP- SPEC G oup Key Managenent Protocol

| P- SCSI Encapsul ating IP with the SCSI

X. 500- NAME Managi ng the X 500 Root Nami ng Context

TFTP- MULTI TFTP Mul ticast Option

| P- Echo | P Echo Host Service

METER-M B Traffic Fl ow Measurenent Meter M B

TFM ARCH  Traffic Fl ow Measurenment Architecture

DNS- SRV Location of Services in the DNS

URAS Uni f or m Resour ce Agents

GPS- AR GPS- Based Addressing and Routing

ETFTP Enhanced Trivial File Transfer Protocol

BGP- RR BGP Route Reflection

BGP- ASC Aut ononbus Syst em Conf ederati ons for

SMKD Scal able Multicast Key Distribution

HTM.- TBL HTML Tabl es

SNWPV2SM  User - based Security Mdel for SNwPv2

SNVPV2AI SNMPv2 Administrative Infrastructure

SNMPV2CB I ntroduction to Comunity-based SNWPv2

——————— | Pv6 Testing Address Allocation

DNS- LCC Location Information in the DNS

SGML- M SGWL Medi a Types

CONT- MI Access Type Content-1D

UNARP ARP Extension - UNARP

Internet Architecture Board Standards Track

Formbased File Upload in HTM
BGP/ I DRP Route Server Alternative

Sept ember 1998

[ Page 35]



RFC 2400 I nt ernet Standards Sept ember 1998

——————— | P Aut henticati on using Keyed SHA 1852
ESP3DES ESP Triple DES Transform 1851
------- SMIP 521 Reply Code 1846
------- SMIP Serv. Ext. for Checkpoint/Restart 1845
——————— SMIP Serv. Ext. Large and Binary M ME Msgs. 1830
ST2 Stream Protocol Version 2 1819
——————— Cont ent - Di sposi ti on Header 1806
——————— Schenma Publishing in X. 500 Directory 1804
------- X. 400- MHS use X. 500 to support X. 400-MHS Routi ng 1801
------- C ass A Subnet Experi nment 1797
TCP/ 1 PXM B TCP/ | PX Connection Mb Specification 1792
------- TCP And UDP Over |PX Networks Wth Fi xed Path Mru 1791
| C\VP- DM | CMP Dormai n Nanme Messages 1788
CLNP- MULT Host Group Extensions for CLNP Milticasting 1768
OSPF- OVFL  OSPF Dat abase Overfl ow 1765
RWP Remote Wite ProtocolL - Version 1.0 1756
NARP NBMVA Addr ess Resol ution Protocol 1735
DNS- ENCODE DNS Encodi ng of Geographi cal Location 1712
TCP- POS An Extension to TCP: Partial Order Service 1693
T/ TCP TCP Extensions for Transactions 1644
M ME- UNI Usi ng Unicode with M ME 1641
FOOBAR FTP Operation Over Big Address Records 1639
X500- CHART Charting Networks in the X 500 Directory 1609
X500-DIR  Representing IP Information in the X 500 Directory 1608
SNMVP- DPI SNMP Di stributed Protocol Interface 1592
CLNP-TUBA Use of |1SO CLNP in TUBA Environments 1561
REM PRI NT TPC. I NT Subdomain Renote Printing - Technical 1528
EHF- MAI L Encodi ng Header Field for Internet Messages 1505
RAP I nternet Route Access Protocol 1476
TP/ I X TP/ 1 X: The Next Internet 1475
X400 Routi ng Coordination for X 400 Services 1465
DNS Storing Arbitrary Attributes in DNS 1464
| RCP Internet Relay Chat Protocol 1459
TOS- LS Li nk Security TOS 1455
SI FT/ UFT Sender-Initiated/ Unsolicited File Transfer 1440
Dl R- ARP Di rected ARP 1433
TEL- SPX Tel net Aut hentication: SPX 1412
TEL- KER Tel net Aut hentication: Kerberos V4 1411
TRACE-1P  Traceroute Using an | P Option 1393
DNS- | P Experiment in DNS Based | P Routing 1383
RMCP Renote Mail Checking Protocol 1339
TCP-H PER TCP Extensions for H gh Perfornmance 1323
VBP2 Message Send Protocol 2 1312
DSLCP Dynani cally Switched Link Control 1307
-------- X. 500 and Donai ns 1279
I N-ENCAP  Internet Encapsul ation Protocol 1241
CLNS-M B CLNS-MB 1238
CFDP Coherent File Distribution Protocol 1235
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| P- AX. 25
ALERTS
VPP

SNVP- BULK
DNS- RR

I MAP2

NTP- Sl
DVF- MAI L
RDP

TCP- ACO

| P- DVVRP
VMIP

COXI E- JAR
NETBLT

| RTP

LDP

RLP

NVP- 1 |

PVP

I nt ernet St andards

| P Encapsul ati on of AX 25 Franes
Managi ng Asynchronously CGenerated Alerts
Message Posting Protocol

Bul k Table Retrieval with the SNWP
New DNS RR Defi nitions

Interactive Mail Access Protoco

NTP over OSI Renote Operations

D gest Message Fornmat for Mail
Rel i abl e Data Protocol

TCP Alternate Checksum Option

| P Di stance Vector Muilticast Routing
Versatil e Message Transaction Protoco
Aut henti cati on Schene

Bul k Data Transfer Protocol

Internet Reliable Transaction Protocol
Loader Debugger Protoco

Resource Location Protoco

Net wor k Voi ce Protoco

Packet Vi deo Protocol

Sept ember 1998

1226
1224
1204
1187
1183
1176
1165
1153
908, 1151
1146
1075
1045
1004
998
938
909
887
| SI - reno
I SI - meno

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]
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6. 8.

I nf or mat i onal

I nt ernet St andards

Pr ot ocol s

I nformati on protocols have no status.

3.1 Version
Messagi ng

Facsim |l e

( HSRP)

I nt ernet Messages

Pr ot ocol Narme

———————— ST2+ over ATM Protocol Spec - UN

-------- Mapping Airline Reservation, Ticketing,

KO 8- U Ukr ai ni an Character Set KO 8-U

TEXT-CSS The text/css Media Type

PKCS- 7 PKCS #7: Cryptographic Message Syntax Version 1.5
PKCS- 10 PKCS #10: Certification Request Syntax Version 1.5
PKCS- 1 PKCS #1: RSA Encryption Version 1.5

SM ME- CERT S/ M ME Version 2 Certificate Handling

SM ME-MBG S/M ME Version 2 Message Specification

TI FF Tag Image File Format F Profile for

GSMP I psilon’s General Sw tch Managenent Protocol

HSRP Ci sco Hot Standby Router Protocol

RC2- ENCRP A Description of the RC2(r) Encryption Algorithm
SNQP Si mpl e Nonencl at or Query Prot ocol

-------- Japanese Character Encoding for

KEYX-DNS  Key Exchange Del egati on Record for the DNS

DSP A Dictionary Server Protocol

NFS- URL NFS URL Schene

APP- MARC  The Application/ MARC Content-type

ODETTE- FTP ODETTE Fil e Transfer Protocol

ESRO AT&T/ Neda’ s Efficient Short Renpte Operations Protocol
I CP I nternet Cache Protocol Version 2

| PV4- MAPCS | Pv4 over
MAPCS- SONET Mul ti pl e Access Protocol

RWHO S
PPP- EXT
UTF- 7
CAST- 128

RADI US- ACC

DLSCAP
PNG

RC5

SNTP
PGP- VEF
PPP- DEFL
PPP- PRED
PPP- BSD
PPP- DCE
PPP- NAG
PPP- STAC
&zl P
DEFLATE

Internet Architecture Board Standards Track

MAPCS Version 1

over SONET/ SDH Version 1
Ref erral Wois Protocol

PPP Vendor Extensions

UTF- 7

CAST- 128 Encryption Algorithm

RADI US Accounti ng

Data Link Switching dient Access Protocol

Portabl e Network Graphics Version 1.0

RC5, RC5-CBC, RC5-CBC-Pad, and RC5-CTS Al gorithns
Simpl e Network Tine Protocol v4 for |Pv4, |Pv6 and CSl
PGP Message Exchange Fornmats

PPP Defl ate Protocol

PPP Predi ctor Conpression Protocol

PPP BSD Conpressi on Protocol

PPP for Data Conpression in DCE

PPP Magnal i nk Vari abl e Resource Conpression

PPP Stac LZS Conpression Protocol

&I P File Format Specification Version 4.3

DEFLATE Conpressed Data Format Specification V. 1.3
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Sept ember 1998

ZLIB ZLI B Conpressed Data Format Specification V. 3.3 1950
HTTP-1.0 Hypertext Transfer Protocol -- HITP/ 1.0 1945
-------- text/enriched M ME Content-type 1896
-------- Appl i cation/ CALS- 1840 Content-type 1895
———————— PPP | PCP Ext ensi ons for Nane Server Addresses 1877
SNPP Si npl e Networ k Pagi ng Protocol - Version 2 1861
———————— | SO Transport Class 2 Non-use Explicit Flow Control 1859
over TCP RFCL006 extension
-------- IPin I P Tunneling 1853
-------- PPP Network Control Protocol for LAN Extension 1841
TESS The Exponential Security System 1824
NFSV3 NFS Version 3 Protocol Specification 1813
———————— A Format for Bibliographic Records 1807
------- Data Link Switching: Switch-to-Sw tch Protocol 1795
BGP- 4 Experience with the BGP-4 Protocol 1773
SDVD | Pv4d Option for Sender Directed MD Delivery 1770
SNOCP Snoop Version 2 Packet Capture File Format 1761
Bl NHEX M ME Content Type for Bi nHex Encoded Fil es 1741
DNS- NSAP  DNS NSAP Resource Records 1706

RADI O PAGE TPC. | NT Subdonuai n: Radi o Paging -- Technica

Procedures 1703

CGRE-| Pv4 Ceneric Routing Encapsul ati on over |Pv4 1702
CGRE Ceneric Routing Encapsul atio 1701
ADSNA- 1 P Advanced SNA/IP: A Sinple SNA Transport Protocol 1538
TACACS Term nal Access Control Protocol 1492
M4 M4 Message Digest Algorithm 1320
SUN- NFS Net work File System Protocol 1094
SUN- RPC Renote Procedure Call Protocol Version 2 1057
GOPHER The I nternet Gopher Protocol 1436
LI STSERV  Listserv Distribute Protocol 1429
——————— Replication Requirenents 1275
PCMAI L Pcmai | Transport Protocol 1056
MTP Mul ti cast Transport Protocol 1301
BSD Login BSD Login 1282
D Xl E DI XI E Protocol Specification 1249
I P-X 121 IP to X 121 Address Mapping for DDN 1236
CSl -HYPER OsSl and LLC1 on HYPERchannel 1223
HAP2 Host Access Protocol 1221
SUBNETASGN On the Assignnent of Subnet Numbers 1219
SNMP- TRAPS Defining Traps for use with SNWP 1215
DAS Directory Assistance Service 1202
LPDP Li ne Printer Daenon Protocol 1179

[Note: an asterisk at the end of a line indicates a change fromthe

previous edition of this document.]
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6.9. Historic Protocols

Al Historic protocols have Not Recommended st atus.

Pr ot ocol Narme RFC STD
| PV6- UNI | Pv6 Provider-Based Uni cast Address El ective 2073

| PV6- Addr | Pv6 Addressing Architecture El ective 1884 *
L2F Ci sco Layer Two Forwardi ng Protocol 2341

| PSO DoD Security Options for IP El ective 1108
SNWVPv 2 Manager -t o- Manager M B El ective 1451
SNWVPv 2 Party M B for SNWPv2 El ective 1447
SNWVPv 2 Security Protocols for SNWPv2 El ective 1446
SNMPv 2 Admi ni strative Mdel for SNwWPv2 El ective 1445

R P Routing I nformation Protocol El e 1058 34
-------- Mapping full 822 to Restricted 822 1137
BGP3 Border Gateway Protocol 3 (BGP-3) 1267, 1268
———————— Gat eway Requi rements Req 1009 4
EGP Exteri or Gateway Protocol Rec 904 18
SNMP- MUX ~ SNMP MJX Protocol and MB 1227
AOMMB-II OSI Internet Managenent: MB-II 1214

I MAP3 Interactive Mail Access Protocol Version 3 1203
SUN- RPC Renote Procedure Call Protocol Version 1 1050
802.4-M P | EEE 802.4 Token Bus M B 1230
CMoT Conmmon Managenent | nformation Services 1189
-------- Mai | Privacy: Procedures 1113
-------- Mai | Privacy: Key Managenent 1114
-------- Mai | Privacy: Algorithns 1115

NFI LE A File Access Protocol 1037
HOSTNAME  HOSTNAME Pr ot ocol 953
SFTP Simple File Transfer Protocol 913
SUPDUP SUPDUP Pr ot ocol 734

BGP Bor der Gat eway Protocol 1163, 1164

M B- | M B- | 1156
SGwP Si mpl e Gat eway Monitoring Protocol 1028
HENS H gh Level Entity Managenent Prot ocol 1021
STATSRV Statistics Server 996
POP2 Post Office Protocol, Version 2 937
RATP Rel i abl e Asynchronous Transfer Protocol 916
HFEP Host - Front End Protocol 929
THINWRE  Thinwi re Protocol 914

HWP Host Mbnitoring Protocol 869
[cex Gat eway Gat eway Protocol 823
RTELNET Renote Tel net Service 818
CLOCK DCNET Ti ne Server Protocol 778
VPM I nternet Message Protocol 759
NETRIS Renmot e Job Service 740
NETED Net wor k St andard Text Editor 569
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RIE Renmote Job Entry 407
XNET Cross Net Debugger | EN- 158
NAMESERVER Host Nane Server Protocol | EN-116
MUX Mul ti pl exi ng Protocol | EN- 90
GRAPHI CS  Graphics Protocol NI G- 24308

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this document.]

6.10. (Cbsolete Protocols

Sonme of the protocols listed in this nmeno are described in RFCs that
are obsol eted by newer RFCs. "bsolete" or "obsoleted" is not an
official state or status of protocols. This subsection is for

i nformation only.

VWhile it may seemto be obviously wong to have an obsoleted RFC in
the Iist of standards, there nay be cases when an ol der standard is
in the process of being replaced. This process nmay take a year or
t wo.

Many obsol eted protocols are of little interest and are dropped from
this meno altogether. Some obsol eted protocol s have recei ved enough
recognition that it seens appropriate to list themunder their
current status and with the following reference to their current

repl acenent.

RFC RFC St at us Title *

1305 obsol etes 1119 Stan/ Rec Net wor k Ti me Protocol version 2

Thanks to Lynn Wheeler for conpiling the information in this
subsecti on.

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]
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7. Contacts
7.1. 1 AB, IETF, and I RTF Contacts
7.1.1. Internet Architecture Board (IAB) Contact
Pl ease send your conments about this list of protocols and especially
about the Draft Standard Protocols to the Internet Architecture Board
care of Abel Wnerib, | AB Executive Director.
Cont act s:
Abel Wnerib
Executive Director of the | AB
Intel, JF2-64
2111 NE 25th Avenue
Hi |l sboro, OR 97124
1- 503- 696- 8972
AW neri b@beam jf.intel.com
Brian E. Carpenter
Chair of the | AB
| BM Uni ted Kingdon Laboratories
Hur sl ey Park
W nchest er
Hanpshire SO21 2JN
+44 1962 816833

bri an@ursl ey.i bm com

7.1.2. Internet Engineering Task Force (I ETF) Contact
Cont act s:
Fred Baker
Chair of the IETF
cisco Systems, Inc.
519 Lado Drive
Santa Barbara, CA 93111
1- 805- 681- 0115

fred@i sco.com
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St eve Coya
| ESG Secretary

Corporation for National Research Initiatives

1895 Preston White Drive, Suite 100
Reston, VA 22091

1-703- 620- 8990
scoya@ ETF. ORG

St eve Coya
Executive Director of the |ETF

Corporation for National Research Initiatives

1895 Preston White Drive, Suite 100
Reston, VA 22091

1-703-620- 8990

scoya@ ETF. ORG

7.1.3. Internet Research Task Force (I RTF) Contact
Cont act :
Abel Wnerib
Chair of the IRTF
Intel, JF2-64
2111 NE 25th Avenue
Hi Il sboro, OR 97124
1- 503- 696- 8972

AW neri b@beam jf.intel.com
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7.2. Internet Assigned Nunbers Authority Contact
Cont act :

Joyce K. Reynol ds

I nternet Assigned Nunbers Authority
USC/ I nformati on Sciences Institute
4676 Admiralty Wy

Marina del Rey, CA 90292-6695

1-310-822-1511
| ANA@ ANA. ORG

The protocol standards are nmanaged by the Internet Assigned Numbers
Aut hority.

Pl ease refer to the docunent "Assigned Numbers" (RFC-1700) for
further information about the status of protocol docunents. There
are two docunents that sunmarize the requirenments for host and
gateways in the Internet, "Host Requirenments" (RFC 1122 and RFC- 1123)
and "Requirenents for IP Version 4 Routers" (RFC 1812).

How to obtain the npst recent edition of this "Internet O ficial
Pr ot ocol Standards" neno:

The file "in-notes/std/stdl.txt" may be copied via FTP fromthe
FTP. 1Sl . EDU conput er using the FTP usernanme "anonynous" and FTP
password "guest”.
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7.3. Request for Comments Editor Contact
Cont act :

Jon Post el

RFC Edi t or

USC/ I nformati on Sciences Institute
4676 Admiralty Wy

Marina del Rey, CA 90292-6695

1-310-822-1511
RFC-Editor @ Sl . EDU

Docunents may be submitted via electronic mail to the RFC Editor for
consideration for publication as RFC. |If you are not fanmiliar with
the format or style requirenents please request the "Instructions for
RFC Authors". In general, the style of any recent RFC may be used as
a gui de.

7.4. The Network Information Center and
Requests for Comments Distribution Contact

RFCs can be obtained via FTP from FTP.1SI.EDU, with the pathnane in-
notes/rfcnnnn.txt (where "nnnn" refers to the nunber of the RFC).
Login with FTP usernane "anonynous" and password "nane@ost. domai n".

RFCs can al so be obtained via electronic mail from|Sl.EDU by using
the RFC- I NFO service. Address the request to "rfc-info@si.edu"” with
a nmessage body of:

Retri eve: RFC
Doc-1 D: RFCnnnn

(Where "nnnn" refers to the nunber of the RFC (al ways use 4 digits -
the DOC-I D of RFC 822 is "RFC0822")). The RFC-|I NFO@ S| . EDU server
provi des ot her ways of selecting RFCs based on keywords and such; for
nmore i nformation send a nessage to "rfc-info@si.edu" with the
nmessage body "hel p: hel p".

contact: RFC Manager @ Sl . EDU
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7.5. Sources for Requests for Conments

Sept ember 1998

Details on many sources of RFCs via FTP or EMAIL may be obtai ned by
sending an EMAIL nessage to "rfc-info@Sl.EDU" with the nessage body

"hel p: ways_to_get _rfcs". For exanple:

To: rfc-info@Sl. EDU
Subj ect: getting rfcs

hel p: ways_to_get _rfcs

8. Security Considerations

Security issues are not addressed in this neno.

9. Authors’ Addresses

Jon Post el

USC/ I nformati on Sciences Institute
4676 Admiralty Way

Marina del Rey, CA 90292

Phone: 310-822-1511
Fax: 310- 823-6714

EMni | : Postel @SI. EDU

Joyce K. Reynol ds

USC/ | nformati on Sci ences Institute
4676 Admiralty Wy

Mari na del Rey, CA 90292

Phone: 310-822-1511
Fax: 310- 823-6714

EMai | : JKRey@ SI . EDU
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Ful I Copyright Statenent
Copyright (C) The Internet Society (1998). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
others, and derivative works that comment on or otherwi se explain it
or assist in its inplenentation may be prepared, copied, published
and distributed, in whole or in part, w thout restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into | anguages other than
Engl i sh.

The linited perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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