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Abst r act

RFC 1591, "Donmi n Name System Structure and Del egation", laid out the
basic adm nistrative design and principles for the allocation and
adm ni stration of domains, fromthe top level down. It was witten
before the introduction of the world wi de web (WMWY and rapid growth
of the Internet put significant market, social, and politica

pressure on domain name allocations. In recent years, 1591 has been
cited by all sides in various debates, and attenpts have been made by
various bodies to update it or adjust its provisions, sonetimes under
pressures that have arguably produced policies that are | ess well

t hought out than the original. Sone of those efforts have begun from
m sconcepti ons about the provisions of 1591 or the notivation for

t hose provisions. The current directions of the Internet Corporation
for Assigned Nanmes and Numbers (I CANN) and ot her groups who now
determ ne the Domai n Name System (DNS) policy directions appear to be
drifting away fromthe policies and phil osophy of 1591. This
docunent is being published primarily for historical context and
conpar ati ve purposes, essentially to docunent sone thoughts about how
1591 night have been interpreted and adjusted by the |nternet

Assi gned Nunbers Authority (1 ANA) and I CANN to better reflect today' s
worl d while retaining characteristics and policies that have proven
to be effective in supporting Internet growh and stability. An
earlier variation of this neno was subnmitted to | CANN as a coment on
its evolving Top-level Domain (TLD) poli cies.
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1

I ntroduction

RFC 1591 [1] has been heavily discussed and referenced in the |ast
year or two, especially in discussions within ICANN and its
predecessors about the creation, delegation, and nanagenent of top-

| evel domains. In particular, the | CANN Domai n Nanme Supporting
Organi zation (DNSO), and especially its ccTLD constituency, have been
the home of many discussions in which 1591 and interpretations of it
have been cited in support of a variety of sometinmes-contradictory
positions. During that period, other discussions have gone on to try
to reconstruct the thinking that went into RFC 1591. Those in turn
have |l ed nme and others to nuse on how that original thinking mght
relate to sone of the issues being raised. 1591 is, | believe, one
of Jon Postel’s masterpieces, drawi ng together very different

phil osophies (e.g., his traditional viewthat people are basically
reasonable and will do the right thing if told what it is with some
stronger nechani sns when that nodel is not successful) into a single
whol e.

RFC 1591 was written in the context of the assunption that what it
descri bed as generic TLDs woul d be bound to policies and categories
of registration (see the "This domain is intended..." text in
section 2) while ccTLDs were expected to be used primarily to support
users and uses within and for a country and its residents. The
notion that different donmains would be run in different ways --al beit
within the broad contexts of "public service on behalf of the

Internet comunity" and "trustee... for the gl obal Internet

communi ty"-- was considered a design feature and a saf eguard agai nst
a variety of potential abuses. Cbviously the world has changed in
many ways in the seven or eight years since 1591 was witten. In

particular, the Internet has becone nore heavily used and, because
the design of the world wi de web has put donmain nanes in front of
users, top-level donmain nanes and registrations in them have been
heavily in demand: not only has the nunber of hosts increased
dramatically during that tine, but the ratio between registered
domai n nanes and physical hosts has increased very significantly.

The issues 1591 attenpted to address when it was witten and those we
face today have not changed significantly in principle. But one
alternative to present trends would be to take a step back to refine
it into a nodel that can function effectively today. Therefore, it
may be useful to try to reconstruct 1591's principles and think about
their applicability today as a nodel that could continue to be
applied: not because it is historically significant, but because nmany

of its elenents have proven to work reasonably well, even in
difficult situations. |In particular, for many domains (sonme in
1591’ s "generic" list and others in its "country code" category) the
notion of "public service" --expected then to inply being carried out
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at no or mninal cost to the users, not nerely on a non-profit

basi s-- has yielded to profitability calculations. And, in nost of
the rest, considerations of at |east calculating and recovering costs
have crept in. Wile many of us feel sonme nostalgia for the old
system it is clear that its days are waning if not gone: perhaps the
public service notions as understood when 1591 was witten just don't
scale to rapid internet growth and very |arge nunbers of

yregi strations.

In particular, some ccTLDs have advertised for registrations outside
the designated countries (or other entities), while others have nmade
clear decisions to allow registrations by non-nationals. These
deci si ons and others have produced protests from nmany sides,
suggesting, in turn, that a recategorizationis in order. For
exanpl e, we have heard concerns by governnents and nanagers of
traditional, "public service", in-country, ccTLDs about excessive

| CANN i nterference and fears of being forced to conformto
internationally-set policies for dispute resolution when their
donmestic ones are considered nore appropriate. W have al so heard
concerns fromregistrars and operators of externally-nmarketed ccTLDs
about unreasonabl e government interference and from gTLD registrars
and registries about unreasonabl e conpetition from aggressively

mar ket ed ccTLDs. The appropriate distinction is no | onger between
what RFC 1591 described as "generic" TLDs (but which were really

i ntended to be "purpose-specific", aterml wll use again below) and
ccTLDs but anong:

(i) true "generic" TLDs, in which any registration is acceptable
and, ordinarily, registrations fromall sources are actively
pronoted. This list currently includes (the formerly purpose-
specific) COM NET, and ORG and sone ccTLDs. There have been
proposals fromtine to tine for additional TLDs of this variety in
which, as with COM (and, nore recently, NET and ORG anyone
(generally subject only to name conflicts and national |aw) could
regi ster who could pay the fees.

(ii) purpose-specific TLDs, in which registration is accepted only
from organi zati ons or individuals neeting particul ar
qualifications, but where those qualifications are not tied to
nati onal boundaries. This list currently includes INT, EDU, the
infrastructure domain ARPA, and, arguably, the specialized US
Governnent TLDs ML and GOV. There have been proposals fromtine
to time for other international TLDs of this variety, e.g., for
medi cal entities such as physicians and hospitals and for nuseuns.
| CANN has recently approved several TLDs of this type and

descri bes them as "sponsored" TLDs.
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(iii) Country domains, operated according to the origina
underlying assunptions of 1591, i.e., registrants are |argely
expected to be people or other entities within the country. While
external registrations mght be accepted by sonme of these, the
country does not aggressively advertise for such registrations,

nor does anyone expect to derive significant fee revenue from
them Al current domains in this category are ccTLDs, but not

all ccTLDs are in this category.

These categories are clearly orthogonal to the association between
the use of the IS 3166-1 registered code list [2] and two-letter
"country" donmain nanes. |If that relationship is to be nmintained
(and | believe it is desirable), the only inherent requirenent is
that no two-letter TLDs be created except fromthat list (in order to
avoid future conflicts). |CANN should control the allocation and

del egation of TLDs using these, and other, criteria, but only

regi stered 3166-1 two letter codes should be used as two-letter TLDs.

2. Inplications of the Categories

If we had adopted this type of three-way categorization and coul d
make it work, | believe it would have presented several opportunities
for 1 CANN and the community nore generally to reduce controversies
and nove forward. O course, there will be cases where the

categori zation of a particular donmain and its operating style wll

not be conpletely clear-cut (see section 3, below). But having | CANN
wor k out procedures for dealing with those (probably few) situations
appears preferable to strategies that would tend to propel 1 CANN into
areas that are beyond its conpetence or that mght require
significant expansion of its nandate.

First, the internally-operated ccTLDs (category iii above) should not
be required to have nmuch interaction with I CANN or vice versa. Once
a domain of this sort is established and del egated, and assumi ng that
the "adm n contact in the country” rule is strictly observed, the
domai n should be able to function effectively w thout | CANN
intervention or oversight. |In particular, while a country m ght
choose to adopt the general | CANN policies about dispute resolution
or name managenent, issues that arise in these areas mght equally
wel |l be dealt with exclusively under applicable national laws. |If a
domai n chooses to use | CANN services that cost resources to provide
it should contribute to | CANN s support, but, if it does not, | CANN
shoul d not presunme to charge it for other than a reasonable fraction
of the costs to | CANN of operating the root, root servers, and any
directory systens that are generally agreed upon to be necessary and
in which the domain partici pates.
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By contrast, ccTLDs operated as generic donai ns ought to be treated
as generic donmains. | CANN dispute resolution and name nmanagenent
policies and any special rules devel oped to protect the Internet
public in nultiple registrar or registry situations should reasonably

apply.
3. Telling TLD types apart

I f appropriate policies are adopted, ccTLDs operated as generic
domai ns (category (i) above) and those operated as country donai ns
(category (iii) above) ought to be able to be self-identified. There
are several criteria that could be applied to nake this
determination. For exanple, either a domain is aggressively seeking
outside registrations or it is not and either the vast majority of
registrants in a dormain are in-country or they are not. One could
al so think of this as the issue of having some tangible | evel of
presence in the jurisdiction - e.g., is the adm nistrative contact
subject, in practical terns, to the in-country laws, or are the
registration rules such that it is reasonably likely that a court in
the jurisdiction of the country associated with the donmain can
exercise jurisdiction and enforce a judgnent against the registrant.

One (fairly non-intrusive) rule I CANN nmight well inpose on all top-

| evel domains is that they identify and publish the policies they
intend to use. E.g., registrants in a donmain that will use the | aws
of one particular country to resolve disputes should have a
reasonabl e opportunity to understand those policies prior to
registration and to nake other arrangenents (e.g., to register

el sewhere) if that mechanismfor dispute resolution is not
acceptable. Gving IANA (as the root registrar) incorrect

i nformati on about the purpose and use of a donmin should be subject
to chal l enge, and should be grounds for reviewi ng the appropriateness
of the donain delegation, just as not acting consistently and

equi tably provides such grounds under the original provisions of RFC
1591.

In order to ensure the availability of accurate and up-to-date
registration information the criteria nust be consistent, and
consistent with nore traditional gTLDs, for all nominally country
code domai ns operating as generic TLDs.

4. The role of ICANN in country domains
| CANN (and | ANA) shoul d, as described above, have as little

i nvol venent as possible in the direction of true country [code]
domains (i.e., category (iii)). There is no particular reason why
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t hese donmai ns shoul d be subject to | CANN regul ati on beyond the basic
principles of 1591 and associ ated arrangenents needed to ensure
Internet interoperability and stability.

| CANN' s avoi di ng such invol venent strengthens it: the desirability of
avoiding collisions with national sovereignty, deterninations about
governnent legitinacy, and the authority of soneone purportedly
witing on behalf of a governnent, is as inportant today as it was
when 1591 was witten. The alternatives take us quickly from
"admi ni stration"” into "internet governance" or, in the case of
determ ning which claimant is the legitimte governnent of a country,
"international relations", and the reasons for not noving in that
particular direction are | egion.

5. The role of governments

The history of 1 ANA strategy in handling ccTLDs included three nmajor
"things to avoi d" considerations:

* Never get involved in determ ning which entities were countries
and whi ch ones were not.

* Never get involved in determ ning who was, or was not, the
| egitimate governnent of a country. And, nore generally, avoid
deciding what entity --governnment, religion, comercial
academic, etc.-- has what legitimcy or rights.

* | f possible, never become involved in in-country disputes.
Instead, very strongly encourage internal parties to work
probl ens out anong thensel ves. At nost, adopt a role as
medi at or and educator, rather than judge, unless abuses are very
clear and clearly will not be settled by any internal mechani sm

Al'l three considerations were obviously intended to avoid | ANA' s
being dragged into a political nmorass in which it had (and,

suggest, has) no conpetence to resolve the issues and could only get
bogged down. The first considerati on was the nost visible (and the
easiest) and was inplenented by strict and careful adherence (see
below) to the | SO 3166 regi stered Country Code list. |If an entity
had a code, it was eligible to be registered with a TLD (al t hough

| ANA was free to apply additional criteria-nost of themstated in
1591). If it did not, there were no exceptions: the applicant’s only
recourse was a discussion with the 3166 Registration Authority (now
Mai nt enance Agency, often known just as "3166/MA") or the UN
Statistical Ofice (now Statistics Bureau), not with | ANA
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There are actually five ccTLD exceptions to the strict rules. One,
"UK', is historical: it predates the adoption of |1SO 3166 for this
purpose. The others --Ascension |Island, Guernsey, Isle of Man, and
Jersey --are arguably, at least in retrospect, just m stakes.

Regardl ess of the historical reasons (about which there has been nuch
specul ation), it is alnost certainly the case that the right way to
handl e m stakes of this sort is to acknow edge them and nove on
rather than trying to use them as precedents to justify nore

ni st akes.

This, obviously, is also the argument agai nst use of the "reserved"
list (technically internal to the 3166 nai ntenance activity, and not
part of the Standard): since IANA (or I CANN) can ask that a nane be
pl aced on that list, there is no rule of an absol ute determination by
an external organization. Purported countries can come to | CANN,

i nsi st on having del egati ons made and persuade | CANN to ask that the
nanes be reserved. Then, since the reserved name woul d exist, they
could insist that the domain be del egated. Wrse, soneone coul d use
anot her organi zation to request reservation of the nane by 3166/ MA;
once it was reserved, | CANN m ght be hard-pressed not to do the

del egation. O course, | CANN could (and probably would be forced to)
adopt additional criteria other than appearance on the "reserved
list" in order to del egate such domains. But those criteria would

al nost certainly be nearly equivalent to deternining which applicants
were legitinmate and stabl e enough to be considered a country, the
exact decision process that 1591 strove to avoid.

The other two considerations were nore subtle and not al ways
successful: fromtine to tine, both before and after the forma

policy shifted toward "governments could have their way", |ANA
received letters from people purporting to be conpetent governnent
aut horities asking for changes. Sone of themturned out |later to not
have that authority or appropriate qualifications. The assunption of
1591 itself was that, if the "admi nistrative contact in country” rule
was strictly observed, as was the rule that del egati on changes
requested by the administrative contact would be honored, then, if a
governnent _really wanted to assert itself, it could pressure the
admi ni strative contact into requesting the changes it wanted, using
what ever woul d pass for due process in that country. And the ability
to apply that process and pressure would effectively determ ne who
was the government and who wasn’t, and would do so far nore
effectively than any | ANA eval uation of, e.g., whether the |etterhead
on a request |ooked authentic (and far nore safely for | CANN than
aski ng the opinion of any particular other governnent or selection of
governnents).
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Specific language in 1591 permitted | ANA to adopt a "work it out
yourselves; if we have to decide, we will strive for a solution that
is not satisfactory to any party" stance. That approach was used
successfully, along with [ arge doses of education, on many occasions
over the years, to avoid | ANA's having to assune the role of judge
bet ween conflicting parties.

Simlar principles could be applied to the boundary between country-
code-based generic TLDs and country donains. Different countries,
under different circunstances, night prefer to operate the ccTLD
either as a national service or as a profit center where the
"custoners" were largely external. Whatever decisions were nade
historically, general Internet stability argues that changes shoul d
not be nmade lightly. At the sane tine, if a governnent w shes to
make a change, the best mechani smfor doing so is not to involve
ICANN in a potential determ nation of legitimcy (or even to have

| CANN' s Government Advisory Committee (GAC) try to formally nake that
decision for individual countries) but for the rel evant governnent to
use its own procedures to persuade the adm nistrative contact to
request the change and for | ANA to pronptly and efficiently carry out
requests made by administrative contacts.

6. Inplications for the current | CANN DNSO structure.

The argunents by sone of the ccTLD administrators that they are
different fromthe rest of the | CANN and DNSO structures are (in this
nodel ) correct: they are different. The ccTLDs that are operating as
generic TLDs should be separated fromthe ccTLD constituency and
joined to the gTLD constituency. The country ccTLDs shoul d be
separated from | CANN s i medi ate Supporting Organi zation structure,
and operate in a parallel and advisory capacity to ICANN, sinmlar to
the arrangements used with the GAC. The DNSO and country TLDs shoul d
not be required to interact with each other except on a nutually
voluntary basis and, if I CANN needs interaction or advice from sone
of all of those TLDs, it would be nore appropriate to get it in the
formof an advisory body |ike the GAC rat her than as DNSO
constituency.
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