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1. Introduction

Thi s docunent presents term nology to be used for docunents and

di scussions within the Seanoby Wrking Group. Oher nobility related
wor ki ng groups coul d take advantage of this terminology, in order to
create a comon term nology for the area of nmobility in I P networks.

Sonme terns and their definitions that are not directly related to the
IP world are included for the purpose of harnonizing the term nol ogy.
For exanple, ’'Access Point’ and 'base station’ refer to the sane
component, fromthe point of view of IP, but ’Access Router’ has a
very different nmeaning. The presented term nology may also, it is
hoped, be adequate to cover nobile ad-hoc networks.

The proposed term nology is not neant to assert any new terni nol ogy.
Rat her the aut hors woul d wel come di scussion on nore exact definitions
as well as missing or unnecessary terms. This work is a

col l aborative enterprise between people frommany different

engi neeri ng backgrounds and so already presents a first step in

har noni zi ng the term nol ogy.

The term nology in this document is divided into several sections.
First, there is a list of terns for general use and nobil e access
networks followed by ternms related to handovers, and finally some
terns used within the MANET and NEMO wor ki ng groups.

2. General Terns

Bandwi dt h
The total width of the frequency band available to or used by a
conmmuni cati ons channel. Usually neasured in Hertz (Hz). The
bandwi dth of a channel linmts the avail abl e channel capacity.

Bandwi dth utilization
The actual rate of information transfer achieved over a |ink

expressed as a percentage of the theoretical maxi num channe
capacity on that |ink, according to Shannon’s Law.
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Beacon

A control nessage broadcast by a node (especially, a base station)
informing all the other nodes in its nei ghborhood of the
continui ng presence of the broadcasting node, possibly along with
additional status or configuration information.

Bi ndi ng Update (BU)

A message indicating a nobile node’s current nobility binding, and
in particular its care-of address.

Car e- of - Addr ess ( CoA)

An | P address associated with a nobile node while visiting a
foreign link; the subnet prefix of this IP address is a foreign
subnet prefix. A packet addressed to the nobile node which
arrives at the nobile node’s home network when the nobile node is
away from hone and has registered a Care-of Address wll be
forwarded to that address by the Honme Agent in the hone network.

Channel

A subdi vi sion of the physical nediumallow ng possibly shared

i ndependent uses of the nedium Channels nay be nade avail abl e by
subdividing the mediuminto distinct tinme slots, or distinct
spectral bands, or decorrel ated codi ng sequences.

Channel access protoco

A protocol for nediating access to, and possibly allocation of,
the various channels avail able within the physical conmunications
medi um  Nodes participating in the channel access protocol agree
to comuni cate only when they have uncontested access to one of
the channels, so that there will be no interference.

Channel capacity

The total capacity of a link to carry information (typically bits)
per unit time. Wth a given bandw dth, the theoretical maxi num
channel capacity is given by Shannon’s Law. The actual channe
capacity of a channel is determ ned by the channel bandw dth, the
codi ng system used, and the signal to noise ratio.
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Control nessage

I nformati on passed between two or nore network nodes for
mai nt ai ni ng protocol state, which may be unrelated to any specific
appl i cation.

D st ance vector

A characteristic of sone routing protocols in which, for each
desired destination, a node naintains infornmation about the

di stance to that destination, and a vector (next hop) towards that
destinati on.

Fai r ness
A property of channel access protocols whereby a nmediumis nmade
fairly available to all eligible nodes on the Iink. Fairness does
not strictly inply equality, especially in cases where nodes are
given link access according to unequal priority or classification
FI oodi ng

The process of delivering data or control nessages to every node
within the network under consideration

For ei gn subnet prefix
A bit string that consists of sone nunber of initial bits of an IP
address which identifies a node’s foreign link within the Internet
t opol ogy.

Forwar di ng node

A node which perforns the function of forwarding datagranms from
one of its neighbors to another

Hone Address (HoA)

An | P address assigned to a nobile node, used as the permanent
address of the nmobile node. This address is within the nobile
node’s home link. Standard IP routing nmechanisnms will deliver
packets destined for a nobile node’s honme address to its hone |ink

[9].
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Home Agent (HA)

A router on a nobile node’s honme link with which the nobile node
has registered its current care-of address. Wile the nobile node
is away from hone, the hone agent intercepts packets on the hone
link destined to the nobile node’s hone address, encapsul ates
them and tunnels themto the nobile node's regi stered care- of

addr ess.

Home subnet prefix

A bit string that consists of sone nunber of initial bits of an IP
address which identifies a node’s home link within the Internet
topology (i.e., the I P subnet prefix corresponding to the nobile
node’ s honme address, as defined in [9]).

Interface
A node’s point of attachnent to a link
| P access address

An | P address (often dynamically allocated) which a node uses to
designate its current point of attachment to the | ocal network.
The | P access address is typically to be distinguished fromthe
nobi | e node’ s hone address; in fact, while visiting a foreign
network the I P access address may be consi dered unsuitable for use
as an end-point address by any but the nost short-1lived
applications. Instead, the I P access address is typically used as
t he care-of address of the node.

Li nk

A communi cation facility or physical nediumthat can sustain data
communi cati ons between multiple network nodes, such as an Ethernet
(sinple or bridged). A link is the |ayer i mediately below IP.

In a | ayered network stack nodel, the Link Layer (Layer 2) is
normal Iy bel ow the Network (IP) Layer (Layer 3), and above the
Physi cal Layer (Layer 1).

Asymmretric |ink

Alink with transm ssion characteristics which are different
dependi ng upon the relative position or design characteristics of
the transnmitter and the receiver of data on the link. For

i nstance, the range of one transmitter may be nuch higher than the
range of another transmitter on the sane nedi um
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Li nk establ i shnment

The process of establishing a |ink between the nobile node and the
| ocal network. This may involve allocating a channel, or other

| ocal wireless resources, possibly including a mnimmlevel of
servi ce or bandw dth

Li nk-1 ayer trigger (L2 Trigger)

Information fromthe link |ayer that inforns the network |ayer of
the detailed events involved in handover sequencing at the |ink
layer. L2 triggers are not specific to any particular link |ayer
but rather represent generalizations of link layer information
avail able froma wi de variety of link |ayer protocols [4].

Li nk state

A characterization of sone routing protocols in which every node
within the network is expected to maintain infornation about every
link within the network topol ogy.

Li nk-1evel acknow edgnent

A protocol strategy, typically enployed over wirel ess nedia,

requi ring nei ghbors to acknow edge recei pt of packets (typically
uni cast only) fromthe transmitter. Such strategies aimto avoid
packet |loss or delay resulting fromlack of, or unwanted
characteristics of, higher |level protocols. Link-Iayer

acknow edgments are often used as part of Autonmatic Repeat- Request
(ARQ algorithnms for increasing link reliability.

Local broadcast

The delivery of data to every node w thin range of the
transmtter.

Loop-free
A property of routing protocols whereby the path taken by a data

packet from source to destination never traverses through the sane
i nternedi ate node twi ce before arrival at the destination
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Medi um Access Protocol (MAC

A protocol for nediating access to, and possibly allocation of,
t he physical comunications medium Nodes participating in the
medi um access protocol can communi cate only when they have
uncont ested access to the medium so that there will be no
interference. Wen the physical nediumis a radio channel, the
MAC i s the sane as the Channel Access Protocol

Mobi | e network prefix

A bit string that consists of sone nunber of initial bits of an IP
address which identifies the entire nobile network within the
Internet topology. Al nodes in a nobile network necessarily have
an address containing this prefix.

Mobility factor

The rel ative frequency of node novenent, conpared to the frequency
of application initiation

Mil tipoint relay (MPR)

A node which is selected by its one-hop neighbor to re-transmit
al | broadcast nessages that it receives. The nessage nust be new
and the time-to-live field of the nessage nmust be greater than
one. Miltipoint relaying is a technique to reduce the nunber of
redundant re-transnissions while diffusing a broadcast nessage in
t he networ k.

Nei ghbor
A "nei ghbor" is any other node to which data nay be propagated

directly over the conmmunications nmedi umw thout relying on the
assi stance of any other forwardi ng node.

&

i ghbor hood

Al'l the nodes which can receive data on the sane |ink from one
node whenever it transmts data.

Next hop

A nei ghbor which has been selected to forward packets al ong the
way to a particular destination

Manner & Koj o I nf or mat i onal [ Page 7]



RFC 3753 Mobility Rel ated Term nol ogy June 2004

Payl oad
The actual data within a packet, not including network protoco
headers which were not inserted by an application. Note that
payl oads are different between layers: application data is the
payl oad of TCP, which are the payload of IP, which three are the
payl oad of link |layer protocols etc. Thus, it is inportant to
identify the scope when tal ki ng about payl oads.

Prefix

A bit string that consists of sone nunber of initial bits of an
addr ess.

Routing table

The table where forwardi ng nodes keep information (including next
hop) for various destinations.

Route entry

An entry for a specific destination (unicast or nulticast) in the
routing table.

Rout e establ i shnent

The process of determining a route between a source and a
destinati on.

Rout e activation

The process of putting a route into use after it has been
det er m ned.

Rout i ng proxy

A node that routes packets by overlays, e.g., by tunneling,

bet ween comuni cating partners. The Hone Agent and Forei gn Agent
are exanples of routing proxies, in that they receive packets
destined for the nobile node and tunnel themto the current
address of the nobil e node.
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Shannon’s Law

A statenment defining the theoretical nmaximumrate at which error-
free digits can be transmtted over a bandwidth-lIimted channel in
the presence of noise. No practical error correction coding
system exi sts that can closely approach the theoretica

performance limt given by Shannon's |aw.

Signal strength

The detectabl e power of the signal carrying the data bits, as seen
by the receiver of the signal

Source route

A source route fromnode Ato node Bis an ordered list of IP
addresses, starting with the I P address of node A and ending with
the I P address of the node B. Between A and B, the source route
i ncludes an ordered |ist of internediate hops between A and B, as
well as the interface index of the interface through which the
packet should be transmitted to reach the next hop. The list of

i nternmedi ate hops might not include all visited nodes, sone hops
m ght be onmitted for a reason or anot her.

Spatial re-use

Si nul t aneous use of channels with identical or close physica
characteristics, but located spatially far enough apart to avoid
interference (i.e., co-channel interference)

System wi de broadcast

Sanme as flooding, but used in contrast to |ocal broadcast.

Subnet

A subnet is a logical group of connected network nodes. In IP
net wor ks, nodes in a subnet share a common network nmask (in |PV4)
or a network prefix (in |IPv6).

Topol ogy (Network Topol ogy)

The interconnection structure of a network: which nodes are
directly connected to each other, and through which links they are
connected. Sone sinple topol ogi es have been given names, such as
for instance 'bus topology’, 'mesh topology’, 'ring topol ogy’,
"star topology’ and 'tree topol ogy’.
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Tri ggered update

A solicited route update transnitted by a router along a path to a
destination.

3. Mobile Access Networ ks and Mobil e Networ ks

In order to support host nobility a set of nodes towards the network
edge may need to have specific functions. Such a set of nodes forns
a mobil e access network that may or may not be part of the gl oba
Internet. Figure 1 presents two exanples of such access network
topol ogies. The figure depicts a reference architecture which
illustrates an I P network with conponents defined in this section

W intend to define the concept of the Access Network (AN) which nay
al so support enhanced nobility. It is possible that to support
routi ng and QoS for nobil e nodes, existing routing protocols (e.qg.
Open Shortest Path First (OSPF) [14]) nmay not be appropriate to

mai ntain forwardi ng i nformation for these nobil e nodes as they change
their points of attachnent to the Access Network. These new
functions are inplemented in routers with additional capabilities.
We can distinguish three types of Access Network components: Access
Routers (AR) which handle the last hop to the nobile, typically over
a wireless link; Access Network Gateways (ANG which formthe
boundary on the fixed network side and shield the fixed network from
the specialized routing protocols; and (optionally) other interna
Access Network Routers which nay al so be needed in sone cases to
support the functions. The Access Network consists of the equi pnent
needed to support this specialized routing, i.e., ARor ANG AR and
ANG may be the sanme physical nodes.

In addition, we present a few basic terms on nobil e networks, that
is, nobile network, nobile router (MR), and nobil e network node
(M\N). More term nol ogy for discussing nobile networks can be found
in [13]. A nore thorough discussion of nobile networks can be found
in the working group docunents of the NEMO Working G oup.

Note: this reference architecture is not well suited for people
dealing with Mbile Ad-hoc Networks (MANET).
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Figure 1: Reference Network Architecture
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Mbbi | e Node (MN)

An | P node capabl e of changing its point of attachnent to the
network. A Mbile Node nmay either be a Mbile Host (no forwarding
functionality) or a Mobile Router (forwarding functionality).

Mobi | e Host (MH)

A nobile node that is an end host and not a router. A Mbile Host
i s capabl e of sending and receiving packets, that is, being a
source or destination of traffic, but not a forwarder of it.

Fi xed Node (FN)

A node, either a host or a router, unable to change its point of
attachnment to the network and its | P address without breaking open
sessi ons.

Mobi | e net wor k

An entire network, noving as a unit, which dynamically changes its
poi nt of attachnent to the Internet and thus its reachability in
the topol ogy. The nobile network is conposed of one or nore |P-
subnets and is connected to the global Internet via one or nore
Mobil e Routers (MR). The internal configuration of the nobile
network is assuned to be relatively stable with respect to the MR

Mobi | e Router (MR

A router capable of changing its point of attachnent to the
network, moving fromone link to another link. The MR is capable
of forwarding packets between two or nore interfaces, and possibly
runni ng a dynamic routing protocol nodifying the state by which it
does packet forwarding.

A MR acting as a gateway between an entire nobile network and the
rest of the Internet has one or nore egress interface(s) and one
or nmore ingress interface(s). Packets forwarded upstreamto the
rest of the Internet are transmtted through one of the MR s
egress interface; packets forwarded downstreamto the nobile
network are transmtted through one of the MR's ingress interface.

I ngress interface

The interface of a MR attached to a link inside the nobile
net wor k.
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Egress interface

The interface of a MR attached to the hone link if the MRis at
hone, or attached to a foreign link if the MRis in a foreign
net wor k.

Mobi | e Networ k Node (MNN)

Any node (host or router) located within a nobile network, either
permanently or tenporarily. A Mbile Network Node may either be a
nobi | e node or a fixed node.

Access Link (AL)

A last-hop link between a Mbile Node and an Access Point. That
is, a facility or nmedium over which an Access Point and the Mbile
Node can communi cate at the link layer, i.e., the layer

i medi ately bel ow I P.

Access Poi nt (AP)

An Access Point is a layer 2 device which is connected to one or
nmore Access Routers and offers the wireless |ink connection to the
Mobi | e Node. Access Points are sonetines called base stations or
access point transceivers. An Access Point may be a separate
entity or co-located with an Access Router

Radi o Cel

The geographi cal area within which an Access Point provides radio
coverage, i.e., where radi o conmuni cation between a Mobile Node
and the specific Access Point is possible.

Access Network Router (ANR)

An P router in the Access Network. An Access Network Router nay
i nclude Access Network specific functionalities, for exanple,
related to nobility and/or Q0S. This is to distinguish between
ordinary routers and routers that have Access Network-rel ated
special functionality.
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Access Router (AR

An Access Network Router residing on the edge of an Access Network
and connected to one or nore Access Points. The Access Points may
be of different technology. An Access Router offers IP
connectivity to Mobile Nodes, acting as a default router to the
Mobile Nodes it is currently serving. The Access Router nay
include intelligence beyond a sinple forwarding service offered by
ordinary I P routers.

Access Network Gateway (ANG

An Access Network Router that separates an Access Network from
other IP networks, nuch in the sanme way as an ordi nary gateway
router. The Access Network Gateway | ooks to the other |P networks
like a standard IP router. In a small network, an ANG may al so

of fer the services of an AR, nanmely offer the IP connectivity to

t he nobil e nodes.

Access Network (AN)
An | P network which includes one or nore Access Network Routers.
Admi ni strative Donmain (AD)

A collection of networks under the sanme administrative control and
grouped together for administrative purposes [5].

Serving Access Router (SAR

The Access Router currently offering the connectivity to the M\

This is usually the point of departure for the MN as it makes its
way towards a new Access Router (at which tine the Serving Access
Router takes the role of the Previous Access Router). There may

be several Serving Access Routers serving the Mbile Node at the
sane tine.

New Access Router (NAR)

The Access Router that offers connectivity to the Mbile Node
after a handover.
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Previ ous Access Router (PAR)

An Access Router that offered connectivity to the Mbile Node
prior to a handover. This is the Serving Access Router that will
cease or has ceased to offer connectivity to the Mbil e Node.
Oten also called Ad Access Router (QAR).

Candi dat e Access Router (CAR

An Access Router to which the Mobile Node may do a handoff. See
Section 4.8.

4. Handover Term nol ogy

These terns refer to different perspectives and approaches to
supporting different aspects of mobility. Distinctions can be nmade
according to the scope, range overlap, performance characteristics,
diversity characteristics, state transitions, nobility types, and
control nodes of handover techni ques.

Roani ng

An operator-based terminvolving fornmal agreenents between
operators that allows a nobile to get connectivity froma foreign
network. Roaming (a particular aspect of user nobility) includes,
for exanple, the functionality by which users can comuni cate
their identity to the local AN so that inter-AN agreenents can be
activated and service and applications in the MN s hone network
can be made available to the user |ocally.

Handover

The process by which an active MN (in the Active State, see
section 4.6) changes its point of attachnent to the network, or
when such a change is attenpted. The access network may provide
features to mnimze the interruption to sessions in progress.

Al so call ed handoff.

There are different types of handover classified according to

di fferent aspects involved in the handover. Sonme of this
term nol ogy follows the description in [4].
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4.1. Scope of Handover

Layer 2 handover
A handover where the MN changes APs (or sone other aspect of the
radi o channel) connected to the sanme AR s interface. This type of
handover is transparent to the routing at the IP layer (or it
appears sinply as a link layer reconfiguration wthout any
mobility inplications).

I ntra- AR handover
A handover which changes the AR s network interface to the nobile.
That is, the Serving AR remai ns the sanme but routing changes
internal to the AR take pl ace.

I ntra- AN handover
A handover where the MN changes ARs inside the sanme AN. Such a
handover is not necessarily visible outside the AN. |n case the
ANG serving the MN changes, this handover is seen outside the AN
due to a change in the routing paths. Note that the ANG may
change for only some of the MN's data fl ows.

I nt er- AN handover
A handover where the MN noves to a new AN. This requires support
for macro nobility. Note that this would have to involve the
assignnent of a new |IP access address (e.g., a new care- of
address) to the MN

I ntra-technol ogy handover
A handover between equi pnent of the same technol ogy.

I nter-technol ogy handover
A handover between equi pment of different technol ogies.

Hori zont al handover
This involves MNs novi ng between access points of the sane type

(in terns of coverage, data rate and nobility), such as, UMIS to
UMTS, or WLAN to W.AN.
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Vertical handover

This involves M\s novi ng between access points of different type,
such as, UMIS to W.AN.

Note that the difference between a horizontal and vertical handover
is vague. For exanple, a handover froman AP with 802.11b W.AN | i nk
to an AP with 802.11g WLAN |ink may be considered as either a
vertical or a horizontal handover, depending on an individual’s point
of view

Note also that the I P |layer sees network interfaces and | P addresses,
rat her than specific technol ogi es used by those interfaces. Thus,
hori zontal and vertical handovers may or nay not be noticed at the IP
layer. Usually a handover can be noticed if the |P address assigned
to the interface changes, the network interface itself changes (which
can al so change the I P address), or there is a |link outage, for
exanpl e, when the nobil e node noves out of coverage for a while. For
exanple, in a GPRS network a horizontal handover happens usually
unnoticed by the IP layer. Similarly, a WLAN horizontal handover nay
be noticed if the IP address of the interface changes. On the other
hand, vertical handovers often change the network interface and are,
therefore, noticed on the IP layer. Still, some specific network
cards may be able to switch between access technologies (e.g., GPRS
to UMIS) without changing the network interface. Mreover, either of
the two handovers may or may not result in changing the AR For
exanpl e, an AR could control WAN and Bl uetooth access points, and
the nmobil e node could do horizontal and vertical handovers under the
same AR wi thout changing its |IP address or even the network

i nterface.

4.2. Handover Contro
A handover nust be one of the following two types (a):
Mobi | e-initiated handover

The MN is the one that nakes the initial decision to initiate
t he handover.

Net wor k-1 ni ti ated handover

The network nmakes the initial decision to initiate the
handover.
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A handover is also one of the following two types (b):
Mobi | e-control | ed handover
The MN has the primary control over the handover process.
Net wor k- control | ed handover
The network has the primary control over the handover process.
A handover decision usually involves sone sort of neasurenments about
when and where to handover to. Therefore, a handover is also either
of these three types (c):

Mobi | e- assi st ed handover

I nformati on and neasurenent fromthe MN are used by the AR to
deci de on the execution of a handover

Net wor k- assi st ed handover

A handover where the AN collects information that can be used
by the MN in a handover decision

Unassi st ed handover

A handover where no assistance is provided by the MN or the AR
to each other.

Note that it is possible that the MN and the AR both do neasurenents
and deci de on the handover.

A handover is also one of the following two types (d):
Push handover

A handover either initiated by the PAR or where the WN
initiates a handover via the PAR

Pul I handover

A handover either initiated by the NAR or where the WN
initiates a handover via the NAR
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The handover is also either proactive or reactive (e):

Pl anned handover

A proactive (expected) handover where sone signaling can be
done in advance of the MN getting connected to the new AR
e.g., building a tenporary tunnel fromthe previous AR to the

new AR
Unpl anned handover

A reactive (unexpected) handover where no signaling is done in
advance of the MN's nove fromthe previous AR to the new AR

The five handover types (a-e) are nostly independent, and every
handover shoul d be cl assifiable according to each of these types.

4.3. Sinmultaneous connectivity to Access Routers

Make- bef or e- br eak ( MBB)

During a MBB handover the MN nakes the new connection before the
old one is broken. Thus, the MN can comuni cate sinultaneously
with the old and new AR during the handover. This should not be
confused with "soft handover" which relies on nacro diversity,
described in Section 4.5.

Br eak- bef or e- nake ( BBM

Duri ng a BBM handover the M breaks the old connection before the
new connection is nade. Thus, the MN cannot communicate
simul taneously with the old and the new AR

4.4. Performance and Functional Aspects

Handover | at ency
Handover latency is the difference between the tine a MNis |ast
able to send and/or receive an | P packet by way of the PAR and

the tine the MNis able to send and/or receive an | P packet
through the NAR  Adapted from[4].

Snoot h handover

A handover that ainms primarily to nininize packet loss, with no
explicit concern for additional delays in packet forwarding.
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Fast handover

A handover that ainms primarily to nininize handover |atency, with
no explicit interest in packet |oss.

Seanl ess handover

A handover in which there is no change in service capability,
security, or quality. |In practice, sone degradation in service is
to be expected. The definition of a seanl ess handover in the
practical case should be that other protocols, applications, or
end users do not detect any change in service capability, security
or quality, which would have a bearing on their (nornal)

operation. As a consequence, what would be a seanl ess handover
for one | ess demandi ng application night not be seam ess for

anot her nore demandi ng application. See [7] for nore di scussion
on the topic.

Thr oughput
The amount of data froma source to a destination processed by the
protocol for which throughput is to be neasured, for instance, IP
TCP, or the MAC protocol. The throughput differs between protoco
| ayers.

Goodput
The total bandw dth used, |ess the volune of control nessages,
prot ocol overhead fromthe data packets, and packets dropped due
to CRC errors.

Pat hl oss

A reduction in signal strength caused by traversing the physica
medi um constituting the |ink

H dden-term nal problem
The probl em whereby a transnitting node can fail inits attenpt to
transmt data because of destructive interference which is only
detectable at the receiving node, not the transmitting node.
Exposed term nal problem
The probl em whereby a transnitting node A prevents another node B

fromtransmtting, although node B could have safely transnitted
to anyone el se but the transmitting node A
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4.5, Mcro Diversity, Macro Diversity, and IP Diversity

Certain air interfaces (e.g., the Universal Mobile Tel ephone System
(UMTS) Terrestrial Radio Access Network (UTRAN) running in Frequency
Di vi sion Duplex (FDD) node) require or at |east support nacro
diversity conbining. Essentially, this refers to the fact that a
single MNis able to send and receive over two i ndependent radio
channel s ('diversity branches’) at the same tine; the information
recei ved over different branches is conpared and that fromthe better
branch passed to the upper layers. This can be used both to inprove
overal | performance, and to provide a seanl ess type of handover at

| ayer 2, since a new branch can be added before the old is del eted.
See also [6].

It is necessary to differentiate between conbining/diversity that
occurs at the physical and radio Iink [ayers, where the relevant unit
of data is the radio frame, and that which occurs at |ayer 3, the
network | ayer, where what is considered is the |IP packet itself.

In the followi ng definitions nmicro- and nacro diversity refer to
protocol |ayers below the network |layer, and IP diversity refers to
the network | ayer.

Mcro diversity

For exanple, two antennas on the same transmitter send the sane
signal to a receiver over a slightly different path to overcone
f adi ng.

Macro diversity

Duplicating or conbining actions taking place over nmultiple APs,
possi bly attached to different ARs. This may require support from
the network layer to nove the radi o frames between the base
stations and a central conbining point.

| P diversity

Refers to the process of duplicating |IP packets and sending t hem
to the receiver through nore than one point of attachnent. This
is semantically allowed by |IP because it does not guarantee packet
uni queness, and hi gher level protocols are assuned to elininate
dupl i cates whenever that is inportant for the application
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4.6. Paging, and Mobile Node States and Modes

Mobil e systens may enploy the use of MN states in order to operate
nmore efficiently without degrading the performance of the system
The term’ node’ is also comobn and neans the sane as ’state’

A MNis always in one of the follow ng three states:
Active state

Wien the AN knows the MN's SAR and the MN can send and receive | P
packets. The access |ink may not be active, but the radio | ayer
is able to establish one w thout assistance fromthe network

| ayer. The MN has an | P address assi gned.

Dor mant state

A state in which the nobile restricts its ability to receive
normal IP traffic by reducing its nonitoring of radi o channels.
The AN knows the MN' s Paging Area, but the MN has no SAR and so
packets cannot be delivered to the MN without the AN initiating
paging. Oten also called Idle state.

Ti me-sl otted dor mant node

A dormant node inplementation in which the nobile alternates
bet ween periods of not listening for any radio traffic and
listening for traffic. Tinme-slotted dormant node

i npl ementations are typically synchronized with the network so
the network can deliver paging nessages to the nobile during

|l istening periods.

I nactive state

the MNis in neither the Active nor Dormant State. The MNis no

| onger listening for any packets, not even periodically, and not
sendi ng packets. The MN nay be in a powered off state, it nmay
have shut down all interfaces to drastically conserve power, or it
may be out of range of a radio access point. The M\ does not
necessarily have an | P access address fromthe AN.

Note: in fact, as well as the MN being in one of these three states,
the AN al so stores which state it believes the MNis in. Nornally
these are consistent; the definitions above assune so.

Here are sone additional definitions for paging, taking into account
t he above state definitions.
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Pagi ng

A procedure initiated by the Access Network to nove a Dornant MN
into the Active State. As a result of paging, the M establishes
a SAR and the IP routes are set up

Locati on updating

A procedure initiated by the MN, by which it informs the AN that
it has noved into a new paging area

Pagi ng area

A part of the Access Network, typically containing a nunber of
ARs/ APs, which corresponds to sone geographical area. The AN
keeps and updates a list of all the Dormant MNs present in the
area. |If the MNis within the radio coverage of the area it wll
be able to receive paging nessages sent within that Paging Area.

Pagi ng area regi strations

Signaling froma dornmant node nobile node to the network, by which
it establishes its presence in a new paging area. Paging Area
Regi strations thus enable the network to maintain a rough idea of
where the nobile is |ocated.

Pagi ng channel

A radi o channel dedicated to signaling dormant node nobiles for
pagi ng purposes. By current practice, the paging channel carries
only control traffic necessary for the radio |ink, although sonme
pagi ng protocols have provision for carrying arbitrary traffic
(and thus could potentially be used to carry |IP)

Traffic channel

The radi o channel on which IP traffic to an active nobile is
typically sent. This channel is used by a nobile that is actively
sending and receiving IP traffic, and is not continuously active
in a dormant node nobile. For sone radio |link protocols, this may
be the only channel avail abl e.
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4.7. Context Transfer
Cont ext

The information on the current state of a routing-related service
required to re-establish the routing-related service on a new
subnet wi thout having to performthe entire protocol exchange with
the MN from scratch.

Feat ure cont ext

The collection of information representing the context for a given
feature. The full context associated with a MNis the collection
of one or nore feature contexts.

Cont ext transfer

The novenent of context fromone router or other network entity to
anot her as a neans of re-establishing routing-related services on
a new subnet or collection of subnets.

Routing-rel ated service

A nodification to the default routing treatnent of packets to and
fromthe MN\. Initially establishing routing-related services
usual ly requires a protocol exchange with the MN. An exanple of a
routing-related service is header conpression. The service may
also be indirectly related to routing, for exanple, security.
Security may not affect the forwarding decision of al

internedi ate routers, but a packet nmay be dropped if it fails a
security check (can’t be encrypted, authentication failed, etc.).
Dr oppi ng the packet is basically a routing decision.

4.8. Candidate Access Router Discovery

Capability of an AR
A characteristic of the service offered by an AR that nmay be of
interest to an MN when the AR is being considered as a handoff
candi dat e.

Candi date AR (CAR)
An AR to which MN has a choice of perforning |IP-Ievel handoff.
This means that MN has the right radio interface to connect to an

AP that is served by this AR, as well as the coverage of this AR
overlaps with that of the ARto which MNis currently attached.
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Target AR (TAR)

An AR with which the procedures for the MN's | P-level handoff are
initiated. TAR is selected after running a TAR Sel ecti on
Algorithmthat takes into account the capabilities of CARs,
preferences of MN and any | ocal policies.

4.9. Types of Mbility

We can differentiate between host and network nobility, and various

types of network mobility. Terminology related nore to applications
such as the Session Initiation Protocol, such as personal nobility,

is out of scope for this docunent.

Host nobility support

Refers to the function of allow ng a nobile node to change its
poi nt of attachnent to the network, without interrupting IP
packet delivery to/fromthat node. There may be different sub-
functions depending on what the current |evel of service is
bei ng provided; in particular, support for host nmobility

usual ly inplies active and dormant nodes of operation,
dependi ng on whet her the node has any current sessions or not.
Access Network procedures are required to keep track of the
current point of attachnment of all the MNs or establish it at
will. Accurate |location and routing procedures are required in
order to naintain the integrity of the conmunication. Host
mobility is often called "termnal mobility’

Net work nobility support
Refers to the function of allowing an entire network to change
its point of attachnent to the Internet, and, thus, its
reachability in the topology, without interrupting |IP packet
delivery to/fromthat nobile network

Two subcategories of nobility can be identified within both host
nmobility and network nobility:

Ad obal mobility
Sanme as Macro nobility.
Local mobility

Same as Mcro nobility.
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5.

Macro mobility

Mobility over a large area. This includes nmobility support and
associ ated address registration procedures that are needed when
a MN noves between | P domains. [Inter-AN handovers typically
i nvol ve macro-nobility protocols. Mbile-I1P can be seen as a
means to provide macro nobility.

Mcro mobility

Mobility over a small area. Usually this neans mobility within
an | P domain with an enphasis on support for active node using
handover, although it may include idle node procedures al so.

M cro-mobility protocols exploit the locality of novement by
confining novenent rel ated changes and signaling to the access
net wor k.

Local nobility managenent

Local nobility managenent (LMM is a generic termfor protocols
dealing with I P nobility nanagenment confined within the access
networ k. LMM nessages are not routed outside the access

net wor k, although a handover may trigger Mbile I P nessages to
be sent to correspondent nodes and hone agents.

Speci fic Terni nol ogy for Mbile Ad-Hoc NetworKking

Cl uster

A group of nodes | ocated within close physical proximty,
typically all wthin range of one another, which can be grouped
together for the purpose of liniting the production and
propagati on of routing infornmation

Cl uster head

A cluster head is a node (often elected in the cluster fornation
process) that has conpl ete know edge about group nenbership and

link state information in the cluster. Each cluster should have
one and only one cluster head.

Cl uster nenber

Al'l nodes within a cluster except the cluster head are called
menbers of that cluster.
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Conver gence

The process of approaching a state of equilibriumin which al
nodes in the network agree on a consistent collection of state
about the topol ogy of the network, and in which no further contro
nmessages are needed to establish the consistency of the network

t opol ogy.

Convergence tine
The tinme which is required for a network to reach convergence
after an event (typically, the novenent of a nobile node) which
changes the network topol ogy.

Laydown

The rel ative physical location of the nodes within the ad hoc
net wor K.

Pat hl oss matri x
A matrix of coefficients describing the pathloss between any two
nodes in an ad hoc network. When the |links are asymetric, the
matrix is also asynmetric.

Scenari o

The tuple <l aydown, pathloss matrix, nobility factor, traffic>
characterizing a class of ad hoc networks.

6. Security-related Term nol ogy
This section includes term nol ogy cormonly used around nobil e and
wirel ess networking. Only a nobility-related subset of the entire
security term nology is presented.
Aut hori zat i on- enabl i ng ext ensi on
An aut hentication which nakes a (registration) nmessage
acceptable to the ultinmate recipient of the registration
message. An authorization-enabling extension nust contain an
SPI (see below) [10].
Mobility security association
A collection of security contexts, between a pair of nodes,

whi ch may be applied to nmobility-related protocol nessages
exchanged between them In Mbile IP, each context indicates
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an aut hentication algorithmand node, a secret (a shared key,
or appropriate public/private key pair), and a style of replay
protection in use. Mbility security associations may be
stored separately fromthe node's | Psec Security Policy

Dat abase (SPD) [ 10].

Regi strati on key

A key used in the Mbility Security Association between a
nmobi |l e node and a foreign agent. A registration key is
typically only used once or a very fewtimes, and only for the
pur poses of verifying a small volume of Authentication data
[12].

Security context
A security context between two nodes defines the manner in
whi ch two nodes choose to nutually authenticate each other, and
i ndi cates an aut hentication al gorithm and node.
Security Paraneter |Index (SPI)
An index identifying a security context between a pair of
routers anong the contexts available in the nobility security
associ ati on.
The Mobile I Pv6 specification includes nore security term nol ogy
related to M Pv6 bindings [9]. Term nology about the MP
chal | enge/ response nechani sm can be found in [11].
7. Security Considerations

Thi s docunent presents only term nology. There are no security
i ssues in this docunent.

8. Contributors
This docunent was initially based on the work of Tapi o Sui hko, Phi
Eardl ey, Dave Wsely, Robert Hancock, N kos Georganopoul os, Markku
Koj o, and Jukka Manner.

Charl es Perkins has provided input term nology related to ad-hoc
net wor ks.

Thierry Ernst has provided the term nol ogy for discussing nobile
net wor ks.
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13. Full Copyright Statenent

Copyright (C) The Internet Society (2004). This docunent is subject
to the rights, licenses and restrictions contained in BCP 78, and
except as set forth therein, the authors retain all their rights.

Thi s docunent and the infornmation contained herein are provided on an
"AS | S" basis and THE CONTRI BUTOR, THE ORGANI ZATlI ON HE/ SHE
REPRESENTS COR | S SPONSORED BY (I F ANY), THE I NTERNET SOCI ETY AND THE
| NTERNET ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS OR

| MPLI ED, | NCLUDI NG BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF
THE | NFORMATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.

Intellectual Property

The |1 ETF takes no position regarding the validity or scope of any
Intellectual Property Rights or other rights that mght be clai ned
to pertain to the inplenentation or use of the technol ogy
described in this docunent or the extent to which any |icense
under such rights might or mght not be avail able; nor does it
represent that it has made any independent effort to identify any
such rights. Information on the procedures with respect to

rights in RFC docunents can be found in BCP 78 and BCP 79.

Copi es of | PR disclosures nade to the | ETF Secretariat and any
assurances of licenses to be made available, or the result of an
attenpt nmade to obtain a general |icense or permission for the use
of such proprietary rights by inplenenters or users of this
specification can be obtained fromthe IETF on-line IPR repository
at http://ww.ietf.org/ipr.

The IETF invites any interested party to bring to its attention
any copyrights, patents or patent applications, or other
proprietary rights that may cover technol ogy that may be required
to inplenent this standard. Please address the infornation to the
| ETF at ietf-ipr@etf.org.
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