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Abstract
Thi s docunent seeks to docunent all usage of |Pv4 addresses in
currently deployed | ETF Internet Area docunented standards. |n order
to successfully transition froman all IPv4 Internet to an all |Pv6
Internet, many interimsteps will be taken. One of these steps is
the evolution of current protocols that have | Pv4 dependencies. It

is hoped that these protocols (and their inplenentations) will be
redesi gned to be network address independent, but failing that wll
at least dually support IPv4 and IPv6. To this end, all Standards
(Ful'l, Draft, and Proposed) as well as Experinmental RFCs will be
surveyed and any dependencies will be docunented
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1

3.

3.

3.

I ntroduction

This docunent is part of a docunment set aimng to docunment all usage
of I Pv4 addresses in | ETF standards. 1In an effort to have the
information in a manageable form it has been broken into 7 docunents
conforming to the current | ETF areas (Application, Internet,
Managenment & Operations, Routing, Security, Sub-1P and Transport).

Thi s specific docunent focuses on usage of |Pv4 addresses within the
I nternet area.

For a full introduction, please see the introduction [1] docunent.
Docunent Organi zation

The followi ng sections 3, 4, 5, and 6 each describe the raw anal ysis

of Full, Draft, and Proposed Standards, and Experinmental RFCs. Each
RFC is discussed in turn starting with RFC 1 and ending in (about)
RFC 3100. The comments for each RFC are "raw' in nature. That is,

each RFC is discussed in a vacuum and probl ens or issues discussed do

not "l ook ahead" to see if any of the issues raised have already been
fixed.

Section 7 is an analysis of the data presented in Sections 3, 4, 5,
and 6. It is here that all of the results are considered as a whol e
and the problens that have been resolved in later RFCs are
correl at ed

Ful I St andards

Full Internet Standards (nost commonly sinply referred to as
"Standards") are fully mature protocol specification that are w dely
i mpl enment ed and used throughout the Internet.
1. RFC 791 Internet Protoco

This specification defines |IPv4; |1Pv6 has been specified in separate
documnent s.

2. RFC 792 Internet Control Message Protoco
This specification defines ICMP, and is inherently |IPv4 dependent.
3. RFC 826 Ethernet Address Resol ution Protoco

There are no | Pv4 dependencies in this specification

M ckl es & Nesser 11 I nf or mat i onal [ Page 9]
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3.4. RFC 891 DCN Local - Networ k Protocols

There are many inplicit assunptions about the use of |Pv4 addresses
in this docunent.

3.5. RFC 894 Standard for the transm ssion of |P datagrans over
Et her net net wor ks

This specification specifically deals with the transm ssion of |Pv4
packets over Ethernet.

3.6. RFC 895 Standard for the transm ssion of |P datagrans over
experinental Ethernet networks

This specification specifically deals with the transm ssion of |Pv4
packets over experinmental Ethernet.

3.7. RFC 903 Reverse Address Resol ution Protoco
There are no | Pv4 dependencies in this specification
3.8. RFC 919 Broadcasting |Internet Datagrans

This specification defines broadcasting for |Pv4; IPv6 uses nulticast
so this is not applicable.

3.9. RFC 922 Broadcasting Internet datagrans in the presence of subnets

Thi s specification defines how broadcasts should be treated in the
presence of subnets. [|Pv6 uses nulticast so this is not applicable.

3.10. RFC 950 Internet Standard Subnetting Procedure

This specification defines |IPv4 subnetting; simlar functionality is
part of |1Pv6 addressing architecture to begin wth.

3.11. RFC 1034 Donmi n Nanes: Concepts and Facilities
In Section 3.6, "Resource Records", the definition of A record is:

RDATA which is the type and sonetinmes cl ass dependent
data whi ch describes the resource:

A For the INclass, a 32 bit |IP address
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And Section 5.2.1, "Typical functions" defines:
1. Host nanme to host address translation

This function is often defined to mmc a previous HOSTS. TXT based
function. Gven a character string, the caller wants one or nore
32 bit I P addresses. Under the DNS, it translates into a request
for type A RRs. Since the DNS does not preserve the order of RRs,
this function may choose to sort the returned addresses or sel ect
the "best" address if the service returns only one choice to the
client. Note that a nultiple address return is recommended, but a
single address may be the only way to enul ate prior HOSTS. TXT
services

2. Host address to host nane translation

This function will often follow the formof previous functions.
Gven a 32 bit I P address, the caller wants a character string.
The octets of the I P address are reversed, used as nane
conponents, and suffixed with "IN ADDR ARPA". A type PTR query is
used to get the RRwith the prinmary nane of the host. For
exanpl e, a request for the host nanme corresponding to | P address
1.2.3.4 | ooks for PTR RRs for domain nanme "4.3.2. 1.1 N ADDR ARPA"

There are, of course, nunerous exanples of |Pv4 addresses scattered
t hr oughout the docunent.

3.12. RFC 1035 Domai n Nanes: |nplenentation and Specification
Section 3.4.1, "A RDATA format", defines the format for A records:
g P S S S A S S P S S B S

| ADDRESS |
B e i T S e S e s T SIS S

wher e:

ADDRESS A 32 bit Internet address.

Hosts that have nultiple Internet addresses will have multiple A
records.

A records cause no additional section processing. The RDATA section
of an Aline in a master file is an Internet address expressed as
four deci mal nunbers separated by dots wi thout any enbedded spaces
(e.g.,"10.2.0.52" or "192.0.5.6").
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And Section 3.4.2, "WKS RDATA", format is:

T S L —IE Sy S SIS

| ADDRESS |
B T T I S S e o
| PROTOCOL | |
I S S |
I I
/ <BI T MAP> /
/ /
R T e S o i it S e S S e

wher e:

ADDRESS An 32 bit Internet address

PROTOCOL An 8 bit I P protocol nunber

<BI T MAP> A variable length bit map. The bit map

must be a multiple of 8 bits |ong.

The WKS record is used to describe the well known services supported
by a particular protocol on a particular internet address. The
PROTOCOL field specifies an | P protocol nunber, and the bit nmap has
one bit per port of the specified protocol. The first bit
corresponds to port 0, the second to port 1, etc. |If the bit map
does not include a bit for a protocol of interest, that bit is
assuned zero. The appropriate values and menonics for ports and
protocols are specified in RFC1010.

For exanple, if PROTOCOL=TCP (6), the 26th bit corresponds to TCP
port 25 (SMIP). If this bit is set, a SMIP server should be
listening on TCP port 25; if zero, SMIP service is not supported on
the specified address.

The purpose of WKS RRs is to provide availability information for
servers for TCP and UDP. |f a server supports both TCP and UDP, or
has nmultiple Internet addresses, then multiple WKS RRs are used.
VWS RRs cause no additional section processing.

Section 3.5, "IN ADDR ARPA domai n", describes reverse DNS | ookups and
is clearly | Pv4 dependent.

There are, of course, nunerous exanples of |Pv4 addresses scattered
t hr oughout the docunent.
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3.13. RFC 1042 Standard for the transnission of |P datagrans over |EEE
802 networ ks

This specification specifically deals with the transm ssion of |Pv4
packets over |EEE 802 networKks.

3.14. RFC 1044 Internet Protocol on Network System s HYPERchannel
Prot ocol Specification

There are a variety of nmethods used in this standard to map | Pv4
addresses to 32 bits fields in the HYPERchannel headers. This
speci ficati on does not support |Pv6.

3.15. RFC 1055 Nonstandard for transm ssion of |IP datagrans over serial
lines: SLIP

This specification is nore of an analysis of the shortcom ngs of SLIP
which is unsurprising. The introduction of PPP as a genera

repl acenent of SLIP has nade this specification essentially unused.
No update need be consi dered.

3.16. RFC 1088 Standard for the transnission of |P datagrans over
Net Bl OS net wor ks

This specification docunents a technique to encapsul ate | P packets
i nsi de Net Bl OS packets.

The techni que presented of using NetBlI OGS nanes of the form
[P XX XX XX XX will not work for | Pv6 addresses since the | ength of
| Pv6 addresses will not fit within the NetBlOS 15 octet nane
limtation.

3.17. RFC 1112 Host Extensions for |IP Milticasting

This specification defines IP nmulticast. Parts of the document are
| Pv4 dependent .

3.18. RFC 1132 Standard for the transm ssion of 802.2 packets over |PX
net wor ks

There are no | Pv4 dependencies in this specification
3.19. RFC 1201 Transmitting IP traffic over ARCNET networks
The maj or concerns of this specification with respect to |Pv4

addresses occur in the resolution of ARCnet 8bit addresses to |Pv4
addresses in an "ARPlike" method. This is inconpatible with IPv6.
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3.20. RFC 1209 The Transnission of |P Datagrans over the SMDS Service

3.

3.

3.

3.

4.

4.

This specification defines running | Pv4 and ARP over SMDS. The
nmet hods described could easily be extended to support |Pv6 packets.

21. RFC 1390 Transm ssion of |IP and ARP over FDDI Networks

This specification defines the use of | Pv4 address on FDDI networks.
There are nunerous | Pv4 dependencies in the specification

In particular the value of the Protocol Type Code (2048 for |Pv4) and
a correspondi ng Protocol Address length (4 bytes for |Pv4) needs to
be created. A discussion of broadcast and multicast addressing
techni ques is also included, and sinilarly nust be updated for |Pv6
networks. The defined MU linmitation of 4096 octets of data (with
256 octets reserved header space) should remain sufficient for |Pv6

22. RFC 1661 The Point-to-Point Protocol (PPP)

There are no | Pv4 dependencies in this specification
23. RFC 1662 PPP in HDLC-1ike Fram ng

There are no | Pv4 dependencies in this specification
24. RFC 2427 Multiprotocol Interconnect over Frame Rel ay

There are no | Pv4 dependencies in this specification

Draft Standards

Draft Standards represent the penultinate standard level in the | ETF.
A protocol can only achieve draft standard when there are nultiple,
i ndependent, interoperable inplenmentations. Draft Standards are
usual ly quite nmature and wi dely used.

1. RFC 951 Bootstrap Protocol (BOOTP)

This protocol is designed specifically for use with | Pv4, for
exanpl e:

Section 3. Packet Format

Al'l nunbers shown are decimal, unless indicated otherwi se. The
BOOTP packet is enclosed in a standard | P UDP datagram For
simplicity it is assumed that the BOOTP packet is never fragnented.
Any nuneric fields shown are packed in ’standard network byte
order’, i.e., high order bits are sent first.
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In the | P header of a bootrequest, the client fills inits own IP
source address if known, otherw se zero. Wen the server address is
unknown, the I P destination address will be the 'broadcast address
255. 255. 255. 255. Thi s address neans 'broadcast on the |ocal cabl e,
(I don’t know ny net nunber)’.

FIELD BYTES DESCRI PTI ON

ciaddr 4 client |IP address;
filled in by client in bootrequest if known.

yiaddr 4 "your’ (client) |IP address;
filled by server if client doesn’'t
know its own address (ciaddr was 0).

siaddr 4 server | P address;
returned in bootreply by server

gi addr 4 gateway | P address,
used in optional cross-gateway booting.

Since the packet fornmat is a fixed 300 bytes in |length, an updated
versi on of the specification could easily accommpdate an additi ona
48 bytes (4 I1Pv6 fields of 16 bytes to replace the existing 4 | Pv4
fields of 4 bytes).

4.2. RFC 1188 Proposed Standard for the Transm ssion of |P Datagrans
over FDDI Networks

This docunent is clearly informally superseded by RFC 1390,
"Transm ssion of I P and ARP over FDDI Networks", even though no
formal deprecation has been done. Therefore, this specification is
not considered further in this neno.

4.3. RFC 1191 Path MIU di scovery
The entire process of PMIU di scovery is predicated on the use of the
DF bit in the I Pv4 header, an | CW° nessage (al so | Pv4 dependent) and
TCP MSS option. This is not conpatible with |IPv6.

4.4, RFC 1356 Multiprotocol Interconnect on X 25 and | SDN
Section 3.2 defines an NLPID for IP as foll ows:

The val ue hex CC (binary 11001100, decimal 204) is IP
Conformance with this specification requires that | P be supported.

M ckl es & Nesser 11 I nf or mat i onal [ Page 15]



RFC 3790 | Pv4 Addresses in the | ETF Internet Area June 2004

See section 5.1 for a diagram of the packet fornats.
Clearly a new NLPID woul d need to be defined for |Pv6 packets.
4.5. RFC 1534 Interoperation Between DHCP and BOOTP

There are no | Pv4 dependencies in this specification.

4.6. RFC 1542 darifications and Extensions for the Bootstrap Protocol

There are no new i ssues other than those presented in Section 4. 1.
4.7. RFC 1629 Guidelines for OSI NSAP Allocation in the |nternet
There are no | Pv4 dependencies in this specification.
4.8. RFC 1762 The PPP DECnet Phase |V Control Protocol (DNCP)
There are no | Pv4 dependencies in this specification.
4.9. RFC 1989 PPP Link Quality Mnitoring
There are no | Pv4 dependencies in this specification.
4.10. RFC 1990 The PPP Multilink Protocol (MP)

Section 5.1.3, "Endpoint Discrimnator Option", defines a O ass
header field:

d ass

The Class field is one octet and indicates the identifier address

space. The nobst up-to-date val ues of the LCP Endpoint
Discrimnator Class field are specified in the npst recent

"Assi gned Nunbers" RFC. Current values are assigned as foll ows:

0 Nul | C ass

1 Local Iy Assigned Address

2 Internet Protocol (1P) Address

3 | EEE 802.1 d obally Assigned MAC Address
4 PPP Magi c- Nunber Bl ock

5 Public Switched Network Directory Nunber

A new class field needs to be defined by the I ANA for | Pv6 addresses.
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4.11. RFC 1994 PPP Chal | enge Handshake Authentication Protocol (CHAP)
There are no | Pv4 dependencies in this specification

4.12. RFC 2067 | P over H PPl
Section 5.1, "Packet Formats", contains the follow ng excerpt:

Et her Type (16 bits) SHALL be set as defined in Assigned Nunbers: |IP
= 2048 (' 0800’ h), ARP = 2054 (’'0806’h), RARP = 32,821 ('8035'h).

Section 5.5, "MIU', has the follow ng definition
The MU for H PPI-SC LANs is 65280 bytes.
This value was sel ected because it allows the I P packet to fit in
one 64K byte buffer with up to 256 bytes of overhead. The

overhead is 40 bytes at the present tine; there are 216 bytes of
room for expansion.

HI PPl - FP Header 8 bytes
Hl PPI - LE Header 24 bytes
| EEE 802. 2 LLC/ SNAP Headers 8 bytes

Maxi mum | P packet size (MIU) 65280 bytes

Tot al 65320 bytes (64K - 216)

This definition is not applicable for 1 Pv6 packets since packets can
be larger than the IPv4 linmtation of 65280 bytes.

4.13. RFC 2131 Dynanic Host Configuration Protoco

This version of DHCP is highly predicated of IPv4. It is not
conmpatible with | Pv6.

4.14. RFC 2132 DHCP Options and BOOTP Vendor Extensions
This is an extension to an |IPv4-only specification
4.15. RFC 2390 Inverse Address Resol ution Protoco
There are no | Pv4 dependencies in this specification
4.16. RFC 2460 Internet Protocol, Version 6 (IPv6) Specification

Thi s docunent defines |Pv6 and has no | Pv4 i ssues.
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4.

4.

4.

4.

5.

5.

17. RFC 2461 Nei ghbor Discovery for |IP Version 6 (IPv6)

Thi s docunent defines an I Pv6 related specification and has no | Pv4
i ssues.

18. RFC 2462 | Pv6 Statel ess Address Autoconfiguration

This docunent defines an I Pv6 related specification and has no | Pv4
i ssues.

19. RFC 2463 Internet Control Message Protocol (ICWMPv6) for the
Internet Protocol Version 6 (1Pv6) Specification

This docunent defines an I Pv6 related specification and has no | Pv4
i ssues.

20. RFC 3596 DNS Extensions to support IP version 6

This specification defines the AAAA record for IPv6 as well as PTR
records using the ip6.arpa donmain, and as such has no | Pv6 issues.

Proposed St andards

Proposed Standards are introductory |evel docunents. There are no
requirenents for even a single inplenentation. |n nmany cases,
Proposed are never inplenented or advanced in the | ETF standards
process. They, therefore, are often just proposed ideas that are
presented to the Internet conmunity. Sonetinmes flaws are exposed or
they are one of many conpeting solutions to problens. In these later
cases, no discussion is presented as it would not serve the purpose
of this discussion

1. RFC 1234 Tunneling IPX traffic through |IP networks
The section "Uni cast Address Mappings" has the followi ng text:

For inplenentations of this nmeno, the first two octets of the host
number will always be zero and the last four octets will be the
node’s four octet |P address. This nmakes address mapping trivia
for unicast transm ssions: the first two octets of the host nunber
are di scarded, |eaving the normal four octet |IP address. The
encapsul ati on code should use this I P address as the destination
address of the UDP/IP tunnel packet.

This mapping will not be able to work with | Pv6 addresses.
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There are al so nunerous di scussions on systens keeping a "peer list"
to map between | P and | PX addresses. The specifics are not discussed
in the docunent and are left to the individual inplenentation

The section "Maxi mum Transm ssion Unit" al so has some inplications on
| P addr essi ng:

Al t hough | arger | PX packets are possible, the standard nmaxi num
transm ssion unit for IPXis 576 octets. Consequently, 576 octets
is the recormended default maxi num transm ssion unit for |IPX packets
being sent with this encapsul ation technique. Wth the eight octet
UDP header and the 20 octet |P header, the resulting |IP packets wll
be 604 octets long. Note that this is larger than the 576 octet
maxi mum si ze | P inplenmentations are required to accept. Any IP

i mpl erent ati on supporting this encapsul ati on techni que nust be
capabl e of receiving 604 octet |P packets.

As inprovenents in protocols and hardware allow for |arger
unfragnented I P transm ssion units, the 576 octet nmaxi num | PX packet
size may beconme a liability. For this reason, it is recomended
that the | PX maxi num transnission unit size be configurable in

i npl enent ati ons of this meno.

5.2. RFC 1256 | CWP Router Discovery Messages
This specification defines a nechanismvery specific to |Pv4.

5.3. RFC 1277 Encodi ng Network Addresses to Support Operation over
Non- OSI Lower Layers

Section 4.5, "TCP/IP (RFC 1006) Network Specific Fornmat" describes a
structure that reserves 12 digits for the textual representation of
an | P address.

This 12 octet field for decimal versions of |IP addresses is
insufficient for a decinal version of |IPv6 addresses. It is possible
to define a new encoding using the 20 digit long | P Address + Port +
Transport Set fields in order to acconmpdate a binary version of an

| Pv6 address, port nunber and Transport Set. There are severa
schenmes that coul d be envisioned.

5.4. RFC 1332 The PPP Internet Protocol Control Protocol (IPCP)

This specification defines a nechanismfor devices to assign |Pv4d
addresses to PPP clients once PPP negotiation is conpleted. Section
3, "I PCP Configuration Options", defines |IPCP option types which
enbed the I P address in 4-byte long fields. This is clearly not
enough for | Pve6.
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However, the specification is clearly designed to allow new Option
Types to be added and Should offer no problens for use with | Pv6 once
appropriate options have been defi ned.

5.5. RFC 1377 The PPP OSI Network Layer Control Protocol (OSINLCP)
There are no | Pv4 dependencies in this specification

5.6. RFC 1378 The PPP Appl eTal k Control Protocol (ATCP)
There are no | Pv4 dependencies in this specification

5.7. RFC 1469 IP Multicast over Token-Ri ng Local Area Networks

Thi s docunent defines the usage of |IPv4 nulticast over |EEE 802.5
Token Ring networks. This is not conpatible wth |IPv6.

5.8. RFC 1552 The PPP I nternetworki ng Packet Exchange Control Protoco
(1 PXCP)

There are no | Pv4 dependencies in this specification
5.9. RFC 1570 PPP LCP Extensions
There are no | Pv4 dependencies in this specification
5.10. RFC 1598 PPP in X. 25 PPP-X25
There are no | Pv4 dependencies in this specification
5.11. RFC 1618 PPP over | SDN
There are no | Pv4 dependencies in this specification
5.12. RFC 1663 PPP Reliabl e Transmi ssion
There are no | Pv4 dependencies in this specification
5.13. RFC 1752 The Recommendation for the |IP Next Generation Protoco

Thi s docunment defines a road map for | Pv6 devel opnent and is not
relevant to this discussion.

5.14. RFC 1755 ATM Signaling Support for IP over ATM

There are no | Pv4 dependencies in this specification
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5.15. RFC 1763 The PPP Banyan Vines Control Protocol (BVCP)
There are no | Pv4 dependencies in this specification
5.16. RFC 1764 The PPP XNS | DP Control Protocol (XNSCP)
There are no | Pv4 dependencies in this specification
5.17. RFC 1973 PPP in Frane Rel ay
There are no | Pv4 dependencies in this specification
5.18. RFC 1981 Path MruU Di scovery for |IP version 6

This specification describes an | Pv6 related specification and i s not
di scussed in this docunent.

5.19. RFC 1982 Serial Number Arithnetic
There are no | Pv4 dependencies in this specification

5.20. RFC 1995 Increnental Zone Transfer in DNS
Al t hough the exanpl es used in this docunent use |Pv4 addresses,
(i.e., Arecords) there is nothing in the specification to preclude

full and proper functionality using | Pv6.

5.21. RFC 1996 A Mechanism for Pronpt Notification of Zone Changes (DNS
NOTI FY)

There are no | Pv4 dependencies in this specification

5.22. RFC 2003 | P Encapsulation within IP
This docunment is designed for use in | Pv4d networks. There are nmany
references to a specified I P version nunber of 4 and 32-bit
addresses. This is inconpatible with |IPv6.

5.23. RFC 2004 M ninmal Encapsulation within IP
This docunment is designed for use in | Pv4d networks. There are nmany
references to a specified I P version nunber of 4 and 32-bit
addresses. This is inconpatible with |IPv6.

5.24. RFC 2005 Applicability Statenent for I P Mbility Support

This specification docunents the interoperation of 1Pv4d Mbility
Support; this is not relevant to this discussion
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5.25. RFC 2022 Support for Multicast over UNI 3.0/3.1 based ATM
Net wor ks

This specification specifically maps IPv4 nulticast in UNI based ATM
networks. This is inconpatible with |IPv6.

5.26. RFC 2043 The PPP SNA Control Protocol (SNACP)
There are no | Pv4 dependencies in this specification

5.27. RFC 2097 The PPP Net Bl OS Franes Control Protocol (NBFCP)
There are no | Pv4 dependencies in this specification

5.28. RFC 2113 | P Router Alert Option

Thi s docunent provides a new nechanismfor IPv4. This is
i nconpatible with |Pv6.

5.29. RFC 2125 The PPP Bandw dth Al l ocation Protocol (BAP) / The PPP
Bandwi dth Al |l ocation Control Protocol (BACP)

There are no | Pv4 dependencies in this specification

5.30. RFC 2136 Dynanic Updates in the Donmain Nane System (DNS UPDATE)
There are no | Pv4 dependencies in this specification

5.31. RFC 2181 darifications to the DNS Specification
There are no | Pv4 dependencies in this specification. The only
reference to | P addresses di scuss the use of an anycast address, so
but one can assune that these techniques are | Pv6 operable.

5.32. RFC 2225 d assical I P and ARP over ATM
Fromthe nmany references in this docunent, it is clear that this
docunent is designed for IPv4 only. It is only later in the docunent

that it is inplicitly stated, as in:

ar$spln - length in octets of the source protocol address. Val ue
range is 0 or 4 (decimal). For IPvd ar$spln is 4.

ar$tpln - length in octets of the target protocol address. Val ue
range is O or 4 (decimal). For IPv4 ar$tpln is 4.

and:
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5. 33.

5.

5.

For backward conpatibility with previous inplenmentations, a nul
| Pv4 protocol address nmay be received with length = 4 and an
al l ocated address in storage set to the value 0.0.0.0. Receiving

stations nust be liberal in accepting this format of a null |Pv4
address. However, on transmtting an ATMARP or | nATMARP packet, a
null 1Pv4 address nust only be indicated by the length set to zero

and nust have no storage all ocat ed.

RFC 2226 | P Broadcast over ATM Networ ks
This docunent is limted to IPv4 nmulticasting. This is inconpatible
with | Pv6.
34. RFC 2241 DHCP Options for Novell Directory Services
This is an extension to an |Pv4-only specification
35. RFC 2242 NetWare/ | P Domain Name and | nformation

This is an extension to an |Pv4-only specification, for exanple:

PREFERRED DSS (code 6)

Length is (n * 4) and the value is an array of n |P addresses,
each four bytes in length. The maxi mum nunber of addresses is
5 and therefore the nmaxi mumlength value is 20. The list
contains the addresses of n NetWare Donmain SAP/ RI P Server
(DSS)

NEAREST _NW P_SERVER (code 7)

Length is (n * 4) and the value is an array of n |IP addresses,
each four bytes in length. The maxi mum nunber of addresses is
5 and therefore the maxi mum |l ength value is 20. The list
contains the addresses of n Nearest NetWare/lP servers.

PRI MARY_DSS (code 11)

Length of 4, and the value is a single IP address. This field
identifies the Primary Domain SAP/ RIP Service server (DSS) for
this NetWare/IP domain. NetWare/lIP administration utility uses
this value as Primary DSS server when configuring a secondary
DSS server.
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5.36. RFC 2290 Mobile-1Pv4 Configuration Option for PPP | PCP

Thi s docunent is designed for use with Mbile IPv4. There are

nunerous referrals to other I P "support" nechanisns (i.e., |CW
Rout er Di scover Messages) that specifically refer to the | Pv4 of
| CWP

5.37. RFC 2308 Negative Caching of DNS Queries (DNS NCACHE)
Al t hough there are nunerous exanples in this docunent that use |Pv4
"A" records, there is nothing in the specification that limts its
effectiveness to | Pv4.

5.38. RFC 2331 ATM Signaling Support for IP over ATM- UN Signaling
4.0 Update

There are no | Pv4 dependencies in this specification

5.39. RFC 2332 NBMA Next Hop Resol ution Protocol (NHRP)
Thi s docunent is very generic in its design and seens to be able to
support numerous | ayer 3 addressing schenes and should include both
| Pv4 and | Pv6.

5.40. RFC 2333 NHRP Protocol Applicability
Thi s docunent is very generic in its design and seens to be able to
support numerous | ayer 3 addressing schenes and should include both
| Pv4 and | Pv6.

5.41. RFC 2335 A Distributed NHRP Service Usi ng SCSP
There are no | Pv4 dependencies in this specification

5.42. RFC 2363 PPP Over FUNI
There are no | Pv4 dependencies in this specification

5.43. RFC 2364 PPP Over AALS5

There are no | Pv4 dependencies in this specification
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5.44. RFC 2371 Transaction Internet Protocol Version 3.0 (TIPV3)
Thi s document states
TI P transacti on manager addresses take the form
<host port ><pat h>
The <hostport> conmponent conpri ses:
<host >[ : <port >]

where <host> is either a <dns nane> or an <ip address>; and <port>
is a decimal nunber specifying the port at which the transaction
manager (or proxy) is listening for requests to establish TIP
connections. If the port nunber is omtted, the standard TIP port
nunber (3372) is used.

A <dns nanme> is a standard nane, acceptable to the donai n name
service. It nmust be sufficiently qualified to be useful to the
recei ver of the conmand.

An <ip address> is an IP address, in the usual form four decimal
nunbers separated by period characters.

And further along it states:
A TIP URL takes the form
tip://<transacti on nanager address>?<transaction string>

where <transacti on manager address> identifies the TIP transaction
manager (as defined in Section 7 above); and <transaction string>
specifies a transaction identifier, which may take one of two
forns (standard or non-standard):

i. "urn:" <NID> ":" <NSS>

A standard transaction identifier, conformng to the proposed
Internet Standard for Uniform Resource Nanmes (URNs), as specified
by RFC2141; where <NID> is the Nanespace Identifier, and <NSS> is
t he Nanespace Specific String. The Nanmespace |ID determ nes the
syntactic interpretation of the Nanespace Specific String. The
Nanmespace Specific String is a sequence of characters representing
a transaction identifier (as defined by <NID>). The rules for

the contents of these fields are specified by RFC2141 (valid
characters, encoding, etc.).
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This format of <transaction string> nay be used to express gl oba
transaction identifiers in terns of standard representations.
Exanpl es for <N D> might be <iso> or <xopen>, e.g.
tip://123.123.123.123/?urn: xopen: xi d
Not e that Namespace |ds require registration
ii. <transaction identifier>
A sequence of printable ASCI|I characters (octets with values in
the range 32 through 126 inclusive (excluding ":") representing a
transaction identifier. In this non-standard case, it is the
conbi nation of <transaction manager address> and <transaction
i dentifier> which ensures gl obal uniqueness, e.g.
tip://123.123.123.123/?transi dl
These are inconpatible with | Pv6
5.45. RFC 2464 Transmi ssion of |Pv6 Packets over Ethernet Networks

This specification docunents a nmethod for transmtting | Pv6 packets
over Ethernet and is not considered in this discussion

5.46. RFC 2467 Transni ssion of |Pv6 Packets over FDDI Networks

This specification docunents a method for transmtting | Pv6 packets
over FDDI and is not considered in this discussion

5.47. RFC 2470 Transmi ssion of |Pv6 Packets over Token Ri ng Networks

This specification documents a method for transmtting | Pv6 packets
over Token Ring and is not considered in this discussion

5. 48. RFC 2472 I P Version 6 over PPP

This specification documents a nmethod for transmtting | Pv6 packets
over PPP and is not considered in this discussion

5.49. RFC 2473 Ceneric Packet Tunneling in |IPv6 Specification

This specification docunents an | Pv6 aware specification and is not
considered in this discussion.

5.50. RFC 2484 PPP LCP Internationalization Configuration Option

There are no | Pv4 dependencies in this specification
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5.51. RFC 2485 DHCP Option for The Qpen Group’s User Authentication
Pr ot ocol
This is an extension to an |IPv4-only specification
5.52. RFC 2486 The Network Access ldentifier
There are no | Pv4 dependencies in this specification
5.53. RFC 2491 | Pv6 over Non-Broadcast Miltiple Access (NBMA) Networks

This specification docunents a nmethod for transmtting | Pv6 packets
over NBMA networks and is not considered in this discussion

5. 54, RFC 2492 | Pv6 over ATM Net wor ks

This specification docunents a nmethod for transmtting | Pv6 packets
over ATM networks and is not considered in this discussion

5.55. RFC 2497 Transni ssion of |Pv6 Packets over ARCnet Networks

This specification docunents a method for transmtting | Pv6 packets
over ARCnet networks and is not considered in this discussion.

5.56. RFC 2507 | P Header Conpression
This specification is both | Pv4 and | Pv6 aware.
5.57. RFC 2526 Reserved | Pv6 Subnet Anycast Addresses

This specification docunents | Pv6 addressing and is not discussed in
this docunent.

5.58. RFC 2529 Transmi ssion of |Pv6 over |Pv4 Domains w thout Explicit
Tunnel s

Thi s specification docunents |Pv6 transm ssion nethods and i s not
di scussed in this docunent.

5.59. RFC 2563 DHCP Option to Disable Statel ess Auto-Configuration in
IPv4 Clients

This is an extension to an |IPv4-only specification
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5.60. RFC 2590 Transmi ssion of |Pv6 Packets over Frane Rel ay Networks
Speci fication

Thi s specification docunents | Pv6 transm ssion nethod over Frane
Rel ay and is not discussed in this docunent.

5.61. RFC 2601 | LM -Based Server Discovery for ATMARP
This specification is both | Pv4 and | Pv6 aware.
5.62. RFC 2602 |ILM -Based Server Discovery for MARS
This specification is both IPv4 and | Pv6 aware.
5.63. RFC 2603 | LM -Based Server Discovery for NHRP
This specification is both IPv4 and | Pv6 aware.
5.64. RFC 2610 DHCP Options for Service Location Protoco
This is an extension to an |IPv4-only specification
5.65. RFC 2615 PPP over SONET/ SDH
There are no | Pv4 dependencies in this specification
5.66. RFC 2625 | P and ARP over Fibre Channe
Thi s docunent states
bj ective and Scope:
The maj or objective of this specification is to pronote
i nteroperable inplenentations of | Pv4 over FC. This
speci fication describes a nmethod for encapsul ating | Pv4 and
Addr ess Resol ution Protocol (ARP) packets over FC
This is inconpatible with |Pv6.
5.67. RFC 2661 Layer Two Tunneling Protocol (L2TP)
There are no | Pv4 dependencies in this specification

5.68. RFC 2671 Extension Mechani sns for DNS ( EDNSO)

There are no | Pv4 dependencies in this specification
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5.69. RFC 2672 Non-Terni nal DNS Nane Redirection

This docunent is only defined for | Pv4 addresses. An |Pv6
specificati on may be needed.

5.70. RFC 2673 Binary Labels in the Donain Nane System

This docunent is only defined for | Pv4 addresses. An |Pv6
specificati on may be needed.

5.71. RFC 2675 | Pv6 Junbograns

This docunent defines a | Pv6 packet format and is therefore not
di scussed in this docunent.

5.72. RFC 2684 Miltiprotocol Encapsul ati on over ATM Adaptation Layer 5
There are no | Pv4 dependencies in this specification

5.73. RFC 2685 Virtual Private Networks Identifier
There are no | Pv4 dependencies in this specification

5.74. RFC 2686 The Multi-C ass Extension to Miulti-Link PPP
There are no | Pv4 dependencies in this specification

5.75. RFC 2687 PPP in a Real-tine Oriented HDLC|i ke Fram ng
There are no | Pv4 dependencies in this specification

5.76. RFC 2688 Integrated Services Mappings for Low Speed Networks
There are no | Pv4 dependencies in this specification

5.77. RFC 2710 Multicast Listener Discovery (M.D) for |Pv6

Thi s docunent defines an | Pv6 specific specification and is not
di scussed in this docunent.

5.78. RFC 2711 |1 Pv6 Router Alert Option

Thi s docunent defines an | Pv6 specific specification and is not
di scussed in this docunent.

M ckl es & Nesser 11 I nf or mat i onal [ Page 29]



RFC 3790 | Pv4 Addresses in the | ETF Internet Area June 2004

5.79. RFC 2728 The Transnission of |IP Over the Vertical Bl anking
Interval of a Tel evision Signal

The following data format is defined:

0 1 2 3
01234567890123456789012345678901
B Lt r s i i i o o T s ks S R S

| O group | unconpressed | P header (20 bytes)
+- - - - - - - -+ +
|

B e i S S e e s i St o s NI S SN TR S
unconpressed UDP header (8 bytes)
B S e e s

B T i S il ik s S S
payl oad (<1472 bytes)
R R R E ok ks

R S A

+
|
+
|
+
|
+
|

.+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+;.+;.+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-.+
| CRC |
B T S S e s e i s S i S S S S S S T S SR S S S i S S S
This is inconpatible with |Pv6.

5.80. RFC 2734 | Pv4 over |EEE 1394
This specification is IPv4 only.

5.81. RFC 2735 NHRP Support for Virtual Private Networks

This specification inmplies only | Pv4 operations, but does not seemto
present any reason that it would not function for |Pv6.

5.82. RFC 2765 Stateless IP/ICVMP Translation Algorithm (SIIT)

This specification defines a nethod for IPv6 transition and is not
di scussed in this docunent.

5.83. RFC 2766 Network Address Translation - Protocol Translation
( NAT- PT)

This specification defines a nethod for IPv6 transition and is not
di scussed in this docunent.
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5.84. RFC 2776 Milticast-Scope Zone Announcenent Protocol (MAP)
This specification is both IPv4 and | Pv6 aware and needs no changes.
5.85. RFC 2782 A DNS RR for specifying the | ocation of services
There are no | Pv4 dependencies in this specification
5.86. RFC 2794 Mobile I P Network Access ldentifier Extension for |Pv4
This is an extension to an |IPv4-only specification
5.87. RFC 2834 ARP and | P Broadcast over H PPI-800

Thi s docunent uses the generic term"IP Address" in the text but it
al so contains the text:

The HARP nessage has several fields that have the follow ng fornmat
and val ues:

Data sizes and field neaning:
ar$hrd 16 bits Hardware type
ar$pro 16 bits Protocol type of the protocol fields bel ow
ar $op 16 bits Operation code (request, reply, or NAK)
ar$pln 8 bits byte length of each protocol address
ar $r hl 8 bits requester’s H PPl hardware address length (Q)
ar $t hi 8 bits target’'s H PPl hardware address |ength (x)
ar$rpa 32 bits requester’s protocol address
ar$tpa 32 bits target’s protocol address
ar$rha gbytes requester’s H PPl Hardware address
ar$tha xbytes target’s H PPl Hardware address

Wher e:
ar$hrd - SHALL contain 28. (H PARP)

ar$pro - SHALL contain the |IP protocol code 2048 (decimal).

ar$op - SHALL contain the operational value (decinmal):
1 for HARP_REQUESTSs
2 for HARP_REPLYs
8 for | nHARP_REQUESTs
9 for |InHARP_REPLYs
10 for HARP_NAK
ar$pln - SHALL contain 4.

M ckl es & Nesser 11 I nf or mat i onal [ Page 31]



RFC 3790 | Pv4 Addresses in the I ETF Internet Area June 2004
And | ater:
31 28 23 21 15 10 7 2 0
+----- [ S B S ST [ S +----- [ S +----- +
0 | 04 | 1] O] 000 | 03 | 0 |
S B S +--- - - +
1 | 45 |
+-- o - [T Fom e e e a i oo Fom e e e a i oo +
2 |[LA] | WMsgT= 0] 000 | Dest. Switch Addr |
+----- [ SR B B +
3| 2 | 2 | 000 | Source Switch Addr |
S S [ SR oo e e e e e e oo oo - +
4 | 00 00 | |
S + |
5] Destinati on ULA |
e e +
6 | [LA] | |
o e e m e e e e e e e e e e oo oo - + |
7 | Source ULA |
+ + + + +
8 | AA | AA | 03 | 00 |
T T T T +
9 | 00 | 00 | Et hertype (2054) |
S S S +
10 | hrd (28) | pro (2048) |
R R R R +
11 | op (ar$op) | pin (6) | rhl (aq) |
T T T T +
12 | thl = (x) | Requester | P Address upper (24 bits) |
i +
13 | Req. IP lower | Target | P Address upper (24 bits) |
R oo e e e e e e e e e e e e e e e e e e e e e e eme e +
14 | Tgt. IP lower | Requester H PPl Hardware Address bytes 0 - 2 |
T oo m e e e e e e e e e e e e e e e e e e e e e e e e e m e eaman +
15 | Requester HI PPl Hardware Address bytes 3 - 6 |
o S +
16 | Request er HW Address bytes 7 - q | Tgt HWbyte 0 |
R R R R +
17 | Target HI PPl Hardware Address bytes 1 - 4 |
o +
18 | Target HI PPl Hardware Address bytes 5 - 8 |
S S S S +
19 | Tgt HWbyte 9-x| FI LL | FI LL | FI LL |
R R R R +
HARP - | nHARP Message

M ckl es & Nesser
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5.88. RFC 2835 | P and ARP over H PPI-6400
Thi s docunent states
The Ethertype value SHALL be set as defined in Assigned Nunbers:
I P 0x0800 2048 (16 bits)
This is limted to IPv4, and sinmilar to the previous section
i nconpatible with IPv6. There are nunmerous other points in the
docunents that confirmthis assunption
5.89. RFC 2855 DHCP for | EEE 1394

This is an extension to an |IPv4-only specification

5.90. RFC 2874 DNS Extensions to Support |Pv6 Address Aggregation and
Renunberi ng

Thi s docunent defines a specification to interact with I[Pv6 and is
not considered in this docunent.

5.91. RFC 2893 Transition Mechanisns for | Pv6 Hosts and Routers

Thi s docunent defines a transition nechanismfor IPv6 and i s not
considered in this docunent.

5.92. RFC 2916 E. 164 nunber and DNS
There are no | Pv4 dependencies in this specification
5.93. RFC 2937 The Nane Service Search Option for DHCP
This is an extension to an |IPv4-only specification
5.94. RFC 3004 The User Class Option for DHCP
This is an extension to an |IPv4-only specification
5.95. RFC 3011 The | Pv4 Subnet Selection Option for DHCP
This is an extension to an |IPv4-only specification
5.96. RFC 3021 Using 31-Bit Prefixes for |Pv4 P2P Links
This specification is specific to | Pv4 address architecture, where a

nmodi fication is needed to use both addresses of a 31-bit prefix.
This is possible by | Pv6 address architecture, but in nost cases not
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recomended; see RFC 3627, Use of /127 Prefix Length Between Routers
Consi der ed Har nf ul

5.97. RFC 3024 Reverse Tunneling for Mbile IP, revised
This is an extension to an |IPv4-only specification

5.98. RFC 3046 DHCP Rel ay Agent Infornmation Option
This is an extension to an |IPv4-only specification

5.99. RFC 3056 Connection of |Pv6 Donmins via | Pv4 O ouds

This is an | Pv6 rel ated docunent and is not discussed in this
docunent .

5.100. RFC 3068 An Anycast Prefix for 6to4 Relay Routers

This is an I Pv6 rel ated docunent and is not discussed in this
docunent .

5.101. RFC 3070 Layer Two Tunneling Protocol (L2TP) over Frane Rel ay
There are no | Pv4 dependencies in this specification

5.102. RFC 3074 DHC Load Bal anci ng Al gorithm
There are no | Pv4 dependencies in this specification

5.103. RFC 3077 A Link-Layer Tunneling Mechani smfor Unidirectiona
Li nks

This specification is both IPv4 and | Pv6 aware and needs no changes.
5.104. RFC 3115 Mbile I P Vendor/ Organi zati on- Speci fi ¢ Extensi ons
This is an extension to an |IPv4-only specification
5.105. RFC 3145 L2TP Di sconnect Cause |Information
There are no | Pv4 dependencies in this specification
5.106. RFC 3344 |IP Mobility Support for |Pv4

There are |1 Pv4 dependencies in this specification
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5.107. RFC 3376 Internet Group Managenent Protocol, Version 3

Thi s docunent describes of version of |GW used for |Pv4 nulticast.
This is not conpatible with |IPv6.

5.108. RFC 3402 Dynanic Del egation D scovery System (DDDS) Part Two:
The Al gorithm

There are no | Pv4 dependencies in this specification

5.109. RFC 3403 Dynamic Del egation Di scovery System (DDDS) Part Three:
The Donai n Nane System (DNS) Dat abase

There are no | Pv4 dependencies in this specification
5.110. RFC 3513 IP Version 6 Addressing Architecture

This specification docunents |Pv6 addressing and is not discussed in
t hi s docunent.

5.111. RFC 3518 Poi nt-to-Point Protocol (PPP) Bridging Contro
Pr ot ocol (BCP)

There are no | Pv4 dependencies in this specification
6. Experinental RFCs

Experimental RFCs typically define protocols that do not have wi de
scal e inplenmentation or usage on the Internet. They are often
propriety in nature or used in limted arenas. They are docunented
to the Internet comunity in order to allow potential
interoperability or some other potential useful scenario. 1In a few
cases they are presented as alternatives to the nainstream sol ution
to an acknow edged probl em

6.1. RFC 1149 Standard for the transm ssion of |IP datagrans on avi an
carriers

There are no | Pv4 dependencies in this specification. |In fact the
flexibility of this specification is such that all versions of IP
shoul d function within its boundaries, presum ng that the packets

remain small enough to be transnitted with the 256 milligrans wei ght
limtations.

6.2. RFC 1183 New DNS RR Definitions

There are no | Pv4 dependencies in this specification
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6.3. RFC 1226 Internet protocol encapsulation of AX 25 franes
There are no | Pv4 dependencies in this specification.
6.4. RFC 1241 Schene for an internet encapsul ation protocol: Version 1

This specification defines a specification that assunmes | Pv4 but does
not actually have any linitations which would limt its operation in
an | Pv6 environment.

6.5. RFC 1307 Dynamically Sw tched Link Control Protocol
This specification is |IPv4 dependent, for exanple:
3.1 Control Message For mat

1 2 3
1234567890123456789012345678901
T T i e i i e T e b s S S SN S
| Identifier | Total length |
T T i i e e e S e  E et o S s i SR R SR
| Function | Event Status |
B T e o i S I i i S S N iy St S I S S
| Endpoint 1 |
e e i i e S i S e e e h
I
+-
I
+-
|
+-

0
0

Endpoi nt 2 |

e Lt e e o e S el o o b R T SRR S

Message |

B i T o S o i S S i s S S S S S S

Body |

i e T S i T S S e E E e ok ol i e
Endpoi nt addresses: 32 bits each

The internet addresses of the two comunicating parties for which the
link is being prepared.

6.6. RFC 1393 Traceroute Using an I P Option

Thi s docunent uses an IPv4 option. It is therefore linmted to | Pv4
networ ks, and is inconpatible with I Pv6.

6.7. RFC 1433 Directed ARP

There are no | Pv4 dependencies in this specification.
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6.8. RFC 1464 Using the Domain Nane System To Store Arbitrary String
Attributes
There are no | Pv4 dependencies in this specification.
6.9. RFC 1475 TP/ I X: The Next Internet

Thi s docunent defines IPv7 and has been abandoned by the | ETF as a
feasible design. It is not considered in this document.

6.10. RFC 1561 Use of 1SO CLNP in TUBA Environnents
Thi s docunent defines the use of NSAP addressing and does not use any
version of IP, so there are no | Pv4 dependencies in this
speci fication.
6.11. RFC 1712 DNS Encodi ng of Geographi cal Location
There are no | Pv4 dependencies in this specification

6.12. RFC 1735 NBMA Address Resol ution Protocol (NARP)

Thi s docunent defines a specification that is IPv4 specific, for
exanpl e:

4. Packet Formats

NARP requests and replies are carried in | P packets as protocol type
54. This section describes the packet formats of NARP requests and
replies:

NARP Request

0 1 2 3

01234567890123456789012345678901
i S S S T i i S S i i S S S S R T T

| Ver si on | Hop Count | Checksum
B Lt r s i i i o o T s ks S R S
| Type | Code | Unused |

B T T T o o S S S e i S S Tk e e Y S
| Destination | P address

B i ok it I I S e S e S ki ol ik i I TR SR i S S e S e e e e i i 5
| Source | P address

B Lt r s i i i o o T s ks S R S
| NBMA | ength | NBMA addr ess

R R i i e i |
| (variabl e | ength)

B i ok it I I S e S e S ki ol ik i I TR SR i S S e S e e e e i i 5
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Source and Destination | P Addresses
Respectively, these are the I P addresses of the NARP requester
and the target terminal for which the NBVA address is desired.

And:
NARP Repl y
0 1 2 3

01234567890123456789012345678901
B S S T o S S S S s S S S S S S S

| Ver si on | Hop Count | Checksum |
B s S S i i i ks a ks st S S S S S S
| Type | Code | Unused |

T T e i i S e e R e i s i S R TR R R SR
| Destination | P address |
B T e o i S I i i S S N iy St S I S S
| Source | P address |
e e i i e T S i S e e e R
| NBMA | ength | NBMA addr ess |
i e e |
| (variabl e | ength) |
B T e o i S I i i S S N iy St S I S S

Source and Destination | P Address
Respectively, these are the I P addresses of the NARP requester
and the target terminal for which the NBVA address is desired.
This is inconpatible with | Pv6.
6.13. RFC 1768 Host Group Extensions for CLNP Milticasting

This specification defines nulticasting for CLNP, which is not an IP
protocol, and therefore has no | Pv4 dependenci es.

6.14. RFC 1788 | CVMP Donmi n Nane Messages

This specification is used for updates to the in-addr.arpa reverse
DNS maps, and is limted to | Pv4.

6.15. RFC 1797 d ass A Subnet Experinent

This docunent is specific to | Pv4 address architecture, and as such,
has no | Pv6 dependenci es.
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6.16. RFC 1819 Internet Stream Protocol Version 2 (ST2) Protoco
Specification - Version ST2+

This specification is IPv4d imted. 1In fact it is the definition of
I Pv5. It has been abandoned by the | ETF as feasible design, and is
not considered in this discussion

6.17. RFC 1868 ARP Extension - UNARP

This specification defines an extension to IPv4 ARP to delete entries
from ARP caches on a |ink

6.18. RFC 1876 A Means for Expressing Location Information in the
Domai n Nanme System

Thi s docunent defines a nethodol ogy for applying this technol ogy
which is | Pv4 dependent. The specification itself has no |IPv4d
dependenci es.

6.19. RFC 1888 OSl NSAPs and | Pv6

This is an | Pv6 rel ated docunent and is not discussed in this
docunent .

6.20. RFC 2009 GPS-Based Addressing and Routing
The docunent states:
The future version of IP (IP v6) will certainly have a
sufficient nunber of bits in its addressing space to provide an
address for even snaller GPS addressable units. In this
proposal, however, we assume the current version of IP (IP v4)
and we nmake sure that we nanage the addressing space nore
econom cally than that. W wll call the smallest GPS
addressabl e unit a GPS-square.
This specification does not seemto have real |Pv4 dependenci es.
6.21. RFC 2143 Encapsulating IP with the SCS

This specification will only operate using IPv4. As stated in the
docunent :

It was decided that the ten byte header offers the greatest
flexibility for encapsul ating version 4 |P datagrans for the
foll owi ng reasons: [...]

This is inconpatible with | Pv6.
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6.22. RFC 2345 Donmi n Nanes and Conpany Nane Retrieva
There are no | Pv4 dependencies in this specification

6.23. RFC 2443 A Distributed MARS Service Using SCSP
Thi s docunent gives default values for use on | Pv4 networks, but is
designed to be extensible so it will work with IPv6 with appropriate
| ANA definitions.

6.24. RFC 2471 |1 Pv6 Testing Address Allocation

This is an I Pv6 rel ated docunent and is not discussed in this
docunent .

6.25. RFC 2520 NHRP with Mobil e NHCs

This specification is both IPv4 and | Pv6 aware and needs no changes.
6.26. RFC 2521 | CWP Security Failures Messages

There are no | Pv4 dependencies in this specification
6.27. RFC 2540 Detached Domai n Nane System (DNS) I|nformation

There are no | Pv4 dependencies in this specification

6.28. RFC 2823 PPP over Sinple Data Link (SDL) using SONET/ SDH wi th
ATM Ii ke fram ng

There are no | Pv4 dependencies in this specification
6.29. RFC 3123 A DNS RR Type for Lists of Address Prefixes
This specification is both IPv4 and | Pv6 aware and needs no changes.

6.30. RFC 3168 The Addition of Explicit Congestion Notification (ECN)
to IP

This specification is both IPv4 and | Pv6 aware and needs no changes.
6.31. RFC 3180 GLOP Addressing in 233/8

This docunent is specific to I Pv4 nulticast addressing.
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7. Summary of the Results

In the initial survey of RFCs 52 positives were identified out of a
total of 186, broken down as foll ows:

St andar ds: 17 out of 24 or 70.83%
Draft Standards: 6 out of 20 or 30.00%
Pr oposed Standards: 22 out of 111 or 19.91%
Experi mental RFCs: 7 out of 31 or 22.58%

O those identified many require no acti on because they docunent
out dat ed and unused protocols, while others are docunent protocols
that are actively being updated by the appropriate working groups.
Additionally there are many instances of standards that should be
updat ed but do not cause any operational inpact if they are not
updat ed.
7.1. Standards
7.1.1. RFC 791 Internet Protoco
RFC 791 has been updated in the definition of 1Pv6 in RFC 2460.
7.1.2. RFC 792 Internet Control Message Protoco
RFC 792 has been updated in the definition of |CMPv6 in RFC 2463.
7.1.3. RFC 891 DCN Networks

DCN has | ong since been ceased to be used, so this specification is
no | onger rel evant.

7.1.4. RFC 894 | P over Ethernet

Thi s probl em has been fixed by RFC 2464, A Method for the
Transni ssion of | Pv6 Packets over Ethernet NetworKks.

7.1.5. RFC 895 | P over experinental Ethernets

It is believed that experinental Ethernet networks are not being used
anynore, so the specification is no | onger relevant.

7.1.6. RFC 922 Broadcasting Internet Datagrams in the Presence of
Subnet s

Broadcasting is not used in IPv6, but simlar functionality has been
i ncluded in RFC 3513, |Pv6 Addressing Architecture.
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7.1.7. RFC 950 Internet Standard Subnetting Procedure

Broadcasting is not used in IPv6, but sinmilar functionality has been
i ncluded in RFC 3513, |Pv6 Addressing Architecture.

7.1.8. RFC 1034 Donmi n Nanes: Concepts and Facilities

The probl ens have been fixed by defining new resource records for
| Pv6 addresses.

7.1.9. RFC 1035 Domain Nanes: |nplenmentation and Specification

The probl ens have been fixed by defining new resource records for
| Pv6 addresses.

7.1.10. RFC 1042 | P over | EEE 802

Thi s probl em has been fixed by RFC 2470, Transni ssion of |Pv6 Packets
over Token Ri ng NetworKks.

7.1.11. RFC 1044 | P over HyperChanne

No updated docunment exists for this specification. It is unclear
whet her one i s needed.

7.1.12. RFC 1088 | P over NetBI OGS

No updated docunment exists for this specification. It is unclear
whet her one is needed.

7.1.13. RFC 1112 Host Extensions for |IP Milticast

The | Pv4-specific parts of RFC 1112 have been updated in RFC 2710,
Mul ticast Listener Discovery for |Pv6.

7.1.14. RFC 1122 Requirenents for Internet Hosts

RFC 1122 is essentially a requirements docunent for |Pv4 hosts.
Similar work is in progress [2].

7.1.15. RFC 1201 I P over ARCNET

This probl em has been fixed by RFC 2497, A Method for the
Transni ssion of | Pv6 Packets over ARCnet Networks.
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7.1.16. RFC 1209 | P over SMDS

No updated docunment exists for this specification. It is unclear
whet her one i s needed.

7.1.17. RFC 1390 Transni ssion of | P and ARP over FDDI Networks

Thi s probl em has been fixed by RFC 2467, Transnission of |Pv6 Packets
over FDDI Networks.

7.2. Draft Standards

7.2.1. RFC 951 Bootstrap Protocol (BOOTP)
Thi s probl em has been fixed by RFC 2462, |Pv6 Statel ess Address
Aut oconfi guration, and RFC 3315, Dynami c Host Configuration Protocol
for 1 Pv6 (DHCPv6).

7.2.2. RFC 1191 Path MIU Di scovery

Thi s probl em has been fixed in RFC 1981, Path MIU Di scovery for IP
version 6.

7.2.3. RFC 1356 Multiprotocol Interconnect on X 25 and | SDN
This problem can be fixed by defining a new NLPID for |IPv6. Note
that an NLPI D has al ready been defined in RFC 2427, Ml ti protocol
I nt erconnect over Frane Rel ay.

7.2.4. RFC 1990 The PPP Multilink Protocol (MP)

A new class identifier ("6") for |Pv6 packets has been registered
with the ANA by the original author, fixing this problem

7.2.5. RFC 2067 | P over H PPl

No updated docunent exists for this specification. It is unclear
whet her one i s needed.

7.2.6. RFC 2131 DHCP

This probl em has been fixed in RFC 3315, Dynam ¢ Host Configuration
Protocol for |Pv6 (DHCPVvG).

Furt her, the consensus of the DHC W5 has been that the options
defined for DHCPv4 will not be automatically "carried forward" to
DHCPv6. Therefore, any further analysis of additionally specified
DHCPv4 Options has been onitted fromthis neno.
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7.3. Proposed Standards

7.3.1. RFC 1234 Tunneling |IPX over |IP
No updated docunent exists for this specification. |In practice, the
simlar effect can be achieved by the use of a layer 2 tunneling
protocol. It is unclear whether an updated docunent is needed.

7.3.2. RFC 1256 | CWP Router Discovery

Thi s probl em has been resolved in RFC 2461, Nei ghbor Di scovery for IP
Version 6 (I1Pv6).

7.3.3. RFC 1277 Encoding Net Addresses to Support Operation Over Non
OSI Lower Layers

No updated docunment exists for this specification; the problem n ght
be resolved by the creation of a new encodi ng schene if necessary.
It is unclear whether an update is needed.
7.3.4. RFC 1332 PPP Internet Protocol Control Protocol (1PCP)
Thi s probl em has been resolved in RFC 2472, | P Version 6 over PPP
7.3.5. RFC 1469 IP Multicast over Token Ring

The functionality of this specification has been essentially covered
in RFC 2470, Transnission of |Pv6 Packets over Token R ng NetworKks.

7.3.6. RFC 2003 I P Encapsulation within IP
Thi s probl em has been fixed by defining different IP-in-IP
encapsul ati on, for exanple, RFC 2473, Generic Packet Tunneling in
| Pv6 Specification

7.3.7. RFC 2004 M ni mal Encapsulation within IP

No updated docunent exists for this specification. It is unclear
whet her one is needed.

7.3.8. RFC 2022 Support for Milticast over UNI 3.0/3.1 based ATM
Net wor ks

No updated docunent exists for this specification. It is unclear
whet her one is needed.
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7.3.9. RFC 2113 IP Router Alert Option
Thi s probl em has been fixed in RFC 2711, | Pv6 Router Alert Option.
7.3.10. RFC 2165 SLP

The probl ens have been addressed in RFC 3111, Service Location
Prot ocol Modifications for |Pv6

7.3.11. RFC 2225 dassical IP & ARP over ATM

The probl ens have been resolved in RFC 2492, |Pv6 over ATM Networks.
7.3.12. RFC 2226 | P Broadcast over ATM

The probl ens have been resolved in RFC 2492, |Pv6 over ATM Networks.
7.3.13. RFC 2371 Transaction |Pv3

No updated docunent exists for this specification. It is unclear
whet her one is needed.

7.3.14. RFC 2625 I P and ARP over Fi bre Channe
There is work in progress to fix these probl ens
7.3.15. RFC 2672 Non-Term nal DNS Redirection

No updated docunment exists for this specification. It is unclear
whet her one i s needed.

7.3.16. RFC 2673 Binary Labels in DNS

No updated docunment exists for this specification. It is unclear
whet her one is needed.

7.3.17. 1P over Vertical Blanking Interval of a TV Signal (RFC 2728)

No updated docunment exists for this specification. It is unclear
whet her one i s needed.

7.3.18. RFC 2734 | Pv4 over | EEE 1394

Thi s probl em has been fixed by RFC 3146, Transnission of |Pv6 Packets
Over | EEE 1394 Net works.
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7.3.19. RFC 2834 ARP & | P Broadcasts Over H PPl 800

No updated docunment exists for this specification. It is unclear
whet her one i s needed.

7.3.20. RFC 2835 ARP & | P Broadcasts Over HI PPl 6400

No updated docunment exists for this specification. It is unclear
whet her one is needed.

7.3.21. RFC 3344 Mbbility Support for |Pv4
The probl ens have been resolved by RFC 3775 and RFC 3776 [3, 4].
Since the first Mbile IPv4 specification in RFC 2002, a nunber of
extensions to it have been specified. As all of these depend on
M Pv4, they have been onmitted fromfurther analysis in this neno.

7.3.22. RFC 3376 Internet G oup Managenent Protocol, Version 3
This problemis being fixed by M.Dv2 specification [5].

7.4. Experinental RFCs

7.4.1. RFC 1307 Dynanmically Switched Link Control Protoco

No updated docunment exists for this specification. It is unclear
whet her one i s needed.

7.4.2. RFC 1393 Traceroute using an | P Option

This specification relies on the use of an I Pv4 option. No
repl acenent document exists, and it is unclear whether one is needed.

7.4.3. RFC 1735 NBMA Address Resol ution Protocol (NARP)
This functionality has been defined in RFC 2491, |Pv6 over Non-
Broadcast Multiple Access (NBMA) networks and RFC 2332, NBMA Next Hop
Resol uti on Protocol (NHRP)

7.4.4. RFC 1788 | CVWP Dormai n Name Messages
No updated docunent exists for this specification. However, DNS

Dynami ¢ Updates should provide simlar functionality, so an update
does not seem necessary.
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7.4.5. RFC 1868 ARP Extension - UNARP
Thi s mechani sm defined a nmechanismto purge ARP caches on a link
That functionality already exists in RFC 2461, Nei ghbor Di scovery for
| Pv6.

7.4.6. RFC 2143 | P Over SCSI

No updated docunment exists for this specification. It is unclear
whet her one i s needed.

7.4.7. RFC 3180 GLOP Addressing in 233/8

Simlar functionality is provided by RFC 3306, Unicast-Prefix-based
| Pv6 Mil ticast Addresses, and no action is necessary.

8. Security Considerations

This meno exami nes the | Pv6-readi ness of specifications; this does
not have security considerations in itself.
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