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Abstract

Thi s docunent seeks to docunent all usage of |Pv4 addresses in
currently deployed | ETF Transport Area docunented standards. In
order to successfully transition froman all IPv4 Internet to an al

I Pv6 Internet, many interimsteps will be taken. One of these steps
is the evolution of current protocols that have | Pv4 dependenci es.

It is hoped that these protocols (and their inplenentations) wll be
redesi gned to be network address independent, but failing that wll
at least dually support IPv4 and IPv6. To this end, all Standards
(Ful'l, Draft, and Proposed) as well as Experinmental RFCs will be
surveyed and any dependencies will be docunented
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1.0. Introduction

This docunent is part of a docunent set aimng to docunent all usage

of 1 Pv4 addresses in | ETF standards. In an effort to have the
information in a nmanageable form it has been broken into 7 docunments
conformng to the current | ETF areas (Application, Internet,

Operations & Managenent, Routing, Security, Sub-IP and Transport).
For a full introduction, please see the introduction [1].

2.0. Document Organization
The rest of the docunment sections are described bel ow.

Sections 3, 4, 5, and 6 each describe the raw analysis of Full

Draft, and Proposed Standards, and Experinmental RFCs. Each RFCis

di scussed in its turn starting with RFC 1 and ending with (around)
RFC 3100. The comments for each RFC are "raw' in nature. That is,
each RFC is discussed in a vacuum and problens or issues discussed do
not "l ook ahead" to see if the problens have al ready been fixed.

Section 7 is an analysis of the data presented in Sections 3, 4, 5,
and 6. It is here that all of the results are considered as a whol e
and the problens that have been resolved in later RFCs are
correl at ed

3.0. Full Standards

Full Internet Standards (nost commonly sinply referred to as
"Standards") are fully mature protocol specification that are w dely
i npl ement ed and used throughout the Internet.

3.1. RFC 768 User Datagram Protoco

Al'though UDP is a transport protocol there is one reference to the
UDP/IP interface that states; "The UDP nodul e nust be able to
determ ne the source and destination internet addresses and the
protocol field fromthe internet header." This does not force a
rewite of the protocol but will clearly cause changes in

i mpl emrent ati ons.
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3. 2.

| Pv4 Addresses in the I ETF Transport Area

RFC 793 Transm ssion Control Protoco

Section 3.1 which specifies the header format for TCP
header is free fromIPv4 references but there is an inconsistency in

The

June 2004

TCP

the conputati on of checksunms. The text says: "The checksum al so
covers a 96 bit pseudo header conceptually prefixed to the TCP
header. This pseudo header contains the Source Address, the

Destination Address, the Protocol, and TCP length." The first and
second 32-bit words are clearly nmeant to specify 32-bit
addresses. Wile no nodification of the TCP protocol is necessitated
by this problem an alternate needs to be specified as an update

docunent, or as part of another |Pv6 docunent.

3. 3.

This is a layer 3 protocol,

3. 4.

3. 4.

Nesser

RFC 907 Host Access Protocol specification

Net Bl OS Service Protocols. RFC1001, RFC1002

1

| Pv4

and has as such no | Pv4 dependenci es.

RFC 1001 PROTOCCL STANDARD FOR A Net BI OS5 SERVI CE ON A

TCP/ UDP TRANSPORT: CONCEPTS AND METHODS

Section 15. 4. 1. RELEASE BY B NODES defi nes:

A

NAVE RELEASE DEMAND contains the follow ng i nformati on:

- Net Bl OS nane

- The scope of the NetBlI GS nane

- Nanme type: unique or group

- | P address of the rel easing node
- Transaction ID

Section 15. 4. 2. RELEASE BY P NODES defi nes:

NAME RELEASE REQUEST contains the follow ng information

- NetBI OS nane

- The scope of the NetBlI GS nane

- Nanme type: unique or group

- | P address of the rel easing node
- Transaction ID

& Bergstrom I nf or mati ona
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A NAME RELEASE RESPONSE contains the follow ng information:

- Net Bl OS nane
- The scope of the NetBlI GS nane
- Nanme type: unique or group
- | P address of the rel easing node
- Transaction ID
- Result:
- Yes: nane was rel eased
- No: nane was not rel eased, a reason code is provided

ction 16. Net BI S SESSI ON SERVI CE st at es:

The Net BI OS session service begins after one or nore | P
addresses have been found for the target nane. These addresses
may have been acquired using the NetBl OS nane query
transacti ons or by other means, such as a |ocal nane table or
cache.

ction 16.1. OVERVI EW OF Net Bl OS SESSI ON SERVI CE
Session service has three phases:

Session establishnent - it is during this phase that the IP
address and TCP port of the called nane is determ ned, and a
TCP connection is established with the renpte party.

1.1. SESSI ON ESTABLI SHVENT PHASE OVERVI EW

An end- node begi ns establishnent of a session to another node
by sonehow acquiring (perhaps using the nanme query transactions
or a local cache) the I P address of the node or nodes purported
to own the destination nane.

Once the TCP connection is open, the calling node sends session
service request packet. This packet contains the foll ow ng
i nformation:

- Calling I P address (see note)
- Calling NetBI CS nane

- Called IP address (see note)
- Called NetBIOS nane

NOTE: The | P addresses are obtained fromthe TCP service
i nterface.
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If a conpatible LISTEN exists, and there are adequate
resources, then the session server may transformthe existing
TCP connection into the NetBlI OS data session. Alternatively,
the session server may redirect, or "retarget" the caller to
anot her TCP port (and | P address).

If the caller is redirected, the caller begins the session
establ i shment anew, but using the new | P address and TCP port
given in the retarget response. Again a TCP connection is
created, and again the calling and call ed node exchange
credentials. The called party nmay accept the call, reject the
call, or make a further redirection.

1. OVERVI EW OF Net Bl OS DATAGRAM SERVI CE

Every Net BI OS dat agram has a naned destination and source. To
transmit a NetBl OS datagram the datagram service nust perform
a nane query operation to learn the I P address and the
attributes of the destination NetBlIOS nane. (This infornation
may be cached to avoid the overhead of name query on subsequent
Net Bl OS dat agr ans. )

1.1. UNI CAST, MUILTI CAST, AND BROADCAST

Net Bl OS dat agranms may be unicast, nulticast, or broadcast. A
Net Bl OS dat agram addressed to a uni que NetBlI OS narme i s unicast.
A Net Bl OS dat agram addressed to a group NetBl CS nane, whet her
there are zero, one, or nore actual nenbers, is nulticast. A
Net Bl OS dat agram sent using the Net Bl OS "Send Broadcast

Dat agram’ primtive is broadcast.

1.2. FRAGMVENTATI ON OF Net Bl OS DATAGRANS

When t he header and data of a Net Bl OS dat agram exceeds the

maxi mum anmount of data allowed in a UDP packet, the NetBl CS

dat agram nust be fragnented before transm ssion and reassenbl ed
upon receipt.

A Net Bl OS Datagramis conposed of the follow ng protocol
el enent s:

- | P header of 20 bytes (mninum

- UDP header of 8 bytes

- Net Bl OS Dat agram Header of 14 bytes
- The Net Bl OS Dat agr am dat a.

& Bergstrom I nf or mat i onal [ Page 5]



RFC 3794 | Pv4 Addresses in the I ETF Transport Area June 2004
18. NODE CONFI GURATI ON PARAVETERS
- B NODES:
- Node’s permanent uni que name
- \Whether IGW is in use
- Broadcast |P address to use
- \Whether NetBI OS session keep-alives are needed
- Usable UDP data field length (to control fragmentation)
- P NODES:
- Node’s permanent uni que name
- | P address of NBNS
- | P address of NBDD
- \Whether NetBI OS session keep-alives are needed
- Usable UDP data field length (to control fragmentation)
- M NODES:
- Node’ s permanent uni que name
- \Whether IGW is in use
- Broadcast |P address to use
- | P address of NBNS
- | P address of NBDD
- \Whether NetBI OS session keep-alives are needed
- Usable UDP data field length (to control fragnentation)
Al'l of the proceeding sections nmake inplicit use of |Pv4 addresses
and a new specification should be defined for use of | Pv6 underlying
addr esses.
3.4.2. RFC 1002 PROTOCOL STANDARD FOR A NetBI OS SERVICE ON A

Nesser

TCP/ UDP TRANSPORT: DETAI LED SPECI FI CATI ONS

Section 4.2.1.3. RESOURCE RECORD defi nes

RESOURCE RECORD RR _TYPE field definitions:
Synbol Val ue Descri ption

A 0x0001 | P address Resource Record (See
REDI RECT NAMVE QUERY RESPONSE)

Sections 4.2.2. NAME REG STRATI ON REQUEST, 4.2.3. NAME
OVERWRI TE REQUEST & DEMAND, 4.2.4. NAME REFRESH REQUEST,
4.2.5. POSITIVE NAMVE REGQ STRATI ON RESPONSE, 4.2.6. NEGATI VE
NAME REG STRATI ON RESPONSE, 4.2.7. END- NODE CHALLENGE

REG STRATI ON RESPONSE, 4.2.9. NAME RELEASE REQUEST & DEMAND,
4.2.10. POCSITIVE NAME RELEASE RESPONSE, 4.2.11. NEGATI VE NAME
RELEASE RESPONSE and Sections 4.2.13. POCSI TI VE NAME QUERY
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RESPONSE all contain 32 bit fields | abel ed "NB _ADDRESS" clearly
defined for | Pv4 addresses Sections 4.2.15. REDI RECT NAMVE
QUERY RESPONSE contains a field "NSD | P_ADDR' which also is
designed for a | Pv4 address.

Section 4.3.5. SESSI ON RETARGET RESPONSE PACKET

1111111111222222222233
01234567890123456789012345678901
i i Sup o S S i T R
| TYPE | FLAGS | LENGTH |
T T T L o s
| RETARGET | P_ADDRESS |
T T S S e S S i S S S S it SR
| PORT |
T o

Section 4.4.1. NetBl OS DATAGRAM HEADER

1111111111222222222233
01234567890123456789012345678901
T S T i I S S T i B T it JHP SR A Ss
| MSG_TYPE | FLAGS | DGM | D |
I S e i S S i S i it S S
| SQURCE | P |
T i S T i S S S S
| SOURCE_PORT | DGM_LENGTH |
T i S S T it S i S S T S S s i S s
| PACKET_OFFSET |
S S S ik S SRR S
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Section 4.4.2. DI RECT_UN QUE, DI RECT_GROUP, & BROADCAST
DATAGRAM

1111111111222222222233
01234567890123456789012345678901
I T it s S SR e e e S T S S et (I SRR e S S e e el S SRR SR

MBG_TYPE | FLAGS | DGM | D |
B e T o S e i e S S S S o ok s o o S S
SOURCE_| P I

B e i i i S e S T i i e st ST S TR SRR S S S SR S S
SOURCE_PORT | DGM_LENGTH |

I T it s S SR e e e S T S S et (I SRR e S S e e el S SRR SR
PACKET OFFSET |

B i el R e S e ks coTe oI S SR T

SOURCE._NAMVE

T e S T T S S S S

DESTI NATI ON_NAME

T S o i T T T i S S S S S S

+-
I
+-
I
+-
I
+-
I
+-
I

/
/

|
+-
I

/

/

I
+-
I

/ USER_DATA
/

I

+-

I
I
I
/
|
+
I
/
/
|
+
I
/
/
I
+

i S T o o S S S e S S S S S e T T

Section 4.4.3. DATAGRAM ERROR PACKET

1111111111222222222233
01234567890123456789012345678901
T S T sy
| MG _TYPE | FLAGS | DGM | D |
T S T i S e S S S T S S S A S S S
| SOURCE_I P |
T e S T < S S e e e e
| SOURCE_PORT | ERROR_CODE |
T T S e S AT o S aup
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Section 4.4.4. DATAGRAM QUERY REQUEST

1111111111222222222233
01234567890123456789012345678901
T S T i I S S T i B T it JHP SR A Ss
| MSG_TYPE | FLAGS | DGM | D |
I S e i S S i S i it S S
| SOURCE_I P |
T i S T i S S S S
| SOURCE_PORT |
T i S B i S SN A S
|
/
/
|
+-

+
DESTI NATI ON_NAME /
/
B i S T I I S S e e s S S S S S S S S e e T

4.4.5. DATACRAM PCsI TI VE AND NEGATI VE QUERY RESPONSE

1111111111222222222233
01234567890123456789012345678901
T S T i I S S T i B T it JHP SR A Ss
| MSG_TYPE | FLAGS | DGM | D |
I S e i S S i S i it S S
| SQURCE | P |
T i S T i S S S S
| SOURCE_PORT |
T i S B i S SN A S
|
/
/
|
+-

+
DESTI NATI ON_NAME /
/
B i S T I I S S e e s S S S S S S S S e e T

5.3. Net Bl 05 DATAGRAM SERVI CE PROTOCCLS

The followi ng are GLOBAL vari abl es and shoul d be NetBlI OS user
confi gur abl e:

- BROADCAST_ADDRESS: the | P address B-nodes use to send
datagrans with group nanme destinati ons and broadcast
datagrans. The default is the |IP broadcast address for a
single I P network.
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4.

0.

There is also a | arge anount of pseudo code for nobst of the
protocols functionality that nmake no specific reference to | Pv4
addresses. However they assune the use of the above defined
packets. The pseudo code may be valid for IPv6 as long as the
packet formats are updated.

RFC 1006 | SO Transport Service on top of the TCP (Version: 3)
Section 5. The Protocol defines a mapping specification
Mappi ng paraneters is al so straight-forward:
network service TCP

CONNECT! ON RELEASE

Cal | ed address server’s | P address
(4 octets)

Cal I i ng address client’s | P address
(4 octets)

Draft Standards
Draft Standards represent the penultinate standard level in the | ETF.
A protocol can only achieve draft standard when there are nultiple,
i ndependent, interoperable inplementations. Draft Standards are
usual ly quite mature and widely used.
4.1. RFC 3530 Network File System (NFS) version 4 Protocol
There are no | Pv4 dependencies in this specification.
4.2. RFC 3550 RTP: A Transport Protocol for Real-Tine Applications

There are no | Pv4 dependencies in this specification.

4.3. RFC 3551 RTP Profile for Audio and Video Conferences with
M ni mal Control.

There are no | Pv4 dependencies in this specification.
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5.0. Proposed Standards

Proposed Standards are introductory |evel documents. There are no
requirenents for even a single inplenentation. |n many cases
Proposed are never inplenmented or advanced in the | ETF standards
process. They therefore are often just proposed ideas that are
presented to the Internet conmunity. Sonetines flaws are exposed or
they are one of many conpeting solutions to problems. |In these |ater
cases, no discussion is presented as it would not serve the purpose
of this discussion

5.01. RFC 1144 Conpressing TCP/IP headers for |ow speed serial
l'inks

This RFC is specifically oriented towards TCP/ | Pv4 packet headers
and will not work in it’'s current form Significant work has
al ready been done on simlar algorithms for TCP/I Pv6 headers.
5.02. RFC 1323 TCP Extensions for H gh Perfornance
There are no | Pv4 dependencies in this specification
5.03. RFC 1553 Conpressing | PX Headers Over WAN Medi a (Cl PX)
There are no | Pv4 dependencies in this specification
5.04. RFC 1692 Transport Miltiplexing Protocol (TMix)
Section 6. Inplenentation Notes is states:
Because the TMux nini-header does not contain a TOS field, only
segments with the same IP TOS field should be contained in a
single TMux nessage. As nost systens do not use the TGOS
feature, this is not a major restriction. Were the TCS field
is used, it may be desirable to hold several nessages under
construction for a host, one for each TGOS val ue.

Segrments containing |IP options should not be multipl exed.

This is clearly IPv4 specific, but a sinple restatenent in |IPv6
terns will allow conplete functionality.

5.05. RFC 1831 RPC. Renote Procedure Call Protoco
Speci fication Version 2 RPC

There are no | Pv4 dependencies in this specification
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5.06. RFC 1833 Binding Protocols for ONC RPC Version 2

June 2004

In Section 2.1 RPCBIND Protocol Specification (in RPC Language)

there is the foll owi ng code fragnent:

* Protocol family (r_nc_protofnly)
* This identifies the famly to which the protocol bel ongs.
* The foll owi ng val ues are defi ned:
* NC_NOPROTOFMLY — "-"

* NC_LOOPBACK "l oopback"
* NC_| NET "inet"

* NC_I MPLI NK "inplink"

* NC_PUP " pup"

* NC_CHAGCS "chaos"

* NC_NS "ns"

* NC_NBS "nbs"

* NC_ECMA "ecma"

* NC_DATAKI T "dat akit"

* NC CCl TT "ceitt"

* NC_SNA "sna"

* NC_DECNET "decnet"

* NC_DLI "dlhi”

* NC_LAT "lat"

* NC_HYLI NK "hyl i nk"

* NC_APPLETALK "appl et al k"
* NC NIT "nit"

* NC_| EEE802 "i eee802"

* NC_Csl "osi"

* NC_X25 " x25"

* NC_CsI NET "osi net”

* NC _GCsl P "gosi p"

It is clear that the value for NC_INET is intended for the IP
protocol and is seens clear that it is |IPv4d dependent.

5.07.

RFC 1962 The PPP Conpressi on Control

Pr ot ocol (CCP)

There are no | Pv4 dependencies in this specification

5. 08.

RFC 2018 TCP Sel ective Acknow edgenent Options

There are no | Pv4 dependencies in this specification

5. 09.

RFC 2029 RTP Payl oad Format of Sun’s Cell B Video Encodi ng

There are no | Pv4 dependencies in this specification

Nesser |1 & Bergstrom
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5.10. RFC 2032 RTP Payl cad Format for H 261 Video Streans
There are no | Pv4 dependencies in this specification
5.11. RFC 2126 |1 SO Transport Service on top of TCP (ITQOT)
This specification is |IPv6 aware and has no issues.
5.12. RFC 2190 RTP Payl oad Format for H. 263 Video Streans
There are no | Pv4 dependencies in this specification

5.13. RFC 2198 RTP Payl oad for Redundant Audi o Data
There are no | Pv4 dependencies in this specification

5.14. RFC 2205 Resource ReSerVation Protocol (RSVP) --
Version 1 Functional Specification

In Section 1. Introduction the statenent is nade:

RSVP operates on top of I1Pv4 or |IPv6, occupying the place of a
transport protocol in the protocol stack

Appendi x A defines all of the header formats for RSVP and there
are nultiple formats for both I Pv4 and | Pv6.

There are no | Pv4 dependencies in this specification
5.15. RFC 2207 RSVP Extensions for | PSEC Data Fl ows

The defined | Psec extensions are valid for both IPv4d & | Pv6.
There are no | Pv4 dependencies in this specification

5.16. RFC 2210 The Use of RSVP with I ETF Integrated Services
There are no | Pv4 dependencies in this specification

5.17. RFC 2211 Specification of the Controlled-Load Network
El ement Service

There are no | Pv4 dependencies in this specification
5.18. RFC 2212 Specification of CGuaranteed Quality of Service

There are no | Pv4 dependencies in this specification
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5.19. RFC 2215 General Characterization Paraneters for
Integrated Service Network El enments

There are no | Pv4 dependencies in this specification
5.20. RFC 2250 RTP Payl coad Fornmat for MPEGL/ MPER Vi deo

There are no | Pv4 dependencies in this specification
5.21. RFC 2326 Real Time Stream ng Protocol (RTSP)

Section 3.2 RTSP URL defines:

The "rtsp" and "rtspu" schenes are used to refer to network

resources via the RTSP protocol. This section defines the
schene-specific syntax and semantics for RTSP URLs.

rtsp_ URL = ( "rtsp:" | "rtspu:" )
"/1" host [ ":" port ] [ abs_path ]
host = <A legal Internet host donain name of IP

address (in dotted decimal forn), as defined
by Section 2.1 of RFC 1123 \cite{rfcl123}>
port = *DIAT

Al though later in that section the followi ng text is added:

The use of | P addresses in URLs SHOULD be avoi ded whenever
possi bl e (see RFC 1924 [19]).

Sone | ater exanpl es show
Exanpl e:

C->S: DESCRIBE rtsp://server.exanple.com fizzle/foo RTSP/ 1.0
CSeq: 312
Accept: application/sdp, application/rtsl
appl i cation/ nheg

S->C. RTSP/1.0 200 K
CSeq: 312
Date: 23 Jan 1997 15:35:06 GMI
Cont ent - Type: application/sdp
Content-Length: 376

v=0

o=nmhandl ey 2890844526 2890842807 IN | P4 126.16.64. 4
s=SDP Semi nar

i =A Semi nar on the session description protoco
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u=http://ww. cs. ucl . ac. uk/ st af f/ M Handl ey/ sdp. 03. ps
e=nj h@si.edu (Mark Handl ey)

c=IN I P4 224, 2.17. 12/ 127

t =2873397496 2873404696

a=recvonly

mrFaudi o 3456 RTP/ AVP 0O

mevi deo 2232 RTP/ AVP 31

nmwhi t eboard 32416 UDP \\B

a=orient:portrait

which inplies the use of the "I P4" tag and it shoul d be possible
to use an "I P6" tag. There are also nunerous other simlar
exanpl es using the "IP4" tag.

RTSP i s al so dependent on | Pv6 support in a protocol capabl e of
descri bing medi a configurations, for exanple SDP RFC 2327.

RTSP can be used over |IPv6 as long as the nedia description
protocol supports IPv6, but only for certain restricted use cases.
For full functionality there is need for |Pv6 support. The amount
of updates needed are small.

5.22. RFC 2327 SDP: Session Description Protocol (SDP)

This specification is under revision, and | Pv6 support was added
in RFC 3266 which updates this specification

5.23. RFC 2380 RSVP over ATM I npl enentation Requirements
This specification is both IPv4 and | Pv6 aware.

5.24. RFC 2381 Interoperation of Controlled-Load Service and
Cuaranteed Service with ATM

There does not seemany inherent IPv4d lintations in this

specification, but it assunes work of other standards that have
IPv4 limtations.

5.25. RFC 2429 RTP Payl oad Format for the 1998 Version of ITUT
Rec. H. 263 Video (H. 263+)
There are no | Pv4 dependencies in this specification

5.26. RFC 2431 RTP Payl oad Format for BT.656 Video Encoding

There are no | Pv4 dependencies in this specification
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5.27. RFC 2435 RTP Payl oad Format for JPEG conpressed Vi deo
There are no | Pv4 dependencies in this specification

5.28. RFC 2474 Definition of the Differentiated Services Field
(DS Field) in the IPv4 and | Pv6 Headers

This specification is both | Pv4d and | Pv6 aware.

5.29. RFC 2508 Conpressing | P/ UDP/ RTP Headers for Low Speed
Serial Links

This specification is both IPv4 and | Pv6 aware.
5.30. RFC 2581 TCP Congestion Contro
There are no | Pv4 dependencies in this specification
5.31. RFC 2597 Assured Forwardi ng PHB Group
This specification is both | Pv4 and | Pv6 aware.
5.32. RFC 2658 RTP Payl oad Format for PureVoice(tm Audio
There are no | Pv4 dependencies in this specification
5.33. RFC 2678 | PPM Metrics for Measuring Connectivity
This specification only supports |Pv4.
5.34. RFC 2679 A One-way Delay Metric for | PPM
This specification only supports |Pv4.
5.35. RFC 2680 A One-way Packet Loss Metric for | PPM
This specification only supports |Pv4.
5.36. RFC 2681 A Round-trip Delay Metric for |PPM
This specification only supports |Pv4.

5.37. RFC 2730 Multicast Address Dynanmic Cient Allocation Protoco
( MADCAP)

This specification is both IPv4 and | Pv6 aware and needs no
changes.
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5.38. RFC 2733 An RTP Payl oad Format for Generic Forward Error
Correction

This specification is dependent on SDP which has | Pv4
dependencies. Once that limtation is fixed, then this
speci fication should support |Pv6.

5.39. RFC 2745 RSVP Di agnostic Messages

This specification is both IPv4 and | Pv6 aware and needs no
changes.

5.40. RFC 2746 RSVP (peration Over |P Tunnels

This specification is both I Pv4 and | Pv6 aware and needs no
changes.

5.41. RFC 2750 RSVP Extensions for Policy Contro

There are no | Pv4 dependencies in this specification
5.42. RFC 2793 RTP Payl oad for Text Conversation

There are no | Pv4 dependencies in this specification

5.43. RFC 2814 SBM (Subnet Bandwi dth Manager): A Protocol for
RSVP- based Adni ssion Control over | EEE 802-styl e networks

This specification clains to be both IPv4 and | Pv6 aware, but all
of the exanples are given with | Pv4 addresses. That, by itself is
not a telling point but the followi ng statement is nmade:
a) Local DSBMADdAriInfo -- current DSBM s | P address (initially,
0.0.0.0) and priority. Al IP addresses are assunmed to be in
network byte order. 1In addition, current DSBMs L2 address is
al so stored as part of this state infornmation

whi ch coul d just be sloppy wording. Perhaps a short docunent
clarifying the text is appropriate.

5.44. RFC 2815 Integrated Service Mappings on | EEE 802 Networks
There are no | Pv4 dependencies in this specification

5.45. RFC 2833 RTP Payl oad for DIMF Digits, Tel ephony Tones
and Tel ephony Signal s

There are no | Pv4 dependencies in this specification
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5.46. RFC 2848 The PINT Service Protocol: Extensions to SIP and
SDP for | P Access to Tel ephone Call Services
This specification is dependent on SDP which has | Pv4
dependencies. Once these linmtations are fixed, then this
speci fication should support |Pv6.
5.47. RFC 2862 RTP Payl oad Format for Real -Tine Pointers

There are no | Pv4 dependencies in this specification

5.48. RFC 2872 Application and Sub Application Identity Policy
El ement for Use with RSVP

There are no | Pv4 dependencies in this specification
5.49. RFC 2873 TCP Processing of the | Pv4d Precedence Field

This specification docunents a techni que using | Pv4 headers. A
simlar technique, if needed, will need to be defined for |Pv6.

5.50. RFC 2883 An Extension to the Sel ective Acknow edgenment ( SACK)
Option for TCP

There are no | Pv4 dependencies in this specification
5.51. RFC 2907 MADCAP Multicast Scope Nesting State Option

This specification is both I1Pv4 and | Pv6 aware and needs no
changes.

5.52. RFC 2960 Stream Control Transm ssion Protoco

This specification is both IPv4 and | Pv6 aware and needs no
changes.

5.53. RFC 2961 RSVP Refresh Over head Reducti on Extensions

This specification is both I Pv4 and | Pv6 aware and needs no
changes.

5.54. RFC 2976 The SIP | NFO Met hod
There are no | Pv4 dependencies in this specification
5.55. RFC 2988 Computing TCP' s Retransmni ssion Tiner

There are no | Pv4 dependencies in this specification
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5.56. RFC 2996 Format of the RSVP DCLASS (bj ect

There are no | Pv4 dependencies in this specification
5.57. RFC 2997 Specification of the Null Service Type

There are no | Pv4 dependencies in this specification
5.58. RFC 3003 The audi o/ npeg Medi a Type

There are no | Pv4 dependencies in this specification

5.59. RFC 3006 Integrated Services in the Presence of
Conpressi bl e Fl ows

Thi s docunent defines a protocol that di scusses conpressible
flows, but only in an IPv4 context. Wen |IPv6 conpressible flows
are defined, a sinilar technique should al so be defi ned.

5.60. RFC 3016 RTP Payl coad Format for MPEG 4 Audi o/ Vi sua
St reans

There are no | Pv4 dependencies in this specification
5.61. RFC 3033 The Assignnent of the Information Field and
Protocol ldentifier in the Q2941 Generic Identifier and
Q 2957 User-to-user Signaling for the Internet Protocol

This specification is both I1Pv4 and | Pv6 aware and needs no
changes.

5.62. RFC 3042 Enhancing TCP's Loss Recovery Using Limted Transnmit
There are no | Pv4 dependencies in this specification

5.63. RFC 3047 RTP Payl coad Format for | TU- T Recommendation G 722.1
There are no | Pv4 dependencies in this specification

5.64. RFC 3057 | SDN Q 921-User Adaptation Layer

There are no | Pv4 dependencies in this specification

Nesser |1 & Bergstrom I nf or mat i onal [ Page 19]



RFC 3794 | Pv4 Addresses in the I ETF Transport Area June 2004
5.65. RFC 3095 Robust Header Conpression (ROHC): Framework and four
profiles

This specification is both IPv4 and | Pv6 aware and needs no
changes.

5.66. RFC 3108 Conventions for the use of the Session Description
Protocol (SDP) for ATM Bearer Connections

This specification is currently limted to IPv4 as anplified
bel ow

The range and format of the <rtcpPortNun> and <rtcpl Paddr >
subparaneters is per [1]. The <rtcpPortNun® is a deci nal
nurmber between 1024 and 65535. It is an odd nunber. [If an
even nunber in this range is specified, the next odd nunber is
used. The <rtcplPaddr> is expressed in the usual dotted
decinal | P address representation, from0.0.0.0 to
255, 255, 255. 255

and

<rt cpl Paddr > | P address for receipt Dotted decinmal,
7-15 chars of RTCP packets

5.67. RFC 3119 A More Loss-Tol erant RTP Payl oad Format for MP3 Audio
There are no | Pv4 dependencies in this specification
5.68. RFC 3124 The Congesti on Manager

This docunent is IPv4 |imted since it uses the | Pv4 TCS header
field.

5.69. RFC 3140 Per Hop Behavior ldentification Codes
There are no | Pv4 dependencies in this specification

5.70. RFC 3173 | P Payl oad Conpression Protocol (1 PConp)
There are no | Pv4 dependencies in this specification

5.71. RFC 3181 Signaled Preenption Priority Policy Elenent

There are no | Pv4 dependencies in this specification
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5.72. RFC 3182 ldentity Representation for RSVP
There are no | Pv4 dependencies in this specification

5.73. RFC 3246 An Expedited Forwardi ng PHB (Per-Hop Behavi or)
There are no | Pv4 dependencies in this specification

5.74. RFC 3261 SIP: Session Initiation Protoco
There are no | Pv4 dependencies in this specification

5.75. RFC 3262 Reliability of Provisional Responses in Session
Initiation Protocol (SIP)

There are no | Pv4 dependencies in this specification

5.76. RFC 3263 Session Initiation Protocol (SIP): Locating SIP
Servers

There are no | Pv4 dependencies in this specification

5.77. RFC 3264 An Ofer/Answer Mbdel w th Session Description
Pr ot ocol (SDP)

There are no | Pv4 dependencies in this specification

5.78. RFC 3265 Session Initiation Protocol (SIP)-Specific Event
Noti fication

There are no | Pv4 dependencies in this specification
5.79. RFC 3390 Increasing TCP s Initial Wndow

There are no | Pv4 dependencies in this specification
5.80. RFC 3525 Gateway Control Protocol Version 1

There are no | Pv4 dependencies in this specification
5.81. RFC 3544 | P Header Conpression over PPP

There are no | Pv4 dependencies in this specification
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6.0. Experinental RFCs

Experimental RFCs typically define protocols that do not have

wi descal e i npl enentation or usage on the Internet. They are often
propriety in nature or used in limted arenas. They are docunented
to the Internet comunity in order to allow potential
interoperability or some other potential useful scenario. In a few
cases they are presented as alternatives to the nainstream sol ution
to an acknow edged probl em

6.1. RFC 908 Reliable Data Protocol (RDP)
This docunent is IPv4 linmted as stated in the followi ng section
4.1. 1P Header Fornmat

When used in the internet environment, RDP segnments are sent

using the version 4 | P header as described in RFC791, "Internet
Protocol." The RDP protocol nunber is ??? (decimal). The
time-to-live field should be set to a reasonabl e value for the
net wor k.

Al'l other fields should be set as specified in RFC 791.
A new protocol specification would be needed to support |Pv6.

6.02. RFC 938 Internet Reliable Transaction Protocol functional and
interface specification (IRTP)

This specification states:

4.1. State Variables
Each IRTP is associated with a single internet address. The
synchroni zati on nmechani sm of the | RTP depends on the
requi renent that each | RTP nodul e knows the internet addresses
of all nodules with which it will communicate. For each renote
i nternet address, an | RTP nodul e nust nmaintain the follow ng
i nformation (called the connection table):
rem addr (32 bit renote internet address)

A new specification that is |Pv6 aware woul d need to be created.
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6.03. RFC 998 NETBLT: A bulk data transfer protoco
This RFC st ates:

The active end specifies a passive client through a client-
specific "well-known" 16 bit port nunber on which the passive
end listens. The active end identifies itself through a 32 bit
I nternet address and a unique 16 bit port nunber.

Clearly, this is I Pv4d dependent, but could easily be nodified to
support | Pv6 addressing.

6.04. RFC 1045 VMIP:. Versatile Message Transaction Protocol

Thi s specification has many | Pv4 dependencies in its

i mpl enent ati on appendi ces. For operations over IPv6 a sinilar
i npl enent ati on procedure nust be defined. The IPv4 specific
information is show bel ow

IV. 1. Domai n 1

For initial use of VMIP, we define the domain with Domain
identifier 1 as foll ows:

The Internet address is the Internet address of the host on
which this entity-id is originally allocated. The
Discrimnator is an arbitrary value that is unique relative to
this Internet host address. In addition, the host nust
guarantee that this identifier does not get reused for a |ong
period of tine after it becones invalid. ("Invalid" nmeans that
no VMIP nodul e considers in bound to an entity.) One technique
is to use the lower order bits of a 1 second clock. The clock
need not represent real-time but nmust never be set back after a

crash. In a sinple inplenmentation, using the | ow order bits of
a clock as the tine stanmp, the generation of unique identifiers
is overall limted to no nore than 1 per second on average.

The type flags were described in Section 3. 1.

An entity may nigrate between hosts. Thus, an inplenmentation
can heuristically use the enbedded Internet address to |ocate
an entity but should be prepared to maintain a cache of
redirects for mgrated entities, plus accept Notify operations
i ndicating that migration has occurred.
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Entity group identifiers in Donmain 1 are structured in one of
two fornms, depending on whether they are well-known or
dynamically allocated identifiers. A well-known entity
identifier is structured as:

with the second high-order bit (GRP) set to 1. This form of
entity identifier is mapped to the Internet host group address
specified in the loworder 32 bits. The Discrinnator

di stingui shes group identifiers using the sanme Internet host
group. Well-known entity group identifiers should be allocated
to correspond to the basic services provided by hosts that are
menbers of the group, not specifically because that service is
provi ded by VMIP. For exanple, the well-known entity group
identifier for the domain nanme service should contain as its
enbedded | nternet host group address the host group for Donain
Nane servers

A dynanmically allocated entity identifier is structured as:

with the second high-order bit (GRP) set to 1. The Internet
address in the loworder 32 bits is a Internet address assigned
to the host that dynamically allocates this entity group
identifier. A dynanmically allocated entity group identifier is
mapped to Internet host group address 232. X. X. X where X X. X are
the loworder 24 bits of the Discrimnator subfield of the
entity group identifier

W use the following notation for Domain 1 entity identifiers
<10> and propose it use as a standard convention

<fl ags>- <di scri m nat or >-<I nt ernet address>
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where <flags> are [ X]{BE, LE, RG UG [ A]

X = reserved

BE = big-endian entity

LE = little-endian entity
RG = restricted group

UG = unrestricted group
A = alias

and <discrimnator> is a decimal integer and <lInternet address> is
in standard dotted decinal |P address notation

V.1. Authentication Domain 1

A principal identifier is structured as follows.

o e e e e e e m e e e o e e e e e e e e e e e e m o +
| I nt ernet Address | Local User ldentifier
T o e e e e e e e i e oo +

32 bits 32 bits

VI. |P Inplenentation

VMIP is designed to be inplenented on the DoD | P | nternet
Dat agram Protocol (although it may al so be inplenented as a
| ocal network protocol directly in "raw' network packets.)

The well -known entity identifiers specified to date are:

VMIP_MANAGER GROUP RG 1-224.0.1.0
Managers for VMIP operations.

VMIP_DEFAULT_BECLI ENT BE-1-224.0.1.0
Cient entity identifier to use when a (big-
endi an) host has not determ ned or been allocated
any client entity identifiers.

VMIP_DEFAULT_LECLI ENT LE-1-224.0.1.0
Client entity identifier to use when a (little-
endi an) host has not deternined or been allocated
any client entity identifiers.

Note that 224.0.1.0 is the host group address assigned to VMIP and
to which all VMIP hosts bel ong.

6.05. RFC 1146 TCP alternate checksum options

There are no | Pv4 dependencies in this specification
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6.06. RFC 1151 Version 2 of the Reliable Data Protocol (RDP)
There are no | Pv4 dependencies in this specification

6.07. RFC 1644 T/ TCP -- TCP Extensions for Transactions Functiona
Speci fication

There are no | Pv4 dependencies in this specification
6.08. RFC 1693 An Extension to TCP : Partial Order Service
There are no | Pv4 dependencies in this specification
6.09. RFC 1791 TCP And UDP Over |IPX Networks Wth Fixed Path Mru
There are no | Pv4 dependencies in this specification
6.10. RFC 2343 RTP Payl oad Fornmat for Bundl ed MPEG
There are no | Pv4 dependencies in this specification

6.11. RFC 2582 The NewReno Modification to TCP' s Fast Recovery
Al gorithm

There are no | Pv4 dependencies in this specification
6.12. RFC 2762 Sanpling of the Goup Menbership in RTP
There are no | Pv4 dependencies in this specification
6.13. RFC 2859 A Tine Sliding Wndow Three Col our Marker (TSWICM

This specification is both I Pv4 and | Pv6 aware and needs no
changes.

6.14. RFC 2861 TCP Congesti on W ndow Val i dati on

This specification is both I Pv4 and | Pv6 aware and needs no
changes.

6.15. RFC 2909 The Multicast Address-Set O aim (MASC) Protoco

This specification is both IPv4 and | Pv6 aware and needs no
changes.
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7.0. Summary of Results

In the initial survey of RFCs 24 positives were identified out of a
total of 104, broken down as foll ows:

St andar ds: 3 out of 5 or 60.00%
Draft Standards: 0 out of 2 or 0.00%
Pr oposed Standards: 17 out of 82 or 20.73%
Experi mental RFCs: 4 out of 15 or 26.67%

O those identified many require no acti on because they docunent
out dat ed and unused protocols, while others are docunent protocols
that are actively being updated by the appropriate working groups.
Additionally there are many instances of standards that SHOULD be
updat ed but do not cause any operational inpact if they are not
updated. The remmining instances are docunented bel ow.
7.1. Standards
7.1.1. STD 7 Transmi ssion Control Protocol (RFC 793)
Section 3.1 defines the technique for conmputing the TCP checksum
that uses the 32 bit source and destination | Pv4 addresses. This
problemis addressed in RFC 2460 Section 8. 1.
7.1.2. STD 19 Netbi os over TCP/UDP (RFCs 1001 & 1002)

These two RFCs have many inherent |Pv4 assunptions and a new set
of protocols nust be defined.

7.1.3. STD 35 |1 SO Transport over TCP (RFC 1006)

Thi s probl em has been fixed in RFC 2126, | SO Transport Service on
top of TCP.

7.2. Draft Standards
There are no draft standards within the scope of this docunent.
7.3. Proposed Standards
7.3.01. TCP/IP Header Conpression over Slow Serial Links (RFC 1144)

Thi s probl em has been resol ved i n RFC2508, Conpressing | P/ UDP/ RTP
Headers for Low Speed Serial Links. See also RFC 2507 & RFC 2509.
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7.3.02. ONC RPC v2 (RFC 1833)

The probl enms can be resolved with a definition of the NC_I NET6
protocol famly.

7.3.03. RTSP (RFC 2326)
Probl em has been acknow edged by the RTSP devel oper group and wil|
be addressed in the nove from Proposed to Draft Standard. This
problemis al so addressed in RFC 2732, I1Pv6 Literal Addresses in
URL’ s.

7.3.04. SDP (RFC 2327)
One problemis addressed in RFC 2732, I1Pv6 Literal Addresses in
URL's. The other problemcan be addressed with a mi nor textual
clarification. This nust be done if the docunment is to transition
fromProposed to Draft. These problens are sol ved by docunents
currently in Auth48 or |ESG di scuss.

7.3.05. | PPM Metrics (RFC 2678)
The IPPM WG is working to resolve these issues.

7.3.06. | PPM One Way Delay Metric for | PPM (RFC 2679)

The IPPM WG is working to resolve these issues. An IDis
avail able (draft-ietf-ippm owdp-03.txt).

7.3.07. | PPM One Way Packet Loss Metric for | PPM (RFC 2680)
The IPPM W5 is working to resol ve these issues.

7.3.09. Round Trip Delay Metric for | PPM (RFC 2681)
The IPPM WG is working to resol ve these issues.

7.3.08. The PINT Service Protocol: Extensions to SIP and SDP for |IP
Access to Tel ephone Call Services(RFC 2848)

This specification is dependent on SDP which has | Pv4
dependencies. Once these linmtations are fixed, then this
protocol shoul d support |Pv6.

7.3.09. TCP Processing of the | Pv4 Precedence Field (RFC 2873)

The probl ens are not bei ng addressed.
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7.3.10. Integrated Services in the Presence of Conpressible Flows
( RFC 3006)
Thi s docunent defines a protocol that di scusses conpressible
flows, but only in an IPv4 context. Wen |IPv6 conpressible flows
are defined, a sinilar technique should al so be defined.

7.3.11. SDP For ATM Bearer Connections (RFC 3108)

The probl ens are not being addressed, but it is unclear whether
the specification is being used.

7.3.12. The Congestion Manager (RFC 3124)
An update to this docunent can be sinply define the use of the
IPv6 Traffic Class field since it is defined to be exactly the
same as the IPv4 TCS fi el d.
7.4. Experinental RFCs
7.4.1. Reliable Data Protocol (RFC 908)

This specification relies on I Pv4 and a new protocol standard may
be produced.

7.4.2. Internet Reliable Transaction Protocol functional and
interface specification (RFC 938)

This specification relies on I Pv4 and a new protocol standard may
be produced.

7.4.3. NETBLT: A bulk data transfer protocol (RFC 998)

This specification relies on I Pv4 and a new protocol standard may
be produced.

7.4.4. VMIP. Versatile Message Transaction Protocol (RFC 1045)

This specification relies on I Pv4 and a new protocol standard may
be produced.

7.4.5. OSPF over ATM and Proxy- PAR (RFC 2844)

This specification relies on I Pv4 and a new protocol standard nay
be produced.
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8.0. Security Considerations

This meno exam nes the | Pv6-readi ness of specifications; this does
not have security considerations in itself.
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