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Abst r act

This docunent seeks to record all usage of |Pv4 addresses in
currently depl oyed | ETF Operations & Managenent Area accepted

standards. In order to successfully transition froman all |Pv4
Internet to an all IPv6 Internet, nmany interimsteps will be taken.
One of these steps is the evolution of current protocols that have
| Pv4 dependencies. It is hoped that these protocols (and their

i mpl enentations) will be redesigned to be network address

i ndependent, but failing that will at |east dually support |Pv4 and
IPv6. To this end, all Standards (Full, Draft, and Proposed), as
wel | as Experimental RFCs, will be surveyed and any dependencies will
be docunent ed.
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1. Introduction

This docunent is part of a set aimng to record all usage of |Pv4
addresses in | ETF standards. In an effort to have the information in
a manageable form it has been broken into 7 documents conforming to
the current | ETF areas (Application, Internet, Operations &
Managenment, Routing, Security, Sub-1P and Transport).

For a full introduction, please see the introduction [1].
2. Docunent O ganization
The docunent is organi zed as descri bed bel ow

Sections 3, 4, 5, and 6 each describe the raw anal ysis of Full

Draft, and Proposed Standards, and Experinmental RFCs. Each RFCis

di scussed in its turn starting with RFC 1 and ending with (around)
RFC 3100. The conments for each RFC are "raw' in nature. That is,
each RFC is discussed in a vacuum and probl ens or issues discussed do
not "l ook ahead" to see if the problens have al ready been fixed.

Section 7 is an analysis of the data presented in Sections 3, 4, 5,
and 6. It is here that all of the results are considered as a whol e
and the problens that have been resolved in later RFCs are
correl at ed
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3. Full Standards
Full Internet Standards (nost commonly sinply referred to as
"Standards") are fully mature protocol specification that are w dely
i npl ement ed and used throughout the Internet.
3.1. RFC 1155 Structure of Managenent |nformation
Section 3.2.3.2. |pAddress defines the follow ng:
This application-wide type represents a 32-bit internet address.
It is represented as an OCTET STRING of length 4, in network
byt e- or der.

There are several instances of the use of this definition in the rest
of the docunent.

3.2. RFC 1212 Concise MB definitions
In section 4.1.6 | pAddress is defined as:

(6) | pAddress-valued: 4 sub-identifiers, in the famliar
a.b.c.d notation.

3.3. RFC 1213 Managenent |nfornation Base
There are far too many instances of |Pv4 addresses is this docunent
to enunerate here. The particular object groups that are affected
are the I P group, the ICWP group, the TCP group, the UDP group, and
the EGP group.

3.4. RFC 2578 Structure of Managenent Information Version 2 (SMv2)
Section 7.1.5 defines the | pAddress data type:

The | pAddress type represents a 32-bit internet address. It is
represented as an OCTET STRING of length 4, in network byte-order.

Note that the |IpAddress type is a tagged type for historical
reasons. Network addresses should be represented using an
i nvocation of the TEXTUAL- CONVENTI ON macr o.

Note the deprecated status of this type; see RFC 3291 for details on
t he repl acenent TEXTUAL- CONVENTI ON defi nitions.

3. 5. RFC 2579 Textual Conventions for SMv2

There are no | Pv4 dependencies in this specification.
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3.6. RFC 2580 Confornmance Statements for SMv2
There are no | Pv4 dependencies in this specification.

3.7. RFC 2819 Renpte Network Mnitoring Managenent |nformation Base
There are no | Pv4 dependencies in this specification.

3.8. RFC 3411 An Architecture for Describing SNMP Managenent Franmeworks
There are no | Pv4 dependencies in this specification.

3.9. RFC 3412 Message Processing and Dispatching for the Sinple Network
Management Prot ocol ( SNWVP)

There are no | Pv4 dependencies in this specification.
3.10. RFC 3413 SNWMP Applications
There are no | Pv4 dependencies in this specification.

3.11. RFC 3414 User-based Security Mdel (USM for version 3 of the
Si mpl e Networ k Managenent Protocol (SNWVPv3)

There are no | Pv4 dependencies in this specification.

3.12. RFC 3415 Vi ew based Access Control Mbdel (VACM for the Sinple
Net wor k Managenent Prot ocol (SNWP)

There are no | Pv4 dependencies in this specification.

3.13. RFC 3416 Protocol Operations for Version 2 of the Sinple Network
Managemnment Prot ocol ( SNWP)

Section 4.2.2.1., Exanple of Table Traversal, and Section 4.2.3.1.,
Anot her Exanpl e of Table Traversal, both use objects from M B2 whose
data contains |Pv4 addresses. Oher than their use in these exanple
sections, there are no I Pv4 dependencies in this specification.
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3.14. RFC 3417 Transport Mappings for Version 2 of the Sinple Network
Management Prot ocol ( SNWP)

Section 2 Definitions contains the follow ng definition:

SnnpUDPAddr ess :: = TEXTUAL- CONVENTI ON
Dl SPLAY- HI NT "1d. 1d. 1d. 1d/ 2d"
STATUS current
DESCRI PTI ON
"Represents a UDP address:
octets contents encodi ng
1-4 | P- addr ess net wor k- byt e order
5-6 UDP- por t net wor k- byt e order
SYNTAX OCTET STRING (SIZE (6))

Section 8.1, Usage Exanple, also contains exanples which uses |Pv4
address, but it has no significance in the operation of the
speci fication.

3.15. RFC 3418 Managenent Information Base for Version 2 of the Sinple
Net wor k Management Prot ocol (SNWP)

There are no | Pv4 dependencies in this specification.

4. Draft Standards
Draft Standards represent the penultimte standard level in the I ETF.
A protocol can only achieve draft standard when there are nmultiple,
i ndependent, interoperable inplenentations. Draft Standards are
usual ly quite nmature and widely used.

4.1. RFC 1493 Definitions of Managed Objects for Bridges
There are no | Pv4 dependencies in this specification.

4.2. RFC 1559 DECnet Phase |V M B Extensions

There are no | Pv4 dependencies in this specification.
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4.3. RFC 1657 Definitions of Managed Objects for the Fourth
Versi on of the Border Gateway Protocol (BGP-4) using SMv2

The M B defined in this RFC deals with objects in a BGP4 based

routi ng systemand therefore contain many objects that are limted by
the | pAddress 32-bit value defined in MB2. dearly the val ues of
this MB are linmted to | Pv4 addresses. No update is needed,

al t hough a new M B shoul d be defined for BGP4+ to all ow managenent of
| Pv6 addresses and routes.

4.4. RFC 1658 Definitions of Managed Objects for Character Stream
Devi ces using SMv2

There are no | Pv4 dependencies in this specification.

4.5. RFC 1659 Definitions of Managed Objects for RS-232-1ike Hardware
Devi ces using SMv2

There are no | Pv4 dependencies in this specification.

4.6. RFC 1660 Definitions of Managed Objects for Parallel-printer-1ike
Har dwar e Devi ces using SMv2

There are no | Pv4 dependencies in this specification.

4.7. RFC 1694 Definitions of Managed bjects for SMDS Interfaces using
SM v2

This M B nodul e definition defines the foll owi ng subtree:
i pOver SMDS OBJECT I DENTIFIER ::= { sndsApplications 1 }

-- Al'though the objects in this group are read-only, at the
-- agent’s discretion they may be nade read-wite so that the
-- managenent station, when appropriately authorized, may

-- change the addressing infornmation related to the

-- configuration of a logical |IP subnetwork inplenmented on

-- top of SMDS.

-- This table is necessary to support RFC1209 (I P-over- S\VDS)
-- and gives information on the G oup Addresses and ARP

-- Addresses used in the Logical |IP subnetwork.

-- One SMDS address nay be associated with nultiple IP

-- addresses. One SNI may be associated with nultiple LISs.

i pOver SMDSTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF | pOver SMDSENt ry
MAX- ACCESS not -accessi bl e
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STATUS current

DESCRI PTI ON
"The table of addressing information rel evant to
this entity’s | P addresses.”

c:={ ipOverSMDS 1 }

i pOver SMDSEnt ry OBJECT- TYPE

SYNTAX | pOver SMDSENt ry

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON
"The addressing infornmation for one of this
entity’'s | P addresses."

INDEX  { ipOver SMDSI ndex, i pOver SMDSAddr ess }

::={ ipOver SMDSTable 1 }

| pOver SMDSEntry :: =

SEQUENCE {
i pOver SMDSI ndex | f I ndex,
i pOver SMDSAddr ess | pAddr ess,
i pOver SMDSHA SMDSAddr ess,
i pOver SMDSLI SGA SMDSAddr ess,
i pOver SMDSARPReq SMDSAddr ess
}

i pOver SMDSI ndex OBJECT- TYPE

SYNTAX I f1ndex

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

"The value of this object identifies the
interface for which this entry contains nmanagenent
i nformation. "

::={ ipOver SMDSEntry 1 }

i pOver SMDSAddr ess OBJECT- TYPE
SYNTAX | pAddr ess
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The I P address to which this entry’s addressing
i nformati on pertains.”
.= { ipOver SMDSEntry 2 }

i pOver SMDSHA OBJECT- TYPE

SYNTAX SMDSAddr ess
MAX- ACCESS read-only
STATUS current
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DESCRI PTI ON

"The SMDS | ndi vi dual address of the |P station."
c:={ ipOver SMDSEntry 3 }

i pOver SMDSLI SGA OBJECT- TYPE

SYNTAX SMDSAddr ess

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The SMDS Group Address that has been configured
to identify the SMDS Subscriber-Network Interfaces
(SNI's) of all nenbers of the Logical |P Subnetwork
(LI'S) connected to the network supporting SMDS. "

c:={ ipOver SMDSEntry 4 }

i pOver SMDSARPReq OBJECT- TYPE

SYNTAX SMDSAddr ess

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The SMDS address (individual or group) to which
ARP Requests are to be sent.”

2= { ipOver SMDSEntry 5 }

Al t hough these object definitions are intended for |Pv4 addresses, a
simlar MB can be defined for |Pv6 addressing.

4.8. RFC 1724 RIP Version 2 MB Extension
As expected, this RFCis filled with | Pv4 dependencies since it
defines a MB nodule for an IPv4-only routing protocol. A new MB
for RIPng is required.

4.9. RFC 1748 | EEE 802.5 M B using SMv2
There are no | Pv4 dependencies in this specification.

4.10. RFC 1850 OSPF Version 2 Managenent |Information Base
This M B defines managed objects for OSPFv2 which is a protocol used
to exchange 1 Pv4 routing information. Since OSPFv2 is limited to

| Pv4 addresses, a new MB is required to support a new version of
OSPF that is | Pv6 aware.
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4.11. RFC 2115 Managenent Infornation Base for Frame Rel ay DTEs
Using SMv2

Thi s specification has several exanples of how | Pv4 addresses mi ght
be mapped to Frame Relay DLCIs. Oher than those exanples there are
no | Pv4 dependencies in this specification

4.12. RFC 2790 Host Resources M B
There are no | Pv4 dependencies in this specification

4.13. RFC 2863 The Interfaces G oup MB
There are no | Pv4 dependencies in this specification. There is sone
di scussion in one object definition about an interface performng a

self test, but the object itself is IP version i ndependent.

4.14. RFC 3592 Definitions of Managed (bjects for the Synchronous
Optical Network/Synchronous Digital Hi erarchy (SONET/ SDH)

There are no | Pv4 dependencies in this specification

4.15. RFC 3593 Textual Conventions for M B Mdul es Usi ng Perfornmance
Hi story Based on 15 Mnute Intervals

There are no | Pv4 dependencies in this specification

5. Proposed Standards
Proposed Standards are introductory |evel docunents. There are no
requirenents for even a single inplenentation. |n nmany cases,
Proposed are never inplenented or advanced in the |ETF standards
process. They therefore are often just proposed ideas that are
presented to the Internet conmunity. Sonetinmes flaws are exposed or
they are one of many conpeting solutions to problens. In these later
cases, no discussion is presented as it would not serve the purpose
of this discussion

5.1. RFC 1239 Reassi gnnment of experimental MBs to standard M Bs
There are no | Pv4 dependencies in this specification

5.2. RFC 1269 Definitions of Managed Objects for the Border
Gat eway Protocol: Version 3

The use of BGP3 has been deprecated and is not discussed.
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5.3. RFC 1285 FDDI Managenent |nformati on Base

There are no | Pv4 dependencies in this specification
5.4. RFC 1381 SNWMP M B Extension for X 25 LAPB

There are no | Pv4 dependencies in this specification
5.5. RFC 1382 SNWP M B Extension for the X 25 Packet Layer

There are no | Pv4 dependencies in this specification
5.6. RFC 1414 ldentification MB

There are no | Pv4 dependencies in this specification
5.7. RFC 1418 SNWP over OS

There are no | Pv4 dependencies in this specification
5.8. RFC 1419 SNWP over Appl eTal k

There are no | Pv4 dependencies in this specification
5.9. RFC 1420 SNWP over |PX

There are no | Pv4 dependencies in this specification

5.10. RFC 1461 SNMP M B extension for Miltiprotocol I|nterconnect
over X. 25

The follow ng objects are defined in Section 4, Definitions:

m oxPl eLast Fai | edEnAddr OBJECT- TYPE

SYNTAX OCTET STRING (Sl ZE(2..128))

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"The | ast Encapsul ated address that failed
to find a correspondi ng X. 121 address and
caused m oxPl eEnAddr ToX121LkupFlrs to be
increnented. The first octet of this object
contai ns the encapsul ati on type, the
remai ning octets contain the address of that
type that failed. Thus for an |P address,
the length will be five octets, the first
octet will contain 204 (hex CC), and the
| ast four octets will contain the IP
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address. For a snap encapsul ation, the
first byte would be 128 (hex 80) and the
rest of the octet string would have the snap
header."

:={ moxPleEntry 4}

m oxPeer EnAddr OBJECT- TYPE

SYNTAX OCTET STRING (SI ZE (0..128))

ACCESS read-wite

STATUS nmandat ory

DESCRI PTI ON
"The Encapsul ati on address of the renote
host nmapped by this table entry. A length
of zero indicates the renote | P address is
unknown or unspecified for use as a PLE
defaul t.

The first octet of this object contains the
encapsul ati on type, the renmining octets
contain an address of that type. Thus for
an | P address, the length will be five
octets, the first octet will contain 204
(hex CC), and the last four octets will
contain the I P address. For a snap
encapsul ation, the first byte would be 128
(hex 80) and the rest of the octet string
woul d have the snap header."

DEFVAL { ''h }

::={ moxPeerEntry 7 }

m oxPeer EncType OBJECT- TYPE

Nesser

SYNTAX | NTEGER (0. .256)

ACCESS read-wite

STATUS nmandat ory

DESCRI PTI ON
"The val ue of the encapsul ation type. For
| P encapsul ation this will have a val ue of
204 (hex CC). For SNAP encapsul ated
packets, this will have a value of 128 (hex
80). For CLNP, |1SO 8473, this will have a
val ue of 129 (hex 81). For ES-ES, |SO 9542,
this will have a value of 130 (hex 82). A
val ue of 197 (hex C5) identifies the Bl acker
X. 25 encapsul ation. A value of O,
identifies the Null encapsul ation

This value can only be witten when the
m oxPeer St at us object with the sane

& Bergstrom I nf or mati ona
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nm oxPeer | ndex has a val ue of underCreation.
Setting this object to a value of 256
deletes the entry. Wen deleting an entry,
all other entries in the m oxPeerEncTabl e
with the same m oxPeerlndex and with an
m oxPeer Encl ndex hi gher then the del eted
entry, will all have their m oxPeerEncl ndex
val ues decrenmented by one."

::={ moxPeerEncEntry 2}

Updat ed val ues of the first byte of these objects can be defined to
support | Pv6 addresses.

5.11. RFC 1471 The Definitions of Managed Objects for the Link
Control Protocol of the Point-to-Point Protoco

There are no | Pv4 dependencies in this specification

5.12. RFC 1472 The Definitions of Managed Objects for the Security
Prot ocol s of the Point-to-Point Protocol

There are no | Pv4 dependencies in this specification

5.13. RFC 1473 The Definitions of Managed Objects for the I P Network
Control Protocol of the Point-to-Point Protoco

This MB nodule is targeted specifically at |Pv4 over PPP. A new MB
nmodul e woul d need to be defined to support |Pv6 over PPP

5.14. RFC 1474 The Definitions of Managed Objects for the Bridge
Net wor k Control Protocol of the Point-to-Point Protoco

There are no | Pv4 dependencies in this specification
5.15. RFC 1512 FDDI Managenent |nformation Base
There are no | Pv4 dependencies in this specification

5.16. RFC 1513 Token Ring Extensions to the Renote Network
Monitoring M B

There are no | Pv4 dependencies in this specification

5.17. RFC 1525 Definitions of Managed hjects for Source Routing
Bri dges

There are no | Pv4 dependencies in this specification
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RFC 1628 UPS Managenent | nfornati on Base

There are no

| Pv4 dependencies in this specification.

RFC 1666 Definitions of Managed hjects for SNA NAUs using SMv2

There are no

| Pv4 dependencies in this specification.

RFC 1696 Mbdem Managenent |nformati on Base (M B) using SMv2

There are no

| Pv4 dependencies in this specification.

RFC 1697 Rel ati onal Database Managenent System ( RDBMS)
Management | nformati on Base (M B) using SMv2

There are no | Pv4 dependencies in this specification.

RFC 1742 Appl eTal k Managenent | nformati on Base |1

The foll owi ng objects are defined:

Ki pEntry ::= SEQUENCE {
ki pNet St art ATNet wor kNunber ,
ki pNet End ATNet wor kNunber ,
ki pNext Hop | pAddr ess,
ki pHopCount | NTEGER,
ki pBCast Addr | pAddr ess,
ki pCor e | NTEGER,
ki pType | NTEGER,
ki pState | NTEGER,
ki pShar e | NTEGER,
ki pFrom | pAddr ess
}

ki pNext Hop OBJECT- TYPE

SYNTAX | pAddr ess

ACCESS read-write

STATUS mandat ory

DESCRI PTI ON

"The | P address of the next hop in the route to this
entry’s destination network."
::={ kipEntry 3}

ki pBCast Addr OBJECT- TYPE

SYNTAX | pAddr ess

ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON

Nesser |1 & Bergstrom
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"The formof the |IP address used to broadcast on this
net wor k. "
c:={ kipEntry 5}

ki pFrom OBJECT- TYPE
SYNTAX | pAddr ess
ACCESS read-only
STATUS mandat ory

DESCRI PTI ON
"The I P address fromwhich the routing entry was
| earned via the AA protocol. |If this entry was not
created via the AA protocol, it should contain IP

address 0.0.0.0.
c:={ kipEntry 10 }

5.23. RFC 1747 Definitions of Managed hjects for SNA Data Link
Control (SDLC) using SMv2

There are no | Pv4 dependencies in this specification.

5.24. RFC 1749 | EEE 802.5 Station Source Routing MB using SMv2
There are no | Pv4 dependencies in this specification.

5.25. RFC 1759 Printer MB
There are no | Pv4 dependencies in this specification.

5.26. RFC 2006 The Definitions of Managed Objects for IP Mbility
Support using SMv2

Thi s docunent defines a MB for the Mbile I Pv4. W thout
enuneration, let it be stated that a new MB for IPv6 Mbility is
required.

5.27. RFC 2011 SNMPv2 Managenent |nfornation Base for the Internet
Pr ot ocol using SMv2

Approximately 1/3 of the objects defined in this docunent are |Pv4-
dependent. New objects need to be defined to support |Pv6.
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5.28. RFC 2012 SNMPv2 Managenent |nfornation Base for the
Transm ssion Control Protocol using SMv2

A nunber of object definitions in this MB assunes | Pv4 addresses, as
is noted in the note reproduced bel ow

| ESG Not e:

The 1P, UDP, and TCP M B nodul es currently support only |Pv4.
These three nodul es use the | pAddress type defined as an OCTET
STRING of length 4 to represent the IPv4 32-bit internet
addresses. (See RFC 1902, SM for SNWPv2.) They do not support
the new 128-bit | Pv6 internet addresses.

5.29. RFC 2013 SNWPv2 Managenent |nformation Base for the User
Dat agr am Pr ot ocol using SMv2

A nunber of object definitions in this MB assunes | Pv4 addresses, as
is noted in the note reproduced bel ow

| ESG Not e:

The 1P, UDP, and TCP M B nodul es currently support only |Pv4.
These t hree nodul es use the | pAddress type defined as an OCTET
STRING of length 4 to represent the IPv4 32-bit internet
addresses. (See RFC 1902, SM for SNWPv2.) They do not support
the new 128-bit | Pv6 internet addresses.
5.30. RFC 2020 | EEE 802.12 Interface MB
There are no | Pv4 dependencies in this specification.

5.31. RFC 2021 Renote Network Monitoring Managenent |nformation Base
Version 2 using SMv2

The foll owi ng objects are defined:

addr essMapNet wor kAddr ess OBJECT- TYPE

SYNTAX OCTET STRI NG
MAX- ACCESS not - accessi bl e
STATUS current

DESCRI PTI ON

"The network address for this rel ation.

This is represented as an octet string with
specific semantics and length as identified
by the protocol D rLocal | ndex conponent of the
i ndex.
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For exanple, if the protocol DirLocal I ndex indicates an
encapsul ation of ip, this object is encoded as a |l ength
octet of 4, followed by the 4 octets of the ip address,
in network byte order."

::={ addressMapEntry 2 }

nl Host Addr ess OBJECT- TYPE

SYNTAX OCTET STRI NG
MAX- ACCESS not-accessi bl e
STATUS current
DESCRI PTI ON

"The network address for this nlHostEntry.

This is represented as an octet string with
specific semantics and length as identified
by the protocol DirLocal | ndex conponent of the index.

For exanple, if the protocol DirLocal I ndex indicates an
encapsul ation of ip, this object is encoded as a |l ength
octet of 4, followed by the 4 octets of the ip address,
in network byte order."

::={ nlHostEntry 2 }

nl Mat ri xSDSour ceAddr ess OBJECT- TYPE

SYNTAX OCTET STRI NG
MAX- ACCESS not-accessi bl e
STATUS current
DESCRI PTI ON

"The network source address for this nl MatrixSDEntry.

This is represented as an octet string with
specific semantics and length as identified
by the protocol DirLocal | ndex conponent of the index.

For exanple, if the protocol DirLocal I ndex indicates an
encapsul ation of ip, this object is encoded as a |l ength
octet of 4, followed by the 4 octets of the ip address,
in network byte order."

o= { nlMatrixSDEntry 2 }

nl Mat ri xSDDest Addr ess OBJECT- TYPE

SYNTAX OCTET STRI NG
MAX- ACCESS not-accessi bl e
STATUS current
DESCRI PTI ON

"The network destination address for this
nl Matri xSDEntry.
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This is represented as an octet string with
specific semantics and length as identified
by the protocol DirLocal | ndex conponent of the index.

For exanple, if the protocol DirLocal I ndex indicates an
encapsul ation of ip, this object is encoded as a |l ength
octet of 4, followed by the 4 octets of the ip address,
in network byte order."

c:={ nlMatrixSDEntry 3 }

nl Mat ri xDSSour ceAddr ess OBJECT- TYPE

SYNTAX OCTET STRI NG
MAX- ACCESS not-accessi bl e
STATUS current

DESCRI PTI ON

"The network source address for this nl Matri xDSEntry.

This is represented as an octet string with
specific semantics and |l ength as identified
by the protocol DirLocal | ndex conponent of the index.

For exanple, if the protocol DirLocal I ndex indicates an
encapsul ation of ip, this object is encoded as a length
octet of 4, followed by the 4 octets of the ip address,
in network byte order."

o= { nlMatrixDSEntry 2 }

nl Mat ri xDSDest Addr ess OBJECT- TYPE

SYNTAX OCTET STRI NG
MAX- ACCESS not -accessi bl e
STATUS current

DESCRI PTI ON

"The network destination address for this
nl Matri xDSEntry.

This is represented as an octet string with
specific semantics and |l ength as identified
by the protocol DirLocal | ndex conponent of the index.

For exanple, if the protocol DirLocal | ndex indicates an
encapsul ation of ip, this object is encoded as a |l ength
octet of 4, followed by the 4 octets of the ip address,
in network byte order."

o= { nlMatrixDSEntry 3 }

nl Mat ri xTopNSour ceAddr ess OBJECT- TYPE

SYNTAX OCTET STRI NG
MAX- ACCESS r ead-onl y
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STATUS current

DESCRI PTI ON
"The network | ayer address of the source host in this
conversati on.

This is represented as an octet string with
specific semantics and |l ength as identified
by the associ ated nl Matri xTopNPr ot ocol Di rLocal | ndex.

For exanple, if the protocol DirLocal | ndex indicates an
encapsul ation of ip, this object is encoded as a length
octet of 4, followed by the 4 octets of the ip address,
in network byte order."

o= { nlMatrixTopNEntry 3 }

nl Mat ri xTopNDest Addr ess OBJECT- TYPE
SYNTAX OCTET STRI NG
MAX- ACCESS r ead-onl y
STATUS current
DESCRI PTI ON
"The network |ayer address of the destination host in this
conversati on.

This is represented as an octet string with
specific semantics and |l ength as identified
by the associ ated nl Matri xTopNPr ot ocol Di rLocal | ndex.

For exanple, if the nl MatrixTopNProtocol DirLocal | ndex
i ndi cates an encapsul ation of ip, this object is encoded as a
Il ength octet of 4, followed by the 4 octets of the ip
address, in network byte order."

o= { nlMatrixTopNEntry 4 }

al Mat ri xTopNSour ceAddr ess OBJECT- TYPE

SYNTAX OCTET STRI NG

MAX- ACCESS r ead-onl y

STATUS current

DESCRI PTI ON
"The network | ayer address of the source host in this
conversati on.
This is represented as an octet string with
specific semantics and length as identified
by the associ ated al Matri xTopNPr ot ocol Di rLocal | ndex.

For exanple, if the al MatrixTopNProtocol Di rLocal | ndex

i ndi cates an encapsul ation of ip, this object is encoded as a
I ength octet of 4, followed by the 4 octets of the

i p address, in network byte order."

Nesser |1 & Bergstrom I nf or mat i onal [ Page 18]



RFC 3796 IPv4 in the | ETF Qperations & Managenent Area June 2004

.= { alMatrixTopNEntry 3 }

al Mat ri xTopNDest Addr ess OBJECT- TYPE
SYNTAX OCTET STRI NG
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON
"The network | ayer address of the destination host in this
conversati on.

This is represented as an octet string with
specific semantics and length as identified
by the associ ated al Matri xTopNPr ot ocol Di rLocal | ndex.

For exanple, if the al MatrixTopNProtocol Di rLocal | ndex
i ndi cates an encapsul ation of ip, this object is encoded as a
I ength octet of 4, followed by the 4 octets of the ip
address, in network byte order."

.= { alMatrixTopNEntry 4 }

trapDest Prot ocol OBJECT- TYPE
SYNTAX | NTEGER {
ip(l),
i px(2)

}
MAX- ACCESS r ead- create
STATUS current
DESCRI PTI ON
"The protocol with which to send this trap."”
::={ trapDestEntry 3}

trapDest Address OBJECT- TYPE
SYNTAX OCTET STRI NG
MAX- ACCESS read-create
STATUS current
DESCRI PTI ON
"The address to send traps on behalf of this entry.

If the associated trapDestProtocol object is equal to ip(1),
the encoding of this object is the sane as the snnmpUDPAddress
textual convention in [RFC1906]:

-- for a SnnpUDPAddress of |length 6:

-- octets contents encodi ng
-- 1-4 | P- addr ess net wor k- byt e order
-- b5-6 UDP- por t net wor k- byt e order

If the associated trapDestProtocol object is equal to ipx(2),
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the encoding of this object is the sane as the snnpl PXAddress
textual convention in [ RFCL906]:
-- for a Snnpl PXAddress of length 12:

-- octets contents encodi ng

-- 1-4 net wor k- nunber net wor k- byt e order
-- 5-10 physi cal - addr ess net wor k- byt e order
-- 11-12 socket - nunber net wor k- byt e order

This object may not be nodified if the associated
trapDest Status object is equal to active(l)."
::={ trapDestEntry 4 }

Al'l of the object definitions above (except trapDestProtocol) mention
only I Pv4 addresses. However, since they use a SYNTAX of OCTET
STRING they should work fine for |1 Pv6 addresses. A new legitimate
val ue of trapDestProtocol (i.e., SYNTAX addition of ipv6(3) should
make this specification functional for |Pv6.

5.32. RFC 2024 Definitions of Managed Objects for Data Link Switching
using SMv2

The follow ng textual conventions are defined:

TAddr ess ::= TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"Denotes a transport service address.

For dl swICPDonai n, a TAddress is 4 octets |ong,

containing the I P-address in network-byte order."
SYNTAX OCTET STRING (SI ZE (0. . 255))

-- DLSw over TCP
dl swICPDomai n OBJECT I DENTIFIER ::= { dl swDomains 1 }
-- for an I P address of length 4:

-- octets contents encodi ng
-- 1-4 | P- addr ess net wor k- byt e order
Dl swTCPAddr ess :: = TEXTUAL- CONVENTI ON

DI SPLAY- HI NT "1d. 1d. 1d. 1d"

STATUS current

DESCRI PTI ON

"Represents the | P address of a DLSw which uses
TCP as a transport protocol."
SYNTAX OCTET STRING (SI ZE (4))
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Additionally there are nmany object definitions that use a SYNTAX of
TAddress within the docunent. Interestingly the SYNTAX for TAddress
is an OCTET string of up to 256 characters. It could easily
acconmodate a simlar hybrid format for |Pv6 addresses.

A new O D to enhance functionality for D swICPAddress could be added
to support |Pv6 addresses.

5.33. RFC 2051 Definitions of Managed Objects for APPC using SMv2
There are no | Pv4 dependencies in this specification

5.34. RFC 2096 | P Forwardi ng Table M B
The M B nodul e’ s main conceptual table ipC drRouteTabl e uses |Pv4
addresses as index objects and is therefore incapable of representing
an | Pv6 forwarding informati on base. A new conceptual table needs to

be defined to support |Pv6 addresses.

5.35. RFC 2108 Definitions of Managed bjects for |EEE 802.3 Repeater
Devi ces using SMv2 802

There are no | Pv4 dependencies in this specification
5.36. RFC 2127 | SDN Managenent |nfornmation Base using SMv2
There are no | Pv4 dependencies in this specification

5.37. RFC 2128 Dial Control Managenent |Information Base using
SM v2

There are no | Pv4 dependencies in this specification

5.38. RFC 2206 RSVP Managenent |nformation Base using SMv2
Al'l of the relevant object definitions in this MB have options for
both IPv4 and | Pv6. There are no | Pv4 dependencies in this

speci fication.

5.39. RFC 2213 Integrated Services Managenent |nformation
Base using SMv2

This MBis IPv6 aware and therefore there are no | Pv4 dependenci es
in this specification
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5.40. RFC 2214 Integrated Services Managenent |nformation
Base Guaranteed Service Extensions using SMv2
There are no | Pv4 dependencies in this specification.
5.41. RFC 2232 Definitions of Managed (bjects for DLUR using SMv2
There are no | Pv4 dependencies in this specification.
5.42. RFC 2238 Definitions of Managed hjects for HPR using SMv2
There are no | Pv4 dependencies in this specification.

5.43. RFC 2266 Definitions of Managed Objects for | EEE 802.12
Repeat er Devi ces

There are no | Pv4 dependencies in this specification.

5.44. RFC 2287 Definitions of System Level Managed (bjects for
Appl i cations

There are no | Pv4 dependencies in this specification.

5.45. RFC 2320 Definitions of Managed (bjects for Classical IP
and ARP Over ATM Using SMv2 (| PQCA-M B)

This MB is wholly dependent on IPv4. A new MB for IPv6 is required
to provide the sanme functionality.

5.46. RFC 2417 Definitions of Managed (bjects for Milticast
over UNI 3.0/3.1 based ATM Net wor ks

This MB is wholly dependent on IPv4. A new MB for IPv6 is required
to provide the sanme functionality.

5.47. RFC 2452 | P Version 6 Managenent Information Base for the
Transm ssi on Control Protocol

This RFC docunments a soon to be obsoleted |Pv6 MB and i s not
consi dered in this discussion.

5.48. RFC 2454 | P Version 6 Managenent |Information Base for
the User Datagram Protocol

This RFC docunments a soon to be obsoleted |Pv6 MB and i s not
consi dered in this discussion.
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5.49. RFC 2455 Definitions of Managed bjects for APPN
There are no | Pv4 dependencies in this specification

5.50. RFC 2456 Definitions of Managed hjects for APPN TRAPS
There are no | Pv4 dependencies in this specification

5.51. RFC 2457 Definitions of Managed hjects for Extended Border
Node

There are no | Pv4 dependencies in this specification

5.52. RFC 2465 Managenent Information Base for |P Version 6:
Textual Conventions and General G oup

Thi s RFC docunents a soon to be obsoleted I1Pv6 MB and is not
considered in this discussion.

5.53. RFC 2466 Managenent Information Base for | P Version 6:
| CMPv6 G oup

Thi s RFC docunents a soon to be obsoleted I1Pv6 MB and i s not
considered in this discussion.

5.54. RFC 2494 Definitions of Managed hjects for the DSO
and DSO Bundl e Interface Type

There are no | Pv4 dependencies in this specification

5.55. RFC 2495 Definitions of Managed hjects for the DS1, E1,
DS2 and E2 Interface Types

There are no | Pv4 dependencies in this specification

5.56. RFC 2496 Definitions of Managed (bject for the DS3/E3
Interface Type

There are no | Pv4 dependencies in this specification
5.57. RFC 2512 Accounting Information for ATM Networks

There are no | Pv4 dependencies in this specification
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5.58. RFC 2513 Managed Objects for Controlling the Collection
and Storage of Accounting Information for
Connection-Oiented Networks

There are no | Pv4 dependencies in this specification.

5.59. RFC 2514 Definitions of Textual Conventions and
OBJECT- | DENTI TI ES for ATM Managenent

There are no | Pv4 dependencies in this specification.
5.60. RFC 2515 Definitions of Managed (bjects for ATM Managenent

This M B defines the foll ow ng objects:

At m nterfaceConfEntry : 1= SEQUENCE {
at m nt er f aceMaxVpcs | NTEGER,
at m nt er f aceMaxVccs | NTEGER,
at m nt er f aceConf Vpcs | NTEGER,
at m nt er f aceConf Vccs | NTEGER,
atm nt erf aceMaxActiveVpi Bits | NTEGER,
atml nterfaceMaxActiveVciBits | NTEGER,

atm nterfacell m Vpi
atm nterfacel | m Vci
atm nt er f aceAddr essType

At mpl dent i fier,
At mvcl denti fi er,
| NTEGER,

atm nt er f aceAdni nAddr ess At mAddr,
atm nt erf aceMyNei ghbor | pAddr ess | pAddr ess,
at m nt er f aceMyNei ghbor | f Nare Di splayString,

atm nt erfaceCurrent MaxVpi Bits | NTEGER,
atm nt erf aceCurrent MaxVci Bits | NTEGER,
at ml nt er f aceSubscr Addr ess At mAddr
}

at m nt er f aceMyNei ghbor | pAddr ess OBJECT- TYPE
SYNTAX | pAddr ess
MAX- ACCESS read-write
STATUS current
DESCRI PTI ON

"The | P address of the neighbor system connected to
the far end of this interface, to which a Network
Managenment Station can send SNMP nessages, as |IP
datagrans sent to UDP port 161, in order to access
net wor k managenent informati on concerning the
operation of that system Note that the val ue
of this object may be obtained in different ways,
e.g., by manual configuration, or through |ILM
interaction with the nei ghbor system™

;= { atninterfaceConfEntry 11 }
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at m nt er f aceConf G oup2 OBJECT- GROUP

OBJECTS {
at m nt er f aceMaxVpcs, atmn nterfaceMaxVccs,
at m nt er f aceConf Vpcs, atm nterfaceConf Vccs,
atm nt er f aceMaxActiveVpi Bits,
atm nterfaceMaxActiveVci Bits,
atm nterfacell m Vpi,
atm nterfacell m Vci,
at m nt er f aceMyNei ghbor | pAddr ess,
at m nt er f aceMyNei ghbor | f Nane,
atm nt er f aceCurrent MaxVpi Bi t s,
atm nterfaceCurrent MaxVci Bit s,
atm nt er f aceSubscr Addr ess }

STATUS current

DESCRI PTI ON

"A collection of objects providing configuration
i nformati on about an ATMinterface."
;.= { atnM BG oups 10 }

Cearly a subsequent revision of this MB nodul e shoul d define
equi val ent |1 Pv6 objects.

5.61. RFC 2561 Base Definitions of Managed hjects for TN3270E
Usi ng SMv2

The docunent st ates:

The M B defined by this neno supports use of both IPv4 and | Pv6
addr essi ng.

This specification is both IPv4 and | Pv6 aware.

5.62. RFC 2562 Definitions of Protocol and Managed (bjects for
TN3270E Response Tine Collection Using SMv2

This M B nodul e inherits |IP version-independence by virtue of
i mporting the appropriate definitions from RFC 2561.

5.63. RFC 2564 Application Managenent M B

The follow ng textual convention is defined:

Appl TAddr ess ::= TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"Denotes a transport service address.

For snnpUDPDonai n, an Appl TAddress is 6 octets |ong,
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4 octets containing the | P-address in

net wor k- byte order and the last 2 containing the UDP

port

in network-byte order. Consult ’'Transport Mppi ngs

for Version 2 of the Sinple Network Managenent Protocol

( SNVPv2)’

SYNTAX

for further information on snnpUDPDomai n. "
OCTET STRING (SI ZE (0. . 255))

A new TC shoul d be defined to handl e | Pv6 addresses.

5.64. RFC 2584

Definitions of Managed Objects for APPN HPR in

| P Net wor ks

Many of the object definitions described in this docunment assune the

use of the IPv4 only TOS header bits. It
nature and will

5.65. RFC 2594

There are no
5.66. RFC 2605
There are no

5.67. RFC 2613

Swi t ched

There are no

is therefore IPvd-only in
| Pv6.

not support
Definitions of Managed Cbjects for WA Services
| Pv4 dependencies in this specification.
Directory Server Mnitoring MB
| Pv4 dependencies in this specification.

Renpte Network Monitoring MB Extensions for
Net wor ks Version 1.0

| Pv4 dependencies in this specification.

5. 68.

RFC 2618

RADI US Aut hentication Client MB

This RFC defines the follow ng objects:

Radi usAut hServerEntry :

Nesser

: = SEQUENCE {

radi usAut hSer ver | ndex I nt eger 32,
r adi usAut hSer ver Addr ess | pAddr ess,
radi usAut hC i ent Ser ver Port Nunber I nt eger 32,
radi usAut hd i ent RoundTri pTi ne Ti meTi cks,
radi usAut hd i ent AccessRequest s Count er 32,
radi usAut hCl i ent AccessRet ransmi ssi ons Count er 32,
radi usAut hCl i ent AccessAccept s Count er 32,
radi usAut hC i ent AccessRej ects Count er 32,
radi usAut hC i ent AccessChal | enges Count er 32,
radi usAut hC i ent Mal f or mredAccessResponses Count er 32,
radi usAut hC i ent BadAut henti cators Count er 32,
radi usAut hCl i ent Pendi ngRequest s Gauge32,
radi usAut hCl i ent Ti meout s Count er 32,
radi usAut hd i ent UnknownTypes Count er 32,
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radi usAut hd i ent Packet sDr opped

r adi usAut hSer ver Addr ess OBJECT- TYPE
SYNTAX | pAddr ess

MAX- ACCESS r ead-onl y

STATUS current
DESCRI PTI ON

"The | P address of the RADI US aut hentication server

referred to in this table entry."

::={ radi usAut hServerEntry 2 }

Count er 32

There needs to be an update to allow an | Pv6 based object for this
val ue.

5. 69.

RFC 2619 RADI US Aut henti cation Server

This M B defines the foll owi ngs objects:

Radi usAuthCientEntry ::= SEQUENCE {

}

r adi
r adi
r adi
r adi
r adi
r adi
r adi
r adi
r adi
r adi
r adi
r adi

usAut hd i ent | ndex

usAut hd i ent Addr ess
usAuthdientI D

usAut hSer vAccessRequest s
usAut hSer vDupAccessRequest s
usAut hSer vAccessAccept s
usAut hSer vAccessRej ect s
usAut hSer vAccessChal | enges
usAut hSer vival f or mredAccessRequest s
usAut hSer vBadAut henti cat or s
usAut hSer vPacket sDr opped
usAut hSer vUnknownTypes

r adi usAut hd i ent Addr ess OBJECT- TYPE
SYNTAX | pAddr ess

MAX- ACCESS r ead- onl y

STATUS current
DESCRI PTI ON

"The NAS-I| P- Address of the RADI US aut hentication client

referred to in this table entry."

::={ radiusAuthCientEntry 2 }

M B

I nt eger 32,
| pAddr ess,
SnnpAdmi nStri ng,
Count er 32,
Count er 32,
Count er 32,
Count er 32,
Count er 32,
Count er 32,
Count er 32,
Count er 32,
Count er 32

Thi s object needs to be deprecated and repl aced by one that supports
both 1 Pv4 and | Pv6 addresses.
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5.70. RFC 2622 Routing Policy Specification Language (RPSL)

The only objects in the version of RPSL that deal with | P addresses
are defined as:

<i pv4- address> An | Pv4 address is represented as a sequence of four
integers in the range fromO0 to 255 separated by the character dot
"o For exanple, 128.9.128.5 represents a valid | Pv4 address.
In the rest of this docunent, we may refer to | Pv4 addresses as |IP
addr esses.

<address-prefi x> An address prefix is represented as an | Pv4 address
foll owed by the character slash "/" followed by an integer in the
range fromO to 32. The following are valid address prefixes:
128.9.128.5/32, 128.9.0.0/16, 0.0.0.0/0; and the foll owi ng address
prefixes are invalid: 0/0, 128.9/16 since 0 or 128.9 are not
strings containing four integers.

There seens to be an awareness of | Pv6 because of the term nol ogy but
it is not specifically defined. Therefore additional objects for
| Pv6 addresses and prefixes need to be defined.

5.71. RFC 2662 Definitions of Managed hjects for the ADSL Lines
There are no | Pv4 dependencies in this specification

5.72. RFC 2667 | P Tunnel MB
The Abstract of this docunment says:

This meno defines a Managenent |Infornation Base (MB) for use with
net wor k managerment protocols in the Internet community. In
particular, it describes managed objects used for managi ng tunnel s
of any type over |Pv4 networks. Extension MBs nmay be designed
for managi ng protocol -specific objects. Likew se, extension MBs
may be designed for managi ng security-specific objects. This MB
does not support tunnels over non-|Pv4 networks (including |Pv6
networ ks). Managenent of such tunnels nmay be supported by other

M Bs.

A simlar MB for tunneling over |IPv6 should be defined.
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5.73. RFC 2669 DOCSI S Cabl e Device M B Cabl e Devi ce Managenent
I nformation Base for DOCSI S conpliant Cable Mdens and
Cabl e Mbdem Terni nati on Systens

Thi s docunent st ates:

Pl ease note that the DOCSIS 1.0 standard only requires Cable
Modens to inplenment SNMPv1l and to process |Pv4 custoner traffic.
Design choices in this MB reflect those requirenents. Future
versions of the DOCSI S standard are expected to require support
for SNWPv3 and | Pv6 as well.

5.74. RFC 2670 Radi o Frequency (RF) Interface Managenent |nformation
Base for MCNS/ DOCSI S conpliant RF interfaces

This M B defines the foll owi ng objects:

Docsl f Cmt sCnSt at usEntry :: = SEQUENCE {

docsl f Cnt sCnst at usl ndex I nt eger 32,
docsl f Cnt sCnSt at usMacAddr ess MacAddr ess,
docsl f Cnt sCnSt at usl pAddr ess | pAddr ess,
docsl f Ot sCnSt at usDownChannel | fI1 ndex | nterfacel ndexOr Zer o,
docsl f Cnt sCn5t at usUpChannel | f 1 ndex I nterfacel ndexOr Zer o,
docsl f Cnt sCnSt at usRxPower Tent hdBnv,
docsl f Cnt sCnst at usTi mi ngOf f set Unsi gned32,
docsl f Cnt sCnSt at usEqual i zati onDat a OCTET STRI NG
docsl f Cnt sCnSt at usVal ue | NTEGER,
docsl f Gt sCnSt at usUner r or eds Count er 32,
docsl f Gt sCnSt at usCorr ect eds Count er 32,
docsl| f Cnt sCnSt at usUncorr ect abl es Count er 32,
docsl f Cnt sCnfst at usSi gnal Noi se Tent hdB,
docsl| f Cnt sCnSt at usM crorefl ecti ons I nt eger 32

}

docsl f Cnt sCn5t at usl pAddr ess OBJECT- TYPE

SYNTAX | pAddr ess

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

"I P address of this Cable Modem |f the Cable Modem has no
| P address assigned, or the |IP address is unknown, this
object returns a value of 0.0.0.0. If the Cable Mdem has
multiple | P addresses, this object returns the |IP address
associated with the Cable interface."

::={ docslfCntsCnttatusEntry 3 }

Thi s object needs to be deprecated and repl aced by one that supports
both I Pv4 and | Pv6 addresses.
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5.75. RFC 2674 Definitions of Managed bjects for Bridges with
Traffic Casses, Milticast Filtering and Virtual LAN
Ext ensi ons
There are no | Pv4 dependencies in this specification

5.76. RFC 2677 Definitions of Managed bjects for the NBMA Next
Hop Resol ution Protocol (NHRP)

There are no | Pv4 dependencies in this specification
5.77. RFC 2720 Traffic Flow Measurenent: Meter M B
This specification is both | Pv4 and | Pv6 aware and needs no changes.
5.78. RFC 2725 Routing Policy System Security
There are no | Pv4 dependencies in this specification
5.79. RFC 2726 PGP Authentication for Rl PE Database Updates
There are no | Pv4 dependencies in this specification
5.80. RFC 2737 Entity M B (Version 2)
There are no | Pv4 dependencies in this specification
5.81. RFC 2741 Agent Extensibility (AgentX) Protocol Version 1

Al t hough the exanples in the docunent are for |Pv4 transport only,
there is no | Pv4 dependency in the Agent X protocol itself.

5.82. RFC 2742 Definitions of Managed Objects for Extensible SNW
Agent s

There are no | Pv4 dependencies in this specification
5.83. RFC 2748 The COPS (Conmon Open Policy Service) Protoco

This specification is both IPv4 and | Pv6 aware and needs no changes.
5.84. RFC 2749 COPS usage for RSVP

There are no | Pv4 dependencies in this specification
5.85. RFC 2769 Routing Policy System Replication

There are no | Pv4 dependencies in this specification
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5.86. RFC 2787 Definitions of Managed hjects for the Virtual
Rout er Redundancy Prot ocol

As stated in the Overvi ew section:

Since the VRRP protocol is intended for use with IPv4 routers
only, this MB uses the SYNTAX for |IP addresses which is specific
to I Pv4. Thus, changes will be required for this MB to
interoperate in an | Pv6 environnent.
5.87. RFC 2788 Network Services Mnitoring MB
There are no | Pv4 dependencies in this specification.
5.88. RFC 2789 Mail Mnitoring MB

There are no | Pv4 dependencies in this specification.

5.89. RFC 2837 Definitions of Managed hjects for the Fabric El enent
in Fi bre Channel Standard

There are no | Pv4 dependencies in this specification.

5.90. RFC 2856 Textual Conventions for Additional H gh Capacity
Data Types

There are no | Pv4 dependencies in this specification.

5.91. RFC 2864 The Inverted Stack Table Extension to the Interfaces
G oup MB

There are no | Pv4 dependencies in this specification.

5.92. RFC 2895 Renpte Network Monitoring MB Protocol I|dentifier
Ref erence

This specification is both IPv4 and | Pv6 aware and needs no changes.

5.93. RFC 2925 Definitions of Managed hjects for Renote
Pi ng, Traceroute, and Lookup Operations

This MB nostly is IPv4 and | Pv6 aware. There are a few assunptions
that are problens, though. |In the follow ng object definitions:

pi ngCt | Dat aSi ze OBJECT- TYPE
SYNTAX Unsi gned32 (0..65507)
UNI TS "octets"
MAX- ACCESS read-create
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STATUS current

DESCRI PTI ON
"Specifies the size of the data portion to be
transmitted in a ping operation in octets. A ping
request is usually an | CMP nessage encoded
into an I P packet. An |IP packet has a naxi mum si ze
of 65535 octets. Subtracting the size of the | CWP
or UDP header (both 8 octets) and the size of the IP
header (20 octets) yields a nmaxi mum size of 65507
octets."

DEFVAL { 0 }

;= { pingCtlEntry 5}

traceRout eCt | Dat aSi ze OBJECT- TYPE

SYNTAX Unsi gned32 (0..65507)
UNI TS "octets"

MAX- ACCESS read-create

STATUS current

DESCRI PTI ON

"Specifies the size of the data portion of a traceroute
request in octets. A traceroute request is essentially
transmtted by encoding a UDP datagraminto a
| P packet. So subtracting the size of a UDP header
(8 octets) and the size of a I P header (20 octets)
yi el ds a nmaxi mum of 65507 octets."

DEFVAL { 0 }

::={ traceRouteCt| Entry 6 }

The DESCRI PTI ON cl auses need to be updated to renove the | Pv4
dependenci es.

5.94. RFC 2932 | Pv4 Miulticast Routing MB

This specification is only defined for I1Pv4 and a simlar MB nust be
defined for |Pv6.

5.95. RFC 2933 Internet G oup Managenent Protocol MB
As stated in this docunent:
Since IGW is specific to IPv4, this M B does not support

managenent of equivalent functionality for other address fanmilies,
such as | Pv6.
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5.96. RFC 2940 Definitions of Managed hjects for Common
Open Policy Service (COPS) Protocol Cients
This MB is both IPv4 and | Pv6 aware and needs no changes.

5.97. RFC 2954 Definitions of Managed (bjects for Frame
Rel ay Service

There are no | Pv4 dependencies in this specification
5.98. RFC 2955 Definitions of Managed (bjects for Mnitoring
and Controlling the Frame Rel ay/ ATM PVC Servi ce
I nt erwor ki ng Function
There are no | Pv4 dependencies in this specification
5.99. RFC 2959 Real -Time Transport Protocol Managenent |nformation Base
There are no | Pv4 dependencies in this specification
5.100. RFC 2981 Event M B
There are no | Pv4 dependencies in this specification
5.101. RFC 2982 Distributed Managenent Expression MB
There are no | Pv4 dependencies in this specification
5.102. RFC 3014 Notification Log MB

There are no | Pv4 dependencies in this specification

5.103. RFC 3019 IP Version 6 Managenent |Infornation Base for
The Multicast Listener Discovery Protoco

This is an I Pv6 rel ated docunent and is not discussed in this
docunent .

5.104. RFC 3020 Definitions of Managed Objects for Monitoring
and Controlling the UNI/NNI Multilink Frame Relay Function

There are no | Pv4 dependencies in this specification

5.105. RFC 3055 Managenent |Informati on Base for the PINT Services
Architecture

There are no | Pv4 dependencies in this specification
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5.106. RFC 3060 Policy Core Infornmation Mddel -- Version 1
Specification (CI'M

There are no | Pv4 dependencies in this specification

5.107. RFC 3084 COPS Usage for Policy Provisioning (COPS-PR)
This specification builds on RFC 2748, and is both I Pv4 and | Pv6
capabl e. The specification defines a sanple filter in section 4.3,
whi ch has "ipv4" init.

5.108. RFC 3165 Definitions of Managed Objects for the Del egation of
Managenment Scripts

There are no | Pv4 dependencies in this specification

5.109. RFC 3231 Definitions of Managed Objects for Scheduling
Managenent Operati ons

There are no | Pv4 dependencies in this specification
5.110. RFC 3291 Textual Conventions for Internet Network Addresses
There are no | Pv4 dependencies in this specification

5.111. RFC 3635 Definitions of Managed Objects for the
Et hernet-1i ke Interface Types

There are no | Pv4 dependencies in this specification

5.112. RFC 3636 Definitions of Managed Objects for | EEE 802. 3 Medi um
Attachnent Units (MAUs)

There are no | Pv4 dependencies in this specification

6. Experinental RFCs
Experimental RFCs typically define protocols that do not have
wi descal e i npl enentation or usage on the Internet. They are often
propriety in nature or used in limted arenas. They are docunented
to the Internet community in order to allow potenti al
interoperability or sonme other potential useful scenario. In a few
cases, they are presented as alternatives to the nmainstream sol ution
to an acknow edged probl em

6.1. RFC 1187 Bul k Table Retrieval with the SNW

There are no | Pv4 dependencies in this specification
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6.2. RFC 1224 Techni ques for nanagi ng asynchronously generated
alerts
There are no | Pv4 dependencies in this specification.

6.3. RFC 1238 CLNS M B for use with Connectionl ess Network Protocol
(1SO 8473) and End Systemto Internedi ate System (| SO 9542)

There are no | Pv4 dependencies in this specification.

6.4. RFC 1592 Sinpl e Network Managenment Protocol Distributed Protocol
Interface Version 2.0

There are no | Pv4 dependencies in this specification.

6.5. RFC 1792 TCP/IPX Connection Mb Specification
There are no | Pv4 dependencies in this specification.

6.6. RFC 2724 RTFM New Attributes for Traffic Fl ow Measurenent
There are no | Pv4 dependencies in this specification.

6.7. RFC 2758 Definitions of Managed Objects for Service Level
Agreenments Perfornmance Monitoring

This specification is both I Pv4 and | Pv6 aware and needs no changes.

6.8. RFC 2786 Diffie-Hel man USM Key Managenent I|nformation Base and
Textual Convention

There are no | Pv4 dependencies in this specification.

6.9. RFC 2903 Generic AAA Architecture
There are no | Pv4 dependencies in this specification.

6.10. RFC 2934 Protocol |ndependent Miulticast MB for |Pv4
This docunent is specific to |Pv4.

6.11. RFC 3179 Script MB Extensibility Protocol Version 1.1

There are no | Pv4 dependencies in this specification.
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7.

Summary of Results

In the initial survey of RFCs, 36 positives were identified out of a
total of 153, broken down as foll ows:

St andar ds: 6 out of 15 or 40.00%
Draft Standards: 4 out of 15 or 26.67%
Pr oposed Standards: 26 out of 112 or 23.21%
Experi mental RFCs: 0 out of 11 or 0.00%

O those identified, many require no action because they docunent
out dat ed and unused protocols, while others are docunent protocols
that are actively being updated by the appropriate working groups.
Additionally there are many instances of standards that should be
updat ed but do not cause any operational inpact if they are not
updated. The remmining instances are docunented bel ow.

.1. Standards

.1.1. STD 16, Structure of Mnagenent Information (RFCs 1155 and 1212)

RFC 1155 and RFC 1212 (along with the informational docunment RFC

1215) define SMvl. These docunents have been superseded by RFCs
2578, 2579, and 2580 which define SMv2. Since SMvl is no |onger
bei ng used as the basis for new | ETF M B nodules, the limtations
identified in this Internet Standard do not require any action.

.1.2. STD 17 Sinpl e Network Managenment Protocol (RFC 1213)

The limtations identified have been addressed, because RFC 1213 has
been split into nmultiple nodul es which are all |1Pv6 capabl e.

.2. Draft Standards

.2.1. BGP4 MB (RFC 1657)

This problemis currently being addressed by the Inter Domai n Routing
(IDR) WG [2].

.2.2. SMDS M B (RFC 1694)

See Internet Area standards. Once a specification for |Pv6 over SMDS
is created a new M B nust be defined.

2.3. RPv2 MB (RFC 1724)

There is no updated M B nodule to cover the problens outlined. A new
M B nodul e shoul d be defi ned.
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7.2.4. OSPFv2 M B (RFC 1850)
This problemis currently being addressed by the OSPF WG [ 3].

7.2.5. Transport MB (RFC 1906)
RFC 1906 has been obsol eted by RFC 3417, Transport Mappings for SNWP,
and the limtations of this specification have been addressed by that
RFC, which defines TCs that can be used to specify transport donains
in an | P version-independent way. RFC 3419 recomends that those TCs
be used in place of SnnmpUDPAddress when | Pv6 support is required and
for all new applications that are not SNWP-specific.

7.3. Proposed Standards

7.3.1. MB for Miultiprotocol Interconnect over X 25 (RFC 1461)
This probl em has not been addressed. |If a user requirenent for |Pv6
over X.25 develops (which is thought to be unlikely) then this MB
module will need to be updated in order to acconmodate it.

7.3.2. PPP IPCP MB (RFC 1473)

There is no updated M B to cover the problens outlined. A new MB
shoul d be defi ned.

7.3.3. Appletalk MB (RFC 1742)
Thi s probl em has not been addressed. |If a user requirenent for |IPv6
over Appletal k devel ops (which is thought to be unlikely) then this
M B nodule will need to be updated (or a new MB nodule will need to
be created) in order to acconmodate it.

7.3.4. The Definitions of Managed Objects for IP Mbility
Support using SMv2 (RFC 2006)

The problens are being resolved by the MP6 WG [4].
7.3.5. SMv2 IP MB (RFC 2011)

This issue is being resolved by the 1Pv6 WG [5].
7.3.6. SNWPv2 TCP M B (RFC 2012)

This issue is being resolved by the I1Pv6 WG [6].
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7.3.7. SNwWPv2 UDP M B (RFC 2013)
This issue is being resolved by the I1Pv6 WG [7].

7.3.8. RVMON-II MB (RFC 2021)
This issue has been brought to the attention of the RMONM B WG
Currently, there is a work in progress [8] to update RFC 2021, but it
does not address the problens that have been identified; it is
expected that there will be a resolution in a future version of that
docunent .

7.3.9. DatalLink Switching using SMv2 MB (RFC 2024)

The probl ens have not been addressed and an updated M B shoul d be
defi ned.

7.3.10. | P Forwarding Table M B (RFC 2096)
This issue is being worked on by the IPv6 W5 [9].

7.3.11. dassical IP & ARP over ATM M B (RFC 2320)
The current version of Cassical IP and ARP over ATM (RFC 2225) does
not support IPv6. |f and when that protocol specification is updated
to add | Pv6 support, then new M B objects to represent |Pv6 addresses
will need to be added to this M B nodul e.

7.3.12. Milticast over UNI 3.0/3.1 ATM M B (RFC 2417)

The current version of Milticast over UNI 3.0/3.1 ATM (RFC 2022) does

not support IPv6. |f and when that protocol specification is updated
to add | Pv6 support, then new M B objects to represent |Pv6 addresses
will need to be added to this M B nodul e.

7.3.13. ATM M B (RFC 2515)
The ATOM M B W is currently collecting inplenentation reports for
RFC 2515 and is considering whether to advance, revise, or retire
this specification. The problens identified have been brought to the
attention of the W&

7.3.14. TN3270 M B (RFC 2562)

The problens identified are not being addressed and a new M B nodul e
may need to be defined.
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7.3.15. Application MB (RFC 2564)
The problens identified are not being addressed and a new M B nodul e
may need to be defined. One possible solution night be to use the
RFC 3419 TGCs.

7.3.16. Definitions of Managed Objects for APPN HPR in | P Networks
(RFC 2584)

The problens identified are not addressed and a new M B may be
def i ned.

7.3.17. RADIUS M B (RFC 2618)

The probl ens have not been addressed and a new M B shoul d be defined
7.3.18. RADI US Aut hentication Server MB (RFC 2619)

The probl ens have not been addressed and a new M B shoul d be defi ned.
7.3.19. RPSL (RFC 2622)

Addi tional objects nust be defined for | Pv6 addresses and prefixes.

[10] defines extensions to solve this issue, and it is being
consi dered for publication.

7.3.20. 1Pv4 Tunnel M B (RFC 2667)

The issue is being resol ved.
7.3.21. DOCSIS M B (RFC 2669)

This problemis currently being addressed by the | PCDN W5
7.3.22. RF MB For DOCSI S (RFC 2670)

This problemis currently being addressed by the | PCODN W5 [ 11].
7.3.23. VRRP M B (RFC 2787)

The probl ens have not been addressed and a new MB nmay need to be
def i ned.

7.3.24. MB For Traceroute, Pings and Lookups (RFC 2925)

The probl ens have not been addressed and a new MB may need to be
defi ned.
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7.3.25. IPv4d Multicast Routing MB (RFC 2932)

The probl enms have not been addressed a new M B nust be defined
7.3.26. 1GW MB (RFC 2933)

This problemis currently being addressed by the MAGVA W5 [12].
7.4. Experinmental RFCs
7.4.1. Protocol Independent Miulticast MB for |Pv4d (RFC 2934)

The probl ens have not been addressed and a new MB nmay need to be
defi ned.

8. Security Considerations

This meno exami nes the | Pv6-readi ness of specifications; this does
not have security considerations in itself.
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