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Abstract

Thi s docunent describes how conventional hop-by-hop link-state
routing protocols interact with new Traffic Engi neering capabilities

to create Interior Gateway Protocol (IGP) shortcuts. |In particular
this docunent describes how Dijkstra' s Shortest Path First (SPF)
al gorithm can be adapted so that link-state 1GPs will calculate IP

routes to forward traffic over tunnels that are set up by Traffic
Engi neeri ng.

1. Introduction

Li nk-state protocols like integrated Internedi ate Systemto
Internediate System (1S-1S) [1] and OSPF [2] use Dijkstra’ s SPF
algorithmto conpute a shortest path tree to all nodes in the
network. Routing tables are derived fromthis shortest path tree.
The routing tables contain tuples of destination and first-hop
information. |f a router does normal hop-by-hop routing, the first-
hop will be a physical interface attached to the router. New traffic
engi neering algorithnms calculate explicit routes to one or nore nodes
in the network. At the router that originates explicit routes, such
routes can be viewed as |ogical interfaces which supply Labe

Swi tched Paths through the network. In the context of this docunent,
we refer to these Label Switched Paths as Traffic Engineering tunnels
(TE-tunnels). Such capabilities are specified in [3] and [4].

The exi stence of TE-tunnels in the network and how the traffic in the

network is switched over those tunnels are orthogonal issues. A node
may define static routes pointing to the TE-tunnels, it may match the
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recursive route next-hop with the TE-tunnel end-point address, or it
may define local policy such as affinity based tunnel selection for
switching certain traffic. This document describes a nechani sm
utilizing link-state 1GPs to dynamically install |IGP routes over
those TE-tunnels.

The tunnel s under consideration are tunnels created explicitly by the
node perfornming the calculation, and with an end-poi nt address known
to this node. For use in algorithnms such as the one described in
this docunent, it does not matter whether the tunnel itself is
strictly or loosely routed. A sinple constraint can ensure that the
mechani sm be | oop free. Wien a router chooses to inject a packet
addressed to a destination D, the router nmay inject the packet into a
tunnel where the end-point is closer (according to link-state | GP
topol ogy) to the destination Dthan is the injecting router. In
other words, the tail-end of the tunnel has to be a downstream | GP
node for the destination D. The algorithns that foll ow are one way
that a router nay obey this rule and dynanmically nake intelligent

choi ces about when to use TE-tunnels for traffic. This algorithm my
be used in conjunction with other mechani sms such as statically
defined routes over TE-tunnels or traffic flow and QoS based TE-
tunnel sel ection.

This | GP shortcut nmechani sm assunes the TE-tunnel s have already been
setup. The TE-tunnels in the network nay be used for QoS, bandwi dth,
redundancy, or fastreroute reasons. Wen an | GP shortcut nmechani sm
is applied on those tunnels, or other nechanisns are used in
conjunction with an 1 GP shortcut, the physical traffic sw tching

t hrough those tunnels may not match the initial traffic engineering
setup goal. Also the traffic pattern in the network may change with
time. Sonme forwarding plane neasurenent and feedback into the

adj ustnent of TE-tunnel attributes need to be there to ensure that
the network is being traffic engineered efficiently [6].

2.  Enhancenent to the Shortest Path First Conputation

During each step of the SPF conputation, a router discovers the path
to one node in the network. |If that node is directly connected to
the calculating router, the first-hop information is derived fromthe
adj acency database. |If a node is not directly connected to the
calculating router, it inherits the first-hop information fromthe
parent (s) of that node. Each node has one or nore parents. Each
node is the parent of zero or nore down-stream nodes.

For traffic engi neering purposes, each router maintains a list of all

TE-tunnel s that originate at this router. For each of those TE-
tunnel s, the router at the tail-end is known.
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During SPF, when a router finds the path to a new node (in other
words, this new node is noved fromthe TENTative list to the PATHS
list), the router nust deternmine the first-hop information. There
are three possible ways to do this:

- Examine the list of tail-end routers directly reachable via a
TE-tunnel. |If there is a TE-tunnel to this node, we use the
TE-tunnel as the first-hop

- If there is no TE-tunnel, and the node is directly connected,
we use the first-hop information fromthe adjacency database.

- |If the node is not directly connected, and is not directly
reachable via a TE-tunnel, we copy the first-hop information
fromthe parent node(s) to the new node

The result of this algorithmis that traffic to nodes that are the
tail-end of TE-tunnels, will flow over those TE-tunnels. Traffic to
nodes that are downstream of the tail-end nodes will also flow over

those TE-tunnels. |f there are multiple TE-tunnels to different
i nternedi ate nodes on the path to destination node X, traffic will
fl ow over the TE-tunnel whose tail-end node is closest to node X. In

certain applications, there is a need to carry both the native

adj acency and the TE-tunnel next-hop information for the TE-tunne
tail-end and its downstream nodes. The head-end node nay
conditionally switch the data traffic onto TE-tunnels based on user
defined criteria or events; the head-end node may also split flow of
traffic towards either types of the next-hops; the head-end node may
install the routes with two different types of next-hops into two
separate RIBs. Milticast protocols running over physical |inks may
have to perform RPF checks using the native adjacency next-hops

rat her than the TE-tunnel next-hops.

3. Special Cases and Exceptions

The Shortest Path First algorithmwll find equal-cost parallel paths
to destinations. The enhancenent described in this document does not
change this. Traffic can be forwarded over one or nore native |IP

pat hs, over one or nore TE-tunnels, or over a conbination of native

| P paths and TE-tunnels.

A special situation occurs in the follow ng topol ogy:
rtrA-- rtrB -- rtrC

| |
rtrD -- rtrE
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Assume all |inks have the sane cost. Assune a TE-tunnel is set up
fromrtrAto rtrD. Wen the SPF calculation puts rtrC on the
TENTative list, it will realize that rtrCis not directly connected,
and thus it will use the first-hop information fromthe parent, which
is rtrB. Wien the SPF calculation on rtrA noves rtrD fromthe
TENTative list to the PATHS list, it realizes that rtrDis the tail-
end of a TE-tunnel. Thus rtrAwill install a route to rtrD via the
TE-tunnel, and not via rtrB

When rtrA puts rtrE on the TENTative list, it realizes that rtrEis
not directly connected, and that rtrEis not the tail-end of a TE-
tunnel. Therefore, rtrAwll copy the first-hop information fromthe
parents (rtrC and rtrD) to the first-hop information of rtrE

Traffic to rtrE will now | oad-bal ance over the native IP path via
rtrA->rtrB->rtrC, and the TE-tunnel rtrA->rtrD

In the case where both parallel native |IP paths and paths over TE-
tunnel s are avail able, inplenentations can allow the network

adm nistrator to force traffic to flow over only TE-tunnels (or only
over native |IP paths) or both to be used for |oad sharing

4. Metric Adjustment of |IP Routes over TE-tunnels

When an IGP route is installed in the routing table with a TE-tunne
as the next hop, an interesting question is what should be the cost
or metric of this route? The npst obvious answer is to assign a
metric that is the same as the IGP netric of the native IP path as if
the TE-tunnels did not exist. For example, rtrA can reach rtrC over
a path with a cost of 200 X is an IP prefix advertised by rtrC. W
install the route to Xin  rtrA s routing table with a cost of 20.
When a TE-tunnel fromrtrAto rtrC cones up, by default the route is
still installed with metric of 20, only the next-hop information for
X i s changed.

VWhile this scheme works well, in sonme networks it mght be useful to
change the cost of the path over a TE-tunnel, to nake the route over
the TE-tunnel | ess or nore preferred than other routes.

For instance, when equal cost paths exist over a TE-tunnel and over a
native | P path, by adjusting the cost of the path over the TE-tunnel
we can force traffic to prefer the path via the TE-tunnel, to prefer
the native IP path, or to | oad-bal ance anobng them Another exanple
is when multiple TE-tunnels go to the sane or different destinations.
Adj usting TE-tunnel netrics can force the traffic to prefer sonme TE-
tunnel s over others regardless of underlining IGP cost to those
destinations.
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Setting a manual netric on a TE-tunnel does not inpact the SPF
algorithmitself. It only affects the conparison of the new route
with existing routes in the routing table. Existing routes can be
either IP routes to another router that advertises the sanme |IP
prefix, or it can be a path to the sanme router, but via a different
outgoing interface or different TE-tunnel. Al routes to IP prefixes
advertised by the tail-end router will be affected by the TE-tunnel
metric. Also, the netrics of paths to routers that are downstream of
the tail-end router will be influenced by the manual TE-tunne

metric.

This mechanismis loop free since the TE-tunnels are source-routed
and the tunnel egress is a downstream node to reach the conputed
destinations. The end result of TE-tunnel netric adjustment is nore
control over traffic loadsharing. |If there is only one way to reach
a particular I P prefix through a single TE-tunnel, then no matter
what netric is assigned, the traffic has only one path to go.

The routing table described in this section can be viewed as the
private RIB for the IGP. The nmetric is an inportant attribute to the
routes in the routing table. A path or paths with lower netric will
be selected over other paths for the same route in the routing table.

4.1. Absolute and Rel ative Metrics

It is possible to represent the TE-tunnel netric in two different
ways: an absolute (or fixed) netric or a relative netric, which is
nmerely an adjustment of the dynamic I1GP nmetric as cal cul ated by the
SPF conputation. Wen using an absolute netric on a TE-tunnel, the
cost of the IP routes in the routing table does not depend on the
topol ogy of the network. Note that this fixed netric is not only
used to conpute the cost of IP routes advertised by the router that
is the tail-end of the TE-tunnel, but also for all the routes that
are downstreamof this tail-end router. For exanple, if we have TE-
tunnels to two core routers in a renote POP, and one of themis
assigned with an absolute netric of 1, then all the traffic going to
that POP will traverse this lownmetric TE-tunnel

By setting a relative nmetric, the cost of IP routes in the routing
table is based on the I1GP netric as cal cul ated by the SPF
conmputation. This relative nmetric can be a positive or a negative
nunber. Not configuring a netric on a TE-tunnel is a special case of
the relative netric scheme. No nmetric is the same as a relative
metric of 0. The relative netric is bounded by nini mum and nmaxi num
all owed netric values while the positive netric disables the TE-
tunnel in the SPF cal cul ation
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4.2. Exanples of Metric Adjustnent

Assume the following topology. X Y, and Z are |IP prefixes
advertised by rtrC, rtrD, and rtrE respectively. T1 is a TE-tunnel
fromrtrAto rtrC. Each link in the network has an IGP netric of 10.

T1 >
rtrA -- rtrB-- rtrC-- rtrD -- rtrE
10 10 | 10 | 10 |
X Y Z
Wt hout TE-tunnel T1, rtrAwll install IP routes X, Y, and Z in the

routing table with netrics 20, 30, and 40 respectively. Wen rtrA
has brought up TE-tunnel T1 to rtrC, and if rtrAis configured with
the relative metric of -5 on tunnel T1, then the routes X, Y, and Z
will be installed in the routing table with netrics 15, 25, and 35.
If an absolute netric of 5 is configured on tunnel T1, then rtrA will
install routes X, Y, and Z all with netrics 5, 15, and 25
respectively.

5. Security Considerations
Thi s docunent does not change the security aspects of 1S-1S or OSPF.
Security considerations specific to each protocol still apply. For
nore infornmation see [5] and [2].
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