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Abstract
This meno docunents an experinent to review and cl assify Proposed
Standards as not reflecting docunented practice within the world
today. The results identify a set of docunents that were nmarked as

Proposed Standards that are now reclassified as Historic.
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1. Introduction and Hi story

RFC 2026, and RFC 1602 before it, specified tinmelines for review of
imature (draft or proposed) standards. The purpose of such review
was to determ ne whet her such docunents shoul d be advanced, retired,
or devel oped further [1].
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This procedure has never been followed in the history of the | ETF.
Since this procedure has not been followed, nmenbers of the comunity
have suggested that the retiring of a docunment to Historic is a
significant event, which should be justified carefully -- leading to
t he production of docunments such as RFC 2556 (OSI Connectionl ess
Transport Services on top of UDP Applicability Statenment for Historic
Status) and RFC 3166 (Request to Move RFC 1403 to Historic Status).

Such docunents require significant time and effort on the part of
authors, area directors, and the RFC Editor.

2. Bul k Deconmi ssi oni ng Procedure
Fromthe Fall of 2004 through the Spring of 2005, the authors

conducted an experinment to deterni ne how many Proposed Standards
coul d be considered obsol ete. The experinment was operated as

fol | ows:

o ldentify a group of docunents that are standards

0 Assune by default that each docunent will be retired

0 Create a mailing list for discussion with a policy of open access.

o Allow any docunent to be renpved fromthe list of those to be
retired for virtually any reason, so long as a reason is provided.

0 Present the list to the working group, |ETF, and I ESG for review.

0 Revise |list based on conments.

0 Wite up results.

The initial intent of the authors was to present a list of docunents
to be reclassified as Historic. The NEWRK working group supported
this view The IESG and the IETF as a comunity, nakes the fina
decision. W will discuss this further bel ow

3. Input, Miiling list, Qutput, and Cbservations

We started with our initial docunent set being all RFCs with nunbers
| ess than 2000 and a status of Proposed Standard. The input we used,
starting Novenber 25, 2004, can be found in Appendix A There were
sone 125 docunents in all.

A mailing list, old-standards@l vestrand. no, was created to discuss
and renove candidates fromthis list. A call for participation was
i ssued to the | ETF-Announce list on or around the Novenber 15, 2004.
There were 29 nenbers of the mailing list. Approxinmtely 244
messages were sent to the list. People were encouraged to consider
t he question of whether or not an inplementer would either wite a
new i npl ementati on or maintain an existing one.
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After sone nonths the lIist of docunents to be considered was reduced
considerably. This list was then forwarded to the | ETF di scussion
list on Decenber 16, 2004, and to the NEWRK working group list for
W der review.

During review, RFCs 1518 and 1519 were renoved, based on the fact
that work is ongoing to revise them Sinilarly, RFCs 1381, 1382,
1471, 1472, 1473, 1582, 1598, and 1755 were renoved based on the
belief that they were actively in use. RFC 1584 was renoved based on
an expected future dependency.

Here are the results:

RFC 1234 (Tunneling I PX Traffic through I P Networks)

RFC 1239 (Reassignment of Experinental MBs to Standard M Bs)

RFC 1276 (Replication and Distributed Operations Extensions to
provide an Internet Directory Using X 500)

RFC 1285 (FDDI Managenent | nfornation Base)

RFC 1314 (A File Format for the Exchange of Inmages in the Internet)

RFC 1328 (X. 400 1988 to 1984 Downgr adi ng)

RFC 1370 (Applicability Statement for OSPF)

RFC 1378 (The PPP Appl eTal k Control Protocol (ATCP))

RFC 1397 (Default Route Advertisenent in BGP2 and BGP3 Version of
the Border Gateway Protocol)

RFC 1414 (ldentification M B)

RFC 1415 (FTP- FTAM Gat eway Speci fi cati on)

RFC 1418 (SNWP over OSl)

RFC 1419 (SNWP over Appl eTal k)

RFC 1421 (Privacy Enhancenent for Internet Electronic Mail: Part |
Message Encryption and Authentication Procedures)

RFC 1422 (Privacy Enhancenent for Internet Electronic Mail: Part
Il1: Certificate-Based Key Managenent)

RFC 1423 (Privacy Enhancenent for Internet Electronic Miil: Part
I1l: Al gorithns, Mdes, and ldentifiers)

RFC 1424 (Privacy Enhancenent for Internet Electronic Mil: Part
IV: Key Certification and Rel ated Services)

RFC 1461 (SNMP M B Extension for Miltiprotocol Interconnect over
X. 25)

RFC 1469 (I P Multicast over Token-Ring Local Area Networks)

RFC 1474 (The Definitions of Managed Objects for the Bridge Network
Control Protocol of the Point-to-Point Protocol)

RFC 1478 (An Architecture for Inter-Domain Policy Routing)

RFC 1479 (Inter-Domain Policy Routing Protocol Specification
Version 1)

RFC 1494 (Equi val ences between 1988 X 400 and RFC-822 Message
Bodi es)

RFC 1496 (Rul es for Downgradi ng Messages from X 400/ 88 to X 400/ 84)
when M ME Content-types Are Present in the Messages
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RFC 1502 (X. 400 Use of Extended Character Sets)
RFC 1512 (FDDI Managenent | nformati on Base)
RFC 1513 (Token Ring Extensions to the Renote Network Mnitoring

M B)

RFC 1525 (Definitions of Managed Cbjects for Source Routing
Bri dges)

RFC 1552 (The PPP Internetworking Packet Exchange Control Protocol
(1 PXCP))

RFC 1553 (Conpressing | PX Headers over WAN Media (Cl PX))

RFC 1648 (Postmaster Convention for X 400 Operations)

RFC 1666 (Definitions of Managed (bjects for SNA NAUs using SMv2)

RFC 1692 (Transport Milti pl exi ng Protocol (TMix))

RFC 1696 (Mbdem Managenent | nfornmati on Base (M B) Using SMv2)

RFC 1742 (Appl eTal k Managenent |Information Base |1)

RFC 1747 (Definitions of Managed (bjects for SNA Data Link Control
(SDLC) Using SMv2)

RFC 1749 (I EEE 802.5 Station Source Routing MB using SMv2)

RFC 1763 (The PPP Banyan Vines Control Protocol (BVCP))

RFC 1764 (The PPP XNS | DP Control Protocol (XNSCP))

RFC 1828 (I P Authentication using Keyed MD5)

RFC 1835 (Architecture of the WHO S++ Service)

RFC 1848 (M ME (Obj ect Security Services)

RFC 1913 (Architecture of the Woi s++ | ndex Service)

RFC 1914 (How to Interact with a \Woi s++ Mesh)

One additional docunment, RFC 1829, the ESP DES-CBC transform was
suggested for Hi storic status, but in this case, the group consensus
is that the community woul d benefit from a separate docunent
describing the security inplications of using this al gorithm

4. Discussion
As one peruses this list one sees several classes of docunents:

o Miltiprotocol functions for protocols that are obsol ete, such as
Appl etal k or X 400.
0 Protocols that were defined but not used, such as PEM or Whoi s++

In either case above, a judgment is necessary as to whether or not a
protocol is both in use and likely to be supported. The paraneters
of our experinment were sufficiently conservative to avoid cases where
protocols were likely to continue to be supported. That is, anyone
could renove a docunent fromthe list for any reason. |In fact, in
sonme cases we nay have been too conservative. Thus, it is also worth
considering the categories of docunents that were renoved fromthe
list:
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o specifications known to be in full use that should be considered
for advancenent

0 specifications that are currently under review within the | ETF
process

o Specifications that were previously considered for deprecation and
rej ected.

The |l ast category is exclusive to telnet options, which were revi ened
in the late 1990s. Arguably, such options should be reconsidered for
deprecation. Realistically, nobody is going to devel op a new version
of telnet that supports the TACACS option, for instance.

Neverthel ess, as a first cut we were still left with 61 docunents
that could be reclassified.

In at | east one case, discussion of deprecation has spurred work on
docunents. For instance, there is a Oassless Inter-Domain Routing
(CIDR) update in progress.

5. Next Steps

As we nention in the introduction, the current process requires
reconsi deration of immture standards, and this review currently does
not occur. This experinent has been an attenpt at a procedure that
could ease that review The final step was working group

consi deration of what to do next. There were four options:

1. Accept the results of this experinent, issue a last call, and
deprecate standards that remain on the list past last call. This
i s an aggressive approach that would preserve the intent of RFC
2026.

2. Do not accept the results of this experinment and update RFC 2026
to indicate a new practice

3. Revise the procedure based on the results of this experinent,
based on feedback fromthe ESG  This option m ght take into
account the different types of old standards as descri bed above.

4. Do nothing. This would |leave the | ETF and the | ESG practice
i nconsi stent with docunented practice

The wor ki ng group chose the first option. The RFC Editor is
requested to mark the above |isted standards as Historic.

It should be pointed out that we only | ooked at proposed standards
and only those RFCs with nunbers | ess than 2000. Should either the
first or third of the above options be accepted, draft standards and
those ol der than several years should be considered
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Finally, should NEWIRK deliver a new docunent classification system
t hese docunents nmay provide a basis for one or nore new categories of
t hat .

6. | ANA Consi derations
The | ANA dat abases contain references to many of these docunents.
The docunents are still the normative definitions for these val ues,
and the | ANA dat abases do not contain information about the status of
the RFCs referred to.

Therefore, the | ANA should not need to do anything based on this
docunent .

7. Security Considerations
Docunents that have security problens nmay require special attention
and individual docunents to indicate what concerns exist, and when or
in what ways an inplenmentation can be deployed to alleviate concerns.
8. Acknow edgenents
Thi s experinent would have been conpletely usel ess w thout
participation of the nmenbers of the old-standards nmailing list. Most
not ably, Pekka Saval o, Bob Braden, and John Kl ensin were very active
contributors to the discussions.
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I nput RFCs

(Tel net Extended ASCI| Option)

(Renmote Controlled Transni ssion and Echoi ng Tel net Opti on)
(Tel net Logout Option)

(Revi sed Tel net Byte Macro Option)

(Tel net SUPDUP Opti on)

(Tel net SUPDUP- Qut put Opti on)

(Tel net send-1ocation Option)

(Tel net End of Record Option)

(TACACS User ldentification Tel net Option)

(CQut put Marking Tel net Option)

(Tel net Terninal Location Nunber Option)

(Network News Transfer Protocol)

(Tel net 3270 Regi me Opti on)

(Telnet Data Entry Terminal Option: DODIIS Inplenentation)
(Tel net X. 3 PAD Option)

(Tel net Wndow sSize Option)

(Tel net Terminal Speed Option)

(Tel net Terminal -type Option)

(Tel net X Di splay Location Option)

(Conpressing TCP/ I P Headers for Low speed Serial Links)
(Use of OSI IS IS for Routing in TCP/1IP and Dual)
(Tunneling I PX Traffic through |I P Networks)

(Reassi gnnment of Experinental MBs to Standard M Bs)

(1 CVP Router Discovery Messages)

(Definitions of Managed hjects for the Border Gateway
Protocol : Version 3)

(The COSINE and Internet X 500 Schena)

(Replication and Distributed Qperations Extensions to
Provide an Internet Directory Using X 500)

(Encodi ng Network Addresses to Support Qperation over Non-
OSlI Lower Layers)

(FDDI Managenent | nformation Base)

(A File Format for the Exchange of Inmages in the Internet)
(TCP Extensions for Hi gh Perfornance)

(X. 400 1988 to 1984 Downgr adi ng)

(The PPP Internet Protocol Control Protocol (1PCP))
(Applicability Statenent for OSPF)

(Tel net Renote Fl ow Control Option)

(The PPP OSI Network Layer Control Protocol (OSINLCP))
(The PPP Appl eTal k Control Protocol (ATCP))

(SNMP M B Extension for X 25 LAPB)

(SNMP M B Extension for the X 25 Packet Layer)

(Default Route Advertisement in BGP2 and BGP3 Version of
t he Border Gateway Protocol)

(ldentification Protocol)

(ldentification M B)
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(FTP- FTAM Gat eway Speci fication)
(SNMP over OSl)

(SNMP over Appl eTal k)

(SNMP over | PX)

(Privacy Enhancement for Internet Electronic Mail: Part I|:
Message Encryption and Authentication Procedures)
(Privacy Enhancenent for Internet Electronic Mail: Part
Il1: Certificate-Based Key Managenent)

(Privacy Enhancenent for Internet Electronic Miil: Part
I1l: Al gorithns, Mdes, and ldentifiers)

(Privacy Enhancement for Internet Electronic Mail: Part

IV: Key Certification and Rel ated Services)

(SNMP M B extension for Miltiprotocol Interconnect over
X. 25)

(I'P Multicast over Token-Ring Local Area Networks)

(The Definitions of Managed Objects for the Link Control
Prot ocol of the Point-to-Point Protocol)

(The Definitions of Managed Objects for the Security
Prot ocol s of the Point-to-Point Protocol)

(The Definitions of Managed Objects for the |IP Network
Control Protocol of the Point-to-Point Protocol)

(The Definitions of Managed Objects for the Bridge Network
Control Protocol of the Point-to-Point Protocol)

(An Architecture for Inter-Domain Policy Routing)
(I'nter-Domain Policy Routing Protocol Specification:
Version 1)

(Equi val ences between 1988 X 400 and RFC-822 Message
Bodi es)

(Rul es for Downgradi ng Messages from X. 400/ 88 to X 400/ 84)
(X. 400 Use of Extended Character Sets)

(The Kerberos Network Authentication Service (V5))

(FDDI Managenent | nformati on Base)

(Token Ring Extensions to the Renote Network Monitoring
M B)

(Applicability Statenent for the Inplenmentation of

O assl ess Inter-Donmain Routing (CIDR))

(An Architecture for I P Address Allocation with Cl DR
(O assless Inter-Donmain Routing (CIDR): an Address

Assi gnnent and Aggregation Strategy)

(Definitions of Managed hjects for Source Routing

Bri dges)

(The PPP I nternetworking Packet Exchange Control Protocol)
(Conpressing | PX Headers over WAN Medi a (Cl PX))

(PPP LCP Extensions)

(Tel net Environnent Option)

(Extensions to RIP to Support Dermand Circuits)

(Mul ticast Extensions to OSPF)

(PPP in X 25)
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(PPP over | SDN)

(UPS Managenent | nformation Base)

(Post mast er Convention for X 400 Operations)

(PPP Rel i abl e Transmi ssi on)

(Definitions of Managed hjects for SNA NAUs Using SMv2)
(Transport Ml tipl exing Protocol (TMix))

(Modem Managenent | nfornati on Base (M B) Using SMv2)

(Rel ational Database Managenment System (RDBMS) Managenent)
(1 MAP4 Aut henti cati on Mechani sns)

(POP3 AUTHenti cati on conmand)

(Uni f orm Resource Locators (URL))

(M ME Encapsul ati on of Macintosh Files - MacM ME)

(Appl eTal k Managenent |Infornmation Base I1)

(Definitions of Managed Objects for SNA Data Link Control)
(I EEE 802.5 Station Source Routing MB Using SMv2)

(The Recommendati on for the I P Next Generation Protocol)
(ATM Si gnal i ng Support for |IP over ATM

(The PPP Banyan Vi nes Control Protocol (BVCP))

(The PPP XNS I DP Control Protocol (XNSCP))

(M ME Encapsul ati on of EDI bjects)

(Extending OSPF to Support Demand Circuits)

(Rel ative Uni form Resource Locators)

(Requirements for |IP Version 4 Routers)

(1 P Authentication using Keyed NMD5)

(The ESP DES-CBC Transform

(RPC. Renpte Procedure Call Protocol Specification Version
2)

(Bi nding Protocols for ONC RPC Version 2)

(Architecture of the WHO S++ Servi ce)

(Security Multiparts for MME: Miltipart/Signed and

Mul ti part/ Encrypted)

(M ME hject Security Services)

(Architecture of the Whois++ | ndex Service)

(How to Interact with a Woi s++ Mesh)

(SOCKS Protocol Version 5)

(User nane/ Password Aut hentication for SOCKS V5)

(GSS- APl Aut henti cation Method for SOCKS Version 5)

(The PPP Conpression Control Protocol (CCP))

(The Kerberos Version 5 GSS-API Mechani sm

(The PPP Encryption Control Protocol (ECP))

(PPP in Frame Rel ay)

(Serial Nunber Arithnetic)

(SMIP Service Extension for Renote Message Queue Starting)
(I'ncremental Zone Transfer in DNS)

(A Mechanismfor Pronpt Notification of Zone Changes (DNS
NOTI FY))

(BGP Conmunities Attribute)
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Ful I Copyright Statenent
Copyright (C) The Internet Society (2006).

This docunment is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights

Thi s docunent and the information contained herein are provided on an
"AS | S" basis and THE CONTRI BUTOR, THE ORGAN ZATI ON HE/ SHE REPRESENTS
OR |'S SPONSCORED BY (I F ANY), THE | NTERNET SCCI ETY AND THE | NTERNET
ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS CR | MPLI ED,

I NCLUDI NG BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF THE

I NFORMATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intellectual Property Rights or other rights that nmight be clained to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or might not be available; nor does it represent that it has
made any independent effort to identify any such rights. [Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of I PR disclosures nmade to the | ETF Secretariat and any
assurances of licenses to be nade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe | ETF on-line |IPR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Please address the information to the |ETF at
ietf-ipr@etf.org.
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