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Abstr act

Thi s docunent specifies interworking between the Session Initiation
Protocol (SIP) and @S5I G within corporate tel econmuni cati on networks
(al so known as enterprise networks). SIP is an Internet
application-layer control (signalling) protocol for creating,

nodi fying, and termninating sessions with one or nore participants.
These sessions include, in particular, telephone calls. @@SIGis a
signal ling protocol for creating, nodifying, and termninating
circuit-switched calls (in particular, telephone calls) within
Private Integrated Services Networks (PISNs). SIGis specified in a
nunber of Ecma Standards and published also as |1 SO | EC st andar ds.
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1. Introduction

Thi s docunent specifies signalling interworking between QSIG and the
Session Initiation Protocol (SIP) in support of basic services within
a corporate tel ecommunicati on network (CN) (al so known as enterprise
net wor k) .

&SI Gis a signalling protocol that operates between Private

I ntegrated Services eXchanges (PINX) within a Private Integrated
Services Network (PISN). A PISN provides circuit-sw tched basic
services and supplenentary services to its users. Q@@IGis specified
in Ecma Standards; in particular, [2] (call control in support of
basi ¢ services), [3] (generic functional protocol for the support of
suppl enentary services), and a nunber of standards specifying

i ndi vi dual supplenmentary services.

NOTE: The nanme SI G was derived fromthe fact that it is used for
signalling at the Qreference point. The Qreference point is a
poi nt of denarcation between two Pl NXs.

SIP is an application-layer protocol for establishing, termnating,
and nodifying nultinmedia sessions. It is typically carried over IP
[15], [16]. Telephone calls are considered a type of nultinedia
session where just audio is exchanged. SIP is defined in [10].

As the support of tel ephony wthin corporate networks evolves from
circuit-switched technology to Internet technol ogy, the two

technol ogies will coexist in many networks for a period, perhaps
several years. Therefore, there is a need to be able to establish
nodi fy, and term nate sessions involving a participant in the SIP
network and a participant in the QI G network. Such calls are
supported by gateways that performinterworking between SIP and QSI G

Thi s docunent specifies SIP-QSIG signalling interworking for basic
services that provide a bi-directional transfer capability for
speech, DTM-, facsimle, and nodem nedi a between a PI SN enpl oyi ng
Sl G and a corporate | P network enploying SIP. O her aspects of
interworking, e.g., the use of RTP and SDP, will differ according to
the type of nmedia concerned and are outside the scope of this

speci fication.

Call-related and call -i ndependent signalling in support of

suppl enentary services is outside the scope of this specification
but support for certain supplenentary services (e.g., call transfer
call diversion) could be the subject of future work.
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I nterworki ng between QSIG and SIP pernits a call originating at a
user of a PISNto term nate at a user of a corporate |IP network, or a
call originating at a user of a corporate IP network to terminate at
a user of a PISN

I nt erwor ki ng between a PI SN enpl oying QSI G and a public I P network
enploying SIP is outside the scope of this specification. However,
the functionality specified in this specification is in principle
applicable to such a scenario when deployed in conjunction with other
rel evant functionality (e.g., nunber translation, security functions,
etc.).

This specification is applicable to any interworking unit that can
act as a gateway between a PI SN enploying QSI G and a corporate |P
network enpl oying SIP

2. Term nol ogy
In this docunent, the key words "MJST", "MJST NOT", " REQUI RED"
"SHALL", "SHALL NOTr", "SHOULD', "SHOULD NOT", "RECOWMMENDED', " MAY",
and "OPTIONAL" are to be interpreted as described in RFC 2119 [4] and
i ndi cate requirement levels for conpliant SIP inplenentations.

3. Definitions

For the purposes of this specification, the follow ng definitions
apply.

3.1. External Definitions
The definitions in [2] and [10] apply as appropriate.
3.2. Oher definitions
3.2.1. Corporate Tel ecomuni cati on Network (CN)
Sets of privately-owned or carrier-provided equi pnent that are
| ocat ed at geographically dispersed |ocations and are interconnected

to provide tel econmunication services to a defined group of users.

NOTE: A CN can conprise a PISN, a private IP network (intranet), or a
conbi nation of the two.
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3.2.2. Gateway

An entity that perforns interworking between a PlISN using QSI G and an
| P network using SIP.

3.2.3. |IP Network

A network (unless otherwi se stated, a corporate network) offering
connecti onl ess packet-npde services based on the Internet Protocol
(IP) as the network-Iayer protocol.

3.2.4. Media Stream

Audi o or other user information transnmitted in UDP packets, typically
containing RTP, in a single direction between the gateway and a peer
entity participating in a session established using SIP.

NOTE: Nornally a SIP session establishes a pair of nedia streans, one
in each direction.

3.2.5. Private Integrated Services Network (PlSN)
A CN or part of a CN that enploys circuit-sw tched technol ogy.
3.2.6. Private Integrated Services Network Exchange (Pl NX)

A PI SN nodal entity conprising switching and call handling functions
and supporting Q@SIG signalling in accordance with [2].

4. Acronyns

DNS Donai n Name Service

I P I nternet Protocol

PINX Private Integrated services Network eXchange
PISN Private Integrated Services Network
RTP  Real -tine Transport Protocol

SCTP Stream Control Transm ssion Protocol
SDP  Sessi on Description Protocol

SIP Session Initiation Protocol

TCP  Transm ssion Control Protocol

TLS Transport Layer Security

TU Transaction User

UA User Agent

UAC User Agent dient

UAS User Agent Server

UDP  User Datagram Protocol
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5.

Background and Architecture

During the 1980s, corporate voice tel ecommunicati ons adopted
technology simlar in principle to Integrated Services Digita
Networks (ISDN). Digital circuit switches, commonly known as Private
Branch eXchanges (PBX) or nore fornmally as Private |ntegrated
services Network eXchanges (Pl NX) have been interconnected by digita
transm ssion systens to formPrivate Integrated Services Networks
(PISN). These digital transmi ssion systens carry voice or other

payl oad in fixed-rate channels, typically 64 Kbit/s, and signalling
in a separate channel. A technique known as common channe

signalling is enpl oyed, whereby a single signalling channe
potentially controls a nunber of payload channels or bearer channels.
A typical arrangenent is a point-to-point transmission facility at T1
or E1 rate providing a 64 Kbit/s signalling channel and 23 or 30
bearer channels, respectively. Qher arrangenents are possible and
have been depl oyed, including the use of nultiple transm ssion
facilities for a signalling channel and its logically associated
bearer channels. Also, arrangenents involving bearer channels at
sub- 64 Kbit/s have been depl oyed, where voice payl oad requires the
use of codecs that perform conpression

Sl Gis the internationally-standardi zed nessage-based signalling
protocol for use in networks as described above. It runs in a

signal ling channel between two PINXs and controls calls on a nunber
of logically associated bearer channels between the sane two Pl NXs.
The signalling channel and its |ogically associated bearer channels
are collectively known as an inter-PINX link. QSIGis independent of
the type of transm ssion capabilities over which the signalling
channel and bearer channels are provided. QSIGis also independent
of the transport protocol used to transport QSI G nessages reliably
over the signalling channel

QSI G provides a neans for establishing and clearing calls that
originate and terminate on different PINXs. A call can be routed
over a single inter-PINX |ink connecting the originating and
termnating PINX, or over several inter-PINX |inks in series with
switching at internmediate PINXs known as transit PINXs. A call can
originate or termnate in another network, in which case it enters or
| eaves the PISN environnent through a gateway PINX. Parties are
identified by nunmbers, in accordance with either [17] or a private
nunbering plan. This basic call capability is specified in[2]. In
addition to basic call capability, QSlIG specifies a nunber of further
capabilities supporting the use of supplenmentary services in Pl SNs.

More recently, corporate tel ecomruni cations networks have started to
exploit IP in various ways. One way is to migrate part of the
network to P using SIP. This mght, for exanple, be a new branch
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office with a SIP proxy and SIP endpoints instead of a PINX

Al ternatively, SIP equipnent mght be used to replace an existing
PINX or PINXs. The new SIP environment needs to interwork with the
Sl G based PISN in order to support calls originating in one
environment and terminating in the other. Interworking is achieved
t hrough a gat eway.

I nterworki ng between QSIG and SI P at gateways can al so be used where
a SIP network interconnects different parts of a PISN, thereby
allowing calls between the different parts. A call can enter the SIP
network at one gateway and | eave at another. Each gateway woul d
behave in accordance with this specification

Anot her way of connecting two parts of a PISN would be to encapsul ate
@Sl Gsignalling in SIP nmessages for calls between the two parts.

This is outside the scope of this specification but could be the

subj ect of future work.

This docunent specifies signalling protocol interworking aspects of a
gat eway between a PI SN enpl oying QSI G signalling and an | P network
enploying SIP signalling. The gateway appears as a PINX to other
PINXs in the PISN. The gateway appears as a SIP endpoint to other
SIP entities in the IP network. The environment is shown in Figure

+oo oo + | P network Pl SN
| |
| SIP | oo +
| Proxy | /] |
| | /[ | PINX |
- - - - -+ SRR + / |
| | | S e +/ S +
| | | | |
| | | | PINX |
e [ S [ S + CGateway +-------- | |
| | | | | |\
| | | | ook
| | | | e +
| | | | \| |
+- - - -+ +- - - -+ . + |P|NX |
| SIP | | SIP | | |
| End- | | End- | +------ +
| poi nt | | poi nt |
Fommmms + Fommmms +

Fi gure 1: Environnent

Elwell, et al. Best Current Practice [ Page 8]



RFC 4497 I nt erwor ki ng between SIP and QSI G May 2006

In addition to the signalling interworking functionality specified in
this specification, it is assuned that the gateway al so includes the
followi ng functionality:

- one or nore physical interfaces on the PISN side supporting one or
nore inter-PINX |inks, each |ink providing one or nore constant bit
rate channels for nedia streans and a reliable |ayer 2 connection
(e.g., over a fixed rate physical channel) for transporting QI G
signal li ng messages; and

- one or nore physical interfaces on the IP network side supporting,
through layer 1 and layer 2 protocols, IP as the network |ayer
protocol and UDP [6] and TCP [5] as transport |ayer protocols,

t hese being used for the transport of SIP signalling nessages and,
in the case of UDP, also for nedia streans;

- optionally the support of TLS [7] and/or SCTP [9] as additiona
transport layer protocols on the I P network side, these being used
for the transport of SIP signalling nessages; and

- a neans of transferring nmedia streanms in each direction between the
PI SN and the I P network, including as a m ni num packetizati on of
medi a streans sent to the I P network and de-packetization of nedia
streanms received fromthe | P network

NOTE: [10] nandates support for both UDP and TCP for the transport of
SI P nessages and all ows optional support for TLS and/or SCTP for this
sanme purpose

The protocol nodel relevant to signalling interworking functionality
of a gateway is shown in Figure 2
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o o e e oo +

| I nterworking function |

| |

o e e e e e e e e oo f S o e e e e e e e e oo +

| | | |

| SIpP | | |

| | | |

R + | |

| | | |

| UDP/ TCP/ TLS/ SCTP | | &I G |

| | | |
e + | |

| | | |

| P | | |

| | | |

o e e e e e e e e oo + o e e e e e e e e oo +

| | P network | | Pl SN |

| | oner |ayers | | | oner |ayers |

| | | |
oo + oo +

Fi gure 2: Protocol node

In Figure 2, the SIP box represents SIP syntax and encodi ng, the SIP
transport layer, and the SIP transaction layer. The Interworking

function includes SIP Transaction User (TU) functionality.

where appropriate, to SIP

messages and vice versa and naintains an associ ation between a QSI G

The gateway then sends a SIP | NVITE request,

The SIP 2xx response to the | NVITE request

is initiated when a QSI G SETUP nessage

The @QSI G SETUP nessage initiates QSIG call
response nessage (e.g., CALL

to be used
havi ng
suitable for

The SIP INVITE request and the
successful ly established, are associ ated
is
si gni fying answer of the call

medi a streans established by SIP and SDP are

6. Overview
The gat eway maps recei ved QSI G nessages
call and a SIP dial og.
Acall from@IGto SIP
arrives at the gateway.
establishment, and an initia
PROCEEDI NG conpl etes negoti ati on of the bearer channel
for that call.
translated the QSIG called party nunber to a UR
inclusion in the Request-URI.
resulting SIP dialog, if
with the @I Gcall.
mapped to a QSI G CONNECT nessage,
During establishnent,
connected to the bearer channel
Elwell, et al. Best Current Practice
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Acall fromSIPto @SIGis initiated when a SIP I NVITE request
arrives at the gateway. The gateway sends a QSI G SETUP nessage to
initiate QSI G call establishnent, having translated the SIP Request-
URI to a nunber suitable for use as the @SIG called party nunber.

The resulting @I G call is associated with the SIP I NVITE request and
with the eventual SIP dialog. Receipt of an initial QSIG response
message conpl etes negotiation of the bearer channel to be used,

all owi ng nmedi a streans established by SIP and SDP to be connected to
that bearer channel. The QSI G CONNECT nessage is mapped to a SIP 200
K response to the INVITE request.

Appendi x A gives exanpl es of typical nessage sequences that can
ari se.

7. General Requirenents

In order to conformto this specification, a gateway SHALL support
&SI Gin accordance with [2] as a gateway and SHALL support SIP in

accordance with [10] as a UA. |In particular, the gateway SHALL
support SIP syntax and encoding, the SIP transport layer, and the SIP
transaction layer in accordance with [10]. |In addition, the gateway

SHALL support SIP TU behaviour for a UA in accordance with [10]
except where stated otherwise in Sections 8, 9, and 10 of this
speci fication.

NOTE: [10] nmandates that a SIP entity support both UDP and TCP as
transport layer protocols for SIP nessages. Oher transport |ayer
protocol s can al so be support ed.

The gateway SHALL al so support SIP reliable provisional responses in
accordance with [11] as a UA

NOTE: [11] makes provision for recovering fromloss of provisiona
responses (other than 100) to INVITE requests when using unreliable
transport services in the IP network. This is inportant for ensuring
delivery of responses that map to essential QSI G nessages

The gateway SHALL support SDP in accordance with [8] and its use in
accordance with the of fer/answer nodel in [12].

Section 9 al so specifies optional use of the Privacy header in
accordance with [13] and the P-Asserted-ldentity header in accordance
with [14].

The gateway SHALL support calls from@lGto SIP and calls from SIP
to QSIG
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8.

8.

SI P nethods not defined in [10] or [11] are outside the scope of this
specification but could be the subject of other specifications for
interworking with @SIG e.g., for interworking in support of

suppl enentary servi ces.

As a result of DNS | ookup by the gateway in order to determ ne where
to send a SIP INVITE request, a nunber of candi date destinations can
be attenpted in sequence. The way in which this is handl ed by the
gateway is outside the scope of this specification. However, any
behavi our specified in this docunment on receipt of a SIP 4xx or 5xx
final response to an INVITE request SHOULD apply only when there are
no nore candi date destinations to try or when overlap signalling
applies in the SIP network (see 8.2.2.2).

Message Mappi ng Requirenents
1. Message Validation and Handling of Protocol Errors

The gateway SHALL validate received QSI G nessages in accordance wth
the requirenents of [2] and SHALL act in accordance with [2] on
detection of a QSI G protocol error. The requirements of this section
for acting on a received QSI G nessage apply only to a received QSI G
message that has been successfully validated and that satisfies one
of the follow ng conditions:

-the @S5I G nessage is a SETUP nessage and indicates a destination in
the I P network and a bearer capability for which the gateway is able
to provide interworking; or

-the @I G nessage is a nessage other than SETUP and contains a cal
reference that identifies an existing call for which the gateway is
providing interworking between QSIG and SIP

The processing of any valid QSI G nessage that does not satisfy any of
these conditions is outside the scope of this specification. Al so,
the processing of any QSI G nessage relating to call-independent
signal ling connections or connectionless transport, as specified in
[3], is outside the scope of this specification

I f segmented QSI G nessages are received, the gateway SHALL await
recei pt of all segnments of a message and SHALL validate and act on
the conpl ete reassenbl ed nessage

The gateway SHALL validate received SIP nessages (requests and
responses) in accordance with the requirenents of [10] and SHALL act
in accordance with [10] on detection of a SIP protocol error.
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Requirements of this section for acting on a received SIP nessage
apply only to a received nessage that has been successfully validated
and that satisfies one of the follow ng conditions:

- the SIP nmessage is an I NVITE request that contains no tag paraneter
in the To header field, does not match an ongoi ng transaction
(i.e., is not a nmerged request; see Section 8.2.2.2 of [10]), and
i ndi cates a destination in the PISN for which the gateway is able
to provide interworking; or

- the SIP nmessage is a request that relates to an existing dialog
representing a call for which the gateway is providing interworking
between QSI G and SIP; or

- the SIP nessage is a CANCEL request that relates to a received
I NVI TE request for which the gateway is providing interworking with
Q&SI G but for which the only response sent is informational (1xx),
no di al og havi ng been confirned; or

- the SIP nessage is a response to a request sent by the gateway in
accordance with this section.

The processing of any valid SIP nessage that does not satisfy any of
these conditions is outside the scope of this specification

NOTE: These rules nean that an error detected in a received nessage
will not be propagated to the other side of the gateway. However,
there can be an indirect inpact on the other side of the gateway,
e.g., the initiation of call clearing procedures.

The gateway SHALL run QSI G protocol tinmers as specified in [2] and
SHALL act in accordance with [2] if a QSI G protocol tiner expires.
Any other action on expiry of a QSIG protocol tiner is outside the
scope of this specification, except that if it results in the
clearing of the QSIG call, the gateway SHALL al so clear the SIP cal
in accordance with Section 8.4.5.

The gateway SHALL run SIP protocol tiners as specified in [10] and
SHALL act in accordance with [10] if a SIP protocol tiner expires
Any ot her action on expiry of a SIP protocol tiner is outside the
scope of this specification, except that if it results in the
clearing of the SIP call, the gateway SHALL al so clear the QSIG call
in accordance with Section 8.4.5.
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8.2. Call Establishnent from@IGto SIP
8.2.1. Call Establishnent fromQSIGto SIP Using En Bl oc Procedures

The foll owi ng procedures apply when the gateway receives a QI G SETUP
message contai ning a Sending Conplete information el enent or the
gateway receives a Sl G SETUP nessage and is able to determ ne that
the nunber in the Called party nunber information elenent is
conpl et e.

NOTE: In the absence of a Sending Conplete information elenment, the
means by which the gateway deternines the nunber to be conplete is an
i mpl enentation matter. It can involve know edge of the nunbering
pl an and/or use of inter-digit timer expiry.

8.2.1.1. Receipt of QS G SETUP Message

On receipt of a QSI G SETUP nessage contai ning a nunber that the
gateway deternines to be conplete in the Called party nunber

i nformati on el enent, or containing a Sending conplete information

el ement and a nunmber that could potentially be conplete, the gateway
SHALL map the QSI G SETUP nessage to a SIP INVITE request. The
gateway SHALL al so send a QSI G CALL PROCEEDI NG nessage.

The gateway SHALL generate the SIP Request-URI, To, and Fromfields
in the SIP INVITE request in accordance with Section 9. The gateway
SHALL include in the I NVITE request a Supported header contai ning
option tag 100rel, to indicate support for [11].

The gateway SHALL include SDP offer information in the SIP I NVITE
request as described in Section 10. It SHOULD al so connect the
inconmng media streamto the user information channel of the inter-
PINX I'ink, to allow the caller to hear in-band tones or announcenents
and prevent speech clipping on answer. Because of forking, the
gateway nay receive nore than one nedia stream in which case it
SHOULD sel ect one (e.g., the first received). |If the gateway is able
to correlate an unsel ected nedia streamwith a particular early

di al og established using a reliable provisional response, it MAY use
the UPDATE nethod [19] to stop that stream and then use the UPDATE
method to start that streamagain if a 2xx response is received on

t hat di al og.

On receipt of a QSI G SETUP nessage containing a Sending conplete

i nformati on el enent and a nunber that the gateway deternines to be
inconplete in the Called party nunber information el enment, the
gateway SHALL initiate QI G call clearing procedures using cause
val ue 28, "invalid nunber format (address inconplete)".
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If information in the QSI G SETUP nessage is unsuitable for generating
any of the mandatory fields in a SIP INVITE request (e.g., if a
Request - URI cannot be derived fromthe QSIG Called party number

i nformati on el enent) or for generating SDP information, the gateway
SHALL NOT issue a SIP INVITE request and SHALL initiate QSI G cal
clearing procedures in accordance with [2].

8.2.1.2. Receipt of SIP 100 (Trying) Response to an | NVI TE Request

A SIP 100 response SHALL NOT trigger any (Sl G nessages. It only
serves the purpose of suppressing |INVITE request retransm ssions.

8.2.1.3. Receipt of SIP 18x provisional response to an | NVITE request

The gateway SHALL map a received SIP 18x response to an I NVITE
request to a QSI G PROGRESS or ALERTI NG nessage based on the foll ow ng
condi tions.

- If a SIP 180 response is received and no QSI G ALERTI NG nessage has
been sent, the gateway SHALL generate a QSI G ALERTI NG nessage. The
gat eway MAY supply ring-back tone on the user information channel of
the inter-PINX link, in which case the gateway SHALL i nclude progress
description nunber 8 in the QSI G ALERTI NG nessage. O herw se the
gateway SHALL NOT include progress description nunber 8 in the QSIG
ALERTI NG nessage unless the gateway is aware that in-band infornation
(e.g., ring-back tone) is being transmitted.

- If a SIP 181/182/183 response is received, no Sl G ALERTI NG nmessage
has been sent, and no nmessage contai ning progress description nunber
1 has been sent, the gateway SHALL generate a QSI G PROGRESS nessage
cont ai ni ng progress description nunber 1.

NOTE: This will ensure that QSIG timer T310 is stopped if running at
the Originating PINX

In all other scenarios, the gateway SHALL NOT nmap the SIP 18x
response to a Sl G nessage.

If the SIP 18x response contains a Require header with option tag
100rel, the gateway SHALL send back a SIP PRACK request in accordance
with [11].

8.2.1.4. Receipt of SIP 2xx Response to an | NVI TE Request
If the gateway receives a SIP 2xx response as the first SIP 2xx
response to a SIP INVITE request, the gateway SHALL map the SIP 2xx

response to a QSI G CONNECT nessage. The gateway SHALL al so send a
SI P ACK request to acknow edge the 2xx response. The gateway SHALL
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NOT include any SDP information in the SIP ACK request. |If the
gateway receives further 2xx responses, it SHALL respond to each in
accordance with [10], SHOULD i ssue a BYE request for each, and SHALL
NOT generate any further QSIG nessages.

Media streans will nornally have been established in the I P network
in each direction. |If so, the gateway SHALL connect the nedia
streans to the correspondi ng user-information channel on the inter-
PINX link if it has not already done so and stop any | ocal ring-back
t one.

If the SIP 2xx response is received in response to the SI P PRACK
request, the gateway SHALL NOT nap this nessage to any QSI G nessage.

NOTE: A SIP 2xx response to the INVITE request can be received | ater
on a different dialog as a result of a forking proxy.

8.2.1.5. Receipt of SIP 3xx Response to an | NVI TE Request

On receipt of a SIP 3xx response to an | NVITE request, the gateway
SHALL act in accordance with [10].

NOTE: This will normally result in sending a new SIP I NVITE request.

Unl ess the gateway supports the @S5I G Call Diversion Suppl enmentary
Service, no &SI G nessage SHALL be sent. The definition of Call

Di versi on Suppl enentary Service for @SIGto SIP interworking is
beyond the scope of this specification.

8.2.2. Call Establishnent fromQlGto SIP Using Overlap Procedures
SIP uses en bloc signalling, and it is strongly RECOMVENDED to avoid
using overlap signalling in a SIP network. A SIP/ QSI G gat enway
dealing with overlap signalling SHOULD perform a conversion from
overlap to en bloc signalling nethod using one or nore of the
fol |l owi ng nechani sns:

- tinmers;

- nunbering plan infornmation;

- the presence of a Sending conplete information elenent in a
recei ved QSI G | NFORVATI ON nessage.

If the gateway perforns a conversion fromoverlap to en bloc

signalling in the SIP network, then the procedures defined in Section
8.2.2.1 SHALL apply.
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However, for sone applications it mght be inpossible to avoid using
overlap signalling in the SIP network. |In this case, the procedures
defined in Section 8.2.2.2 SHALL apply.

8.2.2.1. En Bloc Signalling in SIP Network
8.2.2.1.1. Receipt of @I G SETUP Message

On receipt of a QSI G SETUP nessage contai ning no Sendi ng conpl ete

i nformati on el enent and a nunber in the Called party nunber
informati on el enent that the gateway cannot determi ne to be conplete,
the gateway SHALL send back a QSI G SETUP ACKNOALEDGE nessage, start
Sl Gtimer T302, and await further nunmber digits.

8.2.2.1.2. Receipt of QSI G I|NFORVATI ON Message

On recei pt of each QSI G | NFORVATI ON nmessage cont ai ni ng no Sendi ng
conplete information el enent and contai ning a nunber that the gateway
cannot deternine to be conplete, @SIGtiner T302 SHALL be restarted.
Wien QSIGtimer T302 expires or a QS| G | NFORVATI ON nmessage cont ai ni ng
a Sending conplete information elenent is received, the gateway SHALL
send a SIP INVITE request as described in Section 8.2.1.1. The
Request-URI and To fields (see Section 9) SHALL be generated fromthe
concatenation of information in the Called party nunber infornation
el ement in the received QSI G SETUP and | NFORVMATI ON nessages. The
gateway SHALL al so send a QSI G CALL PROCEEDI NG nessage.

8.2.2.1.3. Receipt of SIP Responses to INVITE Requests

SI P responses to I NVITE requests SHALL be nmapped as described in
8.2.1.

8.2.2.2. Overlap Signalling in SIP Network

The procedures bel ow for using overlap signalling in the SIP network
are in accordance with the principles described in [18] for using
overl ap sendi ng when interworking with | SDN User Part (ISUP). In
[18], there is discussion of sone potential problens arising fromthe
use of overlap sending in the SIP network. These potential problens
are applicable also in the context of QSIG SIP interworking and can
be avoided if overlap sending in the QSIG network is term nated at
the gateway, in accordance with Section 8.2.2.1. The procedures

bel ow shoul d be used only where it is not feasible to use the
procedures of Section 8.2.2.1.
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8.2.2.2.1. Receipt of @I G SETUP Message

On receipt of a QSI G SETUP nessage contai ning no Sendi ng conpl ete

i nformati on el enent and a nunber in the Called party nunber
informati on el enent that the gateway cannot determi ne to be conplete,
the gateway SHALL send back a QSI G SETUP ACKNOW.EDGE nessage and
start QSIGtinmer T302. |If the QSI G SETUP nessage contains the

m ni mum nunber of digits required to route the call in the IP
network, the gateway SHALL send a SIP INVITE request as specified in
Section 8.2.1.1. Oherw se, the gateway SHALL wait for nore digits
to arrive in QSI G | NFORVATI ON nessages

8.2.2.2.2. Receipt of QSIG I|NFORVATI ON Message

On recei pt of a QSI G | NFORVATI ON nessage, the gateway SHALL handl e
the @IGtiner T302 in accordance with [2].

NOTE: [2] requires the QSIG tiner to be stopped if the | NFORVATI ON
message contains a Sending conplete information el enent or to be
restarted otherw se.

Furt her behavi our of the gateway SHALL depend on whether or not it
has already sent a SIP INVITE request. |If the gateway has not sent a
SIP INVITE request and it now has the nini mrum nunber of digits
required to route the call, it SHALL send a SIP I NVITE request as
specified in Section 8.2.2.1.2. |If the gateway still does not have
the mi ni mum nunber of digits required, it SHALL wait for nore QSI G

| NFORMATI ON nessages to arrive.

If the gateway has already sent one or nore SIP | NVI TE requests,

whet her or not final responses to those requests have been received,
it SHALL send a new SIP I NVITE request in accordance with Section 3.2
of [18]. The updated Request-URI and To fields (see Section 9) SHALL
be generated fromthe concatenation of information in the Called
party nunber information elenent in the received QSI G SETUP and

I NFORMVATI ON nessages.

NOTE: [18] requires the new request to have the sanme Call-1D and the
same From header (including tag) as in the previous | NVITE request.
[18] recommends that the CSeq header should contain a val ue higher
than that in the previous | NVITE request.

8.2.2.2.3. Receipt of SIP 100 (Trying) Response to an | NVI TE Request

The requirenments of Section 8.2.1.2 SHALL apply.

Elwell, et al. Best Current Practice [ Page 18]



RFC 4497

nt erwor ki ng between SIP and QSI G May 2006

8.2.2.2.4. Receipt of SIP 18x Provisional Response to an | NVI TE Request
The requirenments of Section 8.2.1.3 SHALL apply.
8.2.2.2.5. Receipt of SIP 2xx Response to an | NVI TE Request

The requirenents of Section 8.2.1.4 SHALL apply. In addition, the
gateway SHALL send a SI P CANCEL request in accordance with Section
3.4 of [18] to cancel any SIP INVITE transactions for which no fina
response has been received.

8.2.2.2.6. Receipt of SIP 3xx Response to an | NVI TE Request
The requirenments of Section 8.2.1.5 SHALL apply.

8.2.2.2.7. Receipt of a SIP 4xx, 5xx, or 6xx Final Response to an
I NVI TE Request

On receipt of a SIP 4xx, 5xx, or 6xx final response to an INVITE
request, the gateway SHALL send back a SIP ACK request. Unless the
gateway is able to retry the INVITE request to avoid the problem
(e.g., by supplying authentication in the case of a 401 or 407
response), the gateway SHALL al so send a QSI G DI SCONNECT nessage
(8.4.4) if no further QSI G | NFORVATI ON nessages are expected and
final responses have been received to all transnmitted SIP I NVITE
requests.

NOTE: Further QSI G | NFORMATI ON nessages will not be expected after
Q&SI Gtimer T302 has expired or after a Sending conplete information
el ement has been received.

In all other cases, the receipt of a SIP 4xx, 5xx, or 6xx fina
response to an I NVITE request SHALL NOT trigger the sending of any
Sl G nessage

NOTE: If further QSI G | NFORMATI ON nessages arrive, these will result
in further SIP INVITE requests being sent, one of which mght result
in successful call establishnent. For exanple, initial INVITE
requests mght produce 484 (Address Inconplete) or 404 (Not Found)
responses because the Request-URlIs derived frominconpl ete nunmbers
cannot be routed, yet a subsequent INVITE request with a routable
Request - URI mi ght produce a 2xx final response or a nore neani ngfu
4xx, 5xx, or 6xx final response.
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8.2.2.2.8. Receipt of Miultiple SIP Responses to an | NVI TE Request
Section 3.3 of [18] applies.
8.2.2.2.9. Cancelling Pending SIP INVITE Transacti ons

As stated in Section 3.4 of [18], when a gateway sends a new S|P

I NVI TE request containing new digits, it SHOULD NOT send a SI P CANCEL
request to cancel a previous SIP INVITE transaction that has not had
a final response. This SIP CANCEL request could arrive at an egress
gateway before the new SIP INVITE request and trigger premature cal

cl eari ng.

NOTE: Previous SIP INVITE transactions can be expected to result in
SI P 4xx cl ass responses, which terminate the transaction. 1In Section
8.2.2.2.5, there is provision for cancelling any transactions stil

in progress after a SIP 2xx response has been received.

8.2.2.2.10. @I G Tinmer T302 Expiry

If @SIGtiner T302 expires and the gateway has received 4xx, 5xx, or
6xx responses to all transmitted SIP I NVITE requests, the gateway
SHALL send a QSI G DI SCONNECT nessage. |If T302 expires and the
gateway has not received 4xx, 5xx, or 6xx responses to al

transmitted SIP INVITE requests, the gateway SHALL ignore any further
@Sl G | NFORMATI ON nessages but SHALL NOT send a QSI G DI SCONNECT
message at this stage

NOTE: A SI G DI SCONNECT request will be sent when all outstanding SIP
I NVI TE requests have received 4xx, 5xXx, or 6xXx responses.

8.3. Call Establishnent fromSIP to Q58I G
8.3.1. Receipt of SIP INVITE Request for a New Call

On receipt of a SIP INVITE request for a newcall, if a suitable
channel is available on the inter-PINX |link, the gateway SHALL
generate a QS| G SETUP nessage fromthe received SIP | NVITE request.
The gateway SHALL generate the Called party nunber and Calling party
nunber information elenments in accordance with Section 9 and SHALL
generate the Bearer capability information el enent in accordance wth
Section 10. |If the gateway can determ ne that the nunber placed in
the Called party nunber information elenent is conplete, the gateway
MAY i ncl ude the Sending conplete information el enent.

NOTE: The neans by which the gateway deternines the nunber to be

complete is an inplenentation matter. It can involve know edge of
the nunbering plan and/or use of the inter-digit tiner.
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The gateway SHOULD send a SIP 100 (Trying) response.

If information in the SIP I NVITE request is unsuitable for generating
any of the mandatory information elements in a QSI G SETUP nessage
(e.g., if a QSIG Called party nunber information el enent cannot be
derived from SIP Request-URI field) or if no suitable channel is
avail able on the inter-PINX Iink, the gateway SHALL NOT issue a @S5I G
SETUP nessage and SHALL send a SI P 4xx, 5xx, or 6xx response. If no
sui tabl e channel is available, the gateway should use response code
503 (Service Unavail abl e).

If the SIP INVITE request does not contain SDP information and does
not contain either a Required header or a Supported header with
option tag 100rel, the gateway SHOULD still proceed as above,

al though an inplenmentation can instead send a SIP 488 (Not Acceptable
Here) response, in which case it SHALL NOT issue a QSI G SETUP
nessage.

NOTE: The absence of SDP offer information in the SIP | NVITE request
means that the gateway nmight need to send SDP offer information in a
provi sional response and receive SDP answer information in a SIP
PRACK request (in accordance with [11]) in order to ensure that tones
and announcenents fromthe PISN are transmtted. SDP offer

i nformati on cannot be sent in an unreliable provisional response
because SDP answer information would need to be returned in a SIP

PRACK request. The reconmendati on above still to proceed with cal
establishment in this situation reflects the desire to maximnise the
chances of a successful call. However, if inportant in-band

information is likely to be denied in this situation, a gateway can
choose not to proceed.

NOTE: |f SDP offer information is present in the INVITE request, the
i ssuing of a QSI G SETUP nessage i s not dependent on the presence of a
Requi red header or a Supported header with option tag 100rel
On receipt of a SIP INVITE request relating to a call that has
al ready been established fromSIP to QSIG the procedures of 8.3.9
SHALL apply.

8.3.2. Receipt of QSI G CALL PROCEEDI NG Message

The recei pt of a @S5I G CALL PROCEEDI NG nessage SHALL NOT result in any
SI P nessage being sent.
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8.3.3. Receipt of QSI G PROGRESS Message

A (SI G PROCGRESS nessage can be received in the event of interworking
on the renote side of the PISN or if the PISN is unable to conplete
the call and generates an in-band tone or announcenent. In the
|atter case, a Cause information elenent is included in the QSIG
PROCGRESS nessage.

The gateway SHALL map a received QS| G PROGRESS nmessage to a SIP 183
(Session Progress) response to the INVITE request. If the SIP INVITE
request contained either a Require header or a Supported header with
option tag 100rel, the gateway SHALL include in the SIP 183 response
a Require header with option tag 100rel

NOTE: I n accordance with [11], inclusion of option tag 100rel in a
provi sional response instructs the UAC to acknow edge the provisiona
response by sending a PRACK request. [11] also specifies procedures
for repeating a provisional response with option tag 100rel if no
PRACK is received

If the QSI G PROGRESS nessage contained a Progress indicator

i nformati on el enent with Progress description nunmber 1 or 8, the

gat eway SHALL connect the nedia streans to the correspondi ng user

i nformati on channel of the inter-PINX link if it has not already done
so, provided that SDP answer information is included in the
transmitted SIP response to the I NVITE request or has al ready been
sent or received. Inclusion of SDP offer or answer information in
the 183 provisional response SHALL be in accordance with Section
8. 3. 5.

If the QSI G PROGRESS nessage is received with a Cause information

el ement, the gateway SHALL either wait until the tone/announcenent is
conpl ete or has been applied for sufficient tine before initiating
call clearing, or wait for a SIP CANCEL request. |If call clearing is
initiated, the cause value in the QS G PROGRESS nessage SHALL be used
to derive the response to the SIP INVITE request in accordance with
Tabl e 1.

8.3.4. Receipt of @Sl G ALERTI NG Message

The gateway SHALL map a QSI G ALERTI NG nmessage to a SIP 180 (Ringing)
response to the INVITE request. |If the SIP INVITE request contained
either a Require header or a Supported header with option tag 100rel
the gateway SHALL include in the SIP 180 response a Require header
with option tag 100rel
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NOTE: In accordance with [11], inclusion of option tag 100rel in a
provi sional response instructs the UAC to acknow edge the provisiona
response by sending a PRACK request. [11] also specifies procedures
for repeating a provisional response with option tag 100rel if no
PRACK i s received

If the QSI G ALERTI NG nessage contained a Progress indicator

i nformati on el enent with Progress description nunmber 1 or 8, the
gateway SHALL connect the nedia streams to the correspondi ng user

i nformati on channel of the inter-PINX link if it has not already done
so, provided that SDP answer information is included in the
transmtted SIP response or has already been sent or received.

I nclusion of SDP offer or answer information in the 180 provisiona
response SHALL be in accordance with Section 8.3.5.

8.3.5. Inclusion of SDP Information in a SIP 18x Provisional Response

When sending a SIP 18x provisional response to the I NVITE request, if
a &SI G nessage containing a Progress indicator information el enent
with progress description number 1 or 8 has been received the gateway
SHALL include SDP information. O herw se, the gateway MAY incl ude
SDP information. |If SDP information is included, it shall be in
accordance with the foll owi ng rules.

If the SIP INVITE request contained a Required or Supported header
with option tag 100rel, and if SDP offer and answer infornmation has
al ready been exchanged, no SDP informati on SHALL be included in the
SI P 18x provisional response.

If the SIP INVITE request contained a Required or Supported header
with option tag 100rel, and if SDP offer information was received in
the SIP INVITE request but no SDP answer information has been sent,
SDP answer information SHALL be included in the SIP 18x provisiona
response.

If the SIP INVITE request contained a Required or Supported header
with option tag 100rel, and if no SDP offer information was received
in the SIP INVITE request and no SDP of fer information has al ready
been sent, SDP offer information SHALL be included in the SIP 18x
provi si onal response.

NOTE: In this case, SDP answer information can be expected in the SIP
PRACK

If the SIP INVITE request contained neither a Required nor a

Supported header with option tag 100rel, SDP answer information SHALL
be included in the SIP 18x provisional response.
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NOTE: Because the provisional response is unreliable, SDP answer
i nformati on needs to be repeated in each provisional response and in
the final SIP 2xx response.

NOTE: If the SIP I NVITE request contained no SDP offer information
and neither a Required nor a Supported header with option tag 100rel
it should have been rejected in accordance with Section 8. 3. 1.

8.3.6. Receipt of QSI G CONNECT Message

The gateway SHALL map a QSI G CONNECT nessage to a SIP 200 (OK) final
response for the SIP INVITE request. The gateway SHALL al so send a
QS G CONNECT ACKNOALEDGE nessage.

If the SIP INVITE request contained a Required or Supported header
with option tag 100rel, and if SDP of fer and answer information has
al ready been exchanged, no SDP informati on SHALL be included in the
SI P 200 response.

If the SIP INVITE request contained a Required or Supported header
with option tag 100rel, and if SDP offer information was received in
the SIP INVITE request but no SDP answer information has been sent,
SDP answer information SHALL be included in the SIP 200 response.

If the SIP INVITE request contained a Required or Supported header
with option tag 100rel, and if no SDP offer information was received
in the SIP INVITE request and no SDP offer information has al ready
been sent, SDP offer information SHALL be included in the SIP 200
response.

NOTE: In this case, SDP answer information can be expected in the SIP
ACK.

If the SIP INVITE request contained neither a Required nor a
Supported header with option tag 100rel, SDP answer information SHALL
be included in the SIP 200 response.

NOTE: Because the provisional response is unreliable, SDP answer
i nformati on needs to be repeated in each provisional response and in
the final 2xx response.

NOTE: If the SIP I NVITE request contained no SDP offer infornation

and neither a Required nor a Supported header with option tag 100rel
it may have been rejected in accordance with Section 8.3. 1.
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The gateway SHALL connect the nedia streans to the correspondi ng user
i nformati on channel of the inter-PINX link if it has not already done
so, provided that SDP answer information is included in the
transmtted SIP response or has already been sent or received.

8.3.7. Receipt of SIP PRACK Request

The recei pt of a SIP PRACK request acknow edging a reliable

provi sional response SHALL NOT result in any QSI G nessage bei ng sent.
The gateway SHALL send back a SIP 200 (OK) response to the SIP PRACK
request.

If the SIP PRACK contains SDP answer information and a QSI G nessage
containing a Progress indicator information element with progress
description nunber 1 or 8 has been received, the gateway SHALL
connect the nedia streanms to the corresponding user information
channel of the inter-PINX |ink.

8.3.8. Receipt of SIP ACK Request

The receipt of a SIP ACK request SHALL NOT result in any QSI G nessage
bei ng sent.

If the SIP ACK contains SDP answer information, the gateway SHALL
connect the nedia streans to the corresponding user information
channel of the inter-PINX link if it has not already done so.

8.3.9. Receipt of a SIP INVITE Request for a Call Already Being
Est abl i shed

A gateway can receive a call from SIP using overlap procedures. This
shoul d occur when the UAC for the INVITE request is a gateway froma
networ k that enpl oys overlap procedures (e.g., an | SUP gateway or
anot her (Sl G gat eway) and the gateway has not absorbed overl ap

For a call from SIP using overlap procedures, the gateway w ||
receive multiple SIP INVITE requests that belong to the sane call but
have different Request-URl and To fields. Each SIP INVITE request
belongs to a different dial og.

A SIP INVITE request is considered to be for the purpose of overlap
sending if, conpared to a previously received SIP INVITE request, it
has:

- the sane Call-I1D header;

- the sanme From header (including the tag);
- notag in the To header;
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- an updated Request-URI from which can be derived a called party
number with a superset of the digits derived fromthe previously
received SIP I NVITE request;

and if

- the gateway has not yet sent a final response other than 484 to
the previously received SIP | NVITE request.

If a gateway receives a SIP INVITE request for the purpose of overlap
sending, it SHALL generate a QSI G | NFORMATI ON nessage using the cal
reference of the existing @I Gcall instead of a new QSI G SETUP
message and containing only the additional digits in the Called party

number information element. |t SHALL al so respond to the SIP INVITE
request received previously with a SIP 484 Address Inconplete
response.

If a gateway receives a SIP I NVITE request that neets all of the
conditions for a SIP I NVITE request for the purpose of overlap
sendi ng except the condition concerning the Request-URI, the gateway
SHALL respond to the new request with a SIP 485 (Arbi guous) response.

8.4. Call dearing and Call Failure

8.4.1. Receipt of a QSI G DI SCONNECT, RELEASE, or RELEASE COWPLETE
Message

On recei pt of QSI G DI SCONNECT, RELEASE, or RELEASE COWPLETE nessage
as the first QSI G call clearing nessage, gateway behavi our SHALL
depend on the state of call establishnent.

1) If the gateway has sent a SIP 200 (OK) response to a SIP INVITE
request and received a SIP ACK request, or if it has received a
SIP 200 (OK) response to a SIP I NVITE request and sent a SIP ACK
request, the gateway SHALL send a SIP BYE request to clear the
call.

2) If the gateway has sent a SIP 200 (OK) response to a SIP I NVITE
request (indicating that call establishnent is conplete) but has
not received a SIP ACK request, the gateway SHALL wait until a SIP
ACK is received and then send a SIP BYE request to clear the call.

3) If the gateway has sent a SIP INVITE request and received a SIP

provi sional response but not a SIP final response, the gateway
SHALL send a SIP CANCEL request to clear the call
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NOTE 1. In accordance with [10], if after sending a SIP CANCEL
request a SIP 2xx response is received to the SIP I NVITE request,
the gateway will need to send a SIP BYE request.

4) If the gateway has sent a SIP I NVITE request but received no SIP
response, the gateway SHALL NOT send a SIP nessage. |If a SIP
final or provisional response is subsequently received, the
gateway SHALL then act in accordance with 1, 2, or 3 above,
respectively.

5) If the gateway has received a SIP INVITE request but not sent a
SIP final response, the gateway SHALL send a SIP final response
chosen according to the cause value in the received @Sl G nessage
as specified in Table 1. SIP response 500 (Server internal error)
SHALL be used as the default for cause val ues not shown in
Tabl e 1.

NOTE 2: It is not necessarily appropriate to nmap sone QSI G cause

val ues to SI P nessages because these cause val ues are neani ngful only
at the gateway. A good exanple of this is cause value 44, "Requested
circuit or channel not avail able", which signifies that the channe
nunber in the transmtted QSI G SETUP nmessage was not acceptable to
the peer PINX. The appropriate behavior in this case is for the
gateway to send anot her SETUP nessage indicating a different channe
nunber. |If this is not possible, the gateway should treat it either
as a congestion situation (no channels avail able; see Section 8.3.1)
or as a gateway failure situation (in which case the default SIP
response code applies).

In all cases, the gateway SHALL al so di sconnect nedia streans, if

established, and allow @I G and SIP signalling to conplete in
accordance with [2] and [10], respectively.
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Tabl e 1: Mappi ng of QSI G Cause Value to SIP 4xx-6xx responses to an
I NVI TE request

Sl G Cause val ue SI P response
1 Unall ocated nunber 404 Not found
2 No route to specified 404 Not found
transit network
3 No route to destination 404 Not found
16 Normal call clearing (NOTE 3)
17 User busy 486 Busy here
18 No user responding 408 Request tineout
19 No answer fromthe user 480 Tenporarily unavail abl e
20 Subscri ber absent 480 Tenporarily unavail abl e
21 Call rejected 603 Decline, if location field

in Cause information el enent
i ndi cates user. O herw se:
403 For bi dden

22 Nunber changed 301 Moved pernmanently, if
information in diagnostic field
of Cause infornation elenent is
suitable for generating a SIP
Cont act header. O herw se:

410 Gone
23 Redirection to new 410 Cone
destination
27 Destination out of order 502 Bad gat eway
28 Address inconplete 484 Address inconplete
29 Facility rejected 501 Not i npl emented
31 Normal, unspecified 480 Tenporarily unavail abl e
34 No circuit/channel 503 Service unavail abl e
avai l abl e
38 Network out of order 503 Service unavail abl e
41 Tenporary failure 503 Service unavail abl e
42 Swi t chi ng equi prent 503 Service unavail abl e
congestion
47 Resource unavail abl e, 503 Service unavail abl e
unspeci fi ed
55 I nconing calls barred 403 For bi dden
wi thin CUG
57 Bearer capability not 403 For bi dden
aut hori zed
58 Bearer capability not 503 Service unavail able
presently avail abl e
65 Bearer capability not 488 Not acceptabl e here (NOTE 4)
i mpl enent ed
69 Requested facility not 501 Not i npl emented

i mpl enent ed
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70 Only restricted digital 488 Not acceptabl e here (NOTE 4)
i nformati on avail abl e

79 Service or option not 501 Not i npl enmented
i mpl enent ed, unspecified

87 User not nenber of CUG 403 For bi dden

88 | nconpati bl e destination 503 Service unavail able

102 Recovery on tiner expiry 504 Server tine-out

NOTE 3: A QSIG call clearing nessage containing cause value 16 will
normally result in the sending of a SIP BYE or CANCEL request.
However, if a SIP response is to be sent to the I NVITE request, the
default response code should be used.

NOTE 4. The gateway may include a SIP Warning header if diagnostic
information in the QSI G Cause information elenent allows a suitable
war ni ng code to be sel ected.

8.4.2. Receipt of a SIP BYE Request

On receipt of a SIP BYE request, the gateway SHALL send a QSI G

DI SCONNECT nmessage with cause value 16 (normal call clearing). The
gateway SHALL al so di sconnect nedia streams, if established, and
allow QSI G and SIP signalling to conplete in accordance with [2] and
[10], respectively.

NOTE: When responding to a SIP BYE request, in accordance with [10],
the gateway is also required to respond to any ot her outstanding
transactions, e.g., with a SIP 487 (Request Term nated) response.
This applies in particular if the gateway has not yet returned a
final response to the SIP | NVITE request.

8.4.3. Receipt of a SIP CANCEL Request

On receipt of a SIP CANCEL request to clear a call for which the
gateway has not sent a SIP final response to the received SIP INVITE
request, the gateway SHALL send a QSI G DI SCONNECT nessage w th cause
value 16 (normal call clearing). The gateway SHALL al so di sconnect
medi a streans, if established, and allow QSIG and SIP signalling to
conplete in accordance with [2] and [10], respectively.

8.4.4. Receipt of a SIP 4xx-6xx Response to an | NVI TE Request

Except where otherwi se specified in the context of overlap sending
(8.2.2.2), on receipt of a SIP final response (4xx-6xx) to a SIP

I NVI TE request, unless the gateway is able to retry the INVITE
request to avoid the problem (e.g., by supplying authentication in
the case of a 401 or 407 response), the gateway SHALL transmt a QSI G
DI SCONNECT nessage. The cause value in the QSI G DI SCONNECT nessage
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SHALL be derived fromthe SIP 4xx-6xx response according to Table 2.

Cause val ue 31 (Nornal,
SI P responses not shown in Table 2.
di sconnect nedi a streans,

unspeci fi ed) SHALL be used as the default for

The gateway SHALL al so

if established, and allow QSI G and SIP

signalling to conplete in accordance with [2] and [10], respectively.

When generating a QSI G Cause information elenent, the |location field

SHOULD contain the value "user",
response code 6xx,

user" in other circunstances.

if generated as a result of a SIP
or the value "Private network serving the renote

Tabl e 2: Mappi ng of SIP 4xx-6xx responses to an |INVITE request to
Sl G Cause val ues

SIP

response

@Sl G Cause val ue (NOTE 6)

406
407
408
410
413
414

415

416
420
421
423
480
481

482
483

El wel I,

Bad request

Unaut hori zed
Paynent required
For bi dden

Not found

Met hod not al | owed

Not acceptable

Proxy Authentication required

Request ti meout

Gone

Request entity too |arge
Request - URI too |ong

Unsupported nedi a type

Unsupported URI schene
Bad extension

Ext ensi on required
Interval too brief

Tenporarily unavail abl e

Cal | /transacti on does not exi st

Loop detected
Too many hops

41 Tenporary failure

21 Call rejected (NOTE 5)

21 Call rejected

21 Call rejected

1 Unal | ocat ed nunber

63 Service or option
unavai |l abl e, unspecified

79 Service or option not
i mpl enent ed, unspecified

21 Call rejected (NOTE 5)

102 Recovery on timer expiry

22  Nunber changed

127 I nterworking, unspecified
(NOTE 6)

127 I nterworking, unspecified
(NOTE 6)

79 Service or option not
i mpl enent ed, unspecified
(NOTE 6)

127 I nterworking, unspecified
(NOTE 6)

127 Interworking, unspecified
(NOTE 6)

127 I nterworking, unspecified
(NOTE 6)

127 I nterworking, unspecified
(NOTE 6)

18 No user responding

41 Tenporary failure

25 Exchange routing error

25 Exchange routing error
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484 Address inconplete 28 Invalid nunber fornmat
(NOTE 6)

485 Ambi guous 1 Unal | ocat ed Nunber

486 Busy here 17 User busy

487 Request term nated (NOTE 7)

488 Not Acceptable Here 65 Bearer capability not

i mpl emented or 31 Nor nal,
unspeci fi ed (NOTE 8)

500 Server internal error 41 Tenporary failure

501 Not i npl enmented 79 Service or option not
i mpl enent ed, unspecified

502 Bad gat eway 38 Network out of order

503 Service unavail able 41 Tenporary failure

504 Gateway tine-out 102 Recovery on timer expiry

505 Version not supported 127 I nterworking, unspecified
(NOTE 6)

513 Message too | arge 127 I nterworking, unspecified
(NOTE 6)

600 Busy everywhere 17 User busy

603 Decline 21 Call rejected

604 Does not exist anywhere 1 Unal | ocat ed nunber

606 Not acceptable 65 Bearer capability not

i npl enent ed or
31 Nornmal, unspecified (NOTE 8)

NOTE 5. In sone cases, it nmay be possible for the gateway to provide
credentials to the SIP UAS that is rejecting an INVITE due to

aut hori zation failure. |If the gateway can authenticate itself, then
obviously it should do so and proceed with the call. Only if the
gat eway cannot authorize itself should the gateway clear the call in

the @8I G network with this cause val ue.

NOTE 6: For some response codes, the gateway nmay be able to retry the
I NVI TE request in order to work around the problem In particular,
this may be the case with response codes indicating a protocol error
The gateway SHOULD clear the call in the @SI G network with the

i ndi cated cause value only if retry is not possible or fails.

NOTE 7: The circunstances in which SIP response code 487 can be
expected to arise do not require it to be mapped to a QSI G cause
code, since the @SIGcall will normally already be cleared or in the
process of clearing. |If QSIGcall clearing does, however, need to be
initiated, the default cause value should be used.

NOTE 8: When the Warning header is present in a SIP 606 or 488
nmessage, the warning code should be exanined to determine whether it
is reasonable to generate cause value 65. This cause val ue should be
generated only if there is a chance that a new call attenpt with
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different content in the Bearer capability information el enent will
avoid the problem |In other circunstances, the default cause val ue
shoul d be used.

8.4.5 Gateway-Initiated Call Cearing

If the gateway initiates clearing of the @QSIGcall owing to QSIG
timer expiry, QSIG protocol error, or use of the @Sl G RESTART nessage
in accordance with [2], the gateway SHALL also initiate clearing of
the SIP call in accordance with Section 8.4.1. If this involves the
sending of a final response to a SIP I NVITE request, the gateway
SHALL use response code 480 (Tenporarily Unavailable) if optiona
@Sl Gtinmer T301 has expired or, otherw se, response code 408 (Request
timeout) or 500 (Server internal error), as appropriate.

If the gateway initiates clearing of the SIP call owing to SIP tiner
expiry or SIP protocol error in accordance with [10], the gateway
SHALL also initiate clearing of the @I Gcall in accordance with [2]
usi ng cause value 102 (Recovery on tinmer expiry) or 41 (Tenporary
failure), as appropriate.

8.5. Request to Change Media Characteristics

If after a call has been successfully established the gateway
receives a SIP INVITE request to change the nedia characteristics of
the call in a way that would be inconpatible with the bearer
capability in use within the PISN, the gateway SHALL send back a SIP
488 (Not Acceptable Here) response and SHALL NOT change the nedi a
characteristics of the existing call

9. Nunber Mapping

In @SIG users are identified by nunbers, as defined in [1]. Nunbers
are conveyed within the Called party nunber, Calling party nunber,
and Connected nunber information elenments. The Calling party nunber
and Connected nunber infornation elenments also contain a presentation
i ndi cator, which can indicate that privacy is required (presentation
restricted), and a screening indicator, which indicates the source
and aut hentication status of the nunber.

In SIP, users are identified by Universal Resource ldentifiers (URS)
conveyed within the Request-URI and various headers, including the
From and To headers specified in [10] and optionally the P-Asserted-
Identity header specified in [14]. |In addition, privacy is indicated
by the Privacy header specified in [13].
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This clause specifies the mappi ng between QSI G Cal |l ed party nunber,
Calling party nunmber, and Connected nunber information el enents and
correspondi ng el enents in SIP

A gateway MAY inplenent the P-Asserted-ldentity header in accordance
with [14]. |If a gateway inplenents the P-Asserted-ldentity header
it SHALL also inplenent the Privacy header in accordance with [13].
If a gateway does not inplement the P-Asserted-ldentity header, it
MAY i npl ement the Privacy header

9.1. Mpping from@IGto SIP

The met hod used to convert a nunmber to a URI is outside the scope of
this specification. However, the gateway SHOULD take account of the
Nunmbering Plan (NPlI) and Type O Nunber (TON) fields in the QSI G

i nformati on el enent concerned when interpreting a nunber.

Sonme aspects of mappi ng depend on whether the gateway is in the sane
trust domain (as defined in [14]) as the next hop SIP node (i.e., the
proxy or UA to which the INVITE request is sent or fromwhich INVITE
request is received) to honour requests for identity privacy in the
Privacy header. This will be network-dependent, and it is
RECOMVENDED t hat gat eways supporting the P-Asserted-ldentity header
hold a configurable list of next hop nodes that are to be trusted in
this respect.

9.1.1. Using Information fromthe QSI G Called Party Nunber |nformation
El ement

When mapping a QSI G SETUP nessage to a SIP INVITE request, the
gateway SHALL convert the nunmber in the QSIG Called party nunber
information to a URI and include that URI in the SIP Request-URH and
in the To header.

9.1.2. Using Information fromthe QSI G Calling Party Nunber Information
El enment

When mapping a Q@SI G SETUP nessage to a SIP I NVITE request, the
gateway SHALL use the Calling party nunber information elenent, if
present, as foll ows.

If the information el enent contains a nunber, the gateway SHALL
attenpt to derive a URI fromthat nunmber. Further behavi our depends
on whether a URI has been derived and the value of the presentation
i ndi cati on.
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9.1.2.1. No URI derived, and presentation indicator does not have val ue
"presentation restricted"

In this case (including the case where the Calling party nunber
informati on el enent is absent), the gateway SHALL include a UR
identifying the gateway in the From header. Also, if the gateway
supports the nechanismdefined in [14], the gateway SHALL NOT
generate a P-Asserted-ldentity header

9.1.2.2. No URI derived, and presentation indicator has val ue
"presentation restricted”

In this case, the gateway SHALL generate an anonynmous From header
Al'so, if the gateway supports the nechanismdefined in [14], the
gateway SHALL generate a Privacy header field with paraneter
priv-value = "id" and SHALL NOT generate a P-Asserted-ldentity
header. The inclusion of additional values of the priv-val ue
paraneter in the Privacy header is outside the scope of this
speci fication.

9.1.2.3. URl derived, and presentation indicator has val ue
"presentation restricted"

If the gateway supports the P-Asserted-ldentity header and trusts the
next hop proxy to honour the Privacy header, the gateway SHALL
generate a P-Asserted-ldentity header containing the derived URI
SHALL generate a Privacy header with paraneter priv-value = "id", and
SHALL generate an anonynmous From header. The inclusion of additiona
val ues of the priv-value paraneter in the Privacy header is outside
the scope of this specification

If the gateway does not support the P-Asserted-ldentity header or
does not trust the proxy to honour the Privacy header, the gateway
SHALL behave as in Section 9.1.2.2.

9.1.2.4. URl derived, and presentation indicator does not have val ue
"presentation restricted"

In this case, the gateway SHALL generate a P-Asserted-ldentity header
containing the derived URI if the gateway supports this header, SHALL
NOT generate a Privacy header, and SHALL include the derived UR in
the From header. |In addition, the gateway MAY use S/M ME, as
described in Section 23 of [10], to sign a copy of the From header

i ncluded in a nessage/si pfrag body of the INVITE request as described
in [20].
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9.1.3. Using Information fromthe QSI G Connected Nunber |nformation
El enent

When mappi ng a QSI G CONNECT nessage to a SIP 200 (OK) response to an
I NVI TE request, the gateway SHALL use the Connected nunber
information elenent, if present, as follows.

If the information el ement contains a nunber, the gateway SHALL
attenpt to derive a URI fromthat nunber. Further behavi our depends
on whether a URI has been derived and the value of the presentation
i ndi cati on.

9.1.3.1. No URI derived, and presentation indicator does not have val ue
"presentation restricted"

In this case (including the case where the Connected nunber
informati on el enent is absent), the gateway SHALL NOT generate a
P- Asserted-ldentity header and SHALL NOT generate a Privacy header.

9.1.3.2. No URI derived, and presentation indicator has val ue
"presentation restricted"

In this case, if the gateway supports the nechani smdefined in [14],
the gateway SHALL generate a Privacy header field with paraneter
priv-value = "id" and SHALL NOT generate a P-Asserted-ldentity
header. The inclusion of additional values of the priv-value
paraneter in the Privacy header is outside the scope of this

speci fication.

9.1.3.3. URI derived, and presentation indicator has val ue
"presentation restricted"

If the gateway supports the P-Asserted-ldentity header and trusts the
next hop proxy to honour the Privacy header, the gateway SHALL
generate a P-Asserted-ldentity header containing the derived URI and
SHALL generate a Privacy header with parameter priv-value = "id"

The inclusion of additional values of the priv-value paraneter in the
Privacy header is outside the scope of this specification.

If the gateway does not support the P-Asserted-ldentity header or

does not trust the proxy to honour the Privacy header, the gateway
SHALL behave as in Section 9.1.3.2.
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9.1.3.4. URl derived, and presentation indicator does not have val ue
"presentation restricted"

In this case, the gateway SHALL generate a P-Asserted-ldentity header
contai ning the derived URI if the gateway supports this header and
SHALL NOT generate a Privacy header. In addition, the gateway NMAY
use SIM Mg, as described in Section 23 of [10], to sign a To header
containing the derived URI, the To header being included in a
nmessage/ si pfrag body of the INVITE response as described in [20].

NOTE: The To header in the message/sipfrag body may differ fromthe
to header in the response’ s headers.

9.2. Mpping fromSIP to QI G

The met hod used to convert a URI to a nunber is outside the scope of
this specification. However, NPl and TON fields in the QSI G

i nformati on el enent concerned SHALL be set to appropriate values in
accordance with [1].

Some aspects of mappi ng depend on whet her the gateway trusts the next
hop SIP node (i.e., the proxy or UA to which the INVITE request is
sent or fromwhich INVITE request is received) to provide accurate
information in the P-Asserted-ldentity header. This will be

net wor k- dependent, and it is RECOWENDED that gateways hold a
configurable list of next hop nodes that are to be trusted in this
respect.

Some aspects of mappi ng depend on whether the gateway is prepared to
use a URI in the From header to derive a nunber for the Calling party
nunmber information element. The default behavi our SHOULD be not to
use an unsigned or unvalidated From header for this purpose, since in
principle the informati on comes froman untrusted source (the renote
UA). However, it is recognised that sone network adm nistrations may
believe that the benefits to be derived fromsupplying a calling
party nunber outweigh any risks of supplying false information
Therefore, a gateway MAY be configurable to use an unsigned or
unval i dated From header for this purpose.

9.2.1. Cenerating the @SIG Called Party Nunber Information El enment
When mapping a SIP INVITE request to a QSI G SETUP nessage, the
gateway SHALL convert the URI in the SIP Request-URl to a nunber and

i nclude that nunber in the QSIG Called party nunber infornation
el ement .
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NOTE: The To header should not be used for this purpose. This is
because re-targeting of the request in the SIP network can change the
Request - URI but | eave the To header unchanged. It is inportant that
routing in the QSI G network be based on the final target fromthe SIP
net wor k.

9.2.2. Cenerating the @IG Calling Party Nunber |nformation El enent

When mapping a SIP I NVITE request to a QSI G SETUP nmessage, the
gateway SHALL generate a Calling party nunber information el enent as
fol | ows.

If the SIP INVITE request contains an S/M ME signed nessage/ si pfrag
body [20] containing a From header, and if the gateway supports this
capability and can verify the authenticity and trustworthi ness of
this information, the gateway SHALL attenpt to derive a nunber from
the URI in that header. |If no nunber is derived froma
nmessage/ si pfrag body, if the SIP INVITE request contains a P-
Asserted-ldentity header, and if the gateway supports that header and
trusts the information therein, the gateway SHALL attenpt to derive a
number fromthe URI in that header. |f a nunber is derived from one
of these headers, the gateway SHALL include it in the Calling party
nunber information el ement and include val ue "network provided" in

t he screening indicator

I f no nunber is derivable as described above and if the gateway is
prepared to use the unsigned or unvalidated From header, the gateway
SHALL attenpt to derive a nunber fromthe URI in the From header. |If
a nunber is derived fromthe From header, the gateway SHALL i ncl ude
it inthe Calling party nunber infornmation el enent and include val ue
"user provided, not screened" in the screening indicator

If no nunber is derivable, the gateway SHALL NOT include a nunber in
the Calling party nunmber information el enent.

If the SIP INVITE request contains a Privacy header with value "id"
in paraneter priv-value and the gateway supports this header, or if
the value in the From header indicates anonynous, the gateway SHALL

i nclude value "presentation restricted" in the presentation

i ndicator. Based on local policy, the gateway MAY use the presence
of other priv-values to set the presentation indicator to
"presentation restricted'". Oherw se the gateway SHALL i nclude val ue
"presentation allowed" if a nunber is present or "not avail able due
to interworking" if no nunber is present.
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If the resulting Calling party nunmber infornmation el enment contains no
number and contains value "not available due to interworking" in the

presentation indicator, the gateway MAY onmit the infornmation el enent

fromthe QSI G SETUP nessage.

9.2.3. Cenerating the @SI G Connected Nunber Information El enent

When mapping a SIP 2xx response to an INVITE request to a QSI G
CONNECT nessage, the gateway SHALL generate a Connected nunber
information el enent as foll ows.

If the SIP 2xx response contains an S/M MeE si gned nessage/ si pfrag

[ 20] body containing a To header and the gateway supports this
capability and can verify the authenticity and trustworthi ness of
this information, the gateway SHALL attenpt to derive a nunber from
the URI in that header. |If no nunber is derived froma
message/ si pfrag body, if the SIP 2xx response contains a

P- Asserted-ldentity header, and if the gateway supports that header
and trusts the information therein, the gateway SHALL attenpt to
derive a nunber fromthe URI in that header. |If a nunber is derived
fromone of these headers, the gateway SHALL include it in the
Connect ed nunber infornation elenment and include val ue "network
provi ded" in the screening indicator

If no nunber is derivable as described above, the gateway SHOULD NOT
i nclude a nunber in the Connected nunber infornmation el enent.

If the SIP 2xx response contains a Privacy header with value "id" in
paraneter priv-value and the gateway supports this header, the
gateway SHALL include value "presentation restricted" in the
presentation indicator. Based on |local policy, the gateway MAY use
the presence of other priv-values to set the presentation indicator
to "presentation restricted". Qherw se, the gateway SHALL i ncl ude
val ue "presentation allowed" if a nunber is present or "not available
due to interworking" if no nunber is present.

If the resulting Connected nunber information el ement contains no
number and val ue "not avail able due to interworking" in the
presentation indicator, the gateway MAY onmit the infornmation el enent
fromthe QSI G CONNECT nessage.
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10.

10.

10.

Requi rements for Support of Basic Services

Thi s docunent specifies signalling interworking for basic services
that provide a bi-directional transfer capability for speech
facsim le, and nodem nedi a between the two networks.

1. Derivation of QSIG Bearer Capability Information El enent

The gateway SHALL generate the Bearer Capability Information El ement
in the QSI G SETUP nessage based on SDP offer information received
along with the SIP INVITE request. If the SIP INVITE request does
not contain SDP offer information or the nedia type in the SDP offer
information is only "audio', then the Bearer capability information
el ement SHALL BE generated according to Table 3. Coding of the
Bearer capability information elenment for other nedia types is

out side the scope of this specification

In addition, the gateway MAY include a Low |l ayer conpatibility

i nformati on el enent and/or High layer conpatibility information in
the @SI G SETUP nessage if the gateway is able to derive rel evant
information fromthe SDP offer information. Specific mappings are
out side the scope of this specification

Tabl e 3: Bearer capability encoding for ’"audi o transfer

Field Val ue

Codi ng St andard "CClI TT standardi zed codi ng" (00)

I nformation transfer "3,1 kHz audio" (10000)

capability

Transfer node "circuit node" (00)

Information transfer rate "64 Kbits/s" (10000)

Mul tiplier Cctet onmitted

User information |layer 1 Cener ated by gat eway based on

pr ot ocol Information of the PISN. Supported

val ues are

"CClI TT recommendation G 711 nu-| aw'
(00010)

"CClI TT recommendation G 711 A-l aw'
(00011)

2. Derivation of Media Type in SDP

The gateway SHALL generate SDP offer information to include in the
SIP I NVI TE request based on information in the QSI G SETUP nessage.
The gateway MAY take account of QSIG Low | ayer conpatibility and/or

H gh | ayer conpatibility information elements, if present in the QSIG
SETUP nessage, when deriving SDP offer information, in which case
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11.

11.

11.

speci fic mappings are outside the scope of this specification

O herwi se, the gateway shall generate SDP offer information based
only on the Bearer capability information elenent in the QSI G SETUP
nmessage, in which case the nmedia type SHALL be derived according to
Tabl e 4.

Table 4: Media type setting in SDP based on Bearer capability
i nformati on el enent

Information transfer capability in Media type in SDP
Bearer capability information el enment
"speech" (00000) audi o
"3,1 kHz audio" (10000) audi o
Security Considerations
1. Cenera

Nor mal considerations apply for UA use of SIP security neasures,
i ncludi ng di gest authentication, TLS, and S/M ME as described in
[10].

The translation of @SIG information elenents into SIP headers can

i ntroduce sone privacy and security concerns. For exanple, care
needs to be taken to provide adequate privacy for a user requesting
presentation restriction if the Calling party nunber information

el ement is openly mapped to the From header. Procedures for dealing
with this particular situation are specified in Section 9.1.2.
However, since the mapping specified in this docunment is mainly
concerned with translating information elenments into the headers and
fields used to route SIP requests, gateways consequently revea
(through this translation process) the m ni num possi bl e anount of

i nformati on.

There are sone concerns, however, that arise fromthe other direction
of mappi ng, the mapping of SIP headers to QSIGinfornmation el enents,
whi ch are enunerated in the foll ow ng paragraphs.

2. Calls from@IGto Invalid or Restricted Nunbers

When end users dial nunbers in a PISN, their selections popul ate the
Call ed party nunber infornmation elenent in the QI G SETUP nessage.
Simlarly, the SIP URI or tel URL and its optional paraneters in the
Request-URI of a SIP INVITE request, which can be created directly by
end users of a SIP device, map to that information el enent at a
gateway. However, in a PISN, policy can prevent the user from
dialing certain (invalid or restricted) nunbers. Thus, gateway
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11.

11.

11.

i mpl enenters nmay wish to provide a nmeans for gateway administrators
to apply policies restricting the use of certain SIP URIs or tel
URLs, or SIP URI or tel URL paraneters, when authorizing a call from
SIPto @SIG

3. Abuse of SIP Response Code

Sone additional risks may result from the nmapping of SIP response
codes to (SI G cause values. SIP user agents could conceivably
respond to an I NVITE request froma gateway with any arbitrary SIP
response code, and thus they can dictate (within the boundaries of

t he mappi ngs supported by the gateway) the Q 850 cause code that will
be sent by the gateway in the resulting QSI G call clearing nessage.
General |y speaking, the manner in which a call is rejected is
unlikely to provide any avenue for fraud or denial of service (e.g.
by signalling that a call should not be billed, or that the network
shoul d take critical resources off-line). However, gateway

i npl ementers may wi sh to nmake provision for gateway adm nistrators to
nodi fy the response code to cause val ue mappi ngs to avoi d any

undesi rabl e network-specific behaviour resulting fromthe nappi ngs
reconmended in Section 8.4.4.

4. Use of the To Header UR

This specification requires the gateway to nmap the Request-URl rather
than the To header in a SIP INVITE request to the Called party nunber
information elenent in a QSI G SETUP nessage. Although a SIP UAis
expected to put the sane URI in the To header and in the Request-URI,
this is not policed by other SIP entities. Therefore, a To header
URI that differs fromthe Request-URl received at the gateway cannot
be used as a reliable indication that the call has been re-targeted
in the SIP network or as a reliable indication of the origina

target. Gateway inplenenters nmaking use of the To header for napping
to QSI G elenents (e.g., as part of QSIG call diversion signalling)
may wi sh to make provision for disabling this mappi ng when depl oyed
in situations where the reliability of the QSIG el enents concerned is
i mportant.

5. Use of the From Header UR

The arbitrary popul ati on of the From header of requests by SIP user
agents has sone wel |l -understood security inplications for devices
that rely on the From header as an accurate representati on of the
identity of the originator. Any gateway that intends to use an
unsi gned or unverified From header to populate the Calling party
nunber information el ement of a QSI G SETUP nmessage shoul d

aut henticate the originator of the request and nmake sure that it is
aut hori zed to assert that calling nunber (or make use of sone nore
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11.

11.

secure nethod to ascertain the identity of the caller). Note that
gateways, like all other SIP user agents, MJST support Digest

aut hentication as described in [10]. Simlar considerations apply to
the use of the SIP P-Asserted-ldentity header for mapping to the QSIG
Calling party number or Connected nunber information elenent, i.e.,
the source of this information should be authenticated. Use of a

si gned nessage/sipfrag body to derive a QSI G Calling party nunber or
Connect ed nunber information elenent is another secure alternative.

6. Abuse of Early Media

There is another class of potential risk that is related to the cut-
t hrough of the backwards nedia path before the call is answered.
Several practices described in this docunent involve the connection
of media streans to user information channels on inter-PINX |inks and
the sendi ng of progress description nunber 1 or 8 in a backward QSI G
message. This can result in media being cut through end-to-end, and
it is possible for the called user agent then to play arbitrary audio
to the caller for an indefinite period of time before transnitting a
final response (in the formof a 2xx or higher response code) to an
INVITE request. This is useful since it also pernmits network
entities (particularly | egacy networks that are incapable of
transmitting Q 850 cause values) to play tones and announcenents to
indicate call failure or call progress, w thout triggering charging
by transmtting a 2xx response. Also, early cut-through can help
prevent clipping of the initial nedia when the call is answered.
There are conceivabl e respects in which this capability could be used
fraudulently by the called user agent for transmitting arbitrary

i nformati on wi thout answering the call or before answering the call
However, in corporate networks, charging is often not an issue, and
for calls arriving at a corporate network froma carrier network, the
carrier network nornmally takes steps to prevent fraud.

The useful ness of this capability appears to outweigh any risks

i nvol ved, which may in practice be no greater than in existing

PI SN | SDN envi ronnents. However, gateway inplenenters nmay wish to
make provision for gateway administrators to turn off cut-through or
mnimse its inpact (e.g., by inposing a time limt) when deployed in
situations where problens can arise.

7. Protection from Deni al - of - Servi ce Attacks

Unlike a traditional PISN phone, a SIP user agent can |aunch nultiple
si mul t aneous requests in order to reach a particular resource. It
would be trivial for a SIP user agent to launch 100 SIP I NVITE
requests at a 100 port gateway, thereby tying up all of its ports. A
mal i ci ous user could choose to | aunch requests to tel ephone nunbers
that are known never to answer, or, where overlap signalling is used,
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12.

13.

to inconplete addresses. This could saturate resources at the
gateway indefinitely, potentially w thout incurring any charges.
Gateway inplenmenters nmay therefore wish to provi de neans of
restricting according to policy the nunber of sinmultaneous requests
originating fromthe same authenticated source, or simlar nechanisns
to address this possible denial-of-service attack.
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Appendi x A. Exanpl e Message Sequences
A.1. Introduction

Thi s appendi x shows sone typical message sequences that can occur for
an interworking between @SIG and SIP. It is informative.

NOTE: For all message sequence diagrans, there is no nessage nappi ng
between @SI G and SIP unless explicitly indicated by dotted lines.
Also, if there are no dotted |lines connecting two nessages, this
means that these are independent of each other in terms of the time
when they occur.

NOTE: Nunbers prefixing SIP nethod nanes and response codes in the
di agrans represent sequence nunbers. Messages bearing the sane
nunber will have the sane value in the CSeq header.
NOTE: In these exanples, SIP provisional responses (other than 100)
are shown as being sent reliably, using the PRACK nethod for
acknow edgenent .

A. 2. Message Sequences for Call Establishnent from@IGto SIP

Bel ow are typi cal nessage sequences for successful call establishnent
fromQ@IGto SIP
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A 2.

@Sl Gto SIP, using en bl oc procedures on both @SIG and SIP
Pl SN | | | P NETWORK
| S e S e S e +

|
1-1NVI TE |
e Sl IR >| 2
|
|
|

I
I
I
I
I
I
I
S R e [...... I + 5
I I I I
| | | 2- PRACK |
I I [---mmmmm e >l 6
| | | 2-200 &K |
| | [<-mmmmm e + 7
I I I I
| QSI G CONNECT | | 1-200 &K |
I L T [...... R + 9
I I I
| QSI G CONNECT ACK | | 1- ACK |
12| - m e >| I >l 10
I I I I
| < >| | < >
| AUDI O | | AUDI O |

Figure 3: Typical nessage sequence for successful call establishment
fromQ@lGto SIP, using en bloc procedures on both QSIG and SIP

1

2

The PI SN sends a @SI G SETUP nessage to the gateway to begin a
session with a SIP UA

On receipt of the QSI G SETUP nessage, the gateway generates a SIP
I NVI TE request and sends it to an appropriate SIP entity in the IP
net work based on the call ed nunber.

The gateway sends a QSI G CALL PROCEEDI NG nessage to the PI SN, no
nmore QSI G | NFORMATI ON nessages wil | be accept ed.

The I P network sends a SIP 100 (Trying) response to the gateway.
The I P network sends a SIP 180 (Ringing) response.
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10

11

12

The gateway nmay send back a SI P PRACK request to the |IP network
based on the inclusion of a Require header or a Supported header
with option tag 100rel in the initial SIP INVITE request.

The 1P network sends a SIP 200 (OK) response to the gateway to
acknow edge the SIP PRACK request

The gateway nmaps this SIP 180 (Ringing) response to a @SIG
ALERTI NG nessage and sends it to the PI SN

The I P network sends a SIP 200 (OK) response when the call is
answer ed.

The gateway sends a SIP ACK request to acknow edge the SIP 200
(OK) response.

The gateway maps this SIP 200 (OK) response to a QSI G CONNECT
message and sends it to the PI SN

The PI SN sends a QSI G CONNECT ACKNOALEDGE nessage in response to
t he QSI G CONNECT nessage.
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A 2.2 BIGto SIP, using overlap receiving on @I G and en bl oc sending

on SIP
i +
Pl SN | GATEVWAY | I P NETWORK
|
| @Sl G SETUP Fo-mmm - Fo-mm - - - Fo-mm - - - + |
N T |
| @I G SETUP ACK | | |
N L |
| QSI G | NFORMATI ON | | |
N T |
| QSI G | NFORMATI ON | | 1-INVITE |
3a|------- - ] I e > 4
| @SI G CALL PROCEEDI NG | | 1-100 TRYI NG |
IR S i | I | 6
| | | |
| QSI G ALERTI NG | | 1-180 RING NG |
10| <-----mmmmmm e - - [.ooon .. I | 7
| | | 2-PRACK |
| | R R SSCEREEEEEEEEEEE > 8
| | | 2-200 X |
| | | <o K
| QSI G CONNECT | | 1-200 X |
i I [.ooon .. I | 11
| | | |
| @QSI G CONNECT ACK | | 1-ACK |
] >| [----cmmm e - >| 12
| AUDI O | | AUDI O |
| < >| | < >|

Figure 4: Typical nessage sequence for successful call establishment
fromQlGto SIP, using overlap receiving on QSIG and en bl oc sending
on SIP

1 The PISN sends a QSI G SETUP nessage to the gateway to begin a
session with a SIP UA. The QSI G SETUP nessage does not contain a
Sendi ng Conpl ete information el ement.

2 The gateway sends a QSI G SETUP ACKNOALEDGE nessage to the PI SN
More digits are expected.

3 Mre digits are sent fromthe PISN within a QSI G | NFORMVATI ON
nmessage.

3a More digits are sent fromthe PISN within a QSI G | NFORMATI ON
message. The QSI G | NFORMATI ON nessage contains a Sendi ng Conpl ete
i nformation el enent.
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10

11

12

13

14

The Gateway generates a SIP I NVITE request and sends it to an
appropriate SIP entity in the I P network, based on the called
numrber .

The gateway sends a QSI G CALL PROCEEDI NG nessage to the PI SN, no
nmore QSI G | NFORMATI ON nessages wi || be accept ed.

The I P network sends a SIP 100 (Trying) response to the gateway.
The I P network sends a SIP 180 (Ringing) response.

The gateway may send back a SI P PRACK request to the |IP network
based on the inclusion of a Require header or a Supported header
with option tag 100rel in the initial SIP INVITE request.

The 1P network sends a SIP 200 (OK) response to the gateway to
acknow edge the SI P PRACK request.

The gateway maps this SIP 180 (Ringing) response to a @S5I G
ALERTI NG nessage and sends it to the PI NX

The I P network sends a SIP 200 (OK) response when the call is
answer ed.

The gateway sends an SIP ACK request to acknow edge the SIP 200
(OK) response.

The gateway maps this SIP 200 (OK) response to a QSI G CONNECT
message and sends it to the PINX

The PI SN sends a QSI G CONNECT ACKNOANLEDGE nessage in response to
the QSI G CONNECT nessage.
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A2.3. SIGto SIP
Pl SN |
I
| @Sl G SETUP +oe
1 |----mmmmm e -
I
| QSIG SETUP ACK
A R R
I
| QS| G | NFORMATI ON
3 |- -
| QSI G | NFORMATI ON
K R e i
I
I
|
| QSI G | NFORMATI ON
A I
I
I
I
|
| QSI G | NFORVATI ON
| Sending Conplete IE
8 |-------mm e -
| @I G CALL PROCEEDI NG
I R L
I
| @QSI G ALERTI NG
15| <---mmmmm e -
I
I
|
| QSI G CONNECT
18| <-----mmmmm -
I
| @S G CONNECT ACK
19 --------mmm e
| AUDI O
| <
I
Elwell, et al

I nterwor ki ng between SIP and QSI G

Best Current Practice

usi ng overlap procedures on both QSI G and SIP

+
GATEWAY | | P NETVWORK
------- +------L |
| |
| |
| |
| |
| |
| |
| |
| 1-1NVITE |
....... [~ -2 -5 4
| 1-484
[ <-mmmmm | 5
| 1-ACK |
[----mmmmm - >| 6
| 2-1NVITE |
------------------------------- >| 4
| 2-484
[ <-mmmmm | 5
| 2-ACK |
[----mmmmm - >| 6
' I
| 3-INVITE |
------------------------------- >| 10
| 3-100 TRYI NG |
R | 11
|
| 3-180 RI NG NG |
....... IS e I V4
| 4- PRACK
------------------------ >| 13
| 4-200 K |
S | 14
| 3-200 K |
....... IS il I X
| |
| 3-ACK |
[----mmmm e >| 17
| AUDI O |
| < >|

May 2006

[ Page 50]



RFC 4497 I nt erwor ki ng between SIP and QSI G May 2006

Fi gure 5: Typical nessage sequence for successful call establishnent
fromQ@l Gto SIP, using overlap procedures on both QSIG and SIP

1

10
11
12
13
14
15
16
17
18

19

The PI SN sends a @SI G SETUP nessage to the gateway to begin a
session with a SIP UA. The QSI G SETUP nessage does not contain a
Sendi ng conpl ete information el enent.

The gateway sends a QSI G SETUP ACKNOALEDGE nessage to the PI SN
More digits are expected.

More digits are sent fromthe PISN within a QSI G | NFORVATI ON

nessage.
When t he gateway receives the m ni num nunber of digits required to
route the call, it generates a SIP I NVITE request and sends it to

an appropriate SIP entity in the IP network based on the called
number

Due to an insufficient nunber of digits, the IP network will
return a SIP 484 (Address Inconplete) response.

The SIP 484 (Address Inconplete) response i s acknow edged.

More digits are received fromthe PISN in a QSI G | NFORVATI ON
message. A new INVITE is sent with the same Call-1D and From
val ues but an updated Request-URI.

More digits are received fromthe PISN in a QSI G | NFORVATI ON
message. The QSI G | NFORMATI ON nessage contains a Sendi ng Conpl ete
i nformati on el enent.

The gateway sends a QSI G CALL PROCEEDI NG nessage to the PI SN, no
nore information will be accepted.

The gateway sends a new SIP I NVITE request with an updated
Request - URI fi el d.

The I P network sends a SIP 100 (Trying) response to the gateway.
The I P network sends a SIP 180 (Ringing) response.

The gateway nmay send back a SIP PRACK request to the |IP network
based on the inclusion of a Require header or a Supported header
with option tag 100rel in the initial SIP INVITE request.

The 1P network sends a SIP 200 (OK) response to the gateway to
acknow edge the SI P PRACK request.

The gateway maps this SIP 180 (Ringing) response to a S G
ALERTI NG nessage and sends it to the PI SN

The I P network sends a SIP 200 (OK) response when the call is
answer ed.

The gateway sends a SIP ACK request to acknow edge the SIP 200
(OK) response.

The gateway maps this SIP 200 (OK) response to a QSI G CONNECT
nessage.

The PI SN sends a Q@SI G CONNECT ACKNOANLEDGE nessage in response to
t he QSI G CONNECT nessage.
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Bel ow are typical
fromSIPto Q85I G

I nt erwor ki ng between SIP and QSI G

nmessage sequences for successful

May 2006

establishnment fromSIP to QSIG

cal | establishnment

A.3.1. SIPto @I G using en bloc procedures
o e e e e e e oo +

| P NETWORK | GATEVAY | Pl SN

| L— ------- [ S [ L— |

| | | |

| | | |

| 1-INVITE | | @QSI G SETUP |
I R R TR b T R >| 3

| 1- 100 TRYI NG | | @SI G CALL PROCEEDI NG |
2 | <mmm - | [ <-mmmmm | 4

| 1- 180 RI NG NG | | @SI G ALERTI NG |
6 | <------mmm e [ ... .. R |5

| | | |

| | | |

| 2- PRACK | | |
T > | |

| 2-200 &K | | |
B | <o | | |

| 1-200 &K | | @Sl G CONNECT |
i R [....... S |9

| | |

| 1- ACK | | @SI G CONNECT ACK |
12| - - >| I R T >| 10

| AUDI O | | AUDI O |

| < >| | < >|

Fi gure 6: Typical

message sequence for successful

call establishnent

fromSIPto @I G using en bloc procedures

The I P network sends a SIP INVITE request to the gateway.

The gateway sends a SIP 100 (Trying)
On receipt of the SIP INVITE request,
SETUP nessage.

in the PISN is being alerted.

response.

Elwell, et al.

Best Current Practice

response to the I P network.
the gateway sends a SI G

The PI SN sends a QSI G CALL PROCEEDI NG nessage to the gateway.
A SI G ALERTI NG nessage is returned to indicate that the end user

The gateway maps the QSI G ALERTI NG nessage to a SIP 180 (R nging)
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7 The IP network can send back a SIP PRACK request to the |IP network
based on the inclusion of a Require header or a Supported header
with option tag 100rel in the initial SIP INVITE request.

8 The gateway sends a SIP 200 (OK) response to acknow edge the SIP
PRACK request.

9 The PI SN sends a QSI G CONNECT nessage to the gateway when the call
i s answer ed.

10 The gateway sends a QS| G CONNECT ACKNOWL.EDGE nessage to
acknow edge the QSI G CONNECT nessage.

11 The QSI G CONNECT nessage is nmapped to a SIP 200 (OK) response.

12 The I P network, upon receiving a SIP INVITE final response (200),
will send a SIP ACK request to acknow edge recei pt.
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A 3.2

SIPto @I G using overlap receiving on SIP and en bl oc sending
on QSIG
o e e e e e e oo +
| P NETWORK | GATEVAY | Pl SN
| |
| 1-INVITE Fomm - Fomm - SR + |
|- >| | |
| 1- 484 | |
| <o | | |
| 1- ACK | | |
| oo > | |
| 2-INVITE | | |
|- >| | |
| 2-484 | |
| <o | | |
| 2- ACK | | |
| oo > | |
| 3-INVITE | | @I G SETUP |
R b R > 6
| 3-100 TRYI NG | | @SI G CALL PROCEEDI NG |
| <o | | <o |7
| 3-180 RI NG NG | | @SI G ALERTI NG |
R [ SR | 8
| | | |
| | | |
| 4- PRACK | | |
R R EEE R >| | |
| 4-200 K | |
| < | | |
| 3-200 &K | | QSI G CONNECT |
I [....... S | 12
| | |
| 3- ACK | | @QSI G CONNECT ACK |
[--- - - >| R R T >| 13
| AUDI O | | AUDI O |
| < >| | < >|
|

Figure 7: Typical nessage sequence for successful call establishment
fromSIPto Q@SIG using overlap receiving on SIP and en bl oc sending

on

1
2

3

El wel

losike

The I P network sends a SIP INVITE request to the gateway.

Due to an insufficient nunber of digits, the gateway returns a SIP
484 (Address I nconpl ete) response.

The 1P network acknow edges the SIP 484 (Address | nconplete)
response.
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10

11

12

13

14
15

The I P network sends a new SIP | NVITE request with the sane Call -
I D and updat ed Request - URI.

The gateway now has all the digits required to route the call to
the PISN. The gateway sends back a SIP 100 (Trying) response.
The gateway sends a QSI G SETUP nessage.

The PI SN sends a @SI G CALL PROCEEDI NG nessage to the gateway.

A SI G ALERTI NG nessage is returned to indicate that the end user
in the PISN is being alerted.

The gateway maps the QSI G ALERTI NG nessage to a SIP 180 (R nging)
response.

The 1P network can send back a SIP PRACK request to the I P network
based on the inclusion of a Require header or a Supported header
with option tag 100rel in the initial SIP INVITE request.

The gateway sends a SIP 200 (OK) response to acknowl edge the SIP
PRACK request.

The PI SN sends a QSI G CONNECT nessage to the gateway when the call
i s answer ed.

The gateway sends a QSI G CONNECT ACKNOANLEDGE nessage to

acknow edge t he CONNECT nessage.

The QSI G CONNECT nessage is mapped to a SIP 200 (OK) response.
The I P network, upon receiving a SIP INVITE final response (200),
will send a SIP ACK request to acknow edge receipt.
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A.3.3. SIPto @I G using overlap procedures on both SIP and QSI G

mmmmmmeemeeeeeeeaaaaa +
| P NETWORK | GATEWAY | Pl SN
| |
| 1-INVITE e e Fo----- + |
O R RO POREEEEEEEEEEEEEE >| | |
| 1-484 | |
2 | S | | |
| 1- ACK | | |
R R EEEEEEEEEE >| | |
| 2-1NVITE | | QSI G SETUP |
A > [----mmmm e >| 6
| 2-100 TRYI NG | | QSI G SETUP ACK |
R N | R | 7
| 3- INVITE | | QSI G | NFORVATI ON
8 |- - > [----mmm - >| 10
| 3-100 TRYI NG | |
S I | | QSI G CALL PROCEEDI NG |
| | | <o |11
13| 3-180 RI NG NG | | QSI G ALERTI NG |
[ <-mmmmmm o [t [ <-mmmmmm o | 12
| 2-484 | |
L4] oo mmm oo | | |
| 2- ACK | | |
L R LA EEEEEEEEEEEE >| | |
| 4- PRACK | | |
16] - >| | |
| 4-200 X | |
17| o mmmm o | | |
| 3-200 X | | QSI G CONNECT |
20| <-mmmm [t R T | 18
| | |
| 3- ACK | | QSI G CONNECT ACK |
21| - - >| [----mmm - >| 19
| AUDI O | | AUDI O |
| < >| | < >|
|

Fi gure 8: Typical nessage sequence for successful call establishment
fromSIP to QSIG using overlap procedures on both SIP and QSI G

1 The IP network sends a SIP INVITE request to the gateway.

2 Due to an insufficient nunber of digits, the gateway returns a SIP
484 (Address I nconpl ete) response.

3 The I P network acknow edges the SIP 484 (Address | nconplete)
response.
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10

11

12

13

14

15

16

17

18

19

20
21

The I P network sends a new SIP | NVITE request with the sane
Call-1D and updated Request-URI.

The gateway now has all the digits required to route the call to
the PISN. The gateway sends back a SIP 100 (Trying) response to
the 1P network.

The gateway sends a SI G SETUP nessage.

The PI SN needs nore digits to route the call and sends a QSI G
SETUP ACKNOW.EDGE nessage to the gateway.

The I P network sends a new SIP | NVITE request with the sane
Call-1D and From val ues and updat ed Request-URI.

The gateway sends back a SIP 100 (Trying) response to the IP

net wor k.

The gateway nmaps the new SIP I NVITE request to a QSI G | NFORMATI ON
nessage.

The PI SN has all the digits required and sends back a QSI G CALL
PROCEEDI NG nessage to the gateway.

A (Sl G ALERTI NG nessage is returned to indicate that the end user
in the PISN is being alerted.

The gateway nmaps the QSI G ALERTI NG nessage to a SIP 180 (R nging)
response.

The gateway sends a SIP 484 (Address Inconplete) response for the
previous SIP INVITE request.

The I P network acknow edges the SIP 484 (Address | nconplete)
response.

The I P network can send back a SIP PRACK request to the |IP network
based on the inclusion of a Require header or a Supported header
with option tag 100rel in the initial SIP INVITE request.

The gateway sends a SIP 200 (OK) response to acknowl edge the SIP
PRACK request.

The PI SN sends a QSI G CONNECT nessage to the gateway when the call
i s answer ed.

The gateway sends a QSI G CONNECT ACKNOALEDGE nessage to

acknow edge the QSI G CONNECT nessage.

The QSI G CONNECT nessage is mapped to a SIP 200 (OK) response.
The I P network, upon receiving a SIP INVITE final response (200),
will send a SIP ACK request to acknow edge recei pt.

Elwell, et al. Best Current Practice [ Page 57]



RFC 4497 I nt erwor ki ng between SIP and QSI G May 2006

A 4.

Message Sequence for Call Cearing fromQ@IGto SIP

Bel ow are typical nessage sequences for Call Cearing fromQ@SIGto
SI P

A 4.

1. Q@I Gto SIP, subsequent to call establishnent

Fommmmmmmeeeeaaaaaaa +
| |
| GATEVWAY |
Pl SN | | I P NETWORK
| L Hom - - Hom - - + |
: ] :
| QI G DI SCONNECT | | 2- BYE |
I ] [------- e > 4
| Sl G RELEASE | 2-200 K |
2| S i | 5
| Sl G RELEASE COwP
Bl >

Fi gure 9: Typical nessage sequence for call clearing from@SIGto
SI P, subsequent to call establishnent

1
2

3

El we

The PI SN sends a QSI G DI SCONNECT nessage to the gateway.

The gateway sends back a QSI G RELEASE nessage to the PISN in
response to the QSI G DI SCONNECT nessage.

The PI SN sends a @Sl G RELEASE COVPLETE nessage in response. All
PI SN resources are now rel eased.

The gateway maps the QSI G DI SCONNECT nessage to a Sl P BYE request.
The I P network sends back a SIP 200 (OK) response to the SIP BYE
request. All |IP resources are now rel eased.
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A 4. 2.

@Sl Gto SIP, during establishment of a call fromSIP to QSIG

Fommmmmmeeeeeeaaaaaa +
| |
| GATEVWAY |
Pl SN | | I P NETWORK
| S e S e S e + |
| o |
| QI G DI SCONNECT | | 1- 4XX [ 6XX |
I R ] [------mmmm e - > 4
| Sl G RELEASE | | 1- ACK
R e | R | 5
| Sl G RELEASE COWP | |
Bl - >| |
|
|

Fi gure 10: Typi cal nmessage sequence for call clearing from QI Gto
SIP, during establishnment of a call fromSIP to QSI G (gateway has
not sent a final response to the SIP | NVITE request)

1
2

3

The PI SN sends a QSI G DI SCONNECT message to the gateway

The gateway sends back a QSI G RELEASE nessage to the PISN in
response to the QSI G DI SCONNECT nessage

The PI SN sends a S| G RELEASE COWLETE nessage in response. Al

PI SN resources are now rel eased

The gateway maps the QSI G DI SCONNECT nessage to a SIP 4xx- 6xx
response

The I P network sends back a SIP ACK request in response to the SIP
4xx-6xx response. All |P resources are now rel eased
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A 4. 3.

&SI Gto SIP, during establishnment of a call from@IGto SIP

ook +
| |
| GATEWAY |
Pl SN | | | P NETWORK
| S e S e S e +
| L |
| @S| G DI SCONNECT | | 1- CANCEL |
I R T > [----cmmmm - >| 4
| S| G RELEASE | | 1- 487 Request Ter ni nat ed
R e | I | 5
| S| G RELEASE COWP | |
K L R >| | 1- ACK |
| | R R RREREEEEEEEEE >| 6
| | | |
| | | 1- 200 K |
| | | <o |7
| | |

Figure 11: Typical message sequence for call clearing fromQSIGto
SIP, during establishnment of a call from@IGto SIP (gateway has
received a provisional response to the SIP INVITE request but not a
final response)

1
2

3

The PI SN sends a QSI G DI SCONNECT nessage to the gateway.

The gateway sends back a QSI G RELEASE nessage to the PISN in
response to the QSI G DI SCONNECT nessage.

The PI SN sends a QSI G RELEASE COVPLETE nessage i n response. Al

PI SN resources are now rel eased

The gateway maps the QSI G DI SCONNECT nessage to a SI P CANCEL
request (subject to receipt of a provisional response, but not of
a final response).

The 1P network sends back a SIP 487 (Request Term nated) response
to the SIP INVITE request.

The gateway, on receiving a SIP final response (487) to the SIP

I NVI TE request, sends back a SI P ACK request to acknow edge

receipt.
The I P network sends back a SIP 200 (OK) response to the SIP
CANCEL request. Al IP resources are now rel eased.
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A. 5. Message Sequence for Call Clearing fromSIP to QSIG

Bel ow are typical nessage sequences for Call Clearing fromSIP to

loske

A.5.1. SIPto @I G subsequent to call establishnent

Fommmmmmmeeeeaaaaaaa +
| |
| GATEVWAY |
I P NETWORK | | Pl SN
| L Hom - - Hom - - + |
: | '
| 2- BYE | | QI G DI SCONNECT |
I ] [------- e > 3
| | | Sl G RELEASE |
| | | <o 1
| 2-200 K | | Sl G RELEASE COwP |
2] < | ERREE TR TR >| 5
|
|

Fi gure 12: Typi cal nmessage sequence for call clearing fromSIP to
@Sl G subsequent to call establishnent

1 The IP network sends a SIP BYE request to the gateway.

2 The gateway sends back a SIP 200 (OK) response to the SIP BYE
request. All |IP resources are now rel eased.

3 The gateway maps the SIP BYE request to a QSI G DI SCONNECT nessage.

4 The PISN sends back a @I G RELEASE nessage to the gateway in
response to the QSI G DI SCONNECT nessage.

5 The gateway sends a QS| G RELEASE COWPLETE nessage i n response.
Al'l PISN resources are now rel eased.
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A.5.2. SIPto @I G during establishnent of a call from@IGto SIP

Fommmmmmeeeeeeaaaaaa +
| |
| GATEVWAY |
I P NETWORK | | Pl SN
| S e S e S e + |
| o |
| 1- 4XX /| 6XX | | QI G DI SCONNECT |
I R ] I e >3
| | Sl G RELEASE |
| | <o | 4
1- ACK | | Sl G RELEASE COwP

Fi gure 13: Typical message sequence for call clearing fromSIP to
Q&SI G during establishnent of a call fromQ@IGto SIP (gateway has
not previously received a final response to the SIP INVITE request)

1 The IP network sends a SIP 4xx-6xx response to the gateway.
2 The gateway sends back a SIP ACK request in response to the SIP

4xx- 6xx response. Al |P resources are now rel eased.
3 The gateway maps the SIP 4xx-6xx response to a QSI G DI SCONNECT
nessage.

4 The PISN sends back a QSI G RELEASE nmessage to the gateway in
response to the QSI G DI SCONNECT nessage.

5 The gateway sends a Q@S| G RELEASE COVPLETE nmessage i n response.
Al'l PISN resources are now rel eased.
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Fi gure 14: Typi cal
&SI G during establishnent of a call
sent a provisional

SIPto @I G during establishnment of a call
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May 2006

fromSIPto @8I G

oo +
| |
| GATEVAY |
| P NETWORK | | Pl SN
| S e S e S e + |
| o |
| 1- CANCEL | | QS| G DI SCONNECT |
I R R > I >| 4
| | | S| G RELEASE |
| _ | | <o E
| 1- 487 Request Ter m nat ed| | Sl G RELEASE COWP |
P R R T | I >| 6
| | | |
|  1- ACK | | |
R R EEEEEEEEEEE > | |
| | | |
| 1- 200 K | | |
Al <o | | |

message sequence for call

clearing fromSIP to
fromSIP to @SI G (gateway has
response to the SIP INVITE request but not a final

response to

response (487) to the SIP

response)

1 The IP network sends a SI P CANCEL request to the gateway.

2 The gateway sends back a SIP 487 (Request Term nated)
the SIP INVITE request.

3 The IP network, on receiving a SIP final
I NVI TE request, sends back a SI P ACK request to acknow edge
receipt.

4 The gateway sends back a SIP 200 (OK) response to the SI P CANCEL
request. All |IP resources are now rel eased.

5 The gateway nmaps the SIP 4xx-6xx response to a QSI G DI SCONNECT
nessage.

6 The PI SN sends back a QSI G RELEASE nessage to the gateway in
response to the QS| G DI SCONNECT nessage.

7 The gateway sends a QSI G RELEASE COVPLETE nmessage i n response.
Al PISN resources are now rel eased.
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