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The Lightweight Directory Access Protocol (LDAP) entryDN
OQperational Attribute

Status of This Meno

This docunent specifies an Internet standards track protocol for the
Internet conmmunity, and requests discussion and suggestions for

i mprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardi zati on state
and status of this protocol. Distribution of this neno is unlimted.

Copyright Notice
Copyright (C The | ETF Trust (2007).

Abst r act
Thi s docunent describes the Lightweight Directory Access Protocol
(LDAP) / X.500 'entryDN operational attribute. The attribute

provides a copy of the entry’s distinguished name for use in
attribute val ue assertions.
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Background and I ntended Use

In X.500 Directory Services [X 501], such as those accessible using
the Lightweight Directory Access Protocol (LDAP) [RFC4510], an entry
is identified by its distinguished name (DN) [RFC4512]. However, as
an entry’s DNis not an attribute of the entry, it is not possible to
performattribute value assertions [ RFC4511] against it.

Thi s docunent describes the 'entryDN operational attribute which
hol ds a copy of the entry’s distinguished nanme. This attribute may
be used in search filters. For instance, searching the subtree
<dc=exanpl e, dc=con» with the filter

(entryDN: conponent Fi | t er Mat ch: =or: {
item{ conponent "3", rule rdnMatch, val ue "ou=A" },
item{ conmponent "3", rule rdnMatch, value "ou=B" } })

would return entries in the subtree <ou=A, dc=exanpl e, dc=con> and
entries in subtree <ou=B, dc=exanpl e, dc=con>, but would not return any
other entries in the subtree <dc=exanpl e, dc=con®.

In the above paragraph, DNs are presented using the string
representation defined in [ RFC4514], and the exanple search filter is
presented using the string representation defined in [ RFC4515] with
whi t espace (line breaks and indentation) added to inprove
readability. The 'conponentFilterMatch’ and 'rdnMatch’ rules are
specified in [ RFC3687].

Schema definitions are provided using LDAP description formats
[ RFC4A512]. Definitions provided here are formatted (line w apped)
for readability.

"entryDN Operational Attribute

The entryDN operational attribute provides a copy of the entry’s
current DN

The following is an LDAP attribute type description suitable for
publication in subschema subentries.

( 1.3.6.1.1.20 NAME 'entryDN
DESC ' DN of the entry’
EQUALI TY di sti ngui shedNanmeMat ch
SYNTAX 1.3.6.1.4.1.1466. 115.121.1.12
SI NGLE- VALUE
NO- USER- MODI FI CATI ON
USAGE directoryQperation )
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Note that the DN of the entry cannot be nodified through this
attribute.

3. Security Considerations

As this attribute only provides an additional mechanismto access an
entry’s DN, the introduction of this attribute is not believed to
i ntroduce new security considerations.

4. | ANA Consi derations
4.1. Object ldentifier Registration

| ANA has registered (upon Standards Action) an LDAP Object ldentifier
[ RFC4520] for use in this docunent.

Subj ect: Request for LDAP O D Registration

Person & enmail address to contact for further information:
Kurt Zeilenga <Kurt. Zeil enga@ sode. COW

Speci fication: RFC 5020

Aut hor/ Change Controller: |ESG

Conment s:
Identifies the "entryDN attribute type

4.2. ’'entryDN Descriptor Registration

| ANA has registered (upon Standards Action) the LDAP 'entryDN
descriptor [RFC4520].

Subj ect: Request for LDAP Descriptor Registration

Descriptor (short nane): entryDN

hject ldentifier: 1.3.6.1.1.20

Person & email address to contact for further information:
Kurt Zeilenga <Kurt. Zeil enga@ sode. COW

Usage: Attribute Type

Speci fication: RFC 5020

Aut hor/ Change Controller: |ESG
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Ful I Copyright Statenent
Copyright (C The | ETF Trust (2007).

This docunment is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights

Thi s docunent and the information contained herein are provided on an
"AS | S" basis and THE CONTRI BUTOR, THE ORGAN ZATI ON HE/ SHE REPRESENTS
OR |'S SPONSCORED BY (I F ANY), THE | NTERNET SCCI ETY, THE | ETF TRUST AND
THE | NTERNET ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS
OR | MPLI ED, | NCLUDI NG BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF
THE | NFORVATI ON HEREI'N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intellectual Property Rights or other rights that nmight be clained to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or might not be available; nor does it represent that it has
made any independent effort to identify any such rights. [Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of I PR disclosures nmade to the | ETF Secretariat and any
assurances of licenses to be nade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe | ETF on-line |IPR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Please address the information to the |ETF at
ietf-ipr@etf.org.
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