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Status of This Meno

Thi s docunent specifies an Internet standards track protocol for the
Internet conmunity, and requests discussion and suggestions for

i nprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardi zation state
and status of this protocol. Distribution of this neno is unlimted.

Abstr act
The Atom Publishing Protocol (AtonmPub) is an application-Ievel
protocol for publishing and editing Web resources. The protocol is

based on HTTP transfer of Atomformatted representations. The Atom
format is docunented in the Atom Syndi cati on Fornat.
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1. Introduction

The Atom Publishing Protocol is an application-level protocol for
publishing and editing Web Resources using HITP [ RFC2616] and XM. 1.0
[REC-xm]. The protocol supports the creation of Wb Resources and
provides facilities for:

0o Collections: Sets of Resources, which can be retrieved in whole or
in part.

0 Services: Discovery and description of Collections.
o Editing: Creating, editing, and del eti ng Resources.

The Atom Publishing Protocol is different from many contenporary
protocols in that the server is given wide latitude in processing
requests fromclients. See Section 4.4 for nore details.

2. Notational Conventions

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMVENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].

2.1. XM-Rel ated Conventi ons
2.1.1. Referring to Information ltens

At om Prot ocol Docunment formats are specified in terms of the XM
Information Set [REC-xml -infoset], serialized as XML 1.0 [ REC-xnl].

The Infoset ternms "Elenent Information Iteni and "Attribute
Information Item are shortened to "elenment” and "attribute"”
respectively. Therefore, when this specification uses the term
"elenent”, it is referring to an Element Information Item and when
it uses the term"attribute", it is referring to an Attribute
Information Item

2.1.2. RELAX NG Schema
Some sections of this specification are illustrated with fragnents of
a non-normative RELAX NG Conpact schema [ RNC]. However, the text of

this specification provides the definition of conformance. Conplete
schemas appear in Appendix B
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2.1.3. Use of "xnm:base" and "xm : | ang"

XML el enents defined by this specification MAY have an "xml : base"
attribute [REC xm base]. Wen xnl:base is used, it serves the
function described in Section 5.1.1 of URI Generic Syntax [ RFC3986],
by establishing the base URI (or IR, Internationalized Resource
Identifier [RFC3987]) for resolving relative references found within
the scope of the "xm :base" attribute.

Any el ement defined by this specification MAY have an "xm : 1 ang"
attribute, whose content indicates the natural |anguage for the

el ement and its descendants. Requirenents regarding the content and
interpretation of "xm:lang" are specified in Section 2.12 of XML 1.0
[ REC- xm ] .

3. Term nol ogy

For convenience, this protocol can be referred to as the "Atom
Protocol" or "AtonPub". The following terninology is used by this
speci fication:

o URI - A Uniform Resource ldentifier as defined in [ RFC3986]. In
this specification, the phrase "the URI of a docunent” is
shorthand for "a URI which, when dereferenced, is expected to
produce that docunent as a representation”.

o IR - An Internationalized Resource lIdentifier as defined in
[ RFC3987]. Before an IRl found in a docunent is used by HITP, the
IRl is first converted to a URI. See Section 4. 1.

0 Resource - A network-accessible data object or service identified
by an IR, as defined in [RFC2616]. See [REC webarch] for further
di scussi on on Resources.

o relation (or "relation of") - Refers to the "rel"” attribute val ue

of an atom|ink el enent.

0 Representation - An entity included with a request or response as
defined in [ RFC2616] .

o Collection - A Resource that contains a set of Menber Resources.
Col l ections are represented as Atom Feeds. See Section 9.
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o Menber (or Menmber Resource) - A Resource whose IRl is listed in a
Col l ection by an atomlink elenent with a relation of "edit" or
"edit-nedia". See Section 9.1. The protocol defines two kinds of
Member s:

* Entry Resource - Menbers of a Collection that are represented
as Atom Entry Docunents, as defined in [RFC4287].

* Media Resource - Menbers of a Collection that have
representations other than Atom Entry Docunents

0 Media Link Entry - An Entry Resource that contains netadata about
a Medi a Resource. See Section 9.6.

0 Wrkspace - A naned group of Collections. See Section 8.1.

0 Service Docunment - A docunment that describes the |ocation and
capabilities of one or nore Collections, grouped into Wrkspaces.
See Section 8.

0o Category Docurment - A docunent that describes the categories
allowed in a Collection. See Section 7.

4. Protocol Mbdel

The Atom Protocol specifies operations for publishing and editing
Resources using HTTP. It uses Atomformatted representations to
describe the state and netadata of those Resources. It defines how
Col I ecti ons of Resources can be organized, and it specifies formts
to support their discovery, grouping and categorization

4.1. ldentity and Nanmi ng
At om Protocol docunents allow the use of IRIs [ RFC3987] as well as

URIs [ RFC3986] to identify Resources. Before an IRl in a docunent is
used by HTTP, the IRl is first converted to a URI according to the

procedure defined in Section 3.1 of [RFC3987]. |In accordance with
that specification, the conversion SHOULD be applied as | ate as
possi bl e. Conversion does not inply Resource creation -- the IRl and

the URI into which it is converted identify the sane Resource.

While the Atom Protocol specifies the formats of the representations
that are exchanged and the actions that can be perforned on the IRl's
enbedded in those representations, it does not constrain the form of
the URIs that are used. HITP [ RFC2616] specifies that the URI space
of each server is controlled by that server, and this protoco

i nposes no further constraints on that control
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4.2. Docunments and Resource C assification

A Resource whose IRl is listed in a Collection is called a Menber
Resource. The protocol defines two kinds of Menber Resources --
Entry Resources and Medi a Resources. Entry Resources are represented
as Atom Entry Docunents [ RFC4287]. Medi a Resources can have
representations in any nedia type. A Media Resource is described
within a Collection using an Entry called a Media Link Entry. This
di agram shows the classification of Resources within the Atom

Prot ocol :

Menber Resources

Entry Resources Medi a Resources
I
Media Link Entry

The Atom Protocol defines Collection Resources for managi ng and
organi zi ng both kinds of Menber Resource. A Collectionis
represented by an Atom Feed Docunent. A Collection Feed' s Entries
contain the IRIs of, and netadata about, the Collection's Menber
Resources. A Collection Feed can contain any nunber of Entries,

whi ch night represent all the Menbers of the Collection, or an
ordered subset of them (see Section 10.1). |In the diagramof a

Col l ection below, there are two Entries. The first contains the IRl
of an Entry Resource. The second contains the IRIs of both a Media
Resource and a Media Link Entry, which contains the netadata for that
Medi a Resour ce:

Col | ection
|o- Entry
I |o— Menmber Entry IRl (Entry Resource)
l)- Entry
|o- Member Entry IRl (Media Link Entry)

|
o- Media IR (Medi a Resource)

The Atom Protocol does not make a distinction between Feeds used for
Col I ections and other Atom Feeds. The only mechanismthat this
specification supplies for indicating that a Feed is a Collection
Feed is the presence of the Feed’s IRl in a Service Documnent.
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Service Docunents represent server-defined groups of Collections, and
are used to initialize the process of creating and editing Resources.
These groups of Collections are called Wrkspaces. Wrkspaces have

nanes, but no IRI's, and no specified processing nodel. The Service
Docunent can indicate which nedia types, and which categories, a
Collection will accept. In the diagrambelow, there are two

Wir kspaces each describing the IRI's, acceptable nedia types, and
categories for a Collection:

Service
0- Workspace

o- Coll ection

|
| . .
| o- IR, categories, nedia types
|
0- Workspace

0- Collection

o- IR, categories, nedia types
4.3. Control and Publishing

The At om Publishing Protocol uses HTTP nmethods to author Menber
Resources as fol | ows:

0 CET is used to retrieve a representation of a known Resource.

0 POST is used to create a new, dynamically nanmed, Resource. Wen
the client subnits non-AtomEntry representations to a Collection
for creation, two Resources are always created -- a Media Entry
for the requested Resource, and a Media Link Entry for netadata
about the Resource that will appear in the Collection.

o0 PUT is used to edit a known Resource. It is not used for Resource
creation.

o DELETE is used to renove a known Resource.

The Atom Protocol only covers the creating, editing, and deleting of
Entry and Medi a Resources. O her Resources could be created, edited,
and deleted as the result of manipulating a Collection, but the
nunber of those Resources, their nedia types, and effects of Atom
Prot ocol operations on them are outside the scope of this

speci fication.
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Since all aspects of client-server interaction are defined in terns
of HTTP, [RFC2616] shoul d be consulted for any areas not covered in
this specification.

4.4. Cient Inplenmentation Considerations

The Atom Protocol inposes fewrestrictions on the actions of servers.
Unl ess a constraint is specified here, servers can be expected to
vary in behavior, in particular around the mani pul ati on of Atom
Entries sent by clients. For exanple, although this specification
only defines the expected behavior of Collections with respect to GET
and POST, this does not inply that PUT, DELETE, PROPPATCH, and others
are forbidden on Collection Resources -- only that this specification
does not define what the server’s response would be to those nethods.
Similarly, while some HTTP status codes are nentioned explicitly,
clients ought to be prepared to handl e any status code froma server.
Servers can choose to accept, reject, delay, noderate, censor
reformat, translate, relocate, or re-categorize the content subnmitted
to them Only sonme of these choices are imediately relayed back to
the client in responses to client requests; other choices may only
becone apparent later, in the feed or published entries. The sane
series of requests to two different publishing sites can result in a
different series of HITP responses, different resulting feeds, or
different entry contents.

As a result, client software has to be witten flexibly to accept
what the server decides are the results of its submi ssions. Any
server response or server content nodification not explicitly
forbi dden by this specification or HITP [ RFC2616] is therefore

al | owned.

5. Protocol Operations

VWil e specific HTTP status codes are shown in the interaction

di agrans bel ow, an AtonPub client should be prepared to handl e any
status code. For exanple, a PUT to a Menber URI could result in the
return of a "204 No Content" status code, which still indicates
success.
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5.1. Retrieving a Service Docunent

Cient Server

| |
| 1.) GET to Service Docunent UR
I e >

|
| 2.) 200 Ck

| Servi ce Documnent
|

|

T e |

1. The client sends a GET request to the URI of the Service
Docunent .

2. The server responds with a Service Docunent enunerating the IR's
of a group of Collections and the capabilities of those
Col I ections supported by the server. The content of this
docunent can vary based on aspects of the client request,
including, but not linted to, authentication credentials.

5.2. Listing Collection Menbers

To list the Menbers of a Collection, the client sends a GET request
to the URI of a Collection. An Atom Feed Docunent is returned whose
Entries contain the |RIs of Menber Resources. The returned Feed nmay
describe all, or only a partial list, of the Menbers in a Collection
(see Section 10).

dient Server
| |

| 1.) CGET to Collection URI |
R R PREEE >

|

| 2.) 200 Ck |
| At om Feed Docunent |
|
|

1. The client sends a GET request to the URI of the Collection.

2. The server responds with an Atom Feed Docunent containing the
IRI's of the Collection Menbers.
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5.3.

5. 4.

Creating a Resource
ent Server

1.) POST to Collection URI
Menmber Representation

2.) 201 Created
Locati on: Menber Entry UR

The client POSTs a representation of the Menber to the URI of the
Col I ecti on.

If the Menmber Resource was created successfully, the server
responds with a status code of 201 and a Location header that
contains the IRl of the newy created Entry Resource. Media
Resources coul d have al so been created and their IR's can be
found through the Entry Resource. See Section 9.6 for nore
details.

Editing a Resource

Once a Resource has been created and its Menber URI is known, that

UR|
11

can be used to retrieve, edit, and del ete the Resource. Section
descri bes extensions to the Atom Syndi cati on Format used in the

At om Protocol for editing purposes.

5.4.1.

ai
|
|
|

Retrieving a Resource
ent Server
|
1.) GET to Menmber URI |
------------------------------------------ >|
|
2.) 200 Ck I
Menber Representation |
T M |
|
The client sends a GET request to the URI of a Menber Resource to
retrieve its representation.
The server responds with the representation of the Menber

Resour ce.
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5.4.2. Editing a Resource
dient Server

|
| 1.) PUT to Menber URI
| Menber Representation

1. The client sends a PUT request to store a representation of a
Menmber Resource.

2. If the request is successful, the server responds with a status
code of 200.

5.4.3. Deleting a Resource
dient Server

|
| 1.) DELETE to Member URI |

1. The client sends a DELETE request to the URI of a Menber
Resour ce.

2. If the deletion is successful, the server responds with a status
code of 200.

A different approach is taken for deleting Media Resources; see
Section 9.4 for details.

5.5. Use of HTTP Response Codes
The Atom Protocol uses the response status codes defined in HTTP to
i ndi cate the success or failure of an operation. Consult the HITP
specification [ RFC2616] for detailed definitions of each status code.
| mpl enmenters are asked to note that according to the HITP

speci fication, HTTP 4xx and 5xx response entities SHOULD i nclude a
human-r eadabl e expl anation of the error.
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6. Protocol Docunents
6.1. Docunent Types

This specification defines two kinds of docunments -- Category
Documents and Service Docunents.

A Category Docunent (Section 7) contains lists of categories
specified using the "atom category" elenment fromthe Atom Syndication
Format (see Section 4.2.2 of [RFC4287]).

A Service Docunent (Section 8) groups available Collections into
Wor kspaces.

The nanespace nane [ REC-xm -nanes] for either kind of docunent is:
htt p: // ww. w3. or g/ 2007/ app

At om Publ i shi ng Protocol XM. Docunents MJUST be "nanespace-wel | -
fornmed" as specified in Section 7 of [REC xnl -nanes].

This specification uses the prefix "app:" for the namespace nane.
The prefix "atom™ is used for "http://ww.w3. org/ 2005/ At onf', the
nanespace nane of the Atom Syndication Format [ RFC4287]. These
nanespace prefixes are not semantically significant.

Thi s specification does not define any DITDs for Atom Protocol
formats, and hence does not require themto be "valid" in the sense
used by [REC xm].

6.2. Docunent Extensibility

Unr ecogni zed markup in an Atom Publishing Protocol docunment is
consi dered "foreign markup" as defined in Section 6 of the Atom
Syndi cation Format [ RFC4287]. Foreign markup can be used anywhere
within a Category or Service Docunment unless it is explicitly
forbi dden. Processors that encounter foreign markup MJUST NOT stop
processi ng and MUST NOT signal an error. Cients SHOULD preserve
foreign markup when transmtting such documents.

The nanespace nane "http://ww. w3. org/ 2007/ app” is reserved for
forward-conpati bl e revisions of the Category and Servi ce Docunent
types. This does not exclude the addition of elenents and attributes
that m ght not be recognized by processors conformant to this
specification. Such unrecogni zed markup fromthe

"http://ww. w3. org/ 2007/ app” namespace MJIST be treated as foreign

mar kup.
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7. Category Docunents

Cat egory Docunents contain |lists of categories described using the
"at om cat egory" elenent fromthe Atom Syndi cati on Format [RFC4287].
Cat egories can al so appear in Service Docunents, where they indicate
the categories allowed in a Collection (see Section 8.3.6).

Cat egory Docunents are identified with the "application/atontat+xm"
nmedi a type (see Section 16.1).

7.1. Exanple

<?xm version="1.0" ?>
<app: cat egori es
xm ns:app="http://ww. w3. or g/ 2007/ app"
xm ns:atom="http://ww. w3. or g/ 2005/ At ont'
fi xed="yes" schene="http://exanpl e. conl cat s/ bi g3">
<atom category ternm"animal" />
<at om category ternE"vegetable" />
<atom category term="mineral" />
</ app: cat egori es>

Thi s Category Docunment contains atom category el enents, with the
terns 'animal’, 'vegetable', and 'mineral’. None of the categories
use the "label" attribute defined in [RFC4287]. They all inherit the
"http://exanpl e.com cats/big3" "scheme" attribute declared on the
app: categories element. Therefore if the "mneral’ category were to
appear in an Atom Entry or Feed Document, it would appear as:

<at om cat egory schene="http://exanpl e. com cats/big3" tern="m neral"/>
7.2. Elenent Definitions
7.2.1. The "app:categories" El enent

The root of a Category Docunent is the "app:categories" elenment. An
app: categori es el enent can contain zero or nore atom category

el ements fromthe Atom Syndi cati on Format [RFC4287] nanespace
("http://ww. w3. org/ 2005/ At oni') .

An atom category child el ement that has no "schene" attribute
inherits the attribute fromits app:categories parent. An atom
category child elenment with an existing "schene" attribute does not
inherit the "schenme" value of its app:categories parent el enent.
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at onCat egory =
el ement atom category {
at onConmonAttri butes
attribute term{ text },
attribute schene { atonlJRl }?
attribute | abel { text }?,
undef i nedCont ent
}
appl nl i neCat egories =
el ement app: categories {
attribute fixed { "yes" | "no" }7?,
attribute schene { atonlRI }?
(at ontCat egor y*,
undef i nedCont ent)
}
appQut O Li neCat egori es =
el enent app: categories {
attribute href { atomJRl 1},
undef i nedCont ent
}
appCat egori es = applnlineCategories | appQutLineCategories
7.2.1.1. Attributes of "app:categories"”
The app: categories el enent can contain a "fixed" attribute, with a

val ue of either "yes" or "no"
categories is a fixed or an open set.

i ndi cati ng whether the |ist of

The absence of the "fixed"

attribute is equivalent to the presence of a "fixed" attribute with a

val ue of "no"
Al ternatively,
attri bute, whose value MJST be an | R
Cat egory Docunent.

If the "href" attribute is provided,

the app: categories el enent MAY contain an "href"

reference identifying a
t he app:

categories elenent MIST be enpty and MJUST NOT have the "fixed" or

"schene" attributes.
8. Service Docunents

For authoring to conmence,

a client needs to discover the
capabilities and | ocations of the available Collections.

Servi ce

Docunents are designed to support this discovery process.

How Servi ce Docunents are discovered is not defined in this

speci fication.
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Service Docunents are identified with the "application/atonmsvc+xm"
medi a type (see Section 16.2).

8.1. Wirkspaces

A Service Docunent groups Collections into Wrkspaces. Qperations on
Wir kspaces, such as creation or deletion, are not defined by this
specification. This specification assigns no neaning to Wrkspaces;
that is, a Wrkspace does not inply any specific processing

assunpti ons.

There is no requirenent that a server support nultiple Wrkspaces.
In addition, a Collection MAY appear in nore than one Wrkspace.

8.2. Exanple

<?xm version="1.0" encodi ng="utf-8 ?>
<service xm ns="http://ww. w3. org/ 2007/ app"
xm ns: at om="htt p://ww. wW3. or g/ 2005/ At ont' >
<wor kspace>
<atomtitle>Main Site</atomtitle>
<col l ection
href="http://exanpl e. org/ bl og/ mai n" >
<atomtitle>W Blog Entries</atomtitle>
<categories
href ="http://exanpl e.com cats/forMin.cats" />
</ col | ecti on>
<col l ection
href="http://exanpl e. org/ bl og/ pi c" >
<atomtitle>Pictures</atomtitle>
<accept >i nage/ png</ accept >
<accept >i nage/ j peg</ accept >
<accept >i nage/ gi f </ accept >
</col l ecti on>
</ wor kspace>
<wor kspace>
<atomtitl e>Si debar Bl og</atomtitle>
<col l ection
href="http://exanpl e.org/sidebar/list" >
<atomtitl e>Remai ndered Links</atomtitle>
<accept >appl i cati on/ at omrxm ; t ype=ent ry</ accept >
<categories fixed="yes">
<at om cat egory
schene="http://exanpl e.org/ extra-cats/"
tern="j oke" />
<at om cat egory
schene="http://exanpl e. org/ extra-cats/"
term="serious" />
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</ cat egori es>
</col | ection>
</ wor kspace>
</ service>

The Service Docunent above describes two Workspaces. The first
Wrkspace is called "Main Site", and has two Collections called "M
Bl og Entries" and "Pictures", whose IRIs are
"http://exanple.org/blog/ main" and "http://exanpl e. org/ bl og/ pi c"
respectively. The "Pictures" Collection includes three "accept”

el ements indicating the types of inmage files the client can send to
the Collection to create new Media Resources (entries associated with
Medi a Resources are discussed in Section 9.6).

The second Workspace is called "Sidebar Blog" and has a single

Col l ection called "Renuai ndered Links" whose IRl is
"http://exanple.org/sidebar/list". The Collection has an "accept”
el ement whose content is "application/atom-xnl ;type=entry"
indicating it will accept AtomEntries froma client.

Wthin each of the two Entry Collections, the "categories" el ement
provides a list of available categories for Menber Entries. |In the
"My Blog Entries" Collection, the list of available categories is
avai |l abl e through the "href" attribute. The "Sidebar Bl og"

Col l ection provides a category list within the Service Docunent, but
states the list is fixed, signaling a request fromthe server that
Entries be POSTed using only those two categories.

8.3. Elenent Definitions

8.3.1. The "app:service" El enent
The root of a Service Docunment is the "app:service" elenent.
The app:service elenent is the container for service information
associated with one or nore Workspaces. An app:service el enent MJST

contain one or nore app:workspace el ements.

nanespace app = "http://ww. w3. org/ 2007/ app"
start = appService

appService =
el ement app: service {
appComonAttri butes,
( appWr kspace+
& extensi onkEl enent* )
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8.3.2. The "app: workspace" El enent

Wor kspaces are server-defined groups of Collections. The "app
wor kspace" el ement contains zero or nore app:collection el enments
describing the Collections of Resources available for editing.

appWr kspace =
el ement app: wor kspace {
appComonAt tri butes,
( atonfitle
& appCol | ecti on*
& extensionSansTitl eEl enment* )

}

atonTitle = element atomtitle { atonilextConstruct }
8.3.2.1. The "atomtitle" Elenent

The app: workspace el enent MJUST contain one "atomtitle" elenent (as
defined in [ RFC4287]), giving a human-readable title for the
Wor kspace

8.3.3. The "app:collection” El enent

The "app:collection" el enent describes a Collection. The app:
collection elenent MIST contain one atomtitle el enent.

The app:collection el ement MAY contain any nunber of app:accept
el ements, indicating the types of representati ons accepted by the
Col l ection. The order of such elenents is not significant.

The app: collection el ement MAY contain any nunber of app:categories
el ement s.

appCol | ection =
el ement app:collection {

appComonAttri butes,

attribute href { atonmJR 1},

( atonfitle
& appAccept *
& appCat egori es*
& extensionSansTitl eEl enment* )

}
8.3.3.1. The "href" Attribute

The app:collection el ement MJUST contain an "href" attribute, whose
val ue gives the IRl of the Collection
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8.3.3.2. The "atomtitle" Elenment

The "atomtitle" element is defined in [RFC4287] and gives a human-
readable title for the Collection.

8.3.4. The "app: accept" El enent

The content of an "app:accept" elenent value is a nedia range as
defined in [ RFC2616]. The nedi a range specifies a type of
representation that can be POSTed to a Coll ection.

The app: accept elenment is sinmlar to the HTTP Accept request-header
[ RFC2616]. Media type paraneters are allowed wi thin app:accept, but
app: accept has no notion of preference -- "accept-parans" or "q
arguments, as specified in Section 14.1 of [RFC2616] are not
significant.

White space (as defined in [REC-xm]) around the app: accept elenent’s
medi a range is insignificant and MJST be ignored.

A val ue of "application/atom-xnl;type=entry" MAY appear in any app:
accept list of media ranges and indicates that Atom Entry Documnents
can be POSTed to the Collection. |If no app:accept elenment is
present, clients SHOULD treat this as equivalent to an app: accept

el ement with the content "application/atom-xmn ;type=entry".

I f one app:accept elenment exists and is enpty, clients SHOULD assune
that the Collection does not support the creation of new Entries.

appAccept =
el ement app: accept {
appComonAttri butes,
( text?)

8.3.5. Usage in Atom Feed Docunents

The app: collection el enent MAY appear as a child of an atomfeed or
atom source elenment in an Atom Feed Docunent. |Its content identifies
a Collection by which new Entries can be added to appear in the feed.
When it appears in an atomfeed or atom source el enent, the app:
collection elenent is considered foreign markup as defined in Section
6 of [RFC4287].
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8.3.6. The "app: categories" El enent

The "app: categories" elenment provides a |list of the categories that
can be applied to the nenbers of a Collection. See Section 7.2.1 for
the detailed definition of app:categories.

The server MAY reject attenpts to create or store nenbers whose
categories are not present in its categories list. A Collection that
i ndi cates the category set is open SHOULD NOT reject otherw se
accept abl e menbers whose categories are not in its categories list.
The absence of an app:categories el enment neans that the category
handl i ng of the Collection is unspecified. A "fixed" category list
that contains zero categories indicates the Collection does not
accept category data.

9. Creating and Editing Resources
9.1. Menber URI's

The Menber URI allows clients to retrieve, edit, and delete a Menber
Resource using HITP' s GET, PUT, and DELETE net hods. Entry Resources
are represented as Atom Entry docunents.

Menber URIs appear in two places. They are returned in a Location
header after successful Resource creation using POST, as described in
Section 9.2 below. They can also appear in a Collection Feed's
Entries, as atomlink elements with a link relation of "edit".

A Menmber Entry SHOULD contain such an atomlink element with a link
relation of "edit", which indicates the Menber URI.

9.2. Creating Resources wth POST

To add nmenbers to a Collection, clients send POST requests to the URI
of the Collection.

Successful nmenber creation is indicated with a 201 ("Created")
response code. When the Collection responds with a status code of
201, it SHOULD al so return a response body, which MJST be an Atom
Entry Docunent representing the newly created Resource. Since the
server is free to alter the POSTed Entry, for exanple, by changing
the content of the atomid elenment, returning the Entry can be useful
to the client, enabling it to correlate the client and server views
of the new Entry.

When a Menber Resource is created, its Menmber Entry URI MJST be
returned in a Location header in the Collection s response.
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If the creation request contained an Atom Entry Docunent, and the
subsequent response fromthe server contains a Content-Location
header that matches the Locati on header character-for-character, then
the client is authorized to interpret the response entity as being a
compl ete representation of the newly created Entry. Wthout a

mat chi ng Content-Location header, the client MJUST NOT assune the
returned entity is a conplete representation of the created Resource.

The request body sent with the POST need not be an Atom Entry. For
exanple, it might be a picture or a nmovie. Collections MAY return a
response with a status code of 415 ("Unsupported Media Type") to

i ndicate that the nedia type of the POSTed entity is not allowed or
supported by the Collection. For a discussion of the issues in
creating such content, see Section 9.6.

9.2.1. Exanple

Bel ow, the client sends a POST request containing an Atom Entry
representation using the URI of the Collection:

POST /edit/ HITP/1.1

Host: exanple.org

User - Agent: Thingio/1.0

Aut hori zation: Basic ZG-nZnk6c2Vj ZXJl dA==
Cont ent - Type: application/atomtxm ;type=entry
Cont ent - Lengt h: nnn

Slug: First Post

<?xm version="1.0"7?>
<entry xm ns="http://ww. w3. org/ 2005/ At ont' >
<titl e>At om Power ed Robots Run Anok</title>
<i d>ur n: uui d: 1225¢c695- cf b8- 4ebb- aaaa- 80da344ef aba</i d>
<updat ed>2003- 12- 13T18: 30: 02Z</ updat ed>
<aut hor ><nane>John Doe</ nane></ aut hor >
<cont ent >Sone text. </ content>
</entry>

The server signals a successful creation with a status code of 201.
The response includes a Location header indicating the Menber Entry
URI of the AtomEntry, and a representation of that Entry in the body
of the response.

HTTP/ 1.1 201 Created

Date: Fri, 7 Cct 2005 17:17:11 GV

Cont ent - Lengt h: nnn

Cont ent - Type: application/atomtxm ;type=entry; charset="utf-8"
Location: http://exanple.org/edit/first-post.atom

ETag: "c180de84f991g8"
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<?xm version="1.0"?>
<entry xm ns="http://ww. w3. org/ 2005/ At om' >
<titl e>At om Power ed Robots Run Anok</title>
<i d>ur n: uui d: 1225¢695- cf b8- 4ebb- aaaa- 80da344ef aba</i d>
<updat ed>2003- 12- 13T18: 30: 02Z</ updat ed>
<aut hor ><nane>John Doe</ nane></ aut hor >
<cont ent >Sone text.</content>
<link rel="edit"
href="http://exanple.org/edit/first-post.atoni/>
</entry>

The Entry created and returned by the Collection night not match the
Entry POSTed by the client. A server MAY change the val ues of
various elenents in the Entry, such as the atomid, atom updated, and
at om aut hor val ues, and MAY choose to renpove or add other elenents
and attributes, or change el ement content and attribute val ues.

9.3. Editing Resources with PUT

To edit a Menber Resource, a client sends a PUT request to its Menber
URI, as specified in [ RFC2616] .

To avoid unintentional |oss of data when editing Menber Entries or
Media Link Entries, an Atom Protocol client SHOULD preserve al

nmet adata that has not been intentionally nodified, including unknown
foreign markup as defined in Section 6 of [RFC4287].

9.4. Deleting Resources with DELETE

To del ete a Menber Resource, a client sends a DELETE request to its
Menmber URI, as specified in [RFC2616]. The deletion of a Media Link
Entry SHOULD result in the deletion of the correspondi ng Media
Resour ce

9.5. Caching and Entity Tags

I mpl enenters are advised to pay attention to cache controls and to
make use of the mechanisns available in HTTP when editing Resources,
in particular, entity-tags as outlined in [ NOTE-detect-I|ost-update].
Clients are not assured to receive the nost recent representations of
Col l ection Menbers using GET if the server is authorizing

intermedi aries to cache them
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9.5.1. Exanple
Bel ow, the client creates a Menber Entry using POST:

POST /mybl og/entries HITP/ 1.1

Host: exanple.org

Aut hori zation: Basic ZG-nZnk6c2Vj ZXJl dA==
Cont ent - Type: application/atomtxm ;type=entry
Cont ent - Lengt h: nnn

Slug: First Post

<?xm version="1.0" ?>
<entry xm ns="http://ww. w3. org/ 2005/ At o' >
<title>Atom Powered Robots Run Amok</title>
<i d>ur n: uui d: 1225c695- cf b8- 4ebb- aaaa- 80da344ef aba</i d>
<updat ed>2007- 02- 123T17: 09: 02Z</ updat ed>
<aut hor ><nanme>Capt ai n Lansi ng</ nanme></ aut hor >
<content>It’s sonething noving... solid netal </content>
</entry>

The server signals a successful creation with a status code of 201
and returns an ETag header in the response. Because, in this case,
the server returned a Content-Locati on header and Locati on header
with the same value, the returned Entry representati on can be
understood to be a conplete representation of the newy created Entry
(see Section 9.2).

HTTP/ 1.1 201 Created

Date: Fri, 23 Feb 2007 21:17:11 GMI

Content-Length: nnn

Cont ent - Type: application/atomtxm ;type=entry

Location: http://exanple.org/edit/first-post.atom
Content-Location: http://exanple.org/edit/first-post.atom
ETag: "el80ee84f0671bl"

<?xm version="1.0" ?>
<entry xm ns="http://ww. w3. org/ 2005/ At o' >
<title>Atom Powered Robots Run Amok</title>
<i d>urn: uui d: 1225c695- cf b8- 4ebb- aaaa- 80da344ef aba</i d>
<updat ed>2007- 02- 123T17: 09: 02Z</ updat ed>
<aut hor ><nanme>Capt ai n Lansi ng</ nanme></ aut hor >
<content>It’s sonething noving... solid netal </content>
</entry>

The client can, if it wi shes, use the returned ETag value to later
construct a "Conditional GET" as defined in [RFC2616]. In this case,
prior to editing, the client sends the ETag val ue for the Menber
usi ng the |If-None-Match header
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CET /edit/first-post.atom HTTP/ 1.1

Host: exanple.org

Aut hori zation: Basic ZG-n¥Znk6c2Vj ZXJl dA==
| f- None- Mat ch: "el80ee84f0671b1"

If the Entry has not been nodified, the response will be a status
code of 304 ("Not Modified"). This allows the client to deternine
whether it still has the npost recent representation of the Entry at
the time of editing.

HTTP/ 1.1 304 Not Modified
Date: Sat, 24 Feb 2007 13:17:11 GMI

After editing, the client can PUT the Entry and send the ETag entity
value in an |If-Match header, informng the server to accept the entry
on the condition that the entity value sent still matches the
server’s.

PUT /edit/first-post.atomHITP/ 1.1

Host: exanple.org

Aut hori zation: Basic ZG-n¥Znk6c2Vj ZXJl dA==
Cont ent - Type: application/atomtxm ;type=entry
Content-Lengt h: nnn

| f-Match: "el80ee84f0671b1"

<?xm version="1.0" ?>
<entry xm ns="http://ww. w3. org/ 2005/ At om' >
<title>Atom Powered Robots Run Anpok</title>
<i d>ur n: uui d: 1225¢c695- cf b8- 4ebb- aaaa- 80da344ef aba</i d>
<updat ed>2007- 02- 24T16: 34: 06Z</ updat ed>
<aut hor ><nane>Capt ai n Lansi ng</ nanme></ aut hor >
<content >Update: it’'s a hoax!</content>
</entry>

The server however has since received a nore recent copy than the
client’s, and it responds with a status code of 412 ("Precondition
Fail ed").

HTTP/ 1.1 412 Precondition Fail ed
Date: Sat, 24 Feb 2007 16:34: 11 GMI

This informs the client that the server has a nore recent version of
the Entry and will not allow the sent entity to be stored.
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9.6. Media Resources and Media Link Entries

A client can POST Medi a Resources as well as Entry Resources to a
Collection. |If a server accepts such a request, then it MJST create
two new Resources -- one that corresponds to the entity sent in the
request, called the Media Resource, and an associ ated Menber Entry,
called the Media Link Entry. Media Link Entries are represented as
Atom Entries, and appear in the Collection.

The Media Link Entry contains the metadata and IRl of the (perhaps
non-textual) Media Resource. The Media Link Entry thus makes the
nmet adat a about the Medi a Resource separately available for retrieval
and al teration.

The server can signal the nedia types it will accept using the app:
accept element in the Service Docunment, as specified in Section
8.3.4.

Successful responses to creation requests MJST include the URI of the
Media Link Entry in the Location header. The Media Link Entry SHOULD
contain an atomlink element with a link relation of "edit-nedia"
that contains the Media Resource IRI. The Media Link Entry MJST have
an atomcontent elenent with a "src" attribute. The value of the

"src" attribute is an IRl for the newWy created Media Resource. |t
is OPTIONAL that the IRl of the "src" attribute on the atom content
el ement be the same as the Media Resource IRI. For exanple, the

"src" attribute value mght instead be a link into a static cache or
content distribution network and not the Media Resource IRI.

I mpl enenters are asked to note that [RFC4287] specifies that Atom
Entries MUST contain an atom sumary el enment. Thus, upon successful
creation of a Media Link Entry, a server MAY choose to popul ate the
atom sunmary el emrent (as well as any other nandatory el enents such as
atomid, atomauthor, and atomtitle) with content derived fromthe
POSTed entity or fromany other source. A server nmight not allow a
client to nodify the server-selected values for these el enents.

For Resource creation, this specification only defines cases where
the POST body has an Atom Entry entity declared as an Atom nedi a type
("application/atomtxm "), or a non-Atomentity declared as a non- At om
medi a type. Wen a client is POSTing an Atom Entry to a Coll ection,
it may use a nedia type of either "application/atomxm" or
"application/atom +xnl ;type=entry". This specification does not

speci fy any request senantics or server behavior in the case where
the POSTed nedia type is "application/atomxm " but the body is
sonet hing other than an Atom Entry. In particul ar, what happens on
POSTi ng an Atom Feed Docunent to a Collection using the "application/
atomtxm " nedia type is undefined.
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The Atom Protocol does not specify a neans to create nultiple
representations of the sane Resource (for exanple, a PNG and a JPG of
the sane inmage) either on creation or editing.

9.6.1. Exanples

Bel ow, the client sends a POST request containing a PNG inmage to the
URI of a Collection that accepts PNG i mages:

POST /edit/ HITP/ 1.1

Host: medi a. exanpl e.org

Cont ent - Type: i nmage/ png

Sl ug: The Beach

Aut hori zation: Basic ZG-nZnk6c2Vj ZXJl dA==
Cont ent - Lengt h: nnn

...binary data..

The server signals a successful creation with a status code of 201
The response includes a Location header indicating the Menber URI of
the Media Link Entry and a representation of that entry in the body
of the response. The Media Link Entry includes a content el enent
with a "src" attribute. It also contains a link with a link relation
of "edit-nedia", specifying the IRl to be used for nodifying the

Medi a Resource.

HTTP/ 1.1 201 Created

Date: Fri, 7 Oct 2005 17:17:11 GMI

Content -Lengt h: nnn

Cont ent - Type: application/atomtxm ;type=entry; charset="utf-8"
Location: http://exanple.org/ nedial/edit/the_beach. at om

<?xm version="1.0"?>
<entry xm ns="http://ww. w3. org/ 2005/ At om' >
<title>The Beach</title>
<i d>urn: uui d: 1225¢c695- cf b8- 4ebb- aaaa- 80da344ef aba</i d>
<updat ed>2005- 10- 07T17: 17: 08Z</ updat ed>
<aut hor ><nane>Daf f y</ nane></ aut hor >
<sumary type="text" />
<content type="image/ png"
src="http:// medi a. exanpl e. org/ t he_beach. png"/ >
<link rel ="edit-nedia"
href="http:// medi a. exanpl e. org/ edi t/the_beach. png" />
<link rel="edit"
href ="http://exanpl e. org/ medi a/ edit/the_beach. atont' />
</entry>
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Later, the client sends a PUT request containing the new PNG usi ng

t he

The

The
Medi

The

The
PUT

URI indicated in the Media Link Entry’'s "edit-nmedia" |ink

PUT /edit/the_beach. png HTTP/ 1.1

Host: medi a. exanpl e.org

Cont ent - Type: i nmage/ png

Aut hori zation: Basic ZG-nZnk6c2Vj ZXJl dA==
Cont ent - Lengt h: nnn

...binary data..
server signals a successful edit with a status code of 200

HTTP/ 1.1 200 Ck
Date: Fri, 8 Oct 2006 17:17:11 GMI

client can edit the netadata for the picture. First GET the
a Link Entry:

CET /nmedi a/ edit/the_beach.atom HTTP/ 1. 1
Host: exanple.org
Aut hori zation: Basic ZG-n¥Znk6c2Vj ZXJl dA==

Media Link Entry is returned.

HTTP/ 1.1 200 Ck

Date: Fri, 7 Cct 2005 17:18:11 GMI

Content-Lengt h: nnn

Cont ent - Type: application/atomtxm ;type=entry; charset ="utf-8"
ETag: "c181bb840673b5"

<?xm version="1.0"?>
<entry xm ns="http://ww. w3. org/ 2005/ At om' >
<title>The Beach</title>
<i d>ur n: uui d: 1225¢c695- cf b8- 4ebb- aaaa- 80da344ef aba</i d>
<updat ed>2005- 10- 07T17: 17: 08Z</ updat ed>
<aut hor ><nane>Daf f y</ name></ aut hor >
<sumary type="text" />
<content type="image/ png"
src="http:// nmedi a. exanpl e. org/ t he_beach. png"/ >
<link rel="edit-nmedia"
href ="http:// medi a. exanpl e. org/ edi t/the_beach. png" />
<link rel="edit"
href="http://exanpl e. org/ nedi a/ edit/the_beach. atont' />
</entry>

nmet adata can be updated, in this case to add a sunmary, and then
back to the server.
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PUT /nedi a/edit/the_beach.atom HTTP/ 1. 1

Host: exanple.org

Aut hori zation: Basic ZG-n¥Znk6c2Vj ZXJl dA==
Cont ent - Type: application/atomtxm ;type=entry
Content -Lengt h: nnn

| f-Match: "c181bb840673b5"

<?xm version="1.0"?>
<entry xm ns="http://ww. w3. org/ 2005/ At om' >
<title>The Beach</title>
<i d>ur n: uui d: 1225¢c695- cf b8- 4ebb- aaaa- 80da344ef aba</i d>
<updat ed>2005- 10- 07T17: 17: 08Z</ updat ed>
<aut hor ><nane>Daf f y</ name></ aut hor >
<summary type="text">
A nice sunset picture over the water
</ sunmary>
<content type="inmage/ png"
src="http:// nmedi a. exanpl e. org/ t he_beach. png"/ >
<link rel ="edit-nmedia"
href="http://medi a. exanpl e. org/ edi t/the_beach. png" />
<link rel="edit"
href="http://exanpl e. org/ medi a/ edi t/the_beach. atont' />
</entry>

The update was successf ul

HTTP/ 1.1 200 Ck
Date: Fri, 7 Oct 2005 17:19:11 GJI
Content-Length: O

Mul tipl e Medi a Resources can be added to the Coll ection

POST /edit/ HITP/1.1

Host: medi a. exanpl e.org

Cont ent - Type: i mage/ png

Sl ug: The Pier

Aut hori zation: Basic ZG-nZnk6c2Vj ZXJl dA==
Cont ent - Lengt h: nnn

...binary data..

The Resource is created successfully.
HTTP/ 1.1 201 Created
Date: Fri, 7 Oct 2005 17:17:11 GJI
Content-Lengt h: nnn

Cont ent - Type: application/atomtxm ;type=entry; charset ="utf-8"
Location: http://exanple.org/ nedial/edit/the_pier.atom
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<?xm version="1.0"?>
<entry xm ns="http://ww. w3. org/ 2005/ At om' >
<title>The Pier</title>
<i d>urn: uui d: 1225¢c695- cf b8- 4ebb- aaaa- 80da344ef e6bb</i d>
<updat ed>2005- 10- 07T17: 26: 43Z</ updat ed>
<aut hor ><nane>Daf f y</ name></ aut hor >
<sumary type="text" />
<content type="image/ png"
src="http:// nmedi a. exanpl e. org/ t he_pi er. png"/>
<link rel="edit-ned a"
href="http://medi a. exanpl e.org/edit/the_pier.png" />
<link rel="edit"
href="http://exanple.org/ nedia/edit/the_pier.aton />
</entry>

The client can now create a new Atom Entry in the blog Entry
Col l ection that references the two newy created Medi a Resources.

POST /bl og/ HTTP/ 1.1

Host: exanple.org

Cont ent - Type: application/atomtxm ;type=entry
Slug: A day at the beach

Aut hori zation: Basic ZG-n¥Znk6c2Vj ZXJl dA==
Content-Length: nnn

<?xm version="1.0"?>
<entry xm ns="http://ww. w3. org/ 2005/ At om' >
<title>A fun day at the beach</title>
<i d>ur n: uui d: 1225¢c695- cf b8- 4ebb- aaaa- 80da344ef abb</i d>
<updat ed>2005- 10- 07T17: 40: 02Z</ updat ed>
<aut hor ><nane>Daf f y</ name></ aut hor >
<content type="xhtm ">
<xhtm :div xm ns: xhtm ="http://ww. w3. org/ 1999/ xhtm ">
<xhtm : p>W& had a good day at the beach
<xhtm :ing alt="the beach"
src="http:// nmedi a. exanpl e. org/ t he_beach. png"/ >
</xhtm : p>
<xhtm : p>Later we wal ked down to the pier
<xhtm :inmg alt="the pier"
src="http:// medi a. exanpl e. org/ t he_pi er. png"/ >
</xhtm : p>
</ xhtm :div>
</ content >
</entry>

The Resource is created successfully.
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HTTP/ 1.1 200 Ok

Date: Fri, 7 Cct 2005 17:20: 11 GV

Cont ent - Lengt h: nnn

Cont ent - Type: application/atomtxm ;type=entry; charset ="utf-8"
Location: http://exanple.org/ bl og/atonf a-day-at-the-beach. at om

<?xm version="1.0"?>
<entry xmns="http://ww. w3. org/ 2005/ At om' >
<title>A fun day at the beach</title>
<i d>http://exanpl e. or g/ bl og/ a- day- at -t he- beach. xht m </ i d>
<updat ed>2005- 10- 07T17: 43: 07Z</ updat ed>
<aut hor ><nane>Daf f y</ name></ aut hor >
<content type="xhtm ">
<xhtm :div xm ns: xhtm ="http://ww. w3. org/ 1999/ xht m ">
<xhtm : p>W& had a good day at the beach
<xhtm :ing alt="the beach"
src="http:// nmedi a. exanpl e. org/ t he_beach. png"/ >
</xhtm : p>
<xhtnm : p>Later we wal ked down to the pier
<xhtm :inmg alt="the pier"
src="http://nmedi a. exanpl e. org/ t he_pi er. png"/>
</xhtm : p>
</xhtm :div>
</ content >
<link rel="edit"
href="http://exanpl e. org/ bl og/ edi t/ a- day- at -t he- beach. at oni'/ >
<link rel="alternate" type="text/htm"
href ="http://exanpl e. org/ bl og/ a- day- at -t he- beach. htm "/ >
</entry>

Note that the returned Entry contains a link with a relation of
"alternate" that points to the associated HTM. page that was created
-- this is not required by this specification, but is included to
show t he ki nds of changes a server can nmake to an Entry.

9.7. The Sl ug Header

Slug is an HTTP entity-header whose presence in a POST to a

Coll ection constitutes a request by the client to use the header’s
val ue as part of any URIs that would nornmally be used to retrieve the
to-be-created Entry or Medi a Resources

Servers MAY use the value of the Slug header when creating the Menber
URI of the newly created Resource, for instance, by using sone or al
of the words in the value for the last URl segnent. Servers MAY al so
use the value when creating the atomid, or as the title of a Media
Link Entry (see Section 9.6).
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Servers MAY choose to ignore the Slug entity-header. Servers MAY
alter the header value before using it. For instance, a server might
filter out some characters or replace accented letters with non-
accent ed ones, replace spaces with underscores, change case, and so
on.

9.7.1. Slug Header Syntax

The syntax of the Slug header is defined using the augnmented BNF
syntax defined in Section 2.1 of [RFC2616]:

LWVB = <defined in Section 2.2 of [RFC2616] >
slugtext = W&20-7E | LW
Sl ug = "Slug" ":" *slugtext

The field value is the percent-encoded val ue of the UTF-8 encodi ng of
the character sequence to be included (see Section 2.1 of [ RFC3986]
for the definition of percent encoding, and [ RFC3629] for the
definition of the UTF-8 encodi ng).

| mpl ementation note: to produce the field value froma character
sequence, first encode it using the UTF-8 encodi ng, then encode all
octets outside the ranges %20-24 and %6- 7E usi ng percent encodi ng
(%5 is the ASCIl encoding of "%, thus it needs to be escaped). To
consune the field value, first reverse the percent encoding, then run
the resulting octet sequence through a UTF-8 decodi ng process.

9.7.2. Exanple

Here is an exanple of the Slug header that uses percent-encoding to
represent the Unicode character U+O0OE8 (LATIN SMALL LETTER E WTH
GRAVE)

POST /mybl og/entries HITP/ 1.1

Host: exanple.org

Cont ent - Type: i nmage/ png

Sl ug: The Beach at S%C3%A8te

Aut hori zation: Basic ZG-nZnk6c2Vj ZXJl dA==
Cont ent - Lengt h: nnn

...binary data..

See Section 9.2.1 for an exanple of the Slug header applied to the
creation of an Entry Resource
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10. Listing Collections

Col I ecti on Resources MJST provide representations in the formof Atom
Feed Docunents whose Entries contain the IRIs of the Menbers in the
Collection. No distinction is made between Col |l ecti on Feeds and

ot her kinds of Feeds -- a Feed might act both as a ’'public’ feed for
subscription purposes and as a Col |l ection Feed.

Each Entry in the Feed Document SHOULD have an atomlink elenent with
arelation of "edit" (see Section 11.1).

The Entries in the returned Atom Feed SHOULD be ordered by their
"app: edited" property, with the nost recently edited Entries com ng
first in the docunment order. The app:edited value is not equival ent
to the HTTP Last-Modified header and cannot be used to determ ne the
freshness of cached responses.

Aients MUST NOT assune that an Atom Entry returned in the Feed is a
full representation of an Entry Resource and SHOULD performa GET on
the URI of the Menmber Entry before editing it. See Section 9.5 for a
di scussion on the inplications of cache control directives when
obt ai ning entries.

10.1. Collection Partial Lists

Col l ections can contain |arge nunbers of Resources. A client such as
a web spider or web browser night be overwhelnmed if the response to a
CET contained every Entry in a Collection -- in turn the server night
al so waste bandwi dth and processing tine on generating a response
that cannot be handled. For this reason, servers MAY respond to

Col l ection GET requests with a Feed Docunent containing a partia

list of the Collection’s nenbers, and a link to the next partial I|ist
feed, if it exists. The first such partial list returned MJST
contain the nost recently edited nenber Resources and MJST have an
atomlink with a "next" relation whose "href" value is the URI of the
next partial list of the Collection. This next partial list wll
contain the next nost recently edited set of Menber Resources (and an
atomlink to the following partial list if it exists).

In addition to the "next" relation, partial list feeds MAY contain
link elements with "rel" attribute values of "previous", "first", and
"last", that can be used to navigate through the conplete set of
entries in the Collection

For instance, suppose a client is supplied the UR
"http://exanple.org/entries/go" of a Collection of Menber Entries,
where the server as a matter of policy avoids generating Feed
Docunents containing nore than 10 Entries. The Atom Feed Docunent
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for the Collection will then represent the first partial list of a
set of 10 |linked Feed Docunents. The "first" relation references the
initial Feed Docunent in the set and the "last" relation references
the final Feed Docunment in the set. Wthin each docunent, the
"previous" and "next" link relations reference the precedi ng and
subsequent docunents.

<feed xm ns="http://ww. w3. or g/ 2005/ At on' >
<link rel="first"
href="http://exanmple.org/entries/go" />
<link rel ="next"
href="http://exanple.org/entries/2" />
<link rel="1ast"
href="http://exanple.org/entries/ 10" />

</ f eed>
The "previous" and "next" link elenents for the partial list feed
| ocated at "http://exanple.org/entries/2" would |look like this:

<feed xm ns="http://ww. w3. or g/ 2005/ At ont' >
<link rel="first"
href="http://exanmple.org/entries/go" />
<link rel ="previous"
href="http://exanple.org/entri es/ go" />
<link rel ="next"
href="http://exanple.org/entries/3" />
<link rel="1ast"
href="http://exanmple.org/entries/ 10" />

</ f eed>

10. 2. The "app: edited" El enent
The "app:edited” element is a Date construct (as defined by
[ RFC4287]), whose content indicates the last tine an Entry was
edited. |If the entry has not been edited yet, the content indicates
the tine it was created. AtomEntry elenents in Collection Docunments
SHOULD contai n one app:edited el enent, and MJUST NOT contain nore than
one.

appEdi ted = el enent app: edited ( atonDateConstruct )

The server SHOULD change the value of this elenent every time an
Entry Resource or an associ ated Medi a Resource has been edited.
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11.

11.

11.

12.

12.

Atom Format Li nk Rel ati on Extensi ons
1. The "edit" Link Relation

This specification adds the value "edit" to the Atom Registry of Link
Rel ations (see Section 7.1 of [RFC4287]). The value of "edit"
specifies that the value of the href attribute is the IR of an

edi tabl e Menmber Entry. \When appearing within an atomentry, the href
IRl can be used to retrieve, update, and delete the Resource
represented by that Entry. An atomentry MJST NOT contain nore than
one "edit" link relation.

2. The "edit-nedia" Link Relation

This specification adds the value "edit-nedia" to the Atom Registry
of Link Relations (see Section 7.1 of [RFC4287]). \Wen appearing
within an atomentry, the value of the href attribute is an IR that
can be used to nodify a Media Resource associated with that Entry.

An atomentry el ement MAY contain zero or nore "edit-nedia" l|ink
relations. An atomentry MJST NOT contain nore than one atomlink
element with a "rel" attribute value of "edit-nedia" that has the
same "type" and "hreflang" attribute values. Al "edit-nedia" |ink
relations in the sane Entry reference the sane Resource. |If a client
encounters nmultiple "edit-nedia" link relations in an Entry then it
SHOULD choose a link based on the client preferences for "type" and
"hreflang". |If a client encounters nmultiple "edit-nmedia" |ink
relations in an Entry and has no preference based on the "type" and
"hreflang” attributes then the client SHOULD pick the first "edit-
media" link relation in docunent order.

The Atom Format Type Paraneter

The Atom Syndi cati on Format [RFC4287] defines the "application/
atomtxm " media type to identify both Atom Feed and Atom Entry
Docunents. |nplenentation experience has denonstrated that Atom Feed
and Entry Docunents can have different processing nodels and that
there are situations where they need to be differentiated. This
specification defines a "type" paraneter used to differentiate the
two types of Atom docunents.

1. The "type" paraneter
This specification defines a new "type" paraneter for use with the
"application/atomtxm " nedia type. The "type" paraneter has a val ue

of "entry" or "feed".

Nei t her the paraneter nanme nor its value are case sensitive.
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The value "entry" indicates that the nedia type identifies an Atom
Entry Document. The root elenent of the docunent MJST be atomentry.

The value "feed" indicates that the nedia type identifies an Atom
Feed Docunent. The root el enent of the docunent MJST be atom feed.

If not specified, the type is assuned to be unspecified, requiring
Atom processors to exanine the root elenment to determine the type of
At om docunent .

12.1.1. Confornmance

New specifications MAY require that the "type" paraneter be used to
identify the Atom Docurment type. Producers of Atom Entry Docunents
SHOULD use the "type" paraneter regardless of whether or not it is
mandat ory. Producers of Atom Feed Docunments MAY use the paraneter.

At om processors that do not recognize the "type" paraneter MJST
ignore its value and exanine the root elenent to determ ne the
docunent type.

At om processors that do recogni ze the "type" paranmeter SHOULD det ect
and report inconsistencies between the paraneter’s value and the
actual type of the docunment’s root el enent.

13. Atom Publishing Controls

This specification defines an Atom Format Structured Extension, as
defined in Section 6 of [RFC4287], for publishing control within the
"http://ww. w3. org/ 2007/ app" nanmespace.

13.1. The "app:control" El enent
nanespace app = "http://ww. w3. org/ 2007/ app"

pubControl =
el ement app: control {
at omCommonAt t ri but es,
pubDraft ?
& ext ensi onEl enent

}

pubDraft =
el ement app:draft { "yes" | "no" }
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The "app:control" elenent MAY appear as a child of an atomentry that
is being created or updated via the Atom Publishing Protocol. The
app: control element MJST appear only once in an Entry. The app:
control element is considered foreign nmarkup as defined in Section 6
of [ RFC4287].

The app:control elenent and its child elenments MAY be included in
At om Feed or Entry Docunents.

The app:control elenent can contain an "app:draft” elenment as defined
below, and it can contain extension elenents as defined in Section 6
of [ RFC4287].

13.1.1. The "app:draft" El enent
The inclusion of the "app:draft” elenment represents a request by the
client to control the visibility of a Menber Resource. The app:draft
el ement MAY be ignored by the server.

The nunber of app:draft elenments in app:control MJST be zero or one.

The content of an app:draft el ement MJUST be one of "yes" or "no". |If
the element contains "no", this indicates a client request that the
Menmber Resource be made publicly visible. [If the app:draft el enent

is not present, then servers that support the extensi on MIST behave
as though an app:draft elenent containing "no" was sent.

14. Securing the Atom Publishing Protoco

The Atom Publishing Protocol is based on HTTP. Authentication
requirenents for HTTP are covered in Section 11 of [RFC2616].

The use of authentication nechanisns to prevent POSTing or editing by
unknown or unauthorized clients is RECOWENDED but not required.

When authentication is not used, clients and servers are vul nerabl e
to trivial spoofing, denial-of-service, and defacenent attacks.
However, in sone contexts, this is an acceptable risk

The type of authentication deployed is a |ocal decision nade by the
server operator. Cdients are likely to face authenticati on schenmes
that vary across server deploynents. At a minimum client and server
i npl enent ati ons MJST be capabl e of being configured to use HITP Basic
Aut henti cation [RFC2617] in conjunction with a connection made with
TLS 1.0 [ RFC2246] or a subsequent standards-track version of TLS
(such as [RFC4346]), supporting the conventions for using HTTP over
TLS described in [ RFC2818].
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15.

15.

15.

15.

The choi ce of authentication nechanismw |l inpact interoperability.
The m nimum | evel of security referenced above (Basic Authentication
with TLS) is considered good practice for Internet applications at
the tine of publication of this specification and sufficient for

establishing a baseline for interoperability. Inplenmenters are
encouraged to investigate and use alternative nechani sns regarded as
equi val ently good or better at the tinme of deployment. It is

RECOMVENDED that clients be inplenmented in such a way that new
aut henti cati on schenmes can be depl oyed.

Because this protocol uses HITP response status codes as the primary
means of reporting the result of a request, servers are advised to
respond to unaut horized or unauthenticated requests using an
appropriate 4xx HTTP response code (e.g., 401 "Unauthorized" or 403
"For bi dden") in accordance with [ RFC2617].

Security Considerations

The Atom Publishing Protocol is based on HTTP and thus subject to the
security considerations found in Section 15 of [RFC2616].

The threats listed in this section apply to many protocols that run
under HTTP. The Atonpub Wirking G oup decided that the protection

af forded by running authenticated HTTP under TLS (as described in
Section 14) was sufficient to nitigate many of the problens presented
by the attacks listed in this section

1. Deni al of Service

At om Publ i shing Protocol server inplenentations need to take adequate
precautions to ensure malicious clients cannot consune excessive
server resources (CPU, nmenory, disk, etc.).

2. Replay Attacks

At om Publ i shing Protocol server inplenentations are susceptible to
replay attacks. Specifically, this specification does not define a
means of detecting duplicate requests. Accidentally sent duplicate
requests are indistinguishable fromintentional and malicious replay
attacks.

3. Spoofing Attacks
At om Publ i shi ng Protocol inplementations are susceptible to a variety

of spoofing attacks. Malicious clients might send Atom Entries
contai ning i naccurate information anywhere in the docunent.
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15. 4. Linked Resources

Atom Feed and Entry Documents can contain XML External Entities as
defined in Section 4.2.2 of [REC-xm]. Atominplenentations are not
required to |l oad external entities. External entities are subject to
the sane security concerns as any network operation and can alter the
semantics of an Atom document. The sane issues exist for Resources
linked to by Atomelenments such as atomlink and atom content.

15.5. Digital Signatures and Encryption

Atom Entry and Feed Docunents can contain XM. Digital Signatures

[ REC- xm dsi g-core] and can be encrypted using XM. Encryption

[ REC- xm enc-core] as specified in Section 5 of [RFC4287]. Handling
of signatures and encrypted elenments in Atom docunents is discussed
in Sections 5 and 6.3 of [RFC4287].

Nei t her servers nor clients are under any obligation to support
encryption and digital signature of Entries or Feeds, although it is
certainly possible that in some installations, clients or servers

nm ght require signing or encrypting of the docunents exchanged in the
At om Pr ot ocol

Because servers are allowed (and in sone cases, expected) to nodify
the contents of an Entry Docunent before publishing it, signatures

within an entry are only likely to be useful to the server to which
the entry is being sent. Cients cannot assune that the signature

will be valid when viewed by a third party, or even that the server
will publish the client’s signature.

A server is allowed to strip client-applied signatures, to strip
client-applied signatures and then re-sign with its own public key,
and to oversign an entry with its own public key. The nmeaning to a
third party of a signature applied by a server is the sane as a
signature from anyone, as described in [RFC4287]. It is RECOMMENDED
that a server that is aware that it has changed any part of an Entry
Docunent that was signed by the client should strip that signature
bef ore publishing the entry in order to prevent third parties from
trying to interpret a signature that cannot be validated

15.6. URIs and IRI's
At om Publ i shing Protocol inplenmentations handle URIs and IRIs. See

Section 7 of [RFC3986] and Section 8 of [RFC3987] for security
considerations related to their handling and use.
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The Atom Publishing Protocol |eaves the server in control of minting
URIs. The use of any client-supplied data for creating new URIs is
subj ect to the sane concerns as described in the next section

15.7. Code Injection and Cross Site Scripting

Atom Feed and Entry Docunents can contain a broad range of content
types including code that m ght be executable in sonme contexts.
Malicious clients could attenpt to attack servers or other clients by
injecting code into a Collection Docunment’s Entry or Medi a Resources.

Server inplenentations are strongly encouraged to verify that client-
supplied content is safe prior to accepting, processing, or
publishing it. |In the case of HITM., experience indicates that
verification based on a white list of acceptable content is nore
effective than a black list of forbidden content.

Addi tional information about XHTML and HTM. content safety can be
found in Section 8.1 of [RFC4287].

16. | ANA Consi derati ons
This specification uses two new nedia types that conformto the
regi stry mechani smdescribed in [ RFC4288], a new nessage header that
conforns to the registry nechani smdescribed in [ RFC3864], and two
new link relations that conformto the registry mechani sm descri bed
in [ RFC4287] .

16.1. Content-Type Registration for ’application/atonctat+xm’

An At om Publ i shing Protocol Category Docunent, when serialized as XM
1.0, can be identified with the follow ng nmedia type

M ME nedia type nane: application
M ME subtype nane: atontat +xn
Requi red paraneters: None.

Optional paraneters:

"charset": This paraneter has identical semantics to the charset
paraneter of the "application/xm" nmedia type as specified in

[ RFC3023] .
Encodi ng consi derations: Identical to those of "application/xm" as

described in [RFC3023], Section 3.2.
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Security considerations: As defined in RFC 5023.
In addition, as this nedia type uses the "+xm" convention, it
shares the sanme security considerations as described in [ RFC3023],
Section 10.

Interoperability considerations: There are no known interoperability
i ssues.

Publ i shed specification: RFC 5023.

Applications that use this nedia type: No known applications
currently use this nedia type.

Addi ti onal infornmation

Magi ¢ nunber(s): As specified for "application/xm" in [RFC3023],

Section 3. 2.
File extension: .atontat
Fragment identifiers: As specified for "application/xm" in

[ RFC3023], Section 5.
Base URI: As specified in [RFC3023], Section 6.
Maci ntosh file type code: TEXT

Person & enmnil address to contact for further infornmation:
Joe Gregorio <joe@itworking.org>

I ntended usage: COMVON

Aut hor/ Change controller: |ETF (iesg@etf.org) Internet Engineering
Task Force

16.2. Content-Type Registration for '"application/atonsvc+xm’

An At om Publ i shing Protocol Service Docunent, when serialized as XM
1.0, can be identified with the follow ng nedia type:

M ME nedia type nane: application
M ME subtype nane: atonsvc+xni

Requi red paraneters: None.
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Optional paraneters

"charset": This paraneter has identical semantics to the charset
paraneter of the "application/xm" media type as specified in

[ RFC3023] .
Encodi ng considerations: Identical to those of "application/xm" as

described in [ RFC3023], Section 3.2.

Security considerations: As defined in RFC 5023.
In addition, as this nedia type uses the "+xm" convention, it
shares the sane security considerations as described in [ RFC3023],
Section 10.

Interoperability considerations: There are no known interoperability
i ssues.

Publ i shed specification: RFC 5023.

Applications that use this nedia type: No known applications
currently use this nedia type.

Addi ti onal information

Magi ¢ nunber(s): As specified for "application/xm" in [ RFC3023],
Section 3. 2.

Fil e extension: .atonmsvc

Fragnent identifiers: As specified for "application/xm" in
[ RFC3023], Section 5.

Base URI: As specified in [RFC3023], Section 6.
Maci ntosh file type code: TEXT

Person and enmi|l address to contact for further information: Joe
Gregori o <joe@i tworking.org>

I nt ended usage: COMVON

Aut hor/ Change controller: |ETF (iesg@etf.org) Internet Engineering
Task Force
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16.3. Header Field Registration for 'SLUG
Header field name: SLUG
Applicable protocol: http [ RFC2616]
Status: standard.

Aut hor/ Change controller: |ETF (iesg@etf.org) |Internet Engineering
Task Force

Speci fication docunent(s): RFC 5023

Rel ated information: None.

16.4. The Link Relation Registration "edit"

Attribute Value: edit

Description: An IR of an editable Menber Entry. \When appearing
within an atomentry, the href IR can be used to retrieve,
update, and delete the Resource represented by that Entry.

Expect ed di splay characteristics: Undefined; this relation can be
used for background processing or to provide extended
functionality w thout displaying its val ue.

Security considerations: Autonated agents should take care when this
relation crosses admnistrative domains (e.g., the URl has a
different authority than the current docunent).

16.5. The Link Relation Registration "edit-nedia"

Attribute Value: edit-nedia

Description: An IR of an editable Media Resource. Wen appearing
within an atomentry, the href IRl can be used to retrieve,
update, and delete the Media Resource associated with that Entry.

Expected di splay characteristics: Undefined; this relation can be
used for background processing or to provide extended
functionality w thout displaying its val ue.

Security considerations: Autonated agents should take care when this

relation crosses adnministrative domains (e.g., the URl has a
different authority than the current docunent).
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16.6. The Atom Fornmat Medi a Type Paraneter

| ANA has added a reference to this specification in the
"application/atomrxm’ nedia type registration.
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Appendi x A.  Contributors

The content and concepts within are a product of the Atom comunity
and the Atompub Working G oup.

Appendi x B. RELAX NG Conpact Schenma
Thi s appendi x is informative.
The Rel ax NG schema explicitly excludes elenments in the Atom Prot ocol
nanespace that are not defined in this revision of the specification.
Requirenments for Atom Protocol processors encountering such narkup
are given in Sections 6.2 and 6.3 of [RFC4287].
The Scherma for Service Documents:
# -*- rnc -*- # RELAX NG Conmpact Syntax Grammar for the Atom Protocol
nanespace app = "http://ww. w3. org/ 2007/ app"
nanespace atom = "http://ww. w3. or g/ 2005/ At on{
nanespace xsd = "http://ww. w3. org/ 2001/ XM_Schenma"

nanespace xhtni "http://ww. w3. org/ 1999/ xhtm "
nanespace | ocal "

start = appService
# common: attrs
atomJRl = text
appCommonAttri butes =
attribute xm:base { atonURl }?,
attribute xm:lang { atonLanguageTag }?,
attribute xm:space {"default"|"preserved"}?,
undefi nedAttri but e*
at omCommonAtt ri butes = appConmonAttri butes

undefinedAttribute = attribute * - (xm:base | xm:space | xm:Ilang
| local:*) { text }

at omLanguageTag = xsd:string {
pattern = "([A-Za-z]{1,8}(-[A-Za-z0-9]{1,8})*)?"
}
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at onDat eConstruct =
appComonAttri butes,
xsd: dat eTi me

# app: service
appService =
el ement app: service {
appComonAttri butes,
( appWr kspace+
& extensi onEl enent* )

}

# app: wor kspace

appWr kspace =
el ement app: wor kspace {
appComonAt tri but es,
( atonTitle
& appCol | ecti on*
& extensionSansTitl eEl ement* )

}

atonTitle = element atomtitle { atonilextConstruct }
# app: col |l ection

appCol |l ection =
el ement app: collection {

appComonAt tri but es,

attribute href { atonJR 1},

( atonfitle
& appAccept *
& appCat egori es*
& extensionSansTitl eEl ement* )

}
# app: cat egories

at onCat egory =
el ement atom category {
at omConmonAttri but es
attribute term{ text },
attribute schene { atonlRI }?
attribute |abel { text }?,
undef i nedCont ent
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appl nli neCategories =
el ement app: categories {
attribute fixed { "yes" | "no" }?,
attribute schene { atonlR }7?,
(at onCat egor y*,
undef i nedCont ent)
}

appQut O Li neCat egori es =
el ement app: categories {
attribute href { atonmJR 1},
undef i nedCont ent

}
appCat egori es = applnlineCategories | appQut OfLi neCategories

# app: accept

appAccept =
el ement app: accept {
appComonAt tri butes,
( text?)
}

# Si npl e Extension

si npl eSansTi t| eExt ensi onEl ement =
elemrent * - (app:*|atomtitle) {
t ext
}

si npl eExt ensi onEl enent =
elemrent * - (app:*) {
t ext
}

# Structured Extension

structuredSansTi t| eExt ensi onEl enent =
elemrent * - (app:*|atomtitle) {
(attribute * { text }+,
(text]|anyEl enent)*)
| (attribute * { text }*,
(text?, anyEl enment+, (text]|anyEl enent)?*))

2007
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st ruct ur edExt ensi onEl enent =
element * - (app:*) {
(attribute * { text }+
(text| anyEl enent) *)
| (attribute * { text }*,
(text?, anyEl ement+, (text|anyEl enment)*))
}

# Other Extensibility

extensi onSansTi t| eEl ement =
si npl eSansTi t| eExt ensi onEl enent | st ruct ur edSansTi t| eExt ensi onEl enent

ext ensi onEl ement = si npl eExt ensi onEl ement |
st ruct ur edExt ensi onEl enent

undefi nedContent = (text]|anyForeignEl ement)*
# Extensions

anyEl enent =
el ement * {
(attribute * { text }
| text
| anyEl enent)*

anyFor ei gnEl emrent =
el emrent * - app:* {
(attribute * { text }
| text
| anyEl enent)*

at onPl ai nText Construct =
at onCommonAt tri but es
attribute type { "text" | "htm" }?
t ext

at onXHTM_Text Construct =
at omCommonAt tri but es
attribute type { "xhtm" },
xhtm D v

at onmText Const ruct = atonPl ai nText Construct | atonXHTM.Text Construct
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anyXHTM. = el enent xhtml:* {
(attribute * { text }
| text
| anyXHTM.) *

}

xhtmM Div = el enent xhtnl:div {
(attribute * { text }
| text
| anyXHTM.) *

# EOF
The Schema for Category Docunents:
# -*- rnc -*- # RELAX NG Conmpact Syntax Grammar for the Atom Protocol

nanespace app = "http://ww. w3. org/ 2007/ app"
nanespace atom = "http://ww. w3. or g/ 2005/ At on{
nanespace xsd = "http://ww. w3. org/ 2001/ XM_Schenma"
nanespace |l ocal =""

start = appCategories

at onConmonAttri butes =
attribute xm :base { atonmJRl }?,
attribute xm:lang { atonlLanguageTag }?,
undefi nedAttri but e*

undefinedAttribute = attribute * - (xm:base | xm:lang | local:*) {
text }

atonJRI = text

at omLanguageTag = xsd:string {
pattern = "([A-Za-z]{1,8}(-[A-Za-z0-9]{1,8})*)?"
}

at onCat egory =
el ement atom cat egory {
at omConmonAt tri butes,
attribute term{ text },
attribute schene { atonUR }7?,
attribute |abel { text }?,
undef i nedCont ent
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appl nli neCategories =
el ement app: categories {
attribute fixed { "yes" | "no" }?,
attribute schene { atonlRl }?
(at onCat egor y*,
undef i nedCont ent)
}

appQut O Li neCat egori es =
el ement app: categories {
attribute href { atonmJR 1},

(enmpty)

Cct ober

appCat egori es = applnlineCategories | appQut OfLi neCategories

# Extensibility
undef i nedContent = (text]|anyForei gnEl ement)*

anyEl enent =
el ement * {
(attribute * { text }
| text
| anyEl enent)*

anyFor ei gnEl emrent =
elemrent * - atom* {
(attribute * { text }
| text
| anyEl enent)*
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