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Comments on File Access Protoco

A file access protocol (FAP) of the sort proposed by John Day in RFC
520 is a good idea. The followi ng corments suggest inprovenents
(rmostly additions) to the protocol described in RFC 520.

1. (Phil osophical comrent) The intent of both FTP and FAP is to
make it possible for a user to renotely access files. 1In effect,
FTP provides neans for a user to have (parts of) file activity of
the sort typically initiated at the command | anguage | eve
"slaved" across the network to the site where the file resides.
In a simlar way the intent of FAP is to provide a mechani sm
which allows activity of the sort typically initiated by prograns
at the operating systemor nonitor |level to be "slaved" across
the network to the site where the file resides. The OPEN, CLCS,
SETP, etc. commands of FAP can be viewed as attenpts to define
"generic" file systemnonitor calls. The suggestions nade bel ow
are further attenpts to make features typically available to
| ocal users also available to renote users via FAP.

2. The OPEN conmmand should allow for a third OPEN node called A for
append. In terns of its action with respect to a file and file
poi nter, the conmand

OPEN A FOO
woul d be equivalent to the sequence:

OPEN W FQOO
SETP E

The difference would be with respect to access control. Many
systens allow a user to control separately wite and append
access to a file (e.g., on TENEX a user usually sets the
protection on his MESSAGE. TXT file such that anyone can append to
it but only he can wite it). For such systens the append OPEN
woul d succeed in nmany cases in which the wite OPEN would fail.
The principle here is that FAP (to as large as degree as is
practical) should allow renpote users to access files in the sane
way as | ocal users nay.
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3. The protocol as proposed allows for the creation of non-
sequential files but provides no convenient way for renotely
accessing themafter they are created. For exanple if sent to a
TENEX server, the sequence

OPEN W FOO /1 byte size assuned = 36
SETP B

WRI TE 512

SETP 1024

VWRI TE 512

CLCS

woul d create a file FOOwith two pages (on TENEX a page = 512 36
bit words). The two pages woul d be page #0 and page #2; because
page #1 does not exist the file is said to have a "hole" in it.
Access to FOO via FAP would be difficult unless the renpte user
knew its (page) structure prior to access. To support renote
access to files such as FOO, FAP should have neans for a user to
deternmine a file's structure. Consider a val ue-returning conmand
that returns the value the file pointer should be set to in order
to point to the first byte of the next used page (bl ock or
record) beyond the current position of the file pointer. Wth
such a conmand, call it FNUB (Find Next Used Bl ock), the

foll owi ng sequence could be used to retrieve a holey file such as

FOO,
OPEN R FI LE
SETP B
a: FNUB //1et x=the val ue returned
i f x=null
t hen CLOS

el se ( SETP x
READ 512  //page size=512
goto a )

This presunes that the renpte user knows the bl ock (page) size so
that he can properly access the file. One can inagine files
havi ng bl ocks of variable size; perhaps FNUB should return two
val ues: the file pointer position of the next block and the size
of that block in bytes.

4. FAP shoul d provide neans for a renpte user to acquire certain
status and "descriptor" information about a given file. The
following is a (non-exhaustive) list of information which would
be useful to a user renotely accessing TENEX fil es:

- user’s access to file; can he read, wite, execute or append
the file?
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- size infornmation; byte size used in last wite access (OPEN
W of the file; file size in bytes (of that size).

- file access dates; date of create, |last read, |last wite.

- on TENEX a user can specify different access control for
different pages within the sane file; a renote user should be
abl e to acquire such access control information about files
(and be able to specify such access control when he creates

t henm .

5. There are many applications in which a renote user would like to
access several files simultaneously in nuch the same way as a
| ocal user can. FAP as proposed can not support such multiple
file access (of course, the user always has the option of going
through an ICP to establish another connection with the server).
FAP can be extended in a sinple way to support nultiple file
access by including the notion of a "file handle" which is used
to specify which file a given FAP command refers to. Wen the
user does:

OPEN R FOO

the server’s response would include a handle for FOO which the
user woul d use in subsequent references to FOO. The handl e
returned would be a string of the server’s choice; it mght be
the file’s name (FOO), a small integer, etc. Use of a (server
chosen) file handle rather than the conplete file name enabl es
the server to respond to FAP comuands w t hout incurring the
overhead of re-parsing the file nane for each command. To
illustrate, consider the followi ng sequence which opens a file
for reading and one for witing, reads 3 bytes fromthe first
file as data, conputes using the data and wites a 2 byte result
to the second file:

OPEN R FOO //server returns FH as handl e
OPEN WMOO //server returns MH as handl e
READ 3 FH !l user reads data

/' User does sone conputation on the 3 bytes
WRIT2 M //user wites the result

CLCS WH

CLCS FH

Reasonabl e defaults could be provided with handles: e.g., a FAP
command without a handle refers to the sane file as the previous
command; etc. (The association of a handle with a file is
probably better achieved via a separate FAP conmand rather than
as a side effect of the OPEN command; e.g.
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HNDL FOO )

It is inmportant to take local transformations into account (page
3 of RFC 520). However, it is equally inportant to allow a
renote user to suppress local transformations, if he w shes, so
that he can access the file as it is stored. This would enable a
programthat manipulates a file to work equally well whether the
file is local (and accessed "directly" via systemcalls) or
renote (and accessed "indirectly" via systemcalls that are
"trapped" and transforned into FAP comands which are sent to the

renote site).
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