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Provisions Relating to | ETF Docunents in effect on the date of
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material may not have granted the I ETF Trust the right to all ow
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not be created outside the | ETF Standards Process, except to fornmat
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Abst r act

This meno defines a Managenent |nformation Base (M B) nodul e that
contai ns textual conventions (TCs) to represent comonly used
pseudowi re (PW managenent information. The intent is that these TCs
will be inported and used in PWrelated M B nodul es that woul d
otherwi se define their own representations.
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1. Introduction

This meno defines a portion of the Managenent |nformation Base (M B)
for use with network managenent protocols in the Internet comunity.
In particular, it defines textual conventions used for pseudow re
(PW technol ogy and for Pseudow re Edge-to-Edge Enul ation (PWE3) MB
nodul es.

2. The Internet-Standard Managenent Framewor k

For a detailed overview of the docunents that describe the current
I nt ernet - Standard Managenent Franmework, please refer to section 7 of
RFC 3410 [ RFC3410].

Managed obj ects are accessed via a virtual information store, terned
t he Managenent Infornmation Base or MB. MB objects are generally
accessed through Sinple Network Managenent Protocol (SNWP). Objects
in the MB are defined using the nmechanisns defined in the Structure
of Managenent Information (SM). This nmeno specifies a M B nodul e
that is conpliant to the SMv2, which is described in STD 58, RFC
2578 [ RFC2578], STD 58, RFC 2579 [ RFC2579] and STD 58, RFC 2580

[ RFC2580] .

3. Conventions Used in This Docunent
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].
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4. oject Definitions
PWTC-STD-M B DEFINITIONS ::= BEG N

| MPORTS
MODULE- | DENTI TY, Unsi gned32, i b-2
FROM SNVPv2- SM -- [RFC2578]

TEXTUAL- CONVENTI ON
FROM SNWPv2- TC, -- [ RFC2579]

pwTcSt dM B MODULE- | DENTI TY
LAST- UPDATED "200904210000Z" -- 21 April 2009 00: 00: 00 GMT
ORGANI ZATI ON " Pseudow re Edge-to-Edge Enul ati on (PWE3) Wbrki ng
G oup”
CONTACT- | NFO
" Thomas D. Nadeau

Email: tom nadeau@t . com
David Zelig
Enmi | : davi dz@versi.com

Oly N cklass
Enmail: orlyn@ advi si on. com

The PWE3 Working Goup (email distribution pwe3@etf.org,
http://ww.ietf.org/htm .charters/pwe3-charter.htm)

DESCRI PTI ON
"This M B nodul e defines TEXTUAL- CONVENTI ONS
for concepts used in pseudow re edge-to-edge
net wor ks.

Copyright (c) 2009 I ETF Trust and the persons identified
as authors of the code. All rights reserved.

Redi stribution and use in source and binary forms, with or
wi t hout nodification, are pernitted provided that the follow ng
conditions are net:

- Redistributions of source code nust retain the above

copyright notice, this Iist of conditions and the foll ow ng
di scl ai ner.
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- Redistributions in binary form nust reproduce the above
copyright notice, this Iist of conditions and the follow ng
di sclainmer in the docunentation and/or other materials
provided with the distribution.

- Neither the nanme of Internet Society, |ETF or | ETF Trust, nor
the nanes of specific contributors, nmay be used to endorse or
pronote products derived fromthis software w thout specific
prior witten pernission

TH S SOFTWARE | S PROVI DED BY THE COPYRI GHT HOLDERS AND
CONTRI BUTORS " AS IS AND ANY EXPRESS OR | MPLI ED WARRANTI ES,

I NCLUDI NG, BUT NOT LIM TED TO, THE | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY AND FI TNESS FOR A PARTI CULAR PURPOSE ARE

DI SCLAI MED. I N NO EVENT SHALL THE COPYRI GHT OMNER OR

CONTRI BUTORS BE LI ABLE FOR ANY DI RECT, | NDI RECT, | NClI DENTAL,
SPECI AL, EXEMPLARY, OR CONSEQUENTI AL DAMAGES (| NCLUDI NG, BUT
NOT LIM TED TO, PROCUREMENT OF SUBSTI TUTE GOODS OR SERVI CES;
LOSS OF USE, DATA, OR PRCFITS; OR BUSI NESS | NTERRUPTI ON)
HOWEVER CAUSED AND ON ANY THEORY OF LI ABILITY, WHETHER I N
CONTRACT, STRICT LIABILITY, OR TORT (I NCLUDI NG NEGLI GENCE OR
OTHERW SE) ARI SI NG I N ANY WAY OUT OF THE USE CF THI S SOFTWARE
EVEN | F ADVI SED OF THE POSSI BI LI TY OF SUCH DAMAGE

This version of this MB nodule is part of RFC 5542;
see the RFC itself for full legal notices."

-- Revision history.

REVI SI ON "200904210000Z" -- 21 April 2009 00:00: 00 GvVII
DESCRI PTI ON
"Original Version"
o= { mb-2 188 }

PwG oupl D :: = TEXTUAL- CONVENTI ON
DI SPLAY- HI NT "d"
STATUS current
DESCRI PTI ON

"An administrative identification for grouping a
set of service-specific pseudowi re services."
SYNTAX Unsi gned32

Pw DType ::= TEXTUAL- CONVENTI ON
DI SPLAY-HI NT "d"
STATUS current
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DESCRI PTI ON
"Pseudowire ldentifier. Used to identify the PW
(together with some other fields) in the signaling
session.”
SYNTAX Unsi gned32

PwW ndexType ::= TEXTUAL- CONVENTI ON
DI SPLAY- HI NT "d"
STATUS current
DESCRI PTI ON

"Pseudowi re I ndex. A unique value, greater than zero
for each locally defined PW Used for indexing
several M B tables associated with the particular PW
It is reconmmended that val ues are assigned contiguously
starting from21l. The value for each PWMJIST renain
constant at least fromone re-initialization
to the next re-initialization."”

SYNTAX Unsi gned32 (1..4294967295)

Pwl ndexOr Zer oType :: = TEXTUAL- CONVENTI ON
DI SPLAY- HI NT "d"
STATUS current
DESCRI PTI ON
"Thi s TEXTUAL- CONVENTI ON i s an extension of the
PwW ndexType convention. The latter defines a greater-
t han-zero value used to identify a pseudowire
in the managed system This extension pernmits the
addi ti onal value of zero. The zero value is object-specific
and MUST therefore be defined as part of the description of
any object that uses this syntax. Exanples of the usage of
zero mght include situations where pseudow re was unknown,
or where none or all pseudowires need to be referenced.”
SYNTAX Unsi gned32 (0..4294967295)

PwOper St at usTC : : = TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON
"Indi cates the operational status of the PW
- up(1): Ready to pass packets.
- down(2): PWsignaling is not yet finished, or

i ndi cations available at the service
| evel indicate that the PWis not
passi ng packets.

- testing(3): Admi nStatus at the PWlevel is set to
test.
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- dormant (4): The PWis not in a condition to pass
packets but is in a 'pending state,
wai ting for some external event.

- notPresent (5): Some conponent is missing to acconplish
the setup of the PW It can be
configuration error, inconplete
configuration, or a mssing H W conponent.

- | ower LayerDown(6): One or nore of the |lower-layer interfaces
responsi bl e for running the underlying PSN
is not in OperStatus 'up state."

SYNTAX | NTEGER {

up(1),

down(2),

testing(3),

dor mant (4),

not Present (5),

| ower Layer Down( 6)

}
PwAt t achnent | denti fier Type ::= TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"An octet string used in the generalized Forward Error
Correction (FEC) elenent for identifying attachnent forwarder
and groups. A NULL identifier is of zero |length.

SYNTAX  OCTET STRING (Sl ZE (0. . 255))

PwGenl dType :: = TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"Represents the Attachnent Goup ldentifier (AG) Type and
Attachment |ndividual ldentifier (All) Type in generalized FEC
signaling and configuration.

SYNTAX Unsi gned32( 0..254 )

PwWCWSt at usTC : : = TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"Indicates the status of the control word (CWN negotiation
based on the local configuration and the indications received
fromthe peer node.

wai t i ngFor Next Msg(1) indicates that the node is waiting for
anot her | abel mapping fromthe peer.
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sent WongBi t Error Code(2) indicates that the | ocal node has
notified the peer about a mismatch in the Cbit.

r xW t hdr awW t hW ongBi t Err or Code(3) indicates that a wthdraw
message has been received with the wong G bit error code.

illegal ReceivedBit(4) indicates a C-bit configuration with
the peer that is not conpatible with the PWtype.

cwPresent (5) indicates that the CWis present for this PW

If signaling is used, the C-bit is set and agreed upon between
the nodes. For manually configured PW the |ocal
configuration requires the use of the CW

cwNot Present (6) indicates that the CWis not present for this
PW If signaling is used, the Cbit is reset and agreed upon
bet ween the nodes. For manually configured PW the | ocal
configuration requires that the CWnot be used.

not Yet Known(7) indicates that a | abel mappi ng has not yet
been received fromthe peer.

REFERENCE
"Martini, et al., 'Pseudowi re Setup and Mii ntenance Using
the Label Distribution Protocol’, [RFC4447]."

SYNTAX | NTEGER {
wai t i ngFor Next Msg(1),
sent W ongBi t Err or Code( 2),
r xW t hdr awW t hW ongBi t Er r or Code( 3),
i Il egal ReceivedBit (4),
cwPresent (5),
cwNot Present (6),
not Yet Known( 7)

}
PwSt at us :: = TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"Indicates the status of the PWand the interfaces affecting
this PW If none of the bits are set, it indicates no faults
are reported.
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SYNTAX  BITS {
pwNot For war di ng( 0),
servi cePwRxFaul t (1),
servi cePwIxFaul t (2),
psnPwRxFaul t (3),
psnPwTxFaul t (4)

}
PwFr agSi ze :: = TEXTUAL- CONVENTI ON
DI SPLAY- HI NT "d"
STATUS current
DESCRI PTI ON
"If set to a value other than zero, it indicates the desired
fragmentation length in bytes. |[If set to zero,

fragmentation is not desired for PSN bound packets.

SYNTAX  Unsi gned32

PwFragSt at us :: = TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"Indicates the status of the fragnentation/reassenbly process
based on |l ocal configuration and peer capability.

noFrag(0) bit indicates that | ocal configuration is for no
fragment ati on.

cf gFragG eat er ThanPsnM u(1) bit indicates that the | ocal node
is set to fragnent, but the fragnmentation size is greater
than the MIU avail able at the PSN between the nodes.
Fragnentation is not done in this case.

cf gFr agBut Renot el ncapabl e(2) bit indicates that the |oca
configuration conveys the desire for fragmentation but
the peer is not capable of reassenbly.

renot eFragCapabl e(3) bit indicates that the renpte node
is capable to accept fragnented PDUs.

fragEnabl ed(4) bit indicates that fragmentation will be used
on this PW Fragnentation can be used if the | ocal node was
configured for fragnentation, the peer has the capability

to accept fragnented packets, and the CWis in use for this

PW "

REFERENCE

"Malis, A and M Townsl ey, ’'Pseudow re Enul ati on Edge-t o-
Edge (PWE3) Fragnentation and Reassenbly’, [RFC4623]."
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SYNTAX  BITS {
noFrag(0),
cf gFragG eat er ThanPsnM u( 1),
cf gFr agBut Renot el ncapabl e(2),
r enot eFr agCapabl e(3),
fragEnabl ed(4)

}
PwCf gl ndexOr zer o @ : = TEXTUAL- CONVENTI ON
DI SPLAY- HI NT "d"
STATUS current
DESCRI PTI ON

"Index in any of the relevant configuration tables for
suppl enent information regardi ng configuration of the
specific technology. Value zero inplies no additiona
configuration information is applicable.”
SYNTAX Unsi gned32 (0..4294967295)
END

5. Security Considerations
Thi s nmodul e does not define any nanagenment objects. Instead, it
defines a set of textual conventions that nmay be used by ot her PWE3
M B nodul es to define managenent obj ects.
Meani ngf ul security considerations can only be witten in the MB
nmodul es that define nanagenent objects. Therefore, this docunent has
no i npact on the security of the Internet.

6. | ANA Consi derati ons

The M B nodule in this docunent uses the follow ng | ANA-assi gned
OBJECT | DENTI FI ER val ue recorded in the SM Nunbers registry:

Descri pt or OBJECT | DENTI FI ER val ue

pwTcSt dM B { mb-2 188 }
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