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Abst r act

The call er preferences specification for the Session Initiation
Protocol (SIP) allows a caller to express preferences that the cal

be routed to a User Agent (UA) with particular capabilities.
Simlarly, a specification exists to allowa UAto indicate its
capabilities in a registration. Anpongst those capabilities are the
type of nedia streans the agent supports, described as top-level MM
types. The 'application” MM type is used to describe a broad range
of streamtypes, and it provides insufficient granularity as a
capability. This specification allows a UA to indicate which
application subtypes the agent supports.

Status of This Meno
This is an Internet Standards Track docunent.

This docunment is a product of the Internet Engi neering Task Force
(ITETF). It represents the consensus of the I ETF comunity. |t has
recei ved public review and has been approved for publication by the
I nternet Engineering Steering Goup (IESG. Further information on
Internet Standards is available in Section 2 of RFC 5741.

I nformation about the current status of this docunent, any errata,
and how to provide feedback on it nmay be obtai ned at
http://ww. rfc-editor.org/info/rfc5688

Copyright Notice

Copyright (c) 2010 I ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docunent nust

Rosenber g St andards Track [ Page 1]



RFC 5688 Appl i cation Subtype Tag January 2010

include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided wi thout warranty as
described in the Sinplified BSD License.

This docunment may contain material from|ETF Docunents or |ETF
Contributions published or made publicly avail abl e bef ore Novenber
10, 2008. The person(s) controlling the copyright in sonme of this
materi al may not have granted the IETF Trust the right to all ow

nodi fications of such material outside the | ETF Standards Process.
Wt hout obtaining an adequate license fromthe person(s) controlling
the copyright in such materials, this docunent may not be nodified
outside the | ETF Standards Process, and derivative works of it may
not be created outside the | ETF Standards Process, except to fornmat
it for publication as an RFC or to translate it into |anguages other
t han Engli sh.
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1. Introduction

The call er preferences specification [ RFC3841] for the Session
Initiation Protocol (SIP) [RFC3261] allows a user to express
preferences for the routing of SIP requests. These preferences are
expressed as a set of desired capabilities and characteristics of a
recei ving agent. When a user agent registers to the SIP network, it
includes, as part of its registration, its own capabilities and
characteristics [RFC3840]. These capabilities are stored as part of
the registration, and then nade available to the proxy in the
network. When a request arrives at the proxy with caller
preferences, the preferences in the request are conpared with the
supported characteristics and capabilities stored in the
registrations, and the result is used to select the target user
agents for the request.

RFC 3840 mekes use of nedia feature tags [ RFC2506]. Each tag has a
nane and a type. The tags defined in RFC 3840 describe sone of the
basi c characteristics of user agents, including whether or not they
are automata (the sip.autonmata tag), their class (the sip.class tag),
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whet her they support nedia in one or both directions (the

si p. dupl ex), and whether they are a conference focus (sip.isfocus).
These tags also include SIP capabilities, including the schenes
supported by the agent (sip.schenes), the methods (sip.methods), and
the event packages (sip.events) [RFC3265].

RFC 3840 al so defines nedia feature tags for nultinedia streamtypes
There is a nedia feature tag defined for each top-level nedia type --
sip.audi o for audio streans, sip.video for video streans, and so on
The primary use case for this is to correctly deliver multinmedi a
sessions to the user agent that supports that nedia type. Consider a
caller on a videophone that wants to have a video call w th another
user. That user has two devices -- a nobile phone that only supports
audi o and a vi deophone. W’d like to deliver the videophone call to
t he vi deophone as a first priority, and only 'ring the nobile device
for an audio-only call if the user is not present on the videophone.

RFC 3840 defines nedia feature tags for each and every top-1leve

medi a type, including "application’. This nmedia type covers an
extrenmely broad range of subtypes -- multiplayer ganes of all sorts
shared whiteboards and application sharing, and so on. Wth audio
and video, where there is often a common codec supported by agents
(i.e., a common subtype). Consequently, if a caller wants an audio
session, routing the request to any user agent that supports audio is
likely to result in successful comrunications. However, wth
application streans, just routing a request to an agent that supports
*sone* application streamisn’t useful; application streans for
different applications are wildly different. Consequently, the
application nedia feature tag does not provide sufficient granularity
for call preferences. The specific application subtype needs to be

i ndicated as well.

To renedy this, this specification defines a new nedia feature tag
that indicates which application subtypes are supported by the agent
for stream ng. The name of this nmedia feature tag is ’'sip.app-

subt ype’

2. Terninol ogy
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

3. sip.app-subtype Media Feature Tag
The ' sip. app-subtype’ nedia feature tag is of type token with a case-

insensitive equality relationship. |Its value can be any registered
or private M ME application subtype conpliant to the subtype-nane
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grammar defined in [ RFC4288]. Wen included in the Contact header
field of a REA STER request, an agent SHOULD include all application
subtypes that it can support as streaming formats. An application
subtype is supported if the user agent woul d be capabl e of processing
a Session Description Protocol (SDP) [ RFC4566] offer [ RFC3264] that
contai ned that subtype as a format in the mline of the SDP

When included in the Accept-Contact or Reject-Contact header field,
it indicates a desire on the part of a User Agent Cient (UAC) to be
connected to a User Agent Server (UAS) that can support or cannot
support, respectively, stream ng using that application subtype.

It is inportant to note that this nedia feature tag is only

i ndicating the stream ng nedia types that a user agent is capable of
supporting. It says nothing about the functionality provided by the
user agent itself or the MM types that the agent can send or
receive in SIP nessages or enmails. For exanple, let us assune that a
SI P user agent is capable of supporting a chess gane. The gane is

pl ayed by each user sendi ng chess noves as binary objects over UDP
bet ween a pair of user agents. Those objects have a M Me type of
"application/exanple". Wen a UA includes the sip.app-subtype nedia
feature tag in a Contact header field with a value of "exanple", it
means that the UA can handle a SIP INVITE that contained an SDP with
an application nedia line and format of "exanple". |t does not nean
that the SIP user agent is a chess application, or that the user
agent can accept SIP requests that include bodies of type
"application/exanple". To indicate that a user agent can accept SIP
requests that include bodies of type "application/exanple", the agent
woul d utilize the "type" nedia feature tag as defined in [ RFC3840].

A consequence of this is that, as new streaning nedia type formats
are defined (such as ganme stream formats, whiteboard session formats,
and so on), they SHOULD be defined using the SDP application stream
and utilize a MME application subtype.

4., Exanpl e
The following is an exanple SIP REG STER nessage fragnent indicating
usage of this nedia feature tag. The REGQ STER indicates that the UA

can participate in application nmedia sessions utilizing exchange of
obj ects of type "application/exanple”
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REQ STER si p: exanpl e.com SIP/ 2.0

To: sip: Y@xanpl e. com

Cont act: <sip: Yl@c. exanpl e. conp
; met hods="1NVI TE, ACK, OPTI ONS, BYE, CANCEL"

uri-user="<Y1l>"

uri - donmi n="exanpl e. cont'

audi o

schenes="si p"

nmobi i ty="fi xed"

cl ass="personal "

+si p. app- subt ype="exanpl e"

Such a registration indicates that an INVITE of the following form

I NVI TE si p: Y@xanpl e.com SI P/ 2.0
To: sip: Y@xanpl e. com
Cont ent - Type: application/sdp
Cont ent - Lengt h: .

o

j doe 2890844526 2890842807 IN I P4 10.47.16.5
N IP4 192.0.1.2

0

nmFaudi o 49170 RTP/ AVP 0

m=appl i cati on 8493 udp exanpl e

+0o0<
o ——

woul d be accepted by the UA. The SDP in the I NVITE indicates an
audi o session and an application session that runs over UDP and
exchanges "appli cati on/ exanpl e" object formats.

5. Security Considerations

When present in a REGQ STER request, this nedia feature tag gives

i nformati on on the set of supported application nedia streans. It is
possible that this information is sensitive, providing insight into
the capabilities of a product. These considerations are already

di scussed in RFC 3840, and those considerations apply here as well.
Applications that utilize this nmedia feature tag SHOULD provi de a
means for ensuring its integrity. Simlarly, the media feature tag
should only be trusted as valid when it conmes fromthe user or user
agent described by the feature tag. As a result, mechanisns for
conveying the feature tag SHOULD provi de a nechani sm for guaranteei ng
aut henticity.

6. | ANA Consi derati ons

This specification adds a new nedia feature tag to the SIP Medi a
Feature Tag Regi stration Tree defined in RFC 3840 [ RFC3840].
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Media feature tag name: sip.app-subtype
ASN. 1 ldentifier: 1.3.6.1.8.4.24

Summary of the nmedia feature indicated by this tag: This feature tag
i ndi cates the M ME application subtypes supported by the agent for
pur poses of stream ng nedi a.

Val ues appropriate for use with this feature tag: Token (equality
rel ati onship).

The feature tag is intended primarily for use in the foll ow ng
applications, protocols, services, or negotiation nechanisns:
This feature tag is nost useful in a comunications application,
for describing the capabilities of a device, such as a phone or
PDA.

Exanpl es of typical use: Routing a call to a phone that can support
a mul tiplayer gane.

Rel at ed standards or docunents: RFC 5688

Security Considerations: Security considerations for this nedia
feature tag are discussed in Section 5 of RFC 5688.
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