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CCN NETRJS SERVER
MESSAGES TO REMOTE USER

A I NITIAL CONNECTI ON, SIGNON, AND SI GNOFE

1. If CCN refuses an ICP to a NETRJS socket, it neans either that
there is no free core within the NCP region, or that CCN s
software is crashing.

2. Once ICP is conpleted, CCN might send the user one of the fol-
| owi ng nessages and cl ose the Tel net connecti ons:

NRJ110l NETRJS PORTS BUSY. TRY LATER
This may be expected occasionally; frequent occurrance
shoul d be reported to CCN User Rel ations (825-7548), or
t o BELL@CCN.
NRJ111l RIS NOT UP, TRY LATER
3. Normal |y, however, the user will receive a READY nessage:

NRI876R CCN NETRJS READY. ENTER S| GNON

If the user sends no operator input for 3 nminutes, CCN will
send:

NRJ308R SI GNON TI MEQUT EXCEEDED
NRJ205R NETRJS SESSI ON TERM NATED

and cl ose the Tel net connection. |f he sends an invalid SIG
NON command, he will receive the nessage:

NRI307R | NVALI D SI GNON, RE- ENTER
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\ 0337 Finally, a valid signon will be acknow edged by RIS with the
nessage
RIS7501 TERM NAL -termi d- HAS SI GNED ONTO RIS
4, If the user term nates the session by entering a SI GNOFF com

mand, NETRJS will wait until all data transfer has conpleted
bef ore sendi ng the nessage:

NRJ205R NETRJS SESSI ON TERM NATED

and cl osing the Tel net connecti on.

B. REMOTE SI TE OR NETWORK FAI LURES

1. During data transfer, the user nust be reasonably responsive.
If not, CCNwill close the data transfer connection and send
the renote operator nessage:

NRJ5041 DATA TRANSFER TI MEQUT FOR THE -device-, -termd-
a) if -device- is PRINTER or PUNCH, user site

st opped accepting bits (sending "allocates")
for over 5 mnutes.

b) if -device- is READER, user site |eft reader
connection open w thout sending any bits for 5
ni nut es.
2. During data transfer on the CR connection, CCN nay detect an

i ncorrect header or record, presunmably due to user site
software or Network transmission error. The follow ng nes-
sages beginning with the word "BAD' will foll ow an NRJ512I
message containing the faulty header in hex:

NRJ5051 BAD HEADER SEQUENCE FOR NETRJS READER

Sequence nunber in transaction header does not nmtch
i nternal counter of records passed.

NRJ5061 BAD HEADER LENGTH FOR NETRJS READER

Length given in header exceeds 8380 bytes.
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\ 0337 NRJ5071 BAD HEADER TYPE FOR NETRJS READER

Type code in header is not X FF (data) or X FE
(end- of - dat a)

NRJ5111 BAD FILL BIT COUNT FOR NETRJS READER

The filler bit count in header is not a nultiple of
8.

3. If the header is correct but a data record is faulty, the fol-
| owi ng nessage will be sent to a renote user:

NRJ602l |ine STREAM ERRCR - READER, -code-

A protocol error was detected in the READER stream
CCN will close the streamand ready it to be reo-
pened so the renpte user may retry the data transfer
operation. The valid -code- val ues are:

CODE ERROR
1 Device id byte has high bit off.
2 End of transaction in the mddle of a data |line.
3 Truncated input |line |onger than 255 bytes.
4 In conpressed text, string control byte has high
bit off.
5 In conpressed text, duplicate blank string extends

Iine | onger than 255 bytes.

6 In conpressed text, duplicate character string
extends line |longer than 255 bytes.

7 In conpressed text, character string extends |line
| onger than 255 bytes.
4, Finally, if the user aborts his data transfer, he receives the

nessage:

NRJ5021 NETRIJS -devi ce- DATA TRANSFER ABORTED BY USER
-termd-.
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CCN FAI LURES

The CCN operator can cancel a NETRIJS session, aborting any
open data transfer streanms and sendi ng the nessage:

NRJ2041 NETRJS SESSI ON ABORTED BY CENTRAL OPERATOR, TERME
-term d-

Any of the followi ng nessages indicate a serious CCN Network
software problem and will cause the session to be aborted:

NRJ106A NETRJIS DEAD - EXCHANGE | NOPERATI VE
NRJ201A NETRJS DT SOCKET ERROR - BAD LI STEN
NRJ208A NETRJS PROGRAM CHECK I N -device-, code=ccc
NRJ209A NETRJS LOAD FAI LED FOR -devi ce-, code=xx
NRJ3041 RJS LI NE HANDLER DEAD
NRJ401l RJS LI NE HANDLER DEAD
NRJ4021 RJS LI NE HANDLER DEAD
Any of these should be reported to CCN
Besi des gl obal catastrophes |ike these above, the user night
encounter a failure of a particular data transfer process.
These do not term nate the session, only cause the data con-
nection to be refused or ternminated; the user can try again to
open the data connection. Repeated failure should be reported
to CCN.
NRJ5011 NO CORE FOR DATA TRANSFER BUFFER - devi ce-
NRJ5031 NO CORE FOR DATA TRANSFER WORKAREA - devi ce-
NRJ2071 NO CORE FOR- devi ce- DATA TRANSFER MODULE
Due to core nmenory lintations in CCN s NCP,
-devi ce- cannot be started now The data transfer
connection indicated by -device- will be refused.

This may happen occasionally during active peri ods,
but repeated occurrences should be reported to CCN
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\ 0337 NRJ5091 -devi ce- DATA TRANSFER DEAD
NRJ510l -devi ce- DATA TRANSFER DEAD
NRJ602I |ine STREAM ERRCR - PRI NTER, -code-
NRJ602I |ine STREAM ERROR - PUNCH, -code-
CCN data transfer failed, but recovery may be possi-

ble. User may try again.

[ This RFC was put into machine readable formfor entry ]
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[ Page 5]



