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Abstract

The I ETF TRILL (TRansparent |nterconnection of Lots of Links)

protocol provides | east cost pair-wi se data forwarding w thout
configuration in nulti-hop networks with arbitrary topol ogy, safe
forwardi ng even during periods of tenporary |oops, and support for

mul ti pat hi ng of both unicast and nulticast traffic. TRILL
acconplishes this by using IS-1S (Internediate Systemto Internediate
Systenm) link state routing and by encapsulating traffic using a
header that includes a hop count. Devices that inplenment TRILL are
call ed "RBridges" (Routing Bridges).

TRILL supports multi-access LAN (Local Area Network) |inks that can
have nultiple end stations and RBridges attached. Where nultiple
RBridges are attached to a link, native traffic to and from end
stations on that link is handled by a subset of those RBridges called
"Appoi nted Forwarders", with the intent that native traffic in each
VLAN (Virtual LAN) be handl ed by at nost one RBridge. The purpose of
this docunent is to inprove the docunentation of the Appointed

Forwar der nechanism thus, it updates RFC 6325.

Status of This Meno
This is an Internet Standards Track docunent.

This docunent is a product of the Internet Engi neering Task Force
(IETF). It represents the consensus of the I ETF comunity. |t has
recei ved public review and has been approved for publication by the
I nternet Engineering Steering Goup (IESG. Further information on
Internet Standards is available in Section 2 of RFC 5741.

I nformation about the current status of this docunent, any errata,

and how to provide feedback on it nmay be obtained at
http://ww. rfc-editor.org/info/rfc6439
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1. Introduction

The I ETF TRILL (TRansparent |nterconnection of Lots of Links)

prot ocol [RFC6325] provides optinmal pair-wi se data frane forwarding
wi t hout configuration in nmulti-hop networks with arbitrary topol ogy,
safe forwardi ng even during periods of tenporary | oops, and support
for multipathing of both unicast and nulticast traffic. TRILL
acconplishes this by using IS-1S (Internediate Systemto Internmediate
System) [IS-1S] [RFCL195] link state routing and encapsul ati ng
traffic using a header that includes a hop count. The design
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supports VLANs (Virtual Local Area Networks) and optim zation of the
distribution of multi-destination frames based on VLANs and | P-
derived multicast groups. Devices that inplement TRILL are called
"RBridges" (Routing Bridges).

Section 2 of [RFC6327] explains the environnent for which the TRILL
protocol is designed and the differences between that environnment and
the typical Layer 3 routing environnent.

TRILL supports multi-access LAN (Local Area Network) |inks that can
have nultiple end stations and RBridges attached. Where nultiple
RBridges are attached to a link, native traffic to and from end
stations on that link is handl ed by a subset of those RBridges called
"Appoi nted Forwarders", with the intent that native traffic in each
VLAN be handl ed by at nobst one RBridge. An RBridge can be Appointed
Forwar der for many VLANs.

The purpose of this docunent is to inprove the docunentation of the
Appoi nt ed Forwarder nmechanism thus, it updates RFC 6325. It

i ncludes reference inplenentation details. Alternative

i mpl enmentations that interoperate on the wire are permtted.

The Appoi nted Forwarder nechanismis irrelevant to any link on which
end station service is not offered. This includes |Iinks configured
as point-to-point 1S-1Slinks and any link with all RBridge ports on
that link configured as trunk ports. (In TRILL, configuration of a
port as a "trunk port" just neans that no end station service will be
provided. It does not inply that all VLANs are enabled on that

port.)

The Appoi nted Forwarder nechani sm has no effect on the formation of
adj acencies, the election of the Designated RBridge (DRB) for a link,
MIU mat chi ng, or pseudonode formation. Those topics are covered in

[ RFC6327]. Furthernore, Appointed Forwarder status has no effect on
the forwarding of TRILL Data franes. It only affects the handling of
native franes.

For other aspects of the TRILL base protocol, see [ RFC6325] and
[ RFC6327]. Familiarity with [RFC6325] and [ RFC6327] is assumed in
this docunment. 1In case of conflict between this docunment and
[ RFC6325], this docunent prevails.
1.1. Termnology and Acronyns
Thi s docunent uses the acronyns defined in [ RFC6325].

A "trunk port" is a port configured with the "end station service
di sabl e" bit on, as described in Section 4.9.1 of [RFC6325].
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In this docunent, the term"link" neans "bridged LAN', that is to say
some conbination of physical links with zero or nore bridges, hubs,
repeaters, or the I|ike.

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWMENDED', "NOT RECOMMVENDED', "MAY", and
"OPTIONAL" in this docunment are to be interpreted as described in

[ RFC2119] .

2. Appointed Forwarders and Their Appoi nt ment

The Appointed Forwarder on a link for VLAN-x is the RBridge that

i ngresses native franes fromthe |ink and egresses native franes to
the link in VLAN-x. By default, the DRB (Designated RBridge) on a
link is in charge of native traffic for all VLANs on the link. The
DRB may, if it wishes, act as Appointed Forwarder for any VLAN and it
may appoi nt other RBridges that have ports on the |link as Appointed
Forwarder for one or nore VLANSs.

It is inmportant that there not be two Appointed Forwarders on a link
that are ingressing and egressing native frames for the same VLAN at
the sane tine. Should this occur, it could forma |oop where franes
are not protected by a TRILL Hop Count for part of the loop. (Such a
condition can even occur through two Appointed Forwarders for two

di fferent VLANs, VLAN-x and VLAN-y, if ports or bridges inside the
link are configured to map frames between VLAN-x and VLAN-y as

di scussed in Section 2.4.) Wile TRILL tries to avoid such
situations, for loop safety there is also an "inhibition" nechanism
(see Section 3) that can cause an RBridge that is an Appointed
Forwarder to not ingress or egress native franes.

As discussed in Section 5, an RBridge may have nmultiple ports on a
link. As discussed in [RFC6327], if there are nultiple ports with
the sane Media Access Control (MAC) address on a link, all but one

wi || be suspended. The case of nultiple ports on a link for one

RBri dge and the case of nultiple ports with the sanme MAC address on a
Iink and conbi nati ons of these cases are fully accomobdat ed; however,
multiple ports on a link for one RBridge is expected to be a rare
condition and duplicate MAC addresses are not recommended by either
TRILL or | EEE 802.1 standards.

Appoi nted Forwarder status has no effect on the forwarding of TRILL
Data franes. It only affects the handling of native franes.
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There are three nechani sns by which an RBridge can be appoi nted or
un- appoi nted as Appointed Forwarder: as a result of the DRB el ections
[ RFC6327] as discussed in Section 2.1, as a result of action by the
DRB as discussed in Section 2.2, as a result of a local configuration
action as discussed in Section 2.3.

2.1. Appointnent Effects of DRB El ections

Wien an RBridge believes that it has becone the DRB on a |ink, by
default, it can act as Appointed Forwarder for any VLANs on that |ink
that it chooses as long as its port is not configured as a trunk port
and has that VLAN enabled (or at |east one of its ports neets these
criteria, if it has nore than one port on the |ink).

An RBridge |oses all Appointed Forwarder status when

1. it decides that it has lost the status of being the DRB for a
l'ink; or

2. it observes a change in the RBridge that is the DRB for the link
wi thout itself beconing the DRB.

In the rare corner case where an RBridge has nore than one port on a
Iink, one of which was previously the DRB el ecti on wi nner but has
just lost the DRB election to a different port of the sanme RBridge
(possi bly due to managenent configuration of port priorities), there
is no change in which RBridge is the DRB. Therefore, neither of the
above points applies and there is no change in Appointed Forwarder
stat us.

2.2. Appointnent and Renoval by the DRB

The DRB may appoi nt other RBridges on the link through inclusion of
one or nore Appointed Forwarders sub-TLVs [RFC6326] in a TRILL Hello
it sends on the Designated VLAN out the port that won the DRB

el ection. When the DRB sends any appointnments in a TRILL Hello, it
must send all appointnments for that link in that Hello. Any previous
appoi ntment not included is inplicitly revoked.

Al t hough the DRB does not need to announce the VLANs for which it has
chosen to act as Appointed Forwarder by sending appoints for itself,
if the DRB wi shes to revoke all appointnents for RBridges other than
itself on the link, it is recomended that it send a TRILL Hello with
an appointnment for itself for sone VLAN

The DRB MUST NOT send any appointnments on a link unless its DRB
inhibition timer (see Section 3) for that link is expired.
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How t he DRB deci des what other RBridges on the link, if any, to
appoi nt forwarder for which VLANs is beyond the scope of this
docunent .

2.2.1. Processing Forwarder Appointments

When a non-DRB RBridge that can offer end station service on a link
receives a TRILL Hello that is not discarded for one of the reasons
given in [ RFC6327], it checks the source MAC address and the Port ID
and SystemIDin the Hello to determine if it is fromthe w nning DRB
port. If it is not fromthat port, any Appointed Forwarder sub-TLVs
inthe Hello are ignored, and there is no change in the receiving

RBri dge’' s Appoi nted Forwarder status. Al so, if no Appointed

Forwar der sub-TLVs are present in the TRILL Hello, there is no change
in the receiver’s Appoi nted Forwarder status.

However, if the TRILL Hello is fromthe winning DRB port and the
Hel | o i ncludes one or nore Appoi nted Forwarder sub-TLVs, then the
recei ving RBridge becones appointed for the VLANs that are both
listed for it in the Hello and are enabled on the receiving port.
(If the appointnent includes VLAN | Ds 0x000 or OxFFF, they are

i gnored, but any other VLAN IDs are still effective.) |If the
recei ver was Appoi nted Forwarder for any other VLANs, its Appointed
Forwarder status for such other VLANs is revoked. For exanple, if
none of these sub-TLVs in a Hello appoints the receiving RBridge,
then it |loses all Appointed Forwarder status and is no | onger
Appoi nted Forwarder for any VLAN on the port where the Hell o was
recei ved.

The handling of one or nore Appointed Forwarder sub-TLVs in a Hello
fromthe winning port that appoints the receiving RBridge is as
follows. An appointment in an Appointed Forwarder sub-TLV is for a
specific RBridge and a contiguous interval of VLAN IDs; however, as
stated above, it actually appoints that RBridge forwarder only for
the VLAN(s) in that range that are enabled on one or nore ports that
RBri dge has on the link (ignoring any ports configured as trunk ports
or as IS IS point-to-point ports). |If the RBridge was Appointed
Forwarder for any additional VLANs beyond the VLANs for which it was
bei ng appointed, it |oses Appointed Forwarder status for such
addi ti onal VLANSs.

There is no reason for an RBridge to renmenber that it received a

val id appoi ntmrent nmessage for a VLAN that was ineffective because the
VLAN was not enabl ed on the port where the nessage was received or
because the port was a trunk or point-to-point port. It does not
becone Appoi nted Forwarder for such a VLAN just because that VLAN is
| ater enabled or the port | ater reconfigured.
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It should be straightforward for the DRB to send, within one Hell o,

t he appointnents for several dozen VLAN IDs or several dozen bl ocks
of contiguous VLAN IDs. Should the VLANs the DRB wi shes to appoint
be inconveniently distributed, for exanple, the proverbial case where
the DRB RB1 wi shes to appoint RB2 forwarder for all even-nunbered
VLANs and appoi nt RB3 forwarder for all odd-nunbered VLANs, the

foll owi ng nethod may be used. The network manager nornally controls
what VLANs are enabled on RBridge port. Thus, the network manager
can appoint an RBridge forwarder for an arbitrary set of scattered
VLANs by enabling only those VLANs on the relevant port (or ports)
and then having the DRB send an appoi ntnent that appears to appoint
the target RBridge forwarder for all VLANs. However, for proper
operation and inter-RBridge conmuni cation, the Designated VLAN for a
I ink SHOULD be enabled on all RBridge ports on that link, and it nmay
not be desired to appoint the RBridge forwarder for the Designated
VLAN. Thus, in the general case, it would require two appoi ntments,
although it would still only require one appointnent if the

Desi gnated VLAN were an extrene | ow or high value such as VLAN OxFFE
or the default VLAN 1.

For exanple, assunme the DRB wants RB2 to be Appointed Forwarder for
all even-nunmbered VLANs and the Designated VLAN for the link is VLAN
101. The network manager could cause all even-nunbered VLANs plus
VLAN 101 to be enabled on the relevant port of RB2 and then, with the
desired effect, cause the DRB to send appointnents to RB2 appointing
it forwarder for all VLANs from 1 through 100 and from 102 t hrough
4,094.

Shoul d t he network manager have m sconfigured the enabl ed VLANs and
Appoi nted Forwarders, resulting in two RBridges believing they are
Appoi nted Forwarders for the same VLAN, then item4 in Section 3 will
cause one or nore of the RBridges to be inhibited for that VLAN

2.2.2. Frequency of Appointments

It is not necessary for the DRB to include the forwarder appointnments
in every TRILL Hello that it sends on the Designated VLAN for a link.
For |l oop safety, every RBridge is required to indicate, in every
TRILL Hello it sends in VLAN-x on a link, whether it is an Appointed
Forwarder for VLAN-x for that link (see item4 in Section 3). It is
al so RECOMMENDED t hat the DRB have all VLANs for which end station
service will be offered on the link as well as the Designated VLAN,
enabl ed. Thus, the DRB will generally be inforned by other RBridges
on the Iink of the VLANs for which they believe they are Appointed
Forwarder. |f this matches the appointnents the DRB w shes to nake,
it is not required to re-send its forwarder appoi ntnents; however,
for robustness, especially in cases such as VLAN mi sconfigurations in
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a bridged LAN link, it is RECOWENDED that the DRB send its forwarder
appoi ntments on the Designated VLAN at | east once per its Hol ding
Time on the port that won the DRB el ection

2.2.3. Appointed Forwarders Limt

The mechani sm of DRB forwarder appointnent and the linted | ength of
TRILL Hellos inpose a limt on the nunber of RBridges on a link that
can be Appointed Forwarders. To obtain a conservative estimate,
assune that no nore than 1000 bytes are available in a TRILL Hello
for such appointnents. Assune it is desired to appoint various
RBridges on a link forwarder for arbitrary non-intersecting sets of
VLANs. Using the techni que di scussed above woul d generally require
two appoi ntnents, or 12 bytes, per RBridge. Wth allowance for

sub- TLV and TLV overhead, appointnents for 83 RBridges would fit in
under 1000 bytes. Including the DRB, this inplies a link with 84 or
nmore RBridges attached. Links with nore than a handful of RBridges
attached are expected to be rare.

Note: |If the Designated VLAN were an extreme |ow or high val ue, such
as VLAN 1, which is the default and may be a common value in
practice, only 6 bytes per RBridge would be required. This would
permt twice as many different Appointed Forwarder RBridges than

i ndi cated by the general analysis above or, alternatively, would take
only half as nuch space to appoint the same nunber of Appointed

For war der s.

Unnecessary changes in Appointed Forwarders SHOULD NOT be made as
they may result in transient |ack of end station service. Large
nunbers of Appointed Forwarders on a link (in excess of 65) are NOT
RECOMVENDED due to the conplexity of their establishnent and

mai nt enance.

2.3. Local Configuration Action Appointnent Effects

Di sabling VLAN-x at an RBridge port cancels any Appoi nted Forwarder
status that RBridge has for VLAN-x unless VLAN-x is enabled on sone
other port that the RBridge has connected to the sane |ink
Configuring a port as a trunk port or point-to-point port revokes any
Appoi nted Forwarder status that depends on enabl ed VLANs at that

port.

Causing a port to no longer be configured as a trunk or point-to-
point port or enabling VLAN-x on a port does not, in itself, cause
the RBridge to becone an Appoi nted Forwarder for the link that port
is on. However, such actions can allow the port’s RBridge to becone
Appoi nted Forwarder by choice if it is the DRB or by appointnent, if
it is not the DRB on the |ink.
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2.4. VLAN Mapping within a Link

TRILL Hellos include a field that is set to the VLAN in which they
are sent. |If they arrive on a different VLAN, then VLAN mapping is
occurring within the link. (Such VLAN mapping within a |ink between
RBri dges should not be confused with VLAN nmappi ng inside an RBridge
[ VLANMAP] ). VLAN nappi ng between VLAN-x and VLAN-y can lead to a
loop if the Appointed Forwarders for the VLANs are different. |f
such mapping within a link was all owed and occurred on two or nore
links so that there was a cycle of VLAN mappings, a broadcast frane,
for exanple, would | oop forever

To prevent this potential problem if the DRB on a |ink detects VLAN
mappi ng by receiving a Hello in VLAN-x that was sent on VLANvy, it
MUST nake or revoke appointnments so as to assure that the sane

RBri dge (possibly the DRB) is the Appointed Forwarder on the link for
both VLAN-x and VLAN-y.

3. The Inhibition Mechani sm

An RBridge has, for every link on which it can offer end station
service (that is every link for which it can act as an Appoi nted
Forwarder), the following tinmers denonmi nated in seconds:

- a DRB inhibition tiner

- a root change inhibition tinmer, and

- up to 4,094 VLAN inhibition timers, one for each |egal VLAN ID
The DRB and root change inhibition tiners MJUST be i npl enent ed.

The | oss of native traffic due to inhibition will be nininized by
logically inplenenting a VLAN i nhibition timer per each VLAN for

whi ch end station service will ever be offered by the RBridge on the
link; this SHOULD be done. (See the Appendi x for an exanpl e
notivating VLAN inhibition tinmers.) However, if inplenentation
limtations make a full set of such tiners inpractical, the VLAN
inhibition tinmers for nore than one VLAN can, with care, be nerged
into one tinmer. |In particular, an RBridge MJST NOT nerge the VLAN
inhibition timers together for two VLANs if it is the Appointer
Forwarder for one and not for the other, as this can lead to
unnecessary indefinitely prolonged inhibition. In the limt, there
will be safe operations, albeit with nore native frame |oss than
woul d ot herwi se be required, even if only two VLAN inhibition tiners
are provided: one for VLANs for which the RBridge is the Appointed
Forwarder and one for all other VLANs. At |east two VLAN inhibition

Perl man, et al. St andards Track [ Page 9]



RFC 6439 RBri dges: Appoi nted Forwarders Novenber 2011

tinmers MJUST be inplenented. Were a VLAN inhibition tiner represents
nmore than one VLAN, an update or test that woul d have been done to
the timer for any of the VLANs is performed on the nmerged timer

These tinmers are set as foll ows:

1

On booting or managenent reset, each port will have its own set
of timers, even if two or nore such ports are on the sanme |ink
because the RBridge will not have had a chance to |earn that yet.
Al'l inhibition tinmers are set to expired except the DRB
inhibition timer that is set in accordance with item 2 bel ow

The DRB inhibition tiner is handled differently because each port
will initially believe it is the DRB

When an RBridge decides that it has becone the DRB on a link
including when it is first booted or reset by nanagenent, it sets
the DRB inhibition tiner to the Holding Tine of its port on that
link that won the DRB el ection

When an RBridge decides that it has lost DRB status on a link, it
sets the DRB inhibition tiner to expired.

Note: In the rare corner case where one port of an RBridge was
the DRB el ection winner, but later |lost the DRB election to a
different port of the sane RBridge on that |ink (perhaps due to
managenment configuration of port priority), neither 2 nor 3 above
applies, and the DRB timer is not changed.

When an RBridge RB1 receives a TRILL Hello asserting that the
sender is the Appointed Forwarder that either (1) arrives on
VLAN-x or (2) was sent on VLAN-x as indicated inside the Hell o,
then RB1 sets its VLAN-x inhibition timer for the link to the
maxi mum of that timer’'s existing value and the Holding Time in
the received Hello. An RBridge MJUST maintain VLAN inhibition
timers for alink to which it connects if it can offer end
station service on that link even if it is not currently

Appoi nted Forwarder for any VLAN on that |ink

Wien an RBridge RB1 enables VLAN-x on a port connecting to a link
and VLAN-x was previously not enabled on any of RB1's ports on
that link, it sets its VLAN inhibition timer for VLAN-x for that
link toits Holding Time for that port. This is done even if the
port is configured as a trunk or point-to-point port as long as
there is sone chance it might |later be configured not to be a
trunk or point-to-point port.
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4.

6. Wen an RBridge detects a change in the conmon spanning tree root
bridge on a port, it sets its root change inhibition tinmer for
the link to an amount of tinme that defaults to 30 seconds and is
configurable to any value from 30 down to zero seconds. This
condition will not occur unless the RBridge is receiving Bridge
PDU (BPDUs) on the port froman attached bridged LAN. It is safe
to configure this inhibition tine to the settling tinme of an
attached bridged LAN. For exanple, if it is known that Rapid
Spanni ng Tree Protocol (RSTP [802.1Q ) is running throughout the
attached bridged LAN, it should be safe to configure this
inhibition time to 7 seconds or, if the attached bridges have
been configured to have a mninum Bridge Hello Tiner, safe to
configure it to 4 seconds. Note that, while an RBridge could
determi ne what version of spanning tree is running on the
physical link between it and any directly connected bridge by
exam nation of the BPDUs it receives, it could not tell if
inter-bridge Iinks beyond those directly connected bridges were
runni ng cl assi ¢ Spanning Tree Protocol (STP), which night require
the root change inhibition tiner to be set to 30 seconds for
safety.

7. \Wen an RBridge decides that one of its ports (or a set of its
ports) Pl is on the sane link as another of its ports (or set of
its ports) P2, then the inhibition tinmers are nerged to a single
set of inhibition tinmers by using the naxi mum val ue of the
corresponding timers.

8. When an RBridge decides that a set of its ports that it had been
treating as being on the sane Iink are no | onger on the sane
link, those ports will necessarily be on two or nore links (one
link per port inthe linmt). This is handled by cloning a copy
of the timers for each of the two or nore links to which the
RBri dge has deci ded these ports connect.

I nhi bi ted Appoi nted Forwarder Behavi or
An Appoi nted Forwarder for a link is inhibited for VLAN-Xx if:
1. its DRBinhibition timer for that link is not expired, or
2. its root change inhibition tinmer for that link is not expired, or

3. its VLAN inhibition tiner for that link for VLAN-X is not
expired.

If a VLAN-x Appointed Forwarder for a link is inhibited and receives
a TRILL Data franme whose encapsulated frame is in VLAN-x and woul d
normal |y be egressed to that link, it decapsulates the native frame
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as usual. However, it does not output it to or queue it for that
link, although, if appropriate (for exanple, the frane is multi-
destination), it may output it to or queue it for other I|inks.

If a VLAN-x Appointed Forwarder for a link is inhibited and receives
a native franme in VLAN-x that would nornally be ingressed fromthat
link, the native frane is ignored except for address |earning.

An RBridge with one or nore unexpired inhibition timers, possibly

i ncluding an unexpired inhibition tiner for VLAN-x, is still required
toindicate in TRILL Hellos it sends on VLAN-x whether or not it is
Appoi nted Forwarder for VLAN-x for the port on which it sends the
Hel | o.

I nhibition has no effect on the receipt or forwarding of TRILL Data
franes.

5. Miltiple Ports on the Same Link

An RBridge may have multiple ports on the same link. Sonme of these
ports may be suspended due to MAC address duplication as described in
[ RFC6327]. Suspended ports never ingress or egress native franes.

If an RBridge has one or nore non-suspended ports on a |ink and those
ports offer end station service, that is, those ports are not
configured as point-to-point or trunk ports, then that RBridge is
eligible to be an Appointed Forwarder for that link. 1t can becone
Appoi nted Forwarder either by its choice, because it is the DRB, or
by appoi ntnent by the DRB as described in Sections 2.1 and 2. 2.

If an RBridge that is the Appointed Forwarder for VLAN-x on a link
has nul ti pl e non-suspended ports on that link, it may |oad share the
task of ingressing and egressing VLAN-x native franes across those
ports however it chooses, as long as there is no case in which a
frane it egresses onto the Iink fromone port can be ingressed on
another of its ports, creating a loop. |If the RBridge is the

Appoi nted Forwarder for nultiple VLANs, a straightforward thing to do
woul d be to partition those VLANs anong the ports it has on the link

6. Security Considerations
This meno provides inproved docunentation of the TRILL Appoi nted

Forwarder nechanism |t does not change the security considerations
of the TRILL base protocol. See Section 6 of [RFC6325].
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Appendi x. VLAN Inhibition Exanpl e

The per-VLAN inhibition tinmers (or the equival ent) are needed to be
| oop safe in the case of mi sconfigured bridges on a link

For a sinple exanple, assune that RB1 and RB2 are the only RBridges
on the link, that RBlL is higher priority to be the DRB, and that they
both want VLAN 1 (the default) to be the Designated VLAN. However,
there is a bridge between them configured so that RB1 can see all the
franes sent by RB2 but none of the frames from RB1 can get through to
RB2.

Both will think they are the DRB. RB1 because it is higher priority
even though it sees the Hellos from RB2, and RB2 because it doesn’'t
see the Hellos fromRB1 and therefore thinks it is highest priority.

Say RB1 chooses to act as Appointed Forwarder for VLANs 2 and 3 while
RB2 chooses to act as Appointed Forwarder for VLANs 3 and 4. There
is no problemwith VLANs 2 and 4 but if you do not do sonething about
it, you could have a loop involving VLAN 3. RB1 will see the Hellos
RB2 i ssues on VLAN 3 declaring itself Appointed Forwarder, so RB1
will be inhibited on VLAN 3. RB2 does not see the Hellos issued by
RB1 on VLAN 3, so RB2 will becone uninhibited and will handl e VLAN 3
native traffic.

However, this situation nmay change. RB2 might crash, the bridge

nm ght crash, or RB2 nmight be reconfigured so it no longer tried to
act as Appoi nted Forwarder for VLAN 3, or other issues may occur.

So, RB1 has to maintain a VLAN 3 inhibition tiner, and if it sees no
Hel l os fromany other RBridge on the Iink claimng to be Appointed
Forwarder for VLAN 3 in a |long enough time, then RBl1 becones

uni nhibited for that VLAN on the port in question and can handl e end
station traffic in VLAN 3.
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