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Abst r act

The MPLS Transport Profile (MPLS-TP) is a profile of the MPLS

technol ogy for use in transport network deploynments. The work on
MPLS- TP has extended the MPLS technol ogy with additiona

architectural elenents and functions that can be used in any MPLS
depl oynent. MPLS-TP is a set of functions and features selected from
t he extended MPLS tool set and applied in a consistent way to neet the
needs and requirenments of operators of packet transport networKks.

During the process of devel opnment of the profile, additions to the
MPLS t ool set have been made to ensure that the tools avail able net
the requirenents. These additions were notivated by MPLS-TP, but
formpart of the wi der MPLS tool set such that any of them could be
used in any MPLS depl oynent.

One mmj or set of additions provides enhanced support for Operations,
Adm ni stration, and Mai ntenance (OAM. This enables fault nanagenent
and performance nmonitoring to the level needed in a transport
networ k. Many sol utions and protocol extensions have been proposed
to address the requirenments for MPLS-TP OAM and this docunent sets
out the reasons for selecting a single, coherent set of solutions for
st andardi zati on.
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Status of This Meno

This docunent is not an Internet Standards Track specification; it is
published for informational purposes.

This docunent is a product of the Internet Engi neering Task Force
(IETF). It represents the consensus of the I ETF comunity. |t has
recei ved public review and has been approved for publication by the
Internet Engineering Steering Group (IESG. Not all docunents
approved by the | ESG are a candi date for any |evel of Internet

St andard; see Section 2 of RFC 5741.

I nformation about the current status of this docunent, any errata,
and how to provide feedback on it nay be obtained at
http://ww. rfc-editor.org/info/rfc6670

Copyright Notice

Copyright (c) 2012 I ETF Trust and the persons identified as the
document authors. All rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’s Lega
Provisions Relating to | ETF Documents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunment. Code Conponents extracted fromthis docunent rnust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1. Introduction

The MPLS Transport Profile (MPLS-TP) is a profile of MPLS technol ogy
for use in transport network deploynents. Note that "transport” in
this docunment is used in the context of transport networks as

di scussed in Section 1.3 of [RFC5654] and in [RFC5921]. The work on
MPLS- TP has extended the MPLS tool set with additional architectura

el ements and functions that can be used in any MPLS depl oynent.
MPLS-TP is a set of functions and features selected fromthe extended
MPLS tool set and applied in a consistent way to neet the needs and
requi renents of operators of packet transport networks.

QOperations, Admnistration, and Mintenance (OAM plays a significant
role in carrier networks, providing nethods for fault nanagenment and
performance nonitoring in both the transport and service |layers, and
enabling these layers to support services with guaranteed and strict
Service Level Agreenents (SLAs) while reducing their operationa
costs.

OAM provi des a conprehensive set of capabilities that operate in the
data plane. Network-oriented nechanisns are used to nonitor the
network’s infrastructure in order to enhance the network’s genera
behavi or and | evel of performance. Service-oriented mechanisns are
used to nonitor the services offered to end custoners. Such
mechani sns enabl e rapid response to a failure event and facilitate
the verification of some SLA paraneters. Fault nanagenent mnechani sns
are used for fault detection and |ocalization as well as for

di agnostics and notification. Performance nmanagenent nechani sns
enable nonitoring of the quality of service with regard to key SLA
criteria (e.g., jitter, latency, and packet |o0ss).

During the process of devel opnent of MPLS-TP, additions to the MPLS
t ool set have been made to ensure that the tools avail able neet the

requi renents. These additions were notivated by MPLS-TP, but form

part of the wi der MPLS tool set, such that any of them could be used
in any MPLS depl oynent.

One mgj or set of additions provides enhanced support for OAM  Many
solutions and protocol extensions have been proposed to address these
QAM requirenments. This docunent sets out the reasons for selecting a
singl e, coherent set of OAM sol utions for standardization
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1

The content of this docunent should be read in the context of
[RFC1958]. In particular, Section 3.2 of [RFC1958] says:

If there are several ways of doing the same thing, choose one. |If
a previous design, in the Internet context or elsewhere, has
successfully solved the sane problem choose the sane sol ution

unl ess there is a good technical reason not to. Duplication of

t he same protocol functionality should be avoided as far as
possi bl e, without of course using this argument to reject

i mprovenent s

Background

The ITU-T and the |ETF jointly conm ssioned a Joint Wirking Team
(JWI) to exanmine the feasibility of a collaborative solution to
support QAM requirenents for MPLS transport networks known as the
MPLS Transport Profile (MPLS-TP). The JW reported that it is
possi ble to extend the MPLS technology to fully satisfy the

requi renents [ RFC5317]. The investigation by the JW laid the
foundations for the work to extend MPLS, but a thorough technica
anal ysi s was subsequently carried out within the IETF with strong
input fromthe ITUT to ensure that the MPLS-TP QAM requirenents
provided by the ITUT and the | ETF would be net.

The report of the JW [ RFC5317] as accepted by the ITU T was
docunented in [TD7] and was conmunicated to the IETF in a liaison
statement [LS26]. |In particular, the ITU T stated that any
extensions to MPLS technology will be progressed via the | ETF
standards process using the procedures defined in [ RFC4929].

[ RFC5317] includes the analysis that "it is technically feasible that
the existing MPLS architecture can be extended to nmeet the

requi renents of a Transport profile, and that the architecture allows
for a single OAM technol ogy for LSPs, PW, and a deeply nested
network”. This provided a starting point for the work on MPLS-TP.

[ RFC5654] in general, and [ RFC5860] in particular, define a set of
requirenents for OAM functionality in MPLS-TP that are applicable to
MPLS- TP Label Switched Paths (LSPs), Pseudow res (PW), and MPLS-TP
links. These docunents are the results of a joint effort by the
ITUT and the 1ETF to include an MPLS Transport Profile within the

| ETF MPLS and Pseudowi re Enul ati on Edge-to- Edge (PWE3) architectures
to enabl e the depl oynent of a packet transport network that supports
the capabilities and functionalities of a transport network as
defined by the ITUT. The OAMrequirenents are derived fromthose
specified by the ITUT in [Y.Sup4].
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An anal ysis of the technical options for OAM sol utions was carried
out by a design team (the MEAD team consisting of experts from both
the ITUT and the | ETF. The teamreached an agreenent on the
principles of the design and the direction for the devel opnent of an
MPLS- TP OAM tool set. A report was subsequently submitted to the | ETF
MPLS wor ki ng group at the Stockhol mIETF neeting in July 2009

[ Desi gnReport]. The guidelines drawn up by the design team have

pl ayed an inportant role in the creation of a coherent MPLS-TP OAM
sol uti on.

The MPLS working group has nodul arized the function of MPLS-TP QAM
allowing for separate and prioritized devel opnent of solutions. This
has given rise to a nunber of documents each describing a different
part of the solution toolset. At the tinme of this witing, the nost
i mportant of these docunents have conpl eted devel opment within the
MPLS wor ki ng group and are advanci ng through the | ETF process toward
publication as RFCs. These docunents cover the foll ow ng OAM
features:

o Continuity Check

o Connection Verification

0 On-Denmand Connection Verification

0 Route Tracing

0 Renote Defect Indication

0o Packet Loss Measurenent

o Packet Delay Measurenent

0 Lock Instruction

0 Loopback Testing

o Fault Managenent

The standardi zati on process within the | ETF allows for the continued
anal ysi s of whether the OAM sol uti ons under devel opnent neet the
docunented requirenents, and facilitates the addition of new
requirenents if any are discovered. It is not the purpose of this
document to analyze the correctness of the selection of specific OAM

solutions. This docunent is intended to explain why it would be
unwi se to standardize multiple solutions for MPLS-TP CAM and to show
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how t he existence of multiple solutions would conplicate MPLS-TP
devel opnent and depl oynent, maki ng networks nore expensive to build,
| ess stable, and nore costly to operate.

1.2. The Devel opnent of a Parallel MPLS-TP OAM Sol ution

It has been suggested that a second (i.e., different) OAM sol ution
shoul d al so be devel oped and docunented in an | TU-T Recomendati on
Various arguments have been presented for this duplication of effort,
i ncluding the foll ow ng:

o Simlarity to OAM encodi ngs and nechani sns used in Ethernet.

0 The existence of two distinct MPLS-TP depl oyment environments:
Packet Switched Networks (PSNs) and Packet Transport Networks
(PTNs) .

0 The need for sinilar operational experience in MPLS-TP networks
and in pre-existing transport networks (especially Synchronous
Optical Network/Synchronous Digital Hierarchy (SONET/ SDH)
net wor ks) .

The first of these was discussed within the | ETF s MPLS worki ng group
where precedence was given to adherence to the JWI's recomendati on
to select a solution that reused as far as possible pre-existing MPLS
tools. Additionally, it was decided that consistency with encodi ngs
and nechani sns used in MPLS was of greater inportance

The second argunent has not been examined in great detail because
substantive evidence of the existence of two depl oynent environnents
has not been docunented or presented. |Indeed, one of the key
differences cited between the two allegedly distinct environnments is
the choi ce of MPLS-TP OAM sol ution, which makes a circul ar argunent.

The third argunent contains a very inportant point: network operators
want to achieve a snooth migration fromlegacy technol ogi es such as
SONET/ SDH to their new packet transport networks. This transition
can be eased if the new networks offer simlar OAM features and can
be managed using tools with simlar ook and feel. The requirenents
speci fications [ RFC5654] and [ RFC5860] capture the essential issues
that nmust be resolved to allow the sane | ook and feel to be achieved.
Since the OAM sol utions devel oped within the | ETF neet the docunented
requi renents, Network Managenent Systens (NVBs) can easily be built
to give the sane type of control of MPLS-TP networks as is seen in

ot her transport networks. Indeed, it should be understood that the
construction of an NVM5 is not dependent on the protocols and packet
formats within the OAM but on the high-level features and functions
of fered by the OAM
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Thi s docunent does not debate the technical nerits of any specific
solution. That discussion, and the docunentation of MPLS-TP OAM
speci fications, was del egated by the |ETF and ITUT to the MPLS

wor ki ng group and can be conducted using the normal consensus-driven
| ETF process. [OAM OVERVI EW presents an overview of the OAM
mechani sns that have al ready been defined and that are currently

bei ng defined by the IETF, as well as a conparison with other OAM
nmechani sns that were defined by the I EEE and | TU-T.

Thi s docunent focuses on an exam nation of the consequences of the
exi stence of two MPLS-TP OAM sol uti ons.

2. Term nol ogy
2.1. Acronyns

Thi s docunent uses the follow ng acronyns:

ANS| Anerican National Standards Institute

CESoPSN  Circuit Enulation Service over Packet Swi tched Network

ETSI Eur opean Tel ecommuni cati ons Standards Institute

FPGA Fi el d- Programmuabl e Gate Array

GFP Ceneric Fram ng Procedure

| EEE Institute of Electrical and El ectroni cs Engi neers

ITUT I nternational Tel ecomunication Union - Tel econmuni cation
St andar di zati on Sect or

JWr Joint Worki ng Team

LSP Label Switched Path

MPLS-TP  MPLS Transport Profile

NVS Net wor k Managenment System

OAM Qperations, Adm nistration, and Mi ntenance

PDH Pl esi ochronous Digital Hierarchy

PSN Packet Switched Network

PTN Packet Transport Network

PW Pseudowi r e

PVE3 Pseudowi re Emul ati on Edge-t o- Edge

SAToP Structure-Agnostic Tine Division Miltiplexing over Packet

SDH Synchronous Digital Hi erarchy

SLA Service Level Agreenent

SONET Synchronous Opti cal Network

TDM Time Division Miltiplexing

TDMWol P Tinme Division Multiplexing over IP
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3.

3.

3.

Motivations for a Single OAM Sol ution in MPLS-TP

This section presents a discussion of the inplications of the

devel opnent and depl oynent of nore than one MPLS OAM protocol. The
summary is that it can be seen that there are strong technical
operational, and economic reasons to avoid the devel opnent and

depl oynent of anything other than a single MPLS OAM pr ot ocol

1. MPLS-TP Is an MPLS Technol ogy

MPLS-TP is an MPLS technology. It is designed to apply MPLS to a new
application. The original proposers of the concept assuned that the
transport variant of MPLS would always exist in a disjoint network,
and indeed their first attenpt at the technol ogy (Transport MPLS
(T-MPLS)) had a nunber of significant inconpatibilities with MPLS
that were irreconcilable. Wen it was established that coexistence
in the same | ayer network could and woul d occur, T-MPLS devel opnent
was stopped and t he devel opnent of MPLS-TP was begun. In MPLS-TP,
MPLS was extended to satisfy the transport network requirenents in a
way that was conpatible both with MPLS as has al ready been depl oyed
and with MPLS as the | ETF envisioned it would develop in the future.

Gven this intention for conpatibility, it follows that the MPLS- TP
OAM pr ot ocol s shoul d be designed according to the design phil osophies
that were applied for the existing depl oyed MPLS OAM and t hat have
led to the current w despread adoption of MPLS. Key el enents here
are scalability and hardware independence, i.e., that the trade-off
bet ween scaling to | arge nunbers of nonitored objects and the
performance of the nonitoring systemshould be a matter for vendors
and operators to resolve, and that the trade-off should be a soft
transition rather than an abrupt one. Furthernore, there should be
no requirenent to execute any conponent (other than packet
forwarding) in hardware to achi eve usabl e performance

2. MPLS-TP Is a Convergence Technol ogy

It is possible to argue that using MPLS for transport is only a
stepping stone in the mddle of a longer transition. Quite clearly,
al |l conmuni cation applications are being noved to operate over the
Internet protocol stack of TCP/IP/ MPLS, and the various |ayers that
have exi sted in conmuni cati ons networks are gradually being coll apsed
into the m ni mum necessary set of layers. Thus, for exanple, we no

| onger run | P over X 25 over High-Level Data Link Control (HDLC) over
mul ti-layered Tinme Division Miltiplexing (TDVM networKks.

Increasingly, the entire point of transport networks is to support
the transm ssion of TCP/IP/MPLS. Using MPLS to construct a transport
network may be a relatively short-term stepping stone toward running
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I P and MPLS directly over fiber optics. MPLS has been deployed in
operational networks for approxi mtely a decade, and the existing
MPLS OAM t echni ques have seen w de depl oyment. Service providers are
not going to stop using the MPLS-based OAM techni ques that they have
been using for years, and no one has proposed that they would. Thus,
the question is not which OAMto use for transport networks; the
question is whether service providers want to use two different sets
of CAMtools in the future converged network. |If we arrive at a
destinati on where TCP/I P/ MPLS runs directly over fiber, the operators
will use MPLS OAM tools to make this work

3.3. There Is an End-to-End Requirenent for OAM

The purpose of OAMis usually to execute a function that operates end
to end on the nonitored object (such as an LSP or PW. Since LSPs
and PW provi de edge-to-edge connectivity and can cross network
operator boundaries, the OAM nust simlarly operate across network
operator boundaries. This is particularly the case with the
continuity check and connection verification functions that are
needed to test the end-to-end connectivity of LSPs and PWs. It is,
therefore, necessary that any two pieces of equipnment that could ever
be a part of an end-to-end communicati ons path have a cormmon OAM
This necessity is enphasized in the case of equi pnment executing an
edge function, since with a global technol ogy such as MPLS it could
be i nterconnected w th edge equi pnent depl oyed by any other operator
in any part of the gl obal network.

This leads to the conclusion that it is desirable for any network-

| ayer protocol in all equipnment to be able to execute or to interwork
with a canonical formof the OAM As di scussed in Section 4,

i nt erwor ki ng between protocols adds significant conplexity; thus, a
single default OAMis strongly preferred.

3.4. The Conplexity Sausage

A frequent driver for the replacenent of an established technology is
a perception that the new technology is sinpler and thus of greater
economi ¢ benefit to the user. 1In an isolated system this may be the
case; however, as is usually the case with comunications

technol ogies, sinplification in one elenent of the systemintroduces
an increase (possibly a non-linear one) in conplexity el sewhere.

This creates the "squashed sausage" effect, where reduction in
complexity at one place leads to significant increase in conplexity
at a renote location. Wen we drive conplexity out of hardware by
pl acing conplexity in the control plane, there is frequently an
econom ¢ benefit, as illustrated by MPLS itself.
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Some notivation for the second OAM sol ution is the sinplicity of
operation at a single node in conjunction with other transport OAM
nmechani sms.  However, when we drive OAM conpl exity out of one network
el ement at the cost of increased conplexity at a peer network

el ement, we |ose out economically and, nore inportantly, we |ose out
interns of the reliability of this inportant network functionality.
Due to the need to ensure conpatibility of an interworking function
bet ween the two MPLS-TP OAM sol utions (in order to achi eve end-to-end
OAM), we create a situation where neither of two disjoint protocol
devel opnents is able to make techni cal advances. Such a restriction
i s unacceptable within the context of the Internet.

3.5. Interworking |Is Expensive and Has Depl oynent | ssues

The issue of OAMinterworking can easily be illustrated by

consi dering an anal ogy with peopl e speaking different |anguages.
Interworking i s achieved through the use of an interpreter. The
interpreter introduces cost, slows down the rate of infornation
exchange, and may require transition through an internedi ate

| anguage. There is considerable risk of translation errors and
semantic anbiguities. These considerations also apply to conputer
protocols, particularly given the ultra-pedantic nature of such
systems. In all cases, the availability of a single working | anguage
dramatically sinplifies the system reduces cost, and speeds reliable
conmuni cati on.

If two MPLS OAM protocols were to be depl oyed, we would have to
consi der three possible scenarios:

1. Isolation of the network into two inconpatible and unconnected
i sl ands.

2. Universal use of both QAM protocol s
3. Placenent of interworking (translation) functions or gateways.

We have many exi stence proofs that isolation is not a viable
approach, and the reader is referred to the early T-MPLS di scussions
for exanples. In sumary, the purpose of the Internet is to achieve
an integrated universal connectivity. Partition of the Internet into
i nconpati bl e and unconnected islands is neither desirable nor
accept abl e.

Uni versal depl oynent of both OAM protocols requires the sum of the

costs associated with each protocol. This nanifests as
i npl ementation tinme, devel opnent costs, nmenory requirenents, hardware
components, and managenent systens. It introduces additional testing

requirenents to ensure there are no conflicts (processing state,
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fault detection, code path, etc.) when both protocols are run on a
common platform It also requires code and the processes to dea
with the negotiation of which protocol to use and to deal with
conflict resolution (which may be rempte and multi-party) when an

i nconsistent choice is made. In short, this option results in nore
than doubl e the cost, increases the conplexity of the resulting
system risks the stability of the depl oyed network, and makes the
net wor ks nore expensive and nore conplicated to operate.

The third possibility is the use of some form of interworking
function. This is not a sinple solution and inevitably | eads to cost
and conplexity in inplenmentation, deploynent, and operation. Were
there is a chain of conmmunication (end-to-end nessages passed through
a series of transit nodes), a choice nust be nmade about where to
apply the translation and i nterworking.

o In a layered architecture, interworking can be achi eved through
tunneling with the translation points at the end-points of the
tunnels. |In sinple network diagrans, this can | ook very
appeal i ng, and only one end-node is required to be able to perform
the translation function (effectively speaking both OAM
| anguages). But in the nore conplex reality of the Internet,
nearly every network node perforns the function of an end-node,
and so the result is that nearly every node nust be inplenented
with the capability to handle both OAM protocols and to translate
between them This turns out to be even nore conplex than the
uni versal depl oynent of both protocols discussed above.

o In a flat architecture, interworking is perforned at a "gateway"
bet ween islands inplenmenting different protocols. Gateways are
substantially conplex entities that usually have to maintain
end-to-end state within the network (sonmething that is against one
of the fundamental design principles of the Internet) and nust
bridge the differences in state machines, nmessage formats, and
information elenents in the two protocols. The conplexity of
gat eways nakes them expensive, fragile, and unstable; hard to
updat e when new revisions of protocols are released; and difficult
t o manage.

To deploy an interworking function, it is necessary to determ ne
whet her the OAM protocol on the arriving segnent of the CAMis
identical to the OAM protocol on the departing segnment. \Were the
protocols are not the sane, it is necessary to deternine which party
will performthe translation. It is then necessary to route the LSP
or PWthrough a translation point that has sufficient translation
capacity and sufficient data bandwi dth, as well as adequate path
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diversity. Wen an upgraded OAM function is required, the problem
changes froma two-party negotiation to an n-party negotiation with
comrer ci al and depl oynent issues added to the nix
Note that when an end-to-end LSP or PWis deployed, it may transit
many networ ks, and the OAM might require repeated translation back
and forth between the OAM protocols. The consequent |oss of
information and potential for error is simlar to the children' s gane
of "tel ephone”.

3.6. Selection of a Single OAM Sol ution When There |Is a Choice
When there is a choice of protocols for deploynment or operation, a
network operator nust make a choice. Choice can be a good thing when
it provides for selection between different features and functions,
but it is a burden when the protocols offer essentially the sane
functions but are inconpatible.
In this case, the elenents of the choice include the foll ow ng:

0 \Which protocol will continue to be devel oped by its Standards
Devel oprment Organi zati on (SDO)?

0 \Wiich protocol is nost stable in inplenentations?

0 How does a network operator test and eval uate the two protocol s?

0 \Which vendors support and will continue to support which protocol ?
o What equipnent fromdifferent vendors is conpatible?

0 Wi ch nanagenent tools support which protocol s?

0 What protocols are supported by peer operators, and what
i nterworking function is needed?

0 Wiich protocols are engineers experienced with and trained in?
o What are the consequences of a wong choice?

o WIIl it be possible to mgrate fromone protocol to another in the
future?

0 Howis integration with other functions already present in the
net wor k acconpl i shed?

0 How does a network operator future-proof against the inclusion of
new functions in the network?
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At the very least, the evaluation of these questions constitutes a
cost and introduces delay for the operator. The consequence of a
wrong choi ce could be very expensive, and it is likely that any
conparative testing will nore than double the | ab-test costs prior to
depl oynent .

From a vendor’s perspective, the choice is even harder. A vendor
does not want to risk not offering a product for which there is

consi derabl e demand, so both protocols may need to be devel oped,

| eading to nore than doubl ed devel opnent costs. |ndeed, code
complexity and defect rates have often been shown to increase nore
than linearly with code size, and (as noted in Section 3.5) the need
to test for coexistence and interaction between the protocols adds to
the cost and conplexity.

It should be noted that, in the long run, it is the end-users who pay
the price for the additional devel opnment costs and any network
instability that arises.

3.7. M gration |ssues

Depl oyment of a technol ogy that is subsequently replaced or obsoleted
often leads to the need to mgrate fromone technol ogy to another
Such a situation mght arise if an operator deploys one of the two
OAM pr ot ocol solutions and discovers that he needs to nigrate to the
other one. A specific case would be when two operators nerge their
networ ks but are using different OAM sol utions

When the migration is between versions of a protocol, it may be that
the new version is defined to support the old version. If the

i mpl ementation is in software (including FPGAs), upgrades can be
managed centrally. However, neither of these would be the case with
MPLS- TP OAM nrechani sms, and har dware conponents woul d need to be
upgraded in the field using expensive call-out services.

Har dwar e upgrades are likely to affect service, even with

sophi sticated devices with redundant hardware conponents.

Furthernmore, since it would be inpractical to upgrade every device in
the network at the sane tinme, there is a need for either a
significantly | arge maintenance period across the whol e network or
for arolling plan that involves upgrading nodes one at a tinme with
new hardware that has dual capabilities. Such hardware is, of

course, nore expensive and nore conplex to configure than hardware
dedi cated to just one OAM protocol

Additionally, the transition phase of migration | eads to dual - node

networks as described in Section 4.3. Such networks are not
desirabl e because of their cost and conplexity.
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In short, the potential for future migration will need to be part of
t he depl oynent pl anni ng exerci se when there are two OAM protocols to
choose between. This issue will put pressure on nmaking the "right"
choi ce when performng the selection described in Section 3.6.

4., Potential Mdels for Coexistence

This section expands upon the discussion in Section 3 by exam ni ng
t hree questi ons:

0 What does it nmean for two protocols to be inconpatible?

0o Wiy can't we assune that the two solutions will never coexist in
t he sane network?

0 What nodels could we support for coexistence?
4.1. Protocol Inconpatibility

Protocol inconpatibility comes in a range of grades of seriousness.
At the nost extrene, the operation of one protocol will prevent the
safe and nornmal operation of the other protocol. This was the case
with the original T-MPLS, where MPLS | abels that could be used for
data in a native MPLS system were assigned special neaning in T- MPLS
such that data packets would be intercepted and m staken for OAM
packets.

A lesser inconpatibility arises where the packets of one protocol are
recogni zed as "unknown" or "not valid" by inplenmentations of the
other protocol. In this case, the rules of one protocol require that
the packets of the other protocol be discarded and may result in the
LSP or PWbeing torn down.

The | east serious level of inconpatibility is where the packets of
one protocol are recognized as "unknown" by inplenentations of the
other protocol, but where the rules of one protocol allow the packets
of the other protocol to be ignored; in this case, such packets are
either silently discarded or forwarded untouched.

These are issues with all of these grades of inconpatibility; these
i ssues range fromdi sruption or corruption of user data, through
connection failure, to the inability to provide end-to-end OAM
function w thout careful planning and translation functions.
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4.2. Inevitable Coexistence

Net wor ks expand and nmerge. For exanple, one service provider may
acquire another and wi sh to nerge the operation of the two networks.
This makes partitioning networks by protocol deploynment a significant
i ssue for future-proofing comrercial interactions. Although a
network operator may wish to present difficulties in order to

di sincentivize hostile takeover (a poison pill), npbst operators are
interested in future options to grow their networks.

As described in Section 3.2, MPLS is a convergence technol ogy. That
means that there is a tendency for an ever-increasi ng nunber of
services to be supported by MPLS and for MPLS to be deployed in an

i ncreasi ng nunmber of environnents. It would be an unw se operator
who depl oyed a hi gh-function convergence technology in such a way
that the network coul d never be expanded to offer new services or to
integrate with other networks or technol ogies.

As described in Section 3.3, there is a requirenent for end-to-end
OAM  That neans that where LSPs and PW span nul tiple networks,
there is a need for CAMto span multiple networks

Al'l of this nmeans that, if two different OAM protocol technol ogies
are deployed, there will inevitably cone a tinme when sone form of
coexistence is required, no matter how carefully the separation is
initially planned.

4.3. Models for Coexistence

Two nodel s for coexi stence can be consi dered:

1. An integrated nodel based on the "ships-in-the-night" approach
In this nodel, there is no protocol translation or mapping. This
nmodel can be deconposed as foll ows:

* A non-integrated nmixed network, where sone nodes support just
one protocol, sonme support just the other, and no node
supports both protocols.

* Partial integration, where sone nodes support just one
protocol, sone support just the other, and sonme support both
pr ot ocol s.

* Fully integrated dual node, where all nodes support both
protocol s.

Sprecher & Hong I nf or mat i onal [ Page 16]



RFC 6670 MPLS- TP OAM Consi der ati ons July 2012

4.

3.

2.  An "island" nodel, where groups of sinilar nodes are depl oyed
together. In this nodel, there may be translati on or mapping,
but it is not always required. This nodel can be further
deconposed as fol | ows:

* "lslands in a sea", where connectivity between islands of the
sanme type is achieved across a sea of a different type

* "Border crossings", where connectivity between different
i slands is achieved at the borders between them

1. The Integrated Model

The integrated nodel assunes that nodes of different capabilities
coexist within a single network. Dual-nmode nodes supporting both OAM
solutions may coexist in the same network. Interworking is not
required in this nodel, and no nodes are capabl e of perform ng

transl ation or gateway function (see Section 4.3.2 for operationa
nodes i ncluding translation and gat eways).

In this nodel, protocol nessages pass as "ships in the night" unaware
of each other and w t hout perturbing each other.

As not ed above, there are several sub-npdels.

4.3.1.1. Mxed Network without Integration

In a mxed network with no integration, sone nodes support one
prot ocol and other nodes support the other protocol. There are no
nodes that have dual capabilities.

Al'l nodes on the path of an LSP or PWthat are required to play an
active part in OAM nust support the sanme OAM protocol. Nodes that do
not support the OAM protocol will silently ignore (and possibly

di scard) OAM packets fromthe other protocol and cannot form part of
the OAM function for the LSP or PW

In order to provision an end-to-end connection that benefits fromthe
full OAM functionality, the planning and pat h-conputation tool nust
know t he capabilities of each network node and nust select a path
that includes only nodes with the same OAM protocol capability. This
can result in considerably suboptinmal paths and nay lead to the
networ k being partitioned. In the nost obvious case, connectivity
can only be achi eved between end-points with the same OAM capability.
This |l eads to considerabl e operational conplexity and expense, as
well as the inability to provide a fully flexible nmesh of services.
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In the event of dynamic network changes (such as fast reroute) or if
m sconnectivity occurs, nodes of m smatched OAM capabilities may
becone interconnected. This will disrupt traffic delivery because
end-to-end continuity checks may be disrupted, and it may be hard or
i npossi bl e to diagnose the probl em because connectivity verification
and route trace functions will not work properly.

4.3.1.2. Partial Integration

In a partially integrated network, the network described in

Section 4.3.1.1 is enhanced by the addition of a nunber of nodes wth
dual capabilities. These nodes do not possess gateway or translation
capabilities (this is covered in Section 4.3.2), but each such node
can act as a transit point or end-node for an LSP or PWthat uses

ei ther OAM pr ot ocol

Compl exity of network operation is not eased, but there is greater
connectivity potential in the network.

4.3.1.3. Dual Mbde

Dual node is a devel opment of partial integration (Section 4.3.1.2)
such that all nodes in the network are capable of both OAM prot ocol s.
As in that section, these nodes do not possess gateway or translation
capabilities (this is covered in Section 4.3.2), but each such node
can act as a transit point or end-node for an LSP or PWthat uses

ei ther OAM protocol. Thus, every LSP or PWin the network can be
configured to use either of the OAM protocol s

However, it seens unlikely that an operator would choose whi ch OAM
protocol to use on a per-LSP or per-PWhbasis. That would lead to
additional conplexity in the managenent system and potenti al
confusion if additional diagnostic analytics need to be perforned.
Thi s nmode increases the conplexity of inplenmentation, deploynent, and
operation w thout adding to the function within the network (since
bot h OAM sol utions provide the sane | evel of function), so this node
woul d not be selected for depl oynent except, perhaps, during
nmgration of the network from one OAM protocol to the other

4.3.2. The |Island Mdel

In the island nodel, regions or clusters of nodes with the sane OAM
capabilities are grouped together. Tools to interconnect the
technol ogi es are depl oyed based on | ayered networking or on

i nterworking between the protocols. These lead to the two sub-nodels
described in the sections that follow
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4,3.2.1. Islands in a Sea

One way to view clusters of nodes supporting one OAM protocol is as
an island in a sea of nodes supporting the other protocol. |In this
view, tunnels are used to carry LSPs or PW using one QAMtype across
the sea and into another island of a conpatible OAMtype. The tunne
in this case is an LSP utilizing the OAM protocol supported by the
nodes in the sea. Theoretically, an island can be as snall as one
node, and the strait between two islands can be as narrow as j ust

one node.

Layering in this way is an el egant solution to operating two
protocol s sinultaneously and is, of course, used to support different
technol ogi es (such as MPLS over optical). However, in such layering
depl oynents, there is no sinple integration of OAM between the

| ayers, and the OQAMin the upper |ayer nmust regard the tunnel as a
single hop with no visibility into the OAM of the | ower |ayer

Di agnostics within the upper layer are conplicated by this "hiding"
of the nodes along the path of the tunnel in the | ower |ayer

In the scenarios described so far, both ends of each connection have
been placed in islands of conpatible OAMtypes. It is possible to
achi eve connectivity between a node in an island and a node in the
sea if the end-point in the sea has dual capabilities (i.e., can be
vi ewed as a singl e-node island).

A nunber of islands nmay |ie along the path between end-points,
necessitating the use of nore than one tunnel. To further conplicate
matters, the islands may lie in an inland sea so that it is necessary
to nest tunnels.

Regardl ess of the scenario, operating such tunnels/layers adds to the
managenment conpl exity and expense. Furthernore, it should be noted
that in an MPLS network there is often a call for any-to-any
connectivity. That is, any node in the network may need to establish
an LSP or a PWto any other node in the network. As previously
noted, the end-points of any LSP or PWnust support the sane OQAMtype
in the islands-in-a-sea nodel, so this tends to inply that all, or
nearly all, nodes will end up needing to support both OAM protocol s

The use of tunnels can al so degrade network services unless carefully
coordi nated. For exanple, a service in the upper |ayer nay be
provisioned with protection so that a worki ng and backup path is
constructed using diverse paths to nake them robust against a single
failure. However, the paths of the tunnels (in the lower |ayer) are
not visible to the path conputation in the upper layer, with the risk
that the upper layer working and protection paths share a single
point of failure in the lower layer. Traffic engineering techniques
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have been devel oped to resolve this type of issue, but they add
significant conplexity to a systemthat would be a sinple flat
network if only one OQAMtechnol ogy was used

4.3.2.2. Border Crossings

I nstead of connecting islands with tunnels across the sea, islands of
different types can be connected directly so that the LSP or PW
transits the series of islands without tunneling. In this case,
protocol translation is perforned each tine the LSP/ PWcrosses a
border between islands that use a different OAM protocol

In principle, this makes for a strai ghtforward end-to-end connection
However, protocol translation presents a number of issues, as
described in Section 3. The conplexity is that in planning the
end-to-end connection, gateways with protocol translation
capabilities nmust be selected to Iie on the path.

5. The Argunent for Two Sol utions

The decision to define and devel op an alternative MPLS-TP OAM
sol ution was based on several assertions:

o0 The IETF solution is taking too |ong to standardi ze.

o0 Comonality with Ethernet solutions is beneficial

o0 There are two different application scenarios.

o0 There is no risk of interaction between the sol utions.

0 The market should be allowed to decide between conpeting
sol uti ons.

The follow ng sections |ook briefly at each of these clains.
5.1. Progress of the | ETF Sol ution

The MPLS-TP OAM work carried out within the | ETF is the product of
joint work within the IETF and I TU-T conmunities. That is, all
interested parties share the responsibility for progressing this work
as quickly as possible. Since the work is contribution-driven, there
is no reason to assune that consensus on the technical content of the
wor k coul d be reached any nore quickly.

Openi ng di scussions on a second solution seens certain to increase

the workl oad and will only slow down the speed at which consensus is
reached.
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The core work on MPLS-TP OAMwi thin the | ETF was conpl eted, and the
speci fications were published as RFCs. For nore information, see
[ 1 SOCAnnounce] .

5.2. Comonality with Ethernet OAM

Et hernet can be used to build packet transport networks, and so there
is an argument that Ethernet and MPLS-TP networks will be operated as
peers. Exanining the issues of end-to-end connections across nixed
net wor ks, many of the same issues as those discussed in Section 4
arise. |If a peer networking gateway nodel (see Section 4.3.2.2) is
applied, there is a strong argunent for nmaking the OAM technol ogi es
as simlar as possible.

While this mght be a valid discussion point when selecting the
single OAM solution for MPLS-TP, it is countered by the need to

achi eve OAM consi stency between MPLS and MPLS-TP networks. One night
make the counter-argunment that if there is a strong need to nake
MPLS-TP as simlar as possible to Ethernet, it would be better to go
the full distance and sinply depl oy Ethernet.

Furt hernmore, the approach of a second MPLS-TP QOAM prot ocol does not
resol ve anything. Since MPLS-TP is not Ethernet, a gateway wl|
still be needed. This would constitute a second MPLS-TP QAM so
addi ti onal gateways or interworking functions will be needed because
coexi stence is inevitable, as described in the rest of this docunent.

Additionally, it may be clainmed that inplenentation can be sinplified
if the OAM sol uti on devel oped for MPLS-TP is simlar to Ethernet OAM
This would apply both in the hardware/software inplenenting the OAM
and at the server-to-client interface where OAMinduced fault status
is reported. The questions here are very nuch inplementation
dependent, as the necessary function is contained within individua
nodes. The counter-argunment is that inplementation sinplicity can

al so be achi eved by making MPLS-TP QAM sinilar to MPLS OAM
especially since the client technology may well be I P/MPLS and since
MPLS is an end-to-end technol ogy.

5.3. Different Application Scenarios

It has been suggested that two different applications of MPLS-TP

exi st: Packet Sw tched Networks (PSNs) and Packet Transport Networks
(PTNs). These applications have not been docunented in the |IETF, and
nmost of the support for this idea has been docunmented by the ITUT

[ TD522] .
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One of the stated differences between these applications lies in the
OAM tools that are required to support the distinct operationa
scenarios. The OQAM used in a PSN should be sinmlar to that used in
an MPLS network (and so should be the MPLS-TP OAM defined in the

| ETF), while the OQAM used in a PTN should provide the same
operational experience as that found in SONET/ SDH and Opti cal
Transport Networks (OTINs).

The basic MPLS-TP QAM requirenents in [ RFC5654] nake this point as
fol |l ows:

Furthernore, for carriers it is inportant that operation of such
packet transport networks should preserve the | ook-and-feel to
whi ch carriers have becone accustoned in deploying their optica
transport networks, while providing conmon, nulti-Iayer
operations, resiliency, control, and multi-technol ogy nmanagenent.

Thus, the look and feel of the OAM has been a concern in the design
of MPLS-TP fromthe start, and the solutions that have been defined
in the | ETF were designed to conply with the requirenents and to
provi de operational behavior, functionality, and processes simlar to
those available in existing transport networks. |n particular, the

t ool set supports the same controls and indications as those present
in other transport networks, and the sane nmanagenent infornmation
nodel can be used to support the MPLS-TP OAMtools (in areas where
the technology type is irrelevant).

It is inmportant to note that the operational |ook and feel does not
determ ne the way in which OAM function is achieved. There are
mul ti pl e ways of achieving the required functionality while stil
provi ding the sanme operational experience and supporting the same
managenent information nodel. Thus, the OAM protocol solution does
not dictate the ook and feel, and the demand for a particul ar
operational experience does not necessitate the devel opnent of a
second OAM pr ot ocol

5.4. Interaction between Sol utions

Section 3 of this docunent di scusses how network convergence occurs
and indicates that where two MPLS-TP solutions exist, they are in
fact very likely to appear either in the same network or at gateways
bet ween networks in order to provide end-to-end OAM functionality.

I ndeed, since nodes offering either solution are likely to both be
branded as "MPLS-TP', and since network interoperation (as described
in Section 4) demands the exi stence of sone nodes that are either
dual - nrode or act as protocol translators/gateways, there is

consi derabl e likelihood of the two OAM sol utions interacting through
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design or through accident. Wen a node is capable of supporting
both OAM protocols, it nust be configured to support the correct
protocol for each interface and LSP/PW \Wen a device has interfaces
that offer different MPLS-TP OAM functions, the risk of

m sconfiguration is significant. Wen a device is intended to
support end-to-end connections, it may need to translate, map, or
tunnel to acconmopdate both protocols.

Thus, the very existence of two OAM protocols within the comon
MPLS- TP fami |y makes copresence and integration nost |ikely.

5.5. Letting the Market Decide

When two technol ogi es conpete, it is common to |let the market decide
which one will survive. Sonmetines the resolution is quite fast, and
one technol ogy doni nates the other before there is w despread

depl oynent. Sonetinmes it takes considerable tinme before one
technol ogy overcones the other, perhaps because one technol ogy has
becone entrenched before the energence of the other, as in the case
of MPLS replacing ATM In nore cases, however, the market does not
select in favor of one technology or the other -- as in many of the
cases described in Sections 4 and 5 of this docunent, sonetinmes both
technol ogi es continue to live in the network.

Letting the nmarket decide is not a cheap option. Even when the
resolution is rapid, equipnent vendors and early adopters pay the
price of both technologies. Wen it takes |onger to determ ne which

technology is correct, there will be a period of coexistence followed
by the need to transition equi pmrent fromthe |losing solution to the
Wi nning one. In the cases where no choice is nmade, the network is

permanent|y conplicated by the existence of the conpeting
t echnol ogi es.

In fact, the only time when allowi ng the market to deci de can be
easily supported is when the conpeting technol ogi es do not overl ap

In those cases -- for exanple, different applications in the user
space -- the core network is not perturbed by the decision-naking
process, and transition fromone technology to the other is
relatively painless. This is not the case for MPLS-TP OAM

coexi stence while the nmarket determines the correct approach would be
expensi ve, while the necessary transition after the decision has been
made woul d be difficult and costly.
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6.

8.

8.

Security Considerations
This informational docunment does not introduce any security issues.

However, it should be noted that the existence of two OAM protocol s
rai ses a nunber of security concerns:

0 Each OAM protocol must be secured. This leads to the existence of
two security solutions that each need configuration and
managenent. The increased conplexity of operating security
mechani sms tends to reduce the |ikelihood of them being used in
the field and so increases the vulnerability of the network.
Simlarly, the existence of two security mechani sns raises the
ri sk of misconfiguration.

0 One OAM protocol may be used as a vector to attack the other.
Inserting an OAM nessage of the other OAM protocol onto a |ink may
cause the service to be disrupted and, because sone nodes nmay
support both OAM protocols, it nmay be possible to cause the
di sruption at a renote point in the network.

0 Securing a network protocol is not a trivial matter for protocol
designers. Duplicating design effort is unlikely to result in a
stronger solution and runs the risk of diluting the effort and
creating two | ess-secure sol utions.
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Appendi x A,  Exanples of Interworking Issues in the |Internet

It is, of course, right to observe that there are a nunber of

i nstances of nultiple protocols serving the sane purpose that have
arisen within the Internet. It is valuable to exam ne these exanpl es
to understand what issues they have caused and how they have been
mti gated.

Al. 1S 1S/ CSPF

IS-1S and OSPF are two conpeting link-state | GP routing protocols
that derive fromthe sanme root technology and that, for political and
personal ity reasons, were never reconciled prior to w de-scale
deploynent. It is an accident of history that one of these protocols
did not gain overwhel ming depl oynent and so force the other into
retirement.

The existence of these two widely deployed and highly functiona
conpeting | GPs doubl es the cost of |ink-state | GP nai ntenance and
depl oynent in the Internet. This is a situation that wll al nost
certainly continue for the lifetime of the Internet. Al though the
Internet is clearly successful and operates well, the existence of
these two | GPs forces router vendors to inplenent both protocols
(doubling the protocol cost of all routers even when an operator only
wants to depl oy one of the protocols), forcing the operator to nake
an active choice between | GPs during deploynent and requiring a
gateway function between the islands of protocol use.

A mtigating factor in this specific case is that, owng to the way
networks are partitioned for adninistrative and scaling reasons,
there already existed a gateway routing protocol called BGP that
propagates a sunmarized formof the IGP reachability information

t hroughout the Internet. BGP neans that there is actually no
requirenent for 1S-1S and OSPF to interwork directly: that is, there
is no need for a translation function between OSPF and 1S-1S, and the
two | GPs can continue to exist without inpacting the function of the
Internet. Thus, unlike the situation with MPLS OAM the choice of

| GP protocol is truly a |ocal decision; however, there is a cost to
BGP i npl ementati ons that nust support interactions with both OSPF
and I S-1S.
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A 2.

A 3.

Spr

Tinme Division Miltiplexing Pseudow res

The | ETF s PWE3 wor ki ng group has published the specification of
three different TDM PWtypes. This happened after considerable
effort to reach a conpromise failed to reduce the set of options

0 SAToP is arelatively sinple design. 1t is a Proposed Standard
RFC [ RFC4553] and is the nmandatory-to-inplenment, default node of
operation.

0 CESoPSN [ RFC5086] and TDMbl P [ RFC5087] are nore conpl ex approaches
with different degrees of bandw dth efficiency optimzed for
different applications. They are both published as |Informationa
RFCs.

In this case, all inplenentations nust include the default node of
operation (SAToP). This neans that end-to-end operation is
guar ant eed: an operator can sel ect equi pnent fromany vendor in the
know edge that he will be able to build and operate an end-to-end TDM
PW servi ce.

If an operator wi shes to deploy a TDM PWoptim zed for a specific
application, he may sel ect equi pment froma vendor offering CESoPSN
or TDMolIP in addition to SAToP. Provided that all of his equipnent
and hi s managenent system can handl e the optim zed approach, he can
run this in his network, but he has to carry the cost of selecting,
pur chasi ng, configuring, and operating the extended node of

operati on.

This situation is far fromideal, and it is possible that

| ong-di stance, nulti-operator optinzed TDM PW cannot be achi eved
However, the existence of a default node inplenented in all devices
hel ps to reduce pain for the operator and ensures that sinpler
end-to-end operation is always available. Additionally, the growth
of other protocols is acting to dimnish the use of |ong-di stance TDM
circuits, making this a self-limting problem

Codecs

The n-squared codec interworking problemwas brought to the attention
of the IETF by the ITU T when the | ETF started its work on a royalty-
free codec suitable for use in the Internet. Every tine a new codec
i s depl oyed, translation between it and all other depl oyed codecs
must be available within the network; each participating node nust be
able to handl e the new codec. Translation between codecs is
expensi ve and can lead to reduced quality.
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This problem seriously constrains the addition of new codecs to the
avai |l abl e set, and new codecs are only designed and rel eased when
there is a well-established need (such as a major difference in
functionality).

The application layer of the Internet is, however, predicated on a
busi ness nodel that allows for the use of shared, free, and
open-source software; this nodel requires the existence of a
royalty-free codec. This, together with the specific characteristics
of transmi ssion over |ossy packet networks, conprised requirenents
equivalent to a major difference in functionality and led to work in
the IETF to specify a new codec

The conpl exity, economic, and quality costs associated with
interworking with this new codec will need to be factored into the
depl oynent nmodel. This, in turn, may adversely affect its adoption
and the viability of its use in the Internet.

A. 4. WMPLS Signaling Protocols

There are three MPLS signaling control protocols used for
distributing labels to set up LSPs and PW in MPLS networks: LDP
RSVP - Traffic Engineering (RSVP-TE), and GWPLS.

The application domain for each of these protocols is different, and
unli ke the OAM situation, there is linmted requirenment for

i nterworki ng between the protocols. For exanple, although one
provider may use LDP to set up LSPs while its peer uses RSVP-TE,
connectivity between the two providers usually takes place at the IP
| ayer.

It should be noted that the IETF initially worked on another
signaling protocol called Constraint-based Routed LDP (CR-LDP) with
variants applicable to MPLS and GWLS. The devel opnment of this
protocol was allowed to progress in parallel with RSVP-TE. However,
once it was possible to determne that the solution preferred by the
community of vendors and operators was RSVP-TE, the | ETF term nated
all further work on CR-LDP. No translation function or gateway point
interfacing RSVP-TE to CR-LDP was ever proposed

A.5. 1Pv4 and | Pv6

If there were ever an exanple of why protocol interworking is to be
avoided if at all possible, it is the transition fromlIPv4 to |Pv6.

The reasons for introducing IPv6 into the Internet are well known and

don’t need discussion here. |Pv6 was not introduced as a conpetitor
to I Pv4 but rather as a planned replacenent. The need for the
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transition to I Pv6 arose fromthe expansion of the network size
beyond the wil dest dreans of the creators of the Internet and from
t he consequent depletion of the | Pv4 address space.

This transition has proved to be the hardest problemthat the |IETF
has ever addressed. The invention and standardization of |Pv6 were
straightforward by conparison, but it has been exceptionally
difficult to migrate networks from one established protocol to a new
pr ot ocol

The early assunption that by the tinme the | Pv4 address space was
exhausted |1 Pv6 woul d be universally deployed failed to nmaterialize
due to (understandable) short-term econonic constraints. Early

m gration woul d have been sinpler and | ess costly than the current
plans. The Internet is now faced with the consi derable conplexity of
i mpl enenti ng and depl oyi ng i nterworking functions.

If anything can be learned fromthe | Pv4/|Pv6 experience, it is that
every effort should be applied to avoid the need to mgrate or
jointly operate two protocols within one network. Adding to the nix
a nunber of issues caused by OQAM i nterworking of MPLS, one of the
Internet’s core protocols, would be nost unwel come and woul d
complicate matters still further.

Appendi x B. O her Exanples of I|Interworking |Issues
B.1. SONET and SDH

SONET and SDH were defined as conpeting standards that basically
provi ded the sane functionality (sinultaneous transport of nultiple
circuits of differing origin within a single fram ng protocol).

SONET was devel oped first by ANSI, based on the 24-channel PDH

hi erarchy existing in North America and Japan. The basic rate is
based on DS3. Sone time |later, ETSI devel oped SDH based on the

30- channel PDH depl oyed in Europe. The basic rate is based on E4

(3x DS3). The key difference between PDH and SDH is that the "S"
stands for "synchronous" and the "P" for "plesiochronous". Thus, the
di fference between the technologies is timng rel ated.

SONET was adopted in the U S., Canada, and Japan, and SDH in the rest
of the world.
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Until 1988, the standards were unpublished and under devel opnent.
0 The SONET standard ANSI T1.105-1988 was published in 1988.
o The SDH standard ETSI EN 300 417 was first published in 1992.

0 The conproni se SDH SONET standard | TU-T G 707 was published in
1988 (see below for the nature of this conprom se).

Some i nplementers were confused by this situation. Equi prment
manufacturers initially needed to select the market segnment they

i ntended to address. The cost of chipsets for a limted narket
increased, and only a linited nunber of equipnent nmanufacturers were
avai l abl e for selection in each market.

obvi ously, nost equi prent vendors wanted to sell their equipnment in
both regions. Hence, today nost chips support both SONET and SDH
and the selection is a matter of provisioning. The inpact of the
additional function to support both markets has had a m xed inpact on
cost. It has enabl ed a higher volune of production, which reduced
cost, but it has required increased devel opnent and conplexity, which
i ncreased cost.

Because the regions of applicability of SONET and SDH are wel |l known,
service providers do not need to consider the nerits of the two
standards and their long-termrole in the industry when exan ni ng
their investnment options.

To be able to depl oy SONET and SDH worl dwi de, the regional SDO
experts canme together in the ITU-T to define a frame structure and a
frame rate that would allow interconnection of SONET and SDH. A
conprom se was agreed upon and approved in an ITU T neeting in Seou
in 1988.

The SDH standard supports both the North Anerican and Japanese
24-channel / T1/ T3 hi erarchy and the European 30-channel / E1l/ E4- based
hierarchy within a single nultiplexing structure. SDH has options
for payloads at VC-4 (150 Mb/s) and above. SDH allows T1/T3 services
to be delivered in Europe and E1 services to be delivered in North
Anerica using a common infrastructure.

Depl oyment of an El-only standard in North Anerica would have
required the conversion of all of the 24-channel/T1 depl oyed

equi prent and services into the 30-channel/El format. Simlarly,
depl oynent of a Tl-only standard in Europe would have required the
conversion of all of the 30-channel/El equi prent and services into
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the 24-channel /Tl format. Cearly, given the existing network
depl oynents (in 1988), this was not a practical proposition and was
the principal reason why a conproni se was reached.

The result of the conmprom se is docunented in | TU- T Reconmendati on
G 707 [G 707], which includes the frane definition and frane rates
and al so docunments how SONET and SDH can i nterconnect.

An extensive interworking function had to be inplenented in order to
provi de gl obal connectivity (e.g., throughout the U S. and Europe),
and this resulted in an increase in operational overhead. The

i nterworking function has to be perforned before the SDH based
segrment is reached. The reason for placing the interworking function
on the SONET side was that in a previous agreenent on interconnection
the functionality was placed on the European side.

B.2. | EEE 802.16d and | EEE 802. 16e

| EEE 802.16d and | EEE 802. 16e were two different, inconpatible
iterations of the Worldwi de Interoperability for M crowave Access
(W MAX) standards. 1In addition to the issues described for SONET/
SDH, devel opers who inpl enented | EEE 802. 16d found that they could
not reuse their equi pment desi gn when devel opi ng the | EEE 802. 16e
variant. This increased the cost of devel opnent and | engthened the
time to market.

B.3. CDMA and GSM

Code Division Multiple Access (CDMA) and the d obal System for Mbile
Conmmmuni cations (GSM are two conpeting technol ogies for nobile
connectivity.

In addition to all the undesirable effects described above, the

exi stence of these two technol ogi es adversely affected customers who
used roam ng when overseas. Sonetinmes, custonmers were obliged to
obtain an additional device fromtheir service providers in order to
roam when traveling abroad (for exanple, when traveling from Europe
to the US.).
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