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Abst r act

Thi s docunent describes the applicability of the MPLS Transport
Profile (MPLS-TP) with use case studies and network design

consi derations. The use cases include Metro Ethernet access and
aggregation transport, mobile backhaul, and packet optical transport.

Status of This Meno

This docunent is not an Internet Standards Track specification; it is
published for informational purposes.

This docunent is a product of the Internet Engi neering Task Force
(IETF). It represents the consensus of the I ETF comunity. |t has
recei ved public review and has been approved for publication by the
Internet Engineering Steering Group (IESG. Not all docunents
approved by the | ESG are a candi date for any |evel of Internet

St andard; see Section 2 of RFC 5741.

I nformation about the current status of this docunent, any errata,

and how to provide feedback on it nay be obtained at
http://ww. rfc-editor.org/info/rfc6965
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1. Introduction
Thi s docunent describes the applicability of the MPLS Transport
Profile (MPLS-TP) with use case studies and network design
consi derati ons.

1.1. Termnol ogy

Term Definition

2G 2nd generation of nobile tel ecomunications technol ogy
3G 3rd generation of nobile tel ecommunications technol ogy
4G 4t h generation of nobile tel ecomunications technol ogy
ADSL Asymretric Digital Subscriber Line

Al'S Al arm | ndi cati on Signal

ATM Asynchronous Transfer Mde

BFD Bi di rectional Forwarding Detection

BTS Base Transceiver Station

CCV Continuity Check and Connectivity Verification

CDVA Code Division Miltiple Access

E-LINE Ethernet l|ine; provides point-to-point connectivity
E- LAN Et hernet LAN;, provides nultipoint connectivity

eNB Evol ved Node B

EPC Evol ved Packet Core

E-VLAN Ethernet Virtual Private LAN

EVDO Evol uti on-Data Optini zed

G ACh Ceneric Associ ated Channel

GAL G ACh Label

GWPLS Ceneralized Multiprotocol Label Sw tching
GSM d obal System for Mobile Conmmuni cations
HSPA H gh Speed Packet Access

| PTV Internet Protocol television

L2VPN Layer 2 Virtual Private Network
L3VPN Layer 3 Virtual Private Network

LAN Local Access Network

LDl Li nk Down | ndi cation

LDP Label Distribution Protocol

LSP Label Switched Path

LTE Long Term Evol ution

VEP Mai nt enance Entity G oup End Poi nt

M P Mai nt enance Entity Goup Internedi ate Point
MPLS Mul ti protocol Label Switching

MPLS-TP MPLS Transport Profile
VB- PW Mul ti-Segnment Pseudow re

NVS Net wor k Managenment System

QAM Operations, Adm nistration, and Mi ntenance
PE Provi der - Edge devi ce

PW Pseudowi re
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RAN Radi o Access Network

RDI Renot e Defect |ndication

S-PE PW Swi t chi ng Provi der Edge

S1 LTE Standardi zed i nterface between eNB and EPC
SDH Synchronous Digital Hierarchy

SONET Synchronous Optical Network

SP Servi ce Provider

SRLG Shared Ri sk Link G oups

SS- PW Si ngl e- Segment Pseudowi r e

TDM Ti me- Di vi sion Miltiplexing

TFS Ti me and Frequency Synchronization

t LDP Targeted Label Distribution Protoco

UMTS Uni versal Mbbil e Tel ecomuni cati ons System
VPN Virtual Private Network

X2 LTE Standardi zed i nterface between eNBs for handover

Backgr ound

Tradi tional transport technol ogies include SONET/ SDH, TDM and ATM
There is a transition away fromthese transport technol ogies to new
packet transport technologies. |In addition to the increasing demand
for bandw dth, packet transport technol ogies offer the foll ow ng key
advant ages:

Bandwi dt h efficiency:

Tradi tional TDM transport technol ogi es support fixed bandwi dth with
no statistical nultiplexing. The bandwidth is reserved in the
transport network, regardl ess of whether or not it is used by the
client. In contrast, packet technol ogi es support statistica
multiplexing. This is the nost inportant notivation for the
transition fromtraditional transport technol ogies to packet
transport technologies. The proliferation of new distributed
applications that conmunicate with servers over the network in a
bursty fashion has been driving the adopti on of packet transport
techni ques, since packet nultiplexing of traffic frombursty sources
provi des nore efficient use of bandwidth than traditional circuit-
based TDM t echnol ogi es.

Fl exi bl e data rate connecti ons:

The granularity of data rate connections of traditional transport
technologies is limted to the rigid Plesiochronous Digital Hierarchy
(PDH) hierarchy (e.g., DS1, DS3) or SONET hierarchy (e.g., OC3,

OCl12). Packet technol ogies support flexible data rate connections.
The support of finer data rate granularity is particularly inportant
for today’s wireline and wirel ess services and applications.
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QoS support:

Tradi tional transport technol ogies (such as TDM provide bandw dt h
guar antees, but they are unaware of the types of traffic they carry.
They are not packet aware and do not provi de packet-level services.
Packet transport can provide the differentiated services capability
needed to support oversubscription and to deal with traffic
prioritization upon congestion: issues that arise only in packet

net wor ks.

The root cause for transport noving to packet transport is the shift
of applications from T TDMto packet -- for exanple, Voice TDMto Vol P
Video to Video over |P, TDM access lines to Ethernet, and TDM VPNs to
I P VPNs and Ethernet VPNs. In addition, network convergence and
technol ogy refreshes contribute to the demand for a common and
flexible infrastructure that provides nmultiple services.

As part of the MPLS fam |y, MPLS-TP conpl enents existing | P/ MPLS
technologies; it closes the gaps in the traditional access and
aggregation transport to enable end-to-end packet technol ogy
solutions in a cost efficient, reliable, and interoperable manner
After several years of industry debate on which packet technology to
use, MPLS-TP has energed as the next generation transport technol ogy
of choice for many Service Providers worl dw de

The Unified MPLS strategy -- using MPLS fromcore to aggregation and
access (e.g., IPPMPLS in the core, |IP/MPLS or MPLS-TP in aggregation

and access) -- appears to be very attractive to nany SPs. It
stream i nes the operation, reduces the overall complexity, and
i mproves end-to-end convergence. It |everages the MPLS experience

and enhances the ability to support revenue-generating services.

MPLS-TP is a subset of MPLS functions that nmeet the packet transport
requi renents defined in [RFC5654]. This subset includes: MPLS data
forwardi ng, pseudow re encapsul ation for circuit enulation, and
dynanmic control plane using GWLS control for LSP and tLDP for
pseudowire (PW. MPLS-TP al so extends previous MPLS OAM functi ons
such as the BFD extension for proactive Connectivity Check and
Connectivity Verification (CCV) [RFC6428], Renote Defect Indication
(RDI') [RFC6428], and LSP Ping Extension for on-denmand CC-V [ RFC6426] .
New t ool s have been defined for alarm suppression with Al arm

I ndication Signal (AlS) [RFC6427] and switch-over triggering with

Li nk Down Indication (LD) [RFC6427]. Note that since the MPLS QAM
feature extensions defined through the process of MPLS-TP devel opnent
are part of the MPLS famly, the applicability is general to MPLS and
not limted to MPLS-TP.
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2.

2.

The requirenents of MPLS-TP are provided in the MPLS-TP requirenents
docunent [ RFC5654], and the architectural franmework is defined in the
MPLS- TP framewor k document [RFC5921]. This docunent’s intent is to
provi de the use case studies and design considerations froma
practical point of view based on Service Providers’ deploynments plans
as well as actual deploynents.

The nmost common use cases for MPLS-TP include Metro access and
aggregation, nobile backhaul, and packet optical transport. MPLS-TP
dat a- pl ane architecture, path protection nechani snms, and QAM
functionality are used to support these deploynment scenari os.

The design considerations discussed in this docunent include the role
of MPLS-TP in the network, provisioning options, standards
conpliance, end-to-end forwardi ng and OAM consi stency, conpatibility
with existing | PP MPLS networks, and optimzation vs. sinplicity
design trade-offs.

MPLS- TP Use Cases
1. Metro Access and Aggregation

The use of MPLS-TP for Metro access and aggregation transport is the
nost common depl oynent scenari o observed in the field.

Sone operators are building green-field access and aggregation
transport infrastructure, while others are upgrading or replacing
their existing transport infrastructure with new packet technol ogies.
The existing | egacy access and aggregati on networks are usually based
on TDM or ATM technol ogi es. Sone operators are replacing these
networks with MPLS-TP technol ogi es, since | egacy ATM TDM aggr egati on
and access are becom ng i nadequate to support the rapid business
growth and too expensive to maintain. |In addition, in many cases the
| egacy devices are facing End of Sale and End of Life issues. As
operators must nove forward with the next-generation packet

technol ogy, the adoption of MPLS-TP in access and aggregati on becones
a natural choice. The statistical nultiplexing in MPLS-TP helps to
achi eve higher efficiency conpared with the time-division schene in
the | egacy technol ogies. MPLS-TP OAMtool s and protection nmechani sns
help to maintain high reliability of transport networks and achieve
fast recovery.

As nost Service Providers’ core networks are MPLS enabl ed, extending
the MPLS technology to the aggregati on and access transport networks
with a Unified MPLS strategy is very attractive to many Service
Providers. Unified MPLS strategy in this docunment means havi ng
end-to-end MPLS technol ogi es through core, aggregation, and access.
It reduces operating expenses by streanlining the operation and
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| everagi ng the operational experience already gained with MPLS
technologies; it also inproves network efficiency and reduces end-to-
end convergence tine.

The requirenents fromthe SPs for ATM TDM aggregati on repl acenent
of ten include:

- maintaining the previous operational nodel, which neans providing
a sinmlar user experience in NVS

- supporting the existing access network (e.g., Ethernet, ADSL, ATM
TDM etc.) and connections with the core networks, and

- supporting the sane operational capabilities and services (L3VPN
L2VPN, E- LI NE/ E- LAN E-VLAN, Dedicated Line, etc.).

MPLS- TP can neet these requirenents and, in general, the requirenments
defined in [ RFC5654] to support a snooth transition

2.2. Packet Optical Transport

Many SPs’ transport networks consist of both packet and optica
portions. The transport operators are typically sensitive to network
depl oynent cost and operational sinplicity. MPLS-TP supports both
static provisioning through NV and dynami ¢ provisioning via the
GWPLS control plane. As such, it is viewed as a natural fit in
transport networks where the operators can utilize the MPLS-TP LSPs
(including the ones statically provisioned) to manage user traffic as
"circuits" in both packet and optical networks. Al so, when the
operators are ready, they can nigrate the network to use the dynanic
control plane for greater efficiency.

Anong ot her attributes, bandw dth managenent, protection/recovery,
and OAM are critical in packet/optical transport networks. 1In the
context of MPLS-TP, LSPs may be associated with bandw dth allocation
policies. QOAMis to be perforned on each individual LSP. For sone
of the performance nonitoring functions, the OAM nechani sns need to
be able to transnit and process OAM packets at very high frequency.
An overview of the MPLS-TP OAM tool set is found in [ RFC6669].

Protection, as defined in [ RFC6372], is another inportant element in
transport networks. Typically, ring and linear protection can be
readily applied in netro networks. However, as |ong-haul networks
are sensitive to bandwi dth cost and tend to have nmesh-1ike topol ogy,
shared nmesh protection is beconing increasingly inportant.
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In sone cases, SPs plan to deploy MPLS-TP fromtheir |ong-hau
optical packet transport all the way to the aggregati on and access in
t heir networks.

2.3. Mbil e Backhau

Wrel ess communication is one of the fastest growing areas in

communi cati on worldwide. |n sonme regions, the trenmendous nobile
growth is fueled by the lack of existing |andline and cable
infrastructure. |In other regions, the introduction of smart phones

is quickly driving nobile data traffic to becone the primary nobile
bandwi dt h consuner (sone SPs have al ready observed that nore than 85%
of total nobile traffic is data traffic). MPLS-TP is viewed as a

sui tabl e technol ogy for nobil e backhaul

2.3.1. 2G and 3G Mbil e Backhau

MPLS-TP is commonly viewed as a very good fit for 2E 3G nobile
backhaul . 2G (GSM CDMA) and 3G (UMIS/ HSPA/ 1XEVDO) nobi |l e backhaul
networks are still currently dom nating the nobile infrastructure.

The connectivity for 2G 3G networks is point to point (P2P). The

| ogi cal connections have a hub-and-spoke configuration. Networks are
physically constructed using a star or ring topology. |In the Radio
Access Network (RAN), each nobile Base Transceiver Station (BTS/ Node
B) is comunicating with a Base Station Controller (BSC) or Radio
Network Controller (RNC). These connections are often statically set

up.

Hi erarchical or centralized architectures are often used for
pre-aggregati on and aggregation |layers. FEach aggregation network
interconnects with rmultiple access networks. For exanple, a single
aggregation ring could aggregate traffic for 10 access rings with a
total of 100 base stations.

The technol ogy used today is largely ATM based. Mobile providers are
replacing the ATM RAN infrastructure with newer packet technol ogies.

| P RAN networks with | P/ MPLS technol ogi es are depl oyed today by many
SPs with great success. MPLS-TP is another suitable choice for
Mobil e RAN. The P2P connections from base station to Radio
Controller can be set statically to minmc the operation of today’s
RAN environnents; in-band OAM and determ nistic path protection can
support fast failure detection and switch-over to satisfy service

| evel agreenents (SLAs). Bidirectional LSPs may help to sinplify the
provi sioning process. The deterninistic nature of MPLS-TP LSP setup
can al so support packet-based synchronization to maintain predictable
performance regardi ng packet delay and jitter. The traffic-

engi neered and co-routed bidirectional properties of an MPLS-TP LSP
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are of benefit in transporting packet-based Time and Frequency
Synchroni zation (TFS) protocols, such as [TICTOC]. However, the
choi ce between an external, physical-layer nethod or a packet-based
TFS met hod i s network dependent and thus is out of scope of this
docunent .

2.3.2. 4G LTE Mbil e Backhaul

One key difference between LTE and 2G 3G nobile networks is that the
| ogi cal connection in LTE is a nesh, while in 2@ 3G it is a P2P star.
In LTE, each base station (eNB/BTS) comunicates with multiple
network controllers (e.g., Packet Data Network Gateway, Packet Data
Net wor k Servi ng Gateway, Access Service Network Gateway), and the
radio el ements communi cate with one another for signal exchange and
traffic offload to wireless or wireline infrastructures.

| P/ MPLS has a great advantage in any-to-any connectivity
environnents. Thus, the use of mature I P or L3VPN technologies is
particularly conmon in the design of an SP's LTE depl oynent pl ans.

The extended OAM functions defined in MPLS-TP, such as in-band OAM
and path protection nmechani snms, bring additional advantages to
support SLAs. The dynam c control plane with GWLS signaling is
especially suited for the nesh environnent, to support dynanic

t opol ogy changes and network optim zation

Some operators are using the sanme nodel as in 2G and 3G nobile
backhaul , which uses IP/MPLS in the core and MPLS-TP with static
provi sioning (through NVS) in aggregation and access. The reasoning
is as follows: currently, the X2 traffic load in LTE networks nay be
a very small percentage of the total traffic. For exanple, one large
nobi | e operator observed that X2 traffic was |ess than one percent of
the total S1 traffic. Therefore, optinmizing the X2 traffic may not
be the design objective in this case. The X2 traffic can be carried
through the sanme static tunnels together with the S1 traffic in the
aggregation and access networks and further forwarded across the

| P/ MPLS core. |In addition, nesh protection nmay be nore efficient
with regard to bandwidth utilization, but I|inear protection and ring
protection are often considered sinpler by sonme operators fromthe
poi nt of view of operation maintenance and troubl eshooting, and so
are widely deployed. 1In general, using MPLS-TP with static
provisioning for LTE backhaul is a viable option. The design

obj ective of using this approach is to keep the operation sinple and
use a conmon nodel for nobile backhaul, especially during the
transition period.

The TFS considerations stated in Section 2.3.1 apply to the 4G LTE
nobi | e backhaul case as well.
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3. Network Design Considerations
3.1. The Role of MPLS-TP

The role of MPLS-TP is to provide a solution to help evol ve
traditional transport towards packet transport networks. It is
designed to support the transport characteristics and behavi or
described in [RFC5654]. The primary use of MPLS-TP is largely to
repl ace | egacy transport technol ogi es, such as SONET/SDH. MPLS-TP i s
not designed to replace the service support capabilities of |P/ MPLS,
such as L2VPN, L3VPN, |PTV, Mdbile RAN, etc.

3.2. Provisioning Mde
MPLS- TP supports two provisioning nodes:

- a mandatory static provisioning node, which nust be supported
wi t hout dependency on dynam ¢ routing or signaling; and

- an optional distributed dynanm c control plane, which is used to
enabl e dynani c service provisioning.

The decision on which node to use is |argely dependent on the
operational feasibility and the stage of network transition

Qperators who are accustoned to the transport-centric operationa
nodel (e.g., NMB configuration without control plane) typically
prefer the static provisioning node. This is the nost common choice
in current deployments. The dynami c provisioni ng node can be nore
powerful, but it is nore suited to operators who are famliar wth

t he operation and mai ntenance of | P/ MPLS technol ogies or are ready to
step up through training and planned transition

There nay al so be cases where operators choose to use the conbination
of both nodes. This is appropriate when parts of the network are
provisioned in a static fashion, and other parts are controlled by
dynanmic signaling. This conbination may al so be used to transition
fromstatic provisioning to dynanic control plane.

3.3. Standards Conpliance
SPs generally recogni ze that standards conpliance is inportant for
| owering cost, accelerating product nmaturity, achieving nulti-vendor

interoperability, and neeting the expectations of their enterprise
cust oners.

Fang, et al. I nf or mat i onal [ Page 10]



RFC 6965 MPLS- TP Use Cases and Design August 2013

MPLS-TP is a joint work between the ETF and ITUT. 1In April 2008,
the ETF and ITU-T jointly agreed to term nate T- MPLS and progress
MPLS-TP as joint work [RFC5317]. The transport requirenments are
provided by the ITUT; the protocols are devel oped in the |ETF.

3.4. End-to-End MPLS OAM Consi st ency

End-to-end MPLS OAM consi stency is highly desirable in order to

enabl e Service Providers to deploy an end-to-end MPLS solution. As
MPLS- TP adds OAM function to the MPLS toolkit, it cannot be expected
that a full-function end-to-end LSP with MPLS-TP OAM can be achi eved
when the LSP traverses a |l egacy MPLS/IP core. Although it may be
possi ble to select a subset of MPLS-TP OAM that can be gatewayed to
the |l egacy MPLS/IP OAM a better solution is achieved by tunneling
the MPLS-TP LSP over the | egacy MPLS/IP network. In that node of
operation, |legacy OAM may be run on the tunnel in the core, and the
tunnel endpoints may report issues in as nmuch detail as possible to
the MPs in the MPLS-TP LSP. Note that over tine it is expected that
routers in the MPLS/IP core will be upgraded to fully support MPLS-TP
features. Once this has occurred, it will be possible to run
end-to-end MPLS-TP LSPs seanl essly across the core.

3.5. PWDesign Considerations in MPLS-TP Networ ks

In general, PW in MPLS-TP work the sanme as in | P/MPLS networKks.
Bot h Si ngl e- Segnment PW (SS-PW and Multi-Segnent PW(MS-PW are
supported. For dynanmic control plane, Targeted LDP (tLDP) is used.
In static provisioning node, PWstatus is a new PWQAM feature for
failure notification. |In addition, both directions of a PWnust be
bound to the sane transport bidirectional LSP.

In the conmon network topology involving nulti-tier rings, the design
choice is between using SS-PWor M5-PW This is not a discussion
unique to MPLS-TP, as it applies to PWdesign in general. However,
it is relevant here, since MPLS-TP is nore sensitive to the
operational conplexities, as noted by operators. I|If Ms-PWis used,
Swi tching PE (S-PE) nust be deployed to connect the rings. The
advantage of this choice is that it provides donain isolation, which
inturn facilitates troubl eshooting and allows for faster PWfailure
recovery. On the other hand, the disadvantage of using S-PE is that
it adds nore conplexity. Using SS-PWis sinpler, since it does not
require S-PEs, but it is less efficient because the paths across
primary and secondary rings are longer. |If operational sinplicity is
a higher priority, some SPs choose SS-PW

Anot her design trade-off is whether to use PWprotection in addition

to LSP protection or rely solely on LSP protection. Wen the MPLS- TP
LSPs are protected, if the working LSP fails, the protecting LSP
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assures that the connectivity is nmaintained and the PWis not

i npacted. However, in the case of sinmultaneous failure of both the
wor ki ng and protecting LSPs, the attached PWwould fail. By adding
PW protection and attaching the protecting PWto a diverse LSP not in
the sane Shared Risk Link Goup (SRLG, the PWis protected even when
the primary PWfails. dearly, using PWprotection adds consi derably
nore conplexity and resource usage, and thus operators often nay
choose not to use it and consider protection against a single point
of failure as sufficient.

3. 6. Proactive and On- Demand MPLS-TP OAM Tool s

MPLS- TP provi des both proactive and on-denmand OAMtools. As a
proactive OAM fault managenment tool, BFD Connectivity Check (CC) can
be sent at regular intervals for Connectivity Check; three (or a
configurabl e nunber) of m ssed CC nessages can trigger the failure
protection switch-over. BFD sessions are configured for both working
and protecting LSPs.

A design decision is choosing the value of the BFD CC interval. The
shorter the interval, the faster the detection time is, but also the
hi gher the resource utilization is. The proper val ue depends on the
application and the service needs, as well as the protection

mechani sm provi ded at the | ower |ayer.

As an on-demand OAM fault managenment nechani sm (for exanple, when
there is a fiber cut), a Link Down Indication (LDI) nmessage [ RFC6427]
can be generated fromthe failure point and propagated to the

Mai nt enance Entity G oup End Points (MEPS) to trigger inmediate
switch-over fromworking to protecting path. An Alarm | ndication
Signal (AI'S) can be propagated fromthe Mintenance Entity G oup
Intermediate Point (MP) to the MEPs for al arm suppression.

In general, both proactive and on-demand OAM t ool s shoul d be enabl ed
to guarantee short sw tch-over tines.

3.7. MPLS-TP and | P/ MPLS | nt erwor ki ng Consi derati ons
Since |P/MPLS is largely deployed in nmost SPs’ networks, MPLS-TP and
| P/MPLS interworking is inevitable if not a reality. However,

i nterworking discussion is out of the scope of this docunment; it is
for further study.
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4.

6.

6.

Security Considerations

Under the use case of Metro access and aggregation, in the scenario

where sone of the access equipnment is placed in facilities not owned

1

by the SP, the static provisioning node of MPLS-TP is often preferred
over the control -plane option because it elinnates the possibility
of a control-plane attack, which nay potentially inpact the whole
network. This scenario falls into the Security Reference Mddel 2 as
described in [ RFC6941].

Simlar location issues apply to the nobile use cases since equi pment
is often placed in renpte and outdoor environnent, which can increase
the risk of unauthorized access to the equipnent.

In general, NVS access can be a common point of attack in all MPLS- TP
use cases, and attacks to GAL or G ACh are unique security threats to
MPLS-TP. The MPLS-TP security considerations are discussed in the
MPLS- TP security framework [RFC6941]. General security

consi derations for MPLS and GWLS networks are addressed in "Security
Framework for MPLS and GWPLS Networ ks" [ RFC5920] .
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