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A Framework for Point-to-Miltipoint MPLS in Transport Networks
Abstract

The Multiprotocol Label Sw tching Transport Profile (MPLS-TP) is the
common set of MPLS protocol functions defined to enable the
construction and operation of packet transport networks. The MPLS-TP
supports both point-to-point and point-to-multipoint transport paths.
Thi s docunent defines the elenents and functions of the MPLS- TP
architecture that are applicable specifically to supporting point-to-
mul ti point transport paths.

Status of This Meno

This docunent is not an Internet Standards Track specification; it is
published for informational purposes.

This docunent is a product of the Internet Engi neering Task Force
(IETF). It represents the consensus of the |IETF comunity. It has
recei ved public review and has been approved for publication by the
Internet Engineering Steering Group (IESG. Not all docunents
approved by the I ESG are a candidate for any |evel of Internet

St andard; see Section 2 of RFC 5741.

I nformation about the current status of this docunent, any errata,

and how to provide feedback on it nay be obtained at
http://ww. rfc-editor.org/info/rfc7167
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1. Introduction

The Multiprotocol Label Switching Transport Profile (MPLS-TP) is the
common set of MPLS protocol functions defined to nmeet the
requirenents specified in [ RFC5654]. The MPLS-TP Framewor k [ RFC5921]
provides an overall introduction to the MPLS-TP and defines the
general architecture of the Transport Profile, as well as the aspects
specific to point-to-point transport paths. The purpose of this
docunment is to define the elenments and functions of the MPLS- TP
architecture applicable specifically to supporting point-to-
mul ti point transport paths.

1.1. Scope

Thi s docunent defines the elenents and functions of the MPLS-TP
architecture related to supporting point-to-multipoint transport
paths. The reader is referred to [ RFC5921] for the aspects of the
MPLS- TP architecture that are generic or are concerned specifically
with point-to-point transport paths.

1.2. Termnol ogy

Term Definition

CE Cust oner Edge

LSP Label Switched Path

LSR Label Switching Router

MEG Mai nt enance Entity G oup

VEP Mai nt enance Entity G oup End Poi nt

M P Mai nt enance Entity Group Internedi ate Point

MPLS- TE MPLS Traffic Engineering
MPLS- TP MPLS Transport Profile

QAM Operations, Adm nistration, and Mi ntenance

OTN Optical Transport Network

P2MVP Poi nt -t o- mul ti poi nt

PW Pseudowi r e

RSVP- TE Resource Reservation Protocol - Traffic Engineering
SDH Synchronous Digital Hi erarchy

t LDP Targeted LDP

Detail ed definitions and additional term nology may be found in
[ RFC5921] and [ RFC5654].
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2.

Applicability

The point-to-multipoint connectivity provided by an MPLS-TP net work
is based on the point-to-nultipoint connectivity provided by MPLS
networks. Traffic Engi neered P2MP LSP support is discussed in

[ RFC4875] and [ RFC5332], and P2MP PW support is being devel oped based
on [ P2MP- PW REQS] and [ VPMB- FRMAK- REQS]. MPLS- TP poi nt-to-nul tipoint
connectivity is anal ogous to that provided by traditional transport
technol ogi es such as Optical Transport Network point-to-nultipoint

[ G 798] and drop-and-continue [G 780], and thus supports the same
class of traditional applications, e.g., video distribution

The scope of this docunent is limted to point-to-nultipoint
functions and it does not discuss nmultipoint-to-nultipoint support.

MPLS- TP P2MP Requirenents

The requirenents for MPLS-TP are specified in [ RFC5654], [RFC5860],
and [ RFC5951]. This section provides a brief summary of point-to-
nmul ti point transport requirements as set out in those docunents; the
reader is referred to the docunments thenselves for the definitive and
complete list of requirements. This summary does not include the RFC
2119 [BCP14] conformance | anguage used in the original docunents as
this docunent is not authoritative

From [ RFC5654] :

0 MPLS-TP nmust support traffic-engi neered point-to-nmnultipoint
transport paths.

0 MPLS-TP nust support unidirectional point-to-nultipoint transport
pat hs.

o0 MPLS-TP nmust be capabl e of using P2MP server (sub)layer
capabilities as well as P2P server (sub)layer capabilities when
supporting P2MP MPLS-TP transport paths.

o0 The MPLS-TP control plane nmust support establishing all the
connectivity patterns defined for the MPLS-TP data plane (i.e.
uni di rectional P2P, associated bidirectional P2P, co-routed
bi directi onal P2P, unidirectional P2MP) including configuration of
protection functions and any associ ated nmi nt enance functi ons.

0 Recovery techniques used for P2P and P2MP shoul d be identical to
sinmplify inplenentation and operation

o Unidirectional 1+1 and 1:n protection for P2MP connectivity nust
be supported.
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(o]

MPLS- TP recovery in a ring nust protect unidirectional P2MP
transport paths.

From [ RFC5860] :

(0]

The protocol solution(s) developed to performthe followi ng OAM
functions nust al so apply to point-to-point associated

bi directi onal LSPs, point-to-point unidirectional LSPs, and point-
to-nultipoint LSPs:

* Continuity Check

*  Connectivity Verification, proactive

* Lock Instruct

* Lock Reporting

* Al arm Reporting

* Client Failure Indication

* Packet Loss Measurenent

*  Packet Del ay Measurenent

The protocol solution(s) developed to performthe foll owi ng CAM
functions may al so apply to point-to-point associated

bi directi onal LSPs, point-to-point unidirectional LSPs, and point-
to-nul ti point LSPs:

* Connectivity Verification, on-dermand

* Route Tracing

* Diagnostic Tests

*  Renpte Defect |ndication

From [ RFC5951] :

(0]

Frost,

For unidirectional (P2P and point-to-nultipoint (P2MP))
connection, proactive neasurenment of packet |loss and loss ratio is
required.

For a unidirectional (P2P and P2MP) connecti on, on-denmand
measur enent of del ay measurenent is required.
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4.

4.

Architecture

The overall architecture of the MPLS-TP is defined in [RFC5921]. The
architecture for point-to-multipoint MPLS-TP conprises the foll ow ng
addi tional elenents and functions:

o Unidirectional point-to-nultipoint LSPs
0 Unidirectional point-to-mnultipoint PW
0 Optional point-to-multipoint LSP and PWcontrol planes

0 Survivability, network nmanagenent, and Operations, Adninistration
and Mai ntenance functions for point-to-nultipoint PW and LSPs.

The foll owi ng subsecti on sunmari ses the encapsul ati on and forwardi ng
of point-to-nultipoint traffic within an MPLS-TP network, and the
encapsul ati on options for delivery of traffic to and from MPLS-TP CE
devi ces when the network is providing a packet transport service.

1. MPLS-TP Encapsul ati on and Forwardi ng

Packet encapsul ati on and forwardi ng for MPLS-TP poi nt-to-nultipoint
LSPs is identical to that for MPLS-TE point-to-nultipoint LSPs.
MPLS- TE point-to-multipoint LSPs were introduced in [ RFC4875] and the
rel at ed dat a- pl ane behavi our was further clarified in [ RFC5332].
MPLS- TP all ows for both upstream assi gned and downstream assi gned

| abel s for use with point-to-multipoint LSPs.

Packet encapsul ation and forwardi ng for point-to-nmultipoint PW has
been di scussed within the PWE3 Worki ng G oup [ P2MP- PW ENCAPS], but
such definition is for further study.

Operations, Adm nistration, and Mi ntenance

The requirenents for MPLS-TP OAM are specified in [ RFC5860]. The
overall QOAM architecture for MPLS-TP is defined in [ RFC6371], and
P2MP OAM desi gn consi derations are described in Section 3.7 of that
RFC.

Al'l the traffic sent over a P2MP transport path, including OAM
packets generated by a MEP, is sent (nulticast) fromthe root towards
all the leaves, and thus nay be processed by all the MPs and MEPs
associated with a P2MP MEG |f an OAM packet is to be processed by
only a specific leaf, it requires information to indicate to al

other | eaves that the packet nmust be discarded. To address a packet
to an internediate node in the tree, Tinme-to-Live-based addressing is
used to set the radius and additional information in the OAM payl oad
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is used to identify the specific destination. It is worth noting
that a MP and MEP may be instantiated on a single node when it is
both a branch and | eaf node.

P2MP paths are unidirectional; therefore, any return path to an
originating MEP for on-denand transactions will be out of band. Qut-
of -band return paths are discussed in Section 3.8 of [RFC5921].

A nore detail ed di scussi on of P2MP OAM consi derati ons can be found in
[ MPLS- TP- P2MP- CAM .

6. Control Plane

The framework for the MPLS-TP control plane is provided in [ RFC6373].
Thi s docunent reviews MPLS-TP control -plane requirenments as well as
provi des details on how the MPLS-TP control plane satisfies these
requirenents. Mst of the requirenments identified in [ RFC6373] apply
equally to P2P and P2MP transport paths. The key P2MP-specific
control -plane requirenents are

0 requirement 6 (P2MP transport paths),

0 requirement 34 (use P2P sub-Ilayers),

0 requirenment 49 (comon recovery sol utions for P2P and P2WP),
0 requirement 59 (1+1 protection),

0 requirement 62 (1:n protection), and

0 requirement 65 (1:n shared nesh recovery).

[ RFC6373] defines the control-plane approach used to support MPLS-TP
transport paths. It identifies GWLS as the control plane for MPLS-
TP LSPs and tLDP as the control plane for PW. MPLS-TP all ows that
either, or both, LSPs and PW to be provisioned statically or via a
control plane. Quoting from][RFC6373]:

The PWand LSP control planes, collectively, nust satisfy the
MPLS- TP control -pl ane requirenents. As with P2P services, when
P2MP client services are provided directly via LSPs, al

requi renents nust be satisfied by the LSP control plane. Wen
client services are provided via PW, the PWand LSP contro

pl anes can operate in conbination, and sonme functions nay be
satisfied via the PWcontrol plane while others are provided to
PW by the LSP control plane. This is particularly noteworthy for
P2MP recovery.
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6.1. P2WP LSP Control Plane

The MPLS-TP control plane for P2MP LSPs uses GWLS and is based on
RSVP-TE for P2MP LSPs as defined in [RFC4875]. A detailed listing of
how GVWPLS satisfies MPLS-TP control -plane requirenents is provided in
[ RFC6373] .

[ RFC6373] notes that recovery techniques for traffic engi neered P2MP
LSPs are not formally defined, and that such a definition is needed.
A formal definition will be based on existing RFCs and nmay not

requi re any new protocol nechanisns but, nonethel ess, should be
docunented. GWPLS recovery is defined in [RFC4872] and [ RFC4873].
Protection of P2MP LSPs is al so discussed in [ RFC6372] Section 4.7.3.

6. 2. P2\MP PW Control Pl ane

The MPLS-TP control plane for P2MP PW shoul d be based on the LDP
control protocol used for point-to-point PW [RFC4447], with updates
as required for P2MP applications. A detailed specification of the
control plane for P2MP PW is for further study.

7. Survivability

The overall survivability architecture for MPLS-TP is defined in

[ RFC6372], and Section 4.7.3 of that RFC in particul ar describes the
application of linear protection to unidirectional P2MP entities
using 1+1 and 1:1 protection architecture. For 1+1, the approach is
for the root of the P2MP tree to bridge the user traffic to both the
wor ki ng and protection entities. Each sink/leaf MPLS-TP node sel ects
the traffic fromone entity according to sonme predeternmined criteria.
For 1:1, the source/root MPLS-TP node needs to identify the existence
of a fault condition inpacting delivery to any of the | eaves. Fault
notificati on happens fromthe node identifying the fault to the root
node via an out-of-band path. The root then selects the protection
transport path for traffic transfer. More sophisticated
survivability approaches such as partial tree protection and 1:n
protection are for further study.

The | ETF has no experience with P2MP PWsurvivability as yet;
therefore, it is proposed that the P2MP PWsurvivability will
initially rely on the LSP survivability. Further work is needed on
this subject, particularly if a requirement energes to provide
survivability for P2MP PW in an MPLS-TP context.
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8.

10.

10.

Net wor k Managenent

An overvi ew of network managenent considerations for MPLS-TP can be
found in Section 3.14 of [RFC5921]. The provided description applies
equally to P2MP transport paths.

The networ k managenment architecture and requirenents for MPLS-TP are
specified in [RFC5951]. They derive fromthe generic specifications
described in ITUT G 7710/Y.1701 [G 7710] for transport technol ogies
They al so incorporate the QAM requirenents for MPLS networks

[ RFC4377] and MPLS-TP networ ks [ RFC5860] and expand on those
requirenents to cover the nodifications necessary for fault,
configuration, performance, and security in a transport network.

[ RFC5951] covers all MPLS-TP connection types, including P2MP

[ RFC6639] provides the M B-based architecture for MPLS-TP. It
reviews the interrel ationshi ps between different MB nodul es that are
not MPLS-TP specific and that can be | everaged for MPLS-TP network
managenent, and identifies areas where additional M B nodul es are
required. Wile the docunent does not consider P2MP transport paths,
it does provide a foundation for an anal ysis of areas where M B-
nmodul e nodification and additi on nay be needed to fully support P2MP
transport paths. There has al so been work in the MPLS working group
on a P2WP specific MB, [MPLS-TE-P2MP-M B].

Security Considerations

Ceneral security considerations for MPLS-TP are covered in [ RFC5921].
Addi tional security considerations for P2MP LSPs are provided in

[ RFC4875]. This document introduces no new security considerations
beyond those covered in those docunents.
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