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hject ldentifiers for Test Certificate Policies
Abstract

Thi s docunent provides several certificate policy identifiers for
testing certificate handling software.

Status of This Meno

This docunent is not an Internet Standards Track specification; it is
published for infornational purposes.

This docunent is a product of the Internet Engi neering Task Force
(IETF). It represents the consensus of the |IETF community. It has
recei ved public review and has been approved for publication by the
I nternet Engineering Steering Group (IESG. Not all docunents
approved by the | ESG are a candi date for any |evel of Internet

St andard; see Section 2 of RFC 5741.

I nformation about the current status of this docunent, any errata,
and how to provide feedback on it may be obtai ned at
http://ww.rfc-editor.org/info/rfc7229

Copyright Notice

Copyright (c) 2014 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunment. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docunent nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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I ntroduction

Thi s docunent provides several certificate policy identifiers for
testing certificate handling software. These certificate policy
identifiers are not intended for use in the public Internet.

The certificate policy identifiers provided in this docunent are
consistent with the certificate profile specified in [RFC5280]. They
are appropriate for testing the certificate policy processing,
especially the handling of the certificate policy extension, the
policy constraints extension, and the policy mapping extension

Certificate Policy Identifiers for Testing
The following certificate policy identifiers are provided for testing

certificate handling software. ASN. 1 [ ASN1-2008] object identifiers
are used to nane certificate policies.

i d- pkix OBJECT IDENTIFIER ::={ iso(1l) identified-organization(3)
dod(6) internet(1) security(5) mechanisnms(5) pkix(7) }

i d- TEST OBJECT IDENTIFIER ::= { id-pkix 13}

-- Cbject ldentifiers used ONLY for TESTI NG

i d- TEST-cert Pol i cyOne OBJECT IDENTIFIER ::={ id-TEST 1 }

i d- TEST-cert Pol i cyTwo OBJECT IDENTIFIER ::={ id-TEST 2 }

i d- TEST-cert PolicyThree OBJECT IDENTIFIER ::= { id-TEST 3 }

i d- TEST-cert Pol i cyFour OBJECT IDENTIFIER ::= { id-TEST 4 }

i d- TEST-cert Pol i cyFi ve OBJECT IDENTIFIER ::= { id-TEST 5 }

i d- TEST-cert Pol i cySi x OBJECT IDENTIFIER ::= { id-TEST 6 }

i d- TEST-cert Pol i cySeven OBJECT IDENTIFIER ::={ id-TEST 7 }

i d- TEST-cert Pol i cyEi ght OBJECT IDENTIFIER ::= { id-TEST 8 }

Security Considerations

This specification does not identify particular certificate policies
for use in the Internet public key infrastructure. The actua
policies used for production certificates can have a significant

i mpact on the confidence that one can place in the certificate. No
confidence should be placed in any certificate that makes use of
these certificate policy identifiers, since they are intended only
for testing.

| ANA Consi derati ons
The object identifiers used in this docunent are defined in an arc

del egated by 1ANA to the PKIX Working Group. No further action by
| ANA i s necessary for this docunent or any antici pated updates.
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Appendi x A ASN. 1 Modul e

Thi s appendi x provides the certificate policy identifiers (object
identifiers) in an ASN.1 nodule. No fancy structures are needed, so
this nmodule is conmpatible with [ ASNL-2008].

PKI XTest CertPolicies { iso(1l) identified-organization(3) dod(6)
internet (1) security(5) mechani sns(5) pkix(7) id-nod(0)
i d- mod- TEST-cert Policies(83) }

DEFINITIONS | MPLICI T TAGS :: =

BEG N

-- EXPORTS ALL --

-- | MPORTS NONE - -

i d-pkix OBJECT IDENTIFIER ::={ iso(1l) identified-organization(3)
dod(6) internet(1) security(5) mechanisns(5) pkix(7) }

i d- TEST OBJECT IDENTIFIER ::= { id-pkix 13}

-- (bject ldentifiers used ONLY for TESTI NG

i d- TEST-cert Pol i cyOne OBJECT IDENTIFIER ::= { id-TEST 1 }

i d- TEST-cert Pol i cyTwo OBJECT IDENTIFIER ::={ id-TEST 2 }

i d- TEST-cert PolicyThree OBJECT IDENTIFIER ::={ id-TEST 3 }

i d- TEST-cert Pol i cyFour OBJECT IDENTIFIER ::= { id-TEST 4 }

i d- TEST-cert Pol i cyFi ve OBJECT IDENTIFIER ::= { id-TEST 5 }

i d- TEST-cert Pol i cySi x OBJECT IDENTIFIER ::= { id-TEST 6 }

i d- TEST-cert Pol i cySeven OBJECT IDENTIFIER ::= { id-TEST 7 }

i d- TEST-cert Pol i cyEi ght OBJECT IDENTIFIER ::={ id-TEST 8 }

END
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