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I ntroduction
1. Loss Conceal nent and Conceal ed Seconds Metrics Bl ocks

At any instant, the audio output at a receiver may be classified as
either "normal’ or 'concealed’ . ’'Normal’' refers to playout of audio
payl oad received fromthe renpte end and al so includes |ocally
generated signals such as announcenents, tones, and confort noise.

" Conceal ed’ refers to playout of locally generated signals used to
mask the inpact of network inpairnents or to reduce the audibility of
jitter buffer adaptations.

Thi s docunent defines two new conceal nent-rel ated bl ock types to
augrment those defined in [ RFC3611] for use in a range of RTP
applications. These two block types extend the packet |oss
conceal nent nechani smdefined in Section 4.7.6 of [RFC3611].
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The first block type, the Loss Conceal nent Metrics Bl ock, provides
netrics for actions taken by the receiver to mtigate the effect of
packet |oss and packet discard. Specifically, the first netric
(On-Tinme Playout Duration) reports the duration of normal playout of
data that the receiver obtained fromthe sender’s stream A second
metric (Loss Conceal nent Duration) reports the total time during

whi ch the receiver played out nedia data that was nanufactured
locally, because the sender’s data for these periods was not
avai |l abl e due to packet loss or discard. A simlar netric (Buffer
Adj ust nent Conceal ment Duration) reports the duration of playout of

| ocal |y manufactured data replacing data that is unavailable due to
adaptation of an adaptive de-jitter buffer. Further netrics (Pl ayout
Interrupt Count and Mean Pl ayout Interrupt Size) report the nunber of
times normal playout was interrupted and the nean duration of these

i nterruptions.

Loss Conceal nent Duration and Buffer Adjustment Conceal nent Duration
are reported separately because buffer adjustnent is typically
arranged to occur in silence periods, so it may have very little

i mpact on user experience, whilst |oss conceal nent may occur at any
tinme.

The second bl ock type, the Conceal ed Seconds Metrics Bl ock, provides
metrics for Conceal ed Seconds, which are neasured at the receiving
end of the RTP stream Specifically, the first netric (Uninpaired
Seconds) reports the nunber of whole seconds occupied only with
normal playout of data that the receiver obtained fromthe sender’s
stream The second netric (Conceal ed Seconds) reports the nunber of
whol e seconds during which the receiver played out any locally
generated nedia data. A third nmetric, Severely Conceal ed Seconds
(SCSs), reports the nunmber of whol e seconds during which the receiver
pl ayed out locally generated data to conceal a |ost or discarded
frame percentage in excess of the configured SCS Threshol d.

These netrics belongs to the class of transport-related term na
metrics defined in [ RFC6792].

1.2. RTCP and RTCP Extended Reports
The use of RTCP for reporting is defined in [ RFC3550]. [RFC3611]
defines an extensible structure for reporting using an RTCP Ext ended

Report (XR). This docunent defines a new Extended Report bl ock that
MUST be used as defined in [RFC3550] and [ RFC3611].
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1.3. Performance Metrics Franmework

The Performance Metrics Franework [ RFC6390] provides gui dance on the
definition and specification of perfornmance netrics. The RTP

Moni toring Framework [ RFC6792] provides guidelines for reporting

bl ock format using RTCP XR.  The netrics bl ocks described in this
docunent are in accordance wi th those guidelines.

1.4. Applicability

These netrics are applicable to audio applications of RTP and the
audi o conponent of audi o/video applications in which the packet |oss
conceal mrent nachinery is contained at the receiving end to nitigate
the inpact of network inpairments to user’'s perception of nmedia
quality.

2. Term nol ogy

2.1. Standards Language
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMVENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

2.2. Notations

The report blocks in this docunent nmake use of binary fractions. The
followi ng term nol ogy is used:

Nuneric formats S XY

where S indicates a two's conpl enent signed representation, X
the nunber of bits prior to the decinmal place, and Y the nunber
of bits after the decimal place.

Hence, 8:8 represents an unsigned nunber in the range 0.0 to
255.996 with a granularity of 0.0039. S7:8 would represent the
range -127.996 to +127.996. 0:16 represents a proper binary
fraction with range

0.0 to 1 - 1/65536 = 0.9999847

t hough note that use of flag values at the top of the nuneric
range slightly reduces this upper linit. For exanple, if the
16-bit val ues OXFFFE and OxFFFF are used as flags for "over-
range" and "unavail abl e" conditions, a 0:16 quantity has range

0.0 to 1 - 3/65536 = 0.9999542
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3.

3.

3.

1.

2.

Loss Conceal nent Metrics Bl ock

The Loss Conceal ment Metrics Block is intended to be used as
described in this section, in conjunction with information fromthe
Measurenment |Information Bl ock [RFC6776]. Instances of this netrics
bl ock refer by synchronization source (SSRC) to the separate

auxi | iary Measurenent Information Block [ RFC6776], which describes
measur enent periods in use (see [RFC6776], Section 4.2). This
metrics block relies on the neasurenment period in the Measurenent
Information Bl ock indicating the span of the report and SHOULD be
sent in the sane conpound RTCP packet as the Measurenent |nformation
Bl ock. If the neasurenent period is not received in the sane
conmpound RTCP packet as this metrics block, this netrics block MJST
be di scarded.

Report Bl ock Structure
The structure of the Loss Conceal nent Metrics Block is as follows.

0 1 2 3
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B e S S i i i T e s aiks S S S S S S
Pl ayout Interrupt Count | Reserved |
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Figure 1: Loss Conceal ment Metrics Bl ock
Definition of Fields in Loss Conceal nent Metrics Bl ock
Bl ock type (BT): 8 bits

A Loss Conceal nent Metrics Block is identified by the constant 30.
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Interval Metric flag (1): 2 bits

This field is used to indicate whether the | oss conceal nent
metrics are Sanpled, Interval, or Cunulative netrics:

| =10: Interval Duration - the reported value applies to the
nost recent neasurenent interval duration between successive
netrics reports.

| =11: Cunul ative Duration - the reported value applies to the
accunul ation period characteristic of cunul ative measurenents.

| =01: Sanpled Value - the reported value is a sanpl ed
i nstant aneous val ue (not allowed in this block).

| =00: Reserved value - this value is reserved for future use.
In this docunent, Loss Conceal nent netrics can only be neasured
over definite intervals and cannot be sanpled. Senders MJUST NOT
use the values 1=00 or 1=01. |If a block is received with 1=00 or
| =01, the receiver MJST discard the block
Packet Loss Conceal ment Method (plc): 2 bits

This field is used to identify the packet |oss conceal nent nethod
in use at the receiver, according to the follow ng code:

bits 014-015

0 = silence insertion

1 = sinple replay, no attenuation

2 = sinple replay, with attenuation
3 = enhancenent

O her values are reserved.
Note that the enhancenent nethod (plc=3) for packet |oss
conceal ment offers an inproved audio quality and better robustness
agai nst packet losses [G 711] and is equival ent to "enhanced" in
Section 4.7.6 of [RFC3611].
Reserved (resv): 4 bits

These bits are reserved. They MJST be set to zero by senders and
i gnored by receivers (see [RFC6709], Section 4.2).

A ark, et al. St andards Track [ Page 6]



RFC 7294 RTCP XR Conceal nment July 2014

bl ock length: 16 bits

The length of this report block in 32-bit words, minus one. For
the Loss Conceal nent Metrics Bl ock, the block length is equal to
6.

SSRC of Source: 32 bits

On-

As defined in Section 4.1 of [RFC3611].
Time Playout Duration: 32 bits

"On-tinme playout’ is the uninterrupted, in-sequence playout of
valid decoded audio information originating fromthe renote
endpoint. This includes confort noise during periods of renote
tal ker silence, if Voice Activity Detection (VAD) [VAD] is used,
and locally generated or regenerated tones and announcenents.

An equival ent definition is that on-time playout is playout of any
signal other than those used for conceal nment.

On-time playout duration is expressed in units of RTP tinestanp
and MUST include both speech and silence intervals, whether VAD is
used or not.

Two val ues are reserved: a val ue of OxFFFFFFFE i ndi cates out of
range (that is, a neasured val ue exceedi ng OXxFFFFFFFD), and a
val ue of OxFFFFFFFF i ndi cates that the neasurenent is unavail abl e.

Loss Conceal nent Duration: 32 bits

d ark,

The duration, expressed in units of RTP tinestanp, of audio
pl ayout corresponding to Loss-Type conceal nment.

Loss- Type conceal nent is reactive insertion or deletion of sanmples
in the audio playout streamdue to effective frame |loss at the
audi o decoder. Effective frame loss is the event in which a frane
of coded audio is sinply not present at the audi o decoder when
required. In this case, substitute audio sanples are generally
forned, at the decoder or el sewhere, to reduce audi bl e inpairnent.

Two val ues are reserved: a val ue of OxFFFFFFFE i ndi cates out of

range (that is, a neasured val ue exceedi ng OXFFFFFFFD), and a
val ue of OxFFFFFFFF i ndi cates that the measurenment is unavail abl e.

et al. St andards Track [ Page 7]



RFC 7294 RTCP XR Conceal nment July 2014

Buf fer Adjustnent Conceal nent Duration: 32 bits

The duration, expressed in units of RTP tinestanp, of audio
pl ayout corresponding to Buffer Adjustnment-Type conceal nent, if
known.

Buf f er Adj ustnent-Type conceal nent is proactive or controlled
insertion or deletion of sanples in the audio playout stream due
to jitter buffer adaptation, re-sizing decisions, or re-centering
decisions within the endpoint.

Because this insertion is controlled, rather than occurring
randomy in response to losses, it is typically |less audible than
Loss- Type conceal nent. For exanple, jitter buffer adaptation
events may be constrained to occur during periods of talker
silence, in which case only silence duration is affected, or
sophisticated tinme-stretching nethods for insertion/deletion
during favorable periods in active speech nmay be enpl oyed.

Conceal nent events that cannot be classified as Buffer Adjustnent-
Type MJIST be classified as Loss- Type.

Two val ues are reserved: a val ue of OxFFFFFFFE i ndi cates out of

range (that is, a neasured val ue exceedi ng OXFFFFFFFD), and a

val ue of OxFFFFFFFF i ndi cates that the neasurenent is unavail abl e.
Pl ayout Interrupt Count: 16 bits

The nunber of interruptions to normal playout that occurred during
the reporting period.

Two val ues are reserved: a value of OXFFFE indicates out of range
(that is, a neasured val ue exceedi ng OxFFFD), and a val ue of
OXFFFF indi cates that the measurenent is unavail able.

Reserved: 16 bits

These bits are reserved. They MJIST be set to zero by senders and
i gnored by receivers (see [RFC6709], Section 4.2).
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4.

Mean Pl ayout Interrupt Size: 32 bits

The mean duration, expressed in units of RTP tinmestanp, of
interruptions to nornmal playout that occurred during the reporting
peri od.

Two val ues are reserved: a val ue of OxFFFFFFFE i ndi cates out of
range (that is, a neasured val ue exceedi ng OXFFFFFFFD), and a
val ue of OxFFFFFFFF indi cates that the neasurenment is unavail abl e.

Conceal ed Seconds Metrics Bl ock

The Conceal ed Seconds Metrics Block is intended to be used as
described in this section, in conjunction with information fromthe
Measurement | nformation Block [RFC6776]. It provides a description
of potentially audible inpairments due to | ost and di scarded packets
at the endpoint, expressed on a tinme basis anal ogous to a traditiona
Public Switched Tel ephone Network (PSTN) T1/El errored seconds
metric. Instances of this netrics block refer by synchronization
source (SSRC) to the separate auxiliary Measurenent |nformation Bl ock
[ RFC6776] that describes neasurenment periods in use (see [RFC6776],
Section 4.2). This nmetrics block relies on the neasurenent period in
the Measurenent Information Block indicating the span of the report
and SHOULD be sent in the sanme conpound RTCP packet as the
Measurenment Information Block. |f the neasurenment period is not
received in the sane conpound RTCP packet as this nmetrics block, this
nmetrics bl ock MUST be discarded.

The following netrics are based on successive one-second intervals as
decl ared by an RTP clock. This RTP clock does not need to be
synchroni zed to any external time reference. The starting tinme of
this clock is unspecified. Note that this inplies that the sane | oss
pattern could result in slightly different count val ues, depending on
where the | osses occur relative to the particul ar one-second
demarcation points. For exanple, two | oss events occurring 50 ns
apart could result in either one Conceal ed Second or two, depending
on the particul ar one-second boundari es used.

The seconds in this sub-block are not necessarily cal endar seconds.

At the tail end of a session, periods of time of |ess than one second
shal |l be incorporated into these counts if they exceed 500 ns and
shal |l be disregarded if they are | ess than 500 ns.
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4.1. Report Block Structure
The structure of the Conceal ed Seconds Metrics Block is as foll ows.

0 1 2 3
01234567890123456789012345678901
I S S S T i S S S T 3
BT=31 | I |plcl r | bl ock | engt h=4 |
T S L i S S i R e SR SR S
f
+ +-
r

- 4-
sV
R +-

mn +

SRC of Source |

i S i S SIS S S o T T S S S S i a3

L.

L .

| Uni npai red Seconds |
T e e i i e e T s . i NI SR R S
| Conceal ed Seconds |
i T i i o e e e e e e et i S S S R R SR
| Severely Conceal ed Seconds | Reserved | SCS Threshold |
B T e o i S I i i S S N iy St S I S S

Fi gure 2: Conceal ed Seconds Metrics Bl ock
4.2. Definition of Fields in Conceal ed Seconds Metrics Bl ock
Bl ock type (BT): 8 bits

A Conceal ed Seconds Metrics Block is identified by the constant
31.

Interval Metric flag (1): 2 bits

This field is used to indicate whether the Conceal ed Seconds
metrics are Sanpled, Interval, or Cunulative netrics:

I =10: Interval Duration - the reported value applies to the
nost recent neasurenent interval duration between successive
metrics reports.

| =11: Cunul ative Duration - the reported value applies to the
accunul ation period characteristic of cunulative nmeasurenents.

| =01: Sanpl ed Value - the reported value is a sanpled
i nst ant aneous value (Not allowed in this block).

| =00: Reserved value - this value is reserved for future use.
In this docunment, Conceal ed Seconds netrics can only be neasured
over definite intervals and cannot be sanpled. Senders MJST NOT

use the values |=00 or |=01. If a block is received with | =00 or
1 =01, the receiver MJUST di scard the bl ock.
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Packet Loss Conceal mrent Method (plc): 2 bits

This field is used to identify the packet |oss conceal nent nethod
in use at the receiver, according to the follow ng code:

bits 014-015

0 = silence insertion

1 = sinple replay, no attenuation

2 = sinple replay, with attenuation

3 = enhancenent

O her val ues are reserved.
Not e that the enhancenent nethod (plc=3) for packet |oss
conceal nent offers an inproved audio quality and a better
robust ness agai nst packet |osses [G 711] and is equivalent to
"enhanced" in Section 4.7.6 of [RFC3611].

Reserved (resv): 4 bits

These bits are reserved. They MJST be set to zero by senders and
i gnored by receivers (see [RFC6709], Section 4.2).

Bl ock Length: 16 bits
The length of this report block in 32-bit words, nminus one. For
Zhe Conceal ed Seconds Metrics Block, the block length is equal to
SSRC of Source: 32 bits
As defined in Section 4.1 of [RFC3611].
Uni npai red Seconds: 32 bits
A count of the number of Uninpaired Seconds that have occurred.
An Uni npaired Second is defined as a continuous period of one
second during which no frane |loss or discard due to late arriva

has occurred. Every second in a session nust be classified as
ei ther OK or Conceal ed.
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Nor mal pl ayout of confort noise or other silence-conceal nent
signals during periods of talker silence, if VAD is used, shall be
counted as Uni npai red Seconds.

Two val ues are reserved: a val ue of OxFFFFFFFE i ndi cates out of
range (that is, a neasured val ue exceedi ng OXFFFFFFFD), and a
val ue of OxFFFFFFFF i ndi cates that the neasurenment is unavail abl e.

Conceal ed Seconds: 32 bits

d ark,

A count of the nunber of Conceal ed Seconds that have occurred.

A Conceal ed Second is defined as a continuous period of one second
during which any frame loss or discard due to late arrival has
occurred.

Equi val ently, a Conceal ed Second is one in which sonme Loss-Type
conceal nrent has occurred. Buffer Adjustnent-Type conceal nent
SHOULD NOT cause Conceal ed Seconds to be increnented, with the
followi ng exception. An inplementation MAY cause Conceal ed
Seconds to be increnented for 'energency’ buffer adjustnments nade
during tal kspurts.

Loss- Type conceal nent is reactive insertion or deletion of sanples
in the audio playout streamdue to effective frame |oss at the

audi o decoder. "Effective frane loss" is the event in which a
franme of coded audio is sinply not present at the audi o decoder
when required. 1In this case, substitute audio sanples are

generally formed, at the decoder or el sewhere, to reduce audible
i mpai r nent .

Buf f er Adj ust ment-Type conceal nent is proactive or controlled
insertion or deletion of sanples in the audio playout stream due
to jitter buffer adaptation, re-sizing decisions, or re-centering
decisions within the endpoint.

Because this insertion is controlled, rather than occurring
randomy in response to losses, it is typically |less audible than
Loss- Type conceal nent. For exanple, jitter buffer adaptation
events may be constrained to occur during periods of talker
silence, in which case only silence duration is affected, or
sophisticated tinme-stretching nethods for insertion/deletion
during favorable periods in active speech may be enpl oyed. For

t hese reasons, Buffer Adjustnent-Type conceal nent MAY be exenpted
frominclusion in cal culations of Conceal ed Seconds and Severely
Conceal ed Seconds.
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However, an inplenentation SHOULD i ncl ude Buffer Adjustnent-Type
conceal nent in counts of Conceal ed Seconds and Severely Conceal ed
Seconds if the event occurs at an 'inopportune’ nonment, such as an
energency or large, imediate adaptation during active speech or
an unsophi sticated adaptati on during speech w thout regard for the
underlying signal. In these cases, the assunption of | ow

audi bility cannot hold. In other words, jitter buffer adaptation
events that nay be presunmed to be audi bl e SHOULD be included in
Conceal ed Seconds and Severely Conceal ed Seconds counts.

Conceal nent events that cannot be classified as Buffer Adjustnent-
Type MJUST be classified as Loss-Type.

For clarification, the count of Conceal ed Seconds MJST i ncl ude the
count of Severely Conceal ed Seconds.

Two val ues are reserved: a val ue of OxFFFFFFFE i ndi cates out of
range (that is, a neasured val ue exceedi ng OXFFFFFFFD), and a
val ue of OxFFFFFFFF i ndi cates that the neasurenent is unavail abl e.

Severely Conceal ed Seconds: 16 bits

A count of the nunmber of Severely Conceal ed Seconds.

A Severely Conceal ed Second is defined as a non-overl appi ng peri od
of one second during which the cunul ative anpbunt of tine that has
been subject to frame loss or discard due to late arrival exceeds
the SCS Threshol d.

Two val ues are reserved: a value of OxFFFE indi cates out of range
(that is, a neasured val ue exceedi ng OxFFFD), and a val ue of
OxFFFF indi cates that the nmeasurenent is unavail able.

Reserved: 8 bits

These bits are reserved. They MJST be set to zero by senders and
i gnored by receivers (see [RFC6709], Section 4.2).

SCS Threshold: 8 bhits

d ark,

The SCS Threshold is defined as the percentage of packets
corresponding to lost or discarded franes that nust occur within a
one second period in order for the second to be classified as a
Severely Conceal ed Second. This is expressed in nuneric fornat
0: 8 and hence can represent a range of 0 to 99.6 percent |o0ss or

di scard
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A default threshold of 5 percent effective frame | oss (50 ns
effective frame loss ) per second is suggested. This corresponds
to an SCS Threshold i n hexadeci mal of 0x0D

5. SDP Signaling
[ RFC3611] defines the use of SDP (Session Description Protocol)
[ RFC4566] for signaling the use of XR blocks. XR bl ocks MAY be used
wi t hout prior signaling.

5.1. SDP rtcp-xr-attrib Attribute Extension
This section augnents the SDP attribute "rtcp-xr" [RFC3611] by
providing two additional values of "xr-format" to signal the use of
the two report blocks defined in this docunent.

xr-format =/ xr-conceal - bl ock
|/ Xr-conc-sec-bl ock

xr-conceal - bl ock = "l oss-conceal "

Xr-conc-sec-bl ock = "conc-sec" ["=" thresh]

t hresh =1*DAT ; threshold for SCS (ns)
DAT = <as defined in Section 3 of [RFC5234]>

5.2. O fer/Answer Usage

When SDP is used in Ofer/Answer context, the SDP O f er/ Answer usage
defined in [ RFC3611] applies. Note that "thresh” is declared by the
of fer.

6. | ANA Consi derations
New bl ock types for RTCP XR are subject to I ANA registration. For
general guidelines on | ANA considerations for RTCP XR, refer to
[ RFC3611] .
6.1. New RTCP XR Bl ock Type Val ues
Thi s docunent assigns two block type values in the I ANA "RTP Contro

Prot ocol Extended Reports (RTCP XR) Bl ock Type Regi stry" under the
subregi stry "RTCP XR Bl ock Type"

Nane: LCB
Long Name: Loss Conceal nent Metrics Bl ock
Val ue 30

Ref erence: Section 3.1
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6.

6.

Nane: CSB
Long Name: Conceal ed Seconds Metrics Bl ock
Val ue 31

Ref erence: Section 4.1
2. New RTCP XR SDP Par aneters

This docunent al so registers two new paraneters in the "RTP Control
Prot ocol Extended Reports (RTCP XR) Session Description Protocol
(SDP) Paraneters Registry":

o "loss-conceal"

o "conc-sec"
3. Contact Information for Registrations

The contact information for the registrations is:

RAI Area Directors

rai -ads@ools.ietf.org

Security Considerations

It is believed that the RTCP XR bl ocks defined in this docunent

i ntroduce no new security considerations beyond those described in
[ RFC3611]. These bl ocks do not provide per-packet statistics, so the
risk to confidentiality docunented in Section 7, Paragraph 3 of

[ RFC3611] does not apply.
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Appendi x A.  Metrics Represented Using the Tenplate from RFC 6390

a.

d ark,

On-Time Playout Duration Metric

*

Metric Name: On-Tine Playout Duration

Metric Description: "On-tine playout’ is the uninterrupted,
i n-sequence playout of valid decoded audio infornmation
originating fromthe renote endpoint. On-tinme playout
duration is playout duration of any signal other than those
used for conceal ment.

Met hod of Measurenent or Cal cul ation: See Section 3.2, On-Tine
Pl ayout Duration definition.

Units of Measurenent: See Section 3.2, On-Tine Playout
Dur ation definition.

Measurenment Point(s) with Potential Masurenent Donmain: See
Section 1.1, 3rd paragraph.

Measurenment Timng: See Section 3, 1st paragraph for
measurenent timng and Section 3.2 for Interval Metric flag.

Use and Applications: See Section 1.4.

Reporting Mbdel: See RFC 3611.

Loss Conceal nent Duration Metric

*

Metric Nane: Loss Conceal nent Duration

Metric Description: The duration of audio playout
correspondi ng to Loss-Type conceal nment.

Met hod of Measurenent or Cal cul ation: See Section 3.2, Loss
Conceal nent Duration definition.

Units of Measurenent: See Section 3.2, Loss Conceal nent
Duration definition.

Measurenment Point(s) with Potential Measurenent Donmain: See
Section 1.1, 3rd paragraph.

Measurement Tining: See Section 3, 1st paragraph for
nmeasurenent timng and Section 3.2 for Interval Metric flag.

Use and Applications: See Section 1.4.
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Reporting Mddel: See RFC 3611.

Buf f er Adj ustnent Conceal ment Duration Metric

*

Metric Name: Buffer Adjustnent Conceal ment Duration

Metric Description: The duration of audio playout
correspondi ng to Buffer Adjustnent-Type conceal nent.

Met hod of Measurenent or Cal cul ati on: See Section 3.2, Buffer
Adj ust nent Conceal nment Duration definition.

Units of Measurenent: See Section 3.2, Buffer Adjustnent
Conceal nent Duration definition.

Measurement Point(s) with Potential Measurenent Domain: See
Section 1.1, 3rd paragraph.

Measurement Timng: See Section 3, 1st paragraph for
nmeasurenent timng and Section 3.2 for Interval Metric flag.

Use and Applications: See Section 1.4.

Reporting Mddel: See RFC 3611.

Pl ayout Interrupt Count Metric

*

Metric Name: Playout Interrupt Count

Metric Description: The nunber of interruptions to nornal
pl ayout that occurred during the reporting period.

Met hod of Measurenment or Cal cul ation: See Section 3.2, Playout
Interrupt Count definition.

Units of Measurenent: See Section 3.2, Playout Interrupt Count
definition.

Measurement Point(s) with Potential Measurenent Domain: See
Section 1.1, 3rd paragraph.

Measurement Timng: See Section 3, 1st paragraph for
measurenent timng and Section 3.2 for Interval Metric flag.

Use and Applications: See Section 1.4.

Reporting Mddel: See RFC 3611.
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Mean Pl ayout Interrupt Size Metric

*

c
2

Metric Name: Mean Pl ayout Interrupt Size

Metric Description: The nmean duration of interruptions to
normal playout that occurred during the reporting period.

Met hod of Measurenent or Cal culation: See Section 3.2, Playout
Interrupt Count definition.

Units of Measurenent: See Section 3.2, Playout Interrupt Count
definition.

Measurement Point(s) with Potential Measurenent Domain: See
Section 1.1, 3rd paragraph.

Measurenment Timng: See Section 3, 1st paragraph for
measurenent timng and Section 3.2 for Interval Metric flag.

Use and Applications: See Section 1.4.

Reporting Mddel: See RFC 3611.

i mpai red Seconds Metric

Metric Name: Uni npaired Seconds

Metric Description: A count of the nunber of Uninpaired
Seconds that have occurred.

Met hod of Measurenment or Cal cul ati on: See Section 4.2,
Uni npai red Seconds definition.

Units of Measurenent: See Section 4.2, Uninpaired Seconds
definition.

Measurenment Point(s) with Potential Measurenent Donmain: See
Section 1.1, 5th paragraph.

Measurenment Timng: See Section 4, 1st paragraph for
measurenent timng and Section 4.2 paragraph for Interval
Metric flag.

Use and Applications: See Section 1.4.

Reporting Mddel: See RFC 3611.
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g. Conceal ed Seconds Metric
* Metric Nane: Conceal ed Seconds

* Metric Description: A count of the nunber of Conceal ed Seconds
that have occurred.

*  Method of Measurenent or Cal cul ation: See Section 4.2,
Conceal ed Seconds definition.

* Units of Measurenment: See Section 4.2, Conceal ed Seconds
definition.

*  Measurenent Point(s) with Potential Measurenment Donai n: See
Section 1.1, 5th paragraph.

* Measurenent Timng: See Section 4, 1st paragraph for
measurenent timng and Section 4.2 for Interval Metric flag.

* Use and Applications: See Section 1.4.
* Reporting Mddel: See RFC 3611.

h. Severely Conceal ed Seconds Metric
* Metric Name: Severely Conceal ed Seconds

* Metric Description: A count of the nunber of Severely
Conceal ed Seconds that have occurred.

*  ©Met hod of Measurenent or Cal cul ation: See Section 4.2,
Severely Conceal ed Seconds definition.

* Units of Measurenent: See Section 4.2, Severely Conceal ed
Seconds definition.

*  Measurenent Point(s) with Potential Measurenment Donai n: See
Section 1.1, 5th paragraph.

*  Measurenent Timng: See Section 4, 1st paragraph for
measurenent timng and Section 4.2 for Interval Metric flag.

* Use and Applications: See Section 1.4.

* Reporting Mddel: See RFC 3611.
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i. SCS Threshold Metric
* Metric Name: SCS Threshol d
* Metric Description: The anount of tinme corresponding to |ost
or discarded frames that nust occur within a one-second period
in order for the second to be classified as a Severely
Conceal ed Second.

*  Method of Measurenent or Cal cul ati on: See Section 4.2, SCS
Threshol d definition.

* Units of Measurenment: See Section 4.2, SCS Threshol d
definition.

*  Measurenent Point(s) with Potential Measurenment Donmin: See
Section 1.1, 5th paragraph.

*  Measurenent Timng: See Section 4, 1st paragraph for
nmeasurenent timng and Section 4.2 for Interval Metric flag.

* Use and Applications: See Section 1.4.

* Reporting Mddel: See RFC 3611.
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