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Abst r act

The term nol ogy about, and associ ations anong, Real -tinme Transport
Protocol (RTP) sources can be conpl ex and sonewhat opaque. This
docunent describes a number of existing and proposed properties and
rel ati onshi ps anong RTP sources and defines comon term nol ogy for
di scussing protocol entities and their relationshi ps.

Status of This Meno

This docunent is not an Internet Standards Track specification; it is
published for informational purposes.

This docunent is a product of the Internet Engi neering Task Force
(IETF). It represents the consensus of the |IETF comunity. It has
recei ved public review and has been approved for publication by the
Internet Engineering Steering Group (IESG. Not all docunents
approved by the I ESG are a candidate for any |evel of Internet

St andard; see Section 2 of RFC 5741.

I nformation about the current status of this docunent, any errata,
and how to provide feedback on it may be obtai ned at
http://ww. rfc-editor.org/info/rfc7656
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Copyright Notice

Copyright (c) 2015 I ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the I ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunment. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this document. Code Conponents extracted fromthis docunment nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided wi thout warranty as
described in the Sinplified BSD License.
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1

2.

I ntroduction

The existing taxonomy of sources in the Real-time Transport Protoco
(RTP) [ RFC3550] has previously been regarded as confusing and

i nconsistent. Consequently, a deep understandi ng of how the
different terns relate to each other becones a real chall enge
Frequently cited exanples of this confusion are (1) how different
protocol s that nake use of RTP use the sane terns to signify
different things and (2) how the conplexities addressed at one |ayer
are often gl ossed over or ignored at another.

This docunent inproves clarity by review ng the senmantics of various
aspects of sources in RTP. As an organizing nmechanism it approaches
this by describing various ways that RTP sources are transforned on
their way between sender and receiver, and how they can be grouped
and associ at ed toget her.

Al'l non-specific references to ControLling mJtiple streans for
t El epresence (CLUE) in this docunent nmap to [ CLUE- FRAMVE], and al
references to Wb Real -tine Comuni cations (WbRTC) nap to

[ WEBRTC- OVERVI EW .

Concept s

This section defines concepts that serve to identify and nane vari ous
transformations and streans in a given RTP usage. For each concept,
alternate definitions and usages that coexist today are |listed al ong
with various characteristics that further describe the concept.

These concepts are divided into two categories: one is related to the
chain of streans and transfornations that Media can be subject to,
and the other is for entities involved in the conmmunication.

1. Media Chain

In the context of this document, nmedia is a sequence of synthetic or
Physical Stimuli (Section 2.1.1) -- for exanple, sound waves,
photons, key strokes -- represented in digital form Synthesized
media is typically generated directly in the digital domain.

This section contains the concepts that can be involved in taking
medi a at a sender side and transporting it to a receiver, which my
recover a sequence of physical stimuli. This chain of concepts is of
two main types: streans and transfornmations. Streans are tinme-based
sequences of sanples of the physical stinulus in various
representations, while transformati ons change the representati on of
the streans in sonme way.
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The bel ow exanples are basic ones, and it is inportant to keep in
m nd that this conceptual nobdel enables nore conpl ex usages. Somne
will be further discussed in later sections of this docunment. In
general the followi ng applies to this nodel

o A transfornmation nmay have zero or nore inputs and one or nore
out put s.

0o A streamis of sone type, such as audio, video, real-tinme text,
etc.

0 A stream has one source transformation and one or nore sink
transformations (with the exception of physical stimulus
(Section 2.1.1) that may |ack source or sink transformation).

0 Streans can be forwarded froma transfornmation output to any
nunber of inputs on other transformations that support that type.

o If the output of a transfornation is sent to nultiple
transformati ons, those streans will be identical; it takes a
transformation to nake themdifferent.

0 There are no formal limtations on how streans are connected to
transformati ons.

It is also inportant to remenber that this is a conceptual nodel.
Thus, real-world inplenentations may | ook different and have a
different structure.

To provide a basic understanding of the relationships in the chain,
we first introduce the concepts for the sender side (Figure 1). This
covers physical stimuli until nedia packets are enitted onto the

net wor k.
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Figure 1: Sender Side Concepts in the Media Chain

In Figure 1, we have included a branched chain to cover the concepts
for using redundancy to inprove the reliability of the transport.

The Medi a Transport concept
Section 2.1.15.

is an aggregate that
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In Figure 2, we review a receiver nedia chain nmatching the sender
side, to look at the inverse transformations and their attenpts to
recover identical streans as in the sender chain, subject to what may
be | ossy conpression and inperfect nmedia transport. Note that the
streanms out of a reverse transformation, |ike the Source Stream out
of the Media Decoder, are in many cases not the sanme as the
correspondi ng ones on the sender side; thus, they are prefixed with a
"received" to denote a potentially nodified version. The reason for
not being the same lies in the transformations that can be of
irreversible type. For exanple, |ossy source coding in the Media
Encoder prevents the source streamout of the nmedia decoder from
being the sane as the one fed into the nedia encoder. Oher reasons
i ncl ude packet loss in the nmedia transport transformation that even
RTP-based Repair, if used, fails to repair.
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Fi gure 2: Receiver Side Concepts of the Media Chain
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2.

2.

2.

1.1. Physical Stinulus

The physical stinulus is a physical event in the anal og donmain that
can be sanpl ed and converted to digital formby an appropriate sensor
or transducer. This includes sound waves maki ng up audi o, photons in
alight field, or other excitations or interactions with sensors,

Ii ke keystrokes on a keyboard.

1.2. Media Capture

Media Capture is the process of transform ng the anal og physica
stimulus (Section 2.1.1) into digital nedia using an appropriate
sensor or transducer. The nedia capture perforns a digital sanpling
of the physical stinulus, usually periodically, and outputs this in
sonme representation as a Raw Stream (Section 2.1.3). This data is
consi dered "nedi a", because it includes data that is periodically
sanmpl ed or made up of a set of tinmed asynchronous events. The nedia
capture is normally instantiated in sone type of device, i.e., nedia
capture device. Exanples of different types of nedia capturing
devices are digital caneras, mcrophones connected to A/D converters,
or keyboards.

Characteri stics:

0 A nedia capture is identified either by hardware/ manufacturer 1D
or via a session-scoped device identifier as mandated by the
appl i cation usage.

0 A nmedia capture can generate an Encoded Stream (Section 2.1.7) if
the capture device supports such a configuration

0 The nature of the nedia capture nay inpose constraints on the
clock handling in sone of the subsequent steps. For exanple, nany
audi o or video capture devices are not conpletely free in
selecting the sanple rate.

1.3. Raw Stream

A raw streamis the tinme progressing streamof digitally sanpled

i nformation, usually periodically sanpled and provided by a nedi a
capture (Section 2.1.2). A raw streamcan al so contain synthesized
medi a that nmay not require any explicit nedia capture, since it is
already in an appropriate digital form
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2.1.4. Media Source

A Media Source is the logical source of a time progressing digita
medi a stream synchroni zed to a reference clock. This streamis
called a source stream (Section 2.1.5). This transformation takes
one or nore raw streans (Section 2.1.3) and provides a source stream
as output. The output is synchronized with a reference clock
(Section 3.1), which can be as sinple as a systemlocal wall clock or
as conpl ex as an NTP synchroni zed cl ock

The out put can be of different types. One type is directly
associated with a particular nedia capture’s raw stream Qhers are
nore conceptual sources, like an audio nix of nultiple source streans
(Figure 3). Mxing nultiple streanms typically requires that the

i nput streans are possible to relate in tinme, neaning that they have
to be source streanms (Section 2.1.5) rather than raw streans. In
Figure 3, the generated source streamis a mx of the three input
source streans.

Sour ce Sour ce Sour ce
Stream Stream St ream

Y Y Y
o e e e e e e e e e e oo +
| Medi a Source | <-- Reference d ock
| M xer |
o m e e e e e e +
|
Y

Source Stream
Fi gure 3: Conceptual Media Source in the formof an Audio M xer

Anot her possi bl e exanpl e of a conceptual nedia source is a video
surveillance switch, where the input is nultiple source streans from
different caneras, and the output is one of those source streans
based on sone selection criteria, such as round robin or sone video
activity neasure.

2.1.5. Source Stream
A source streamis a streamof digital sanples that has been

synchroni zed with a reference clock and cones froma particular nedia
source (Section 2.1.4).
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2.1.6. Medi a Encoder

A nmedia encoder is a transformthat is responsible for encoding the
medi a data froma source stream (Section 2.1.5) into another
representation, usually nore conpact, that is output as an encoded
stream (Section 2.1.7).

The medi a encoder step commonly includes pre-encodi ng
transformati ons, such as scaling, resanpling, etc. The nedia encoder
can have a significant nunber of configuration options that affects
the properties of the encoded stream This includes properties such
as codec, bitrate, start points for decoding, resolution, bandw dth,
or other fidelity affecting properties.

Scal abl e nedi a encoders need special attention as they produce
multiple outputs that are potentially of different types. As shown
in Figure 4, a scal able nedi a encoder takes one input source stream
and encodes it into nultiple output streans of two different types:
at | east one encoded streamthat is independently decodabl e and one
or nore Dependent Streams (Section 2.1.8). Decoding requires at

| east one encoded stream and zero or nore dependent streams. A
dependent stream s dependency is one of the grouping relations this
docunent di scusses further in Section 3.7.

Source Stream

Y
o +
| Scal abl e Medi a Encoder
oo e e e oo oo - +

| | |

Y Y Y
Encoded Dependent Dependent
Stream Stream Stream

Fi gure 4: Scal abl e Medi a Encoder | nput and CQutputs

There are also other variants of encoders, like so-called Miultiple
Description Coding (MDC). Such nmedia encoders produce nultiple

i ndependent and thus individually decodabl e encoded streans.

However, (logically) conbining nultiple of these encoded streanms into
a single Received Source Stream during decoding |eads to an

i mprovenent in perceptual reproduced quality when conpared to
decodi ng a single encoded stream

Creating nultiple encoded streanms fromthe same source stream where
the encoded streans are neither in a scalable nor in an MDC
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relationship is commonly utilized in sinulcast [SDP-SI MJULCAST]
envi ronment s.

2.1.7. Encoded Stream

A stream of tinme synchroni zed encoded nedi a that can be independently
decoded.

Due to tenporal dependencies, an encoded stream may have linitations
in where decoding can be started. These entry points, for exanple,
Intra frames froma video encoder, may require identification and
their generation may be event based or configured to occur

peri odically.

2.1.8. Dependent Stream

A stream of tinme synchroni zed encoded nedia fragnents that are
dependent on one or nore encoded streans (Section 2.1.7) and zero or
nor e dependent streans to be possible to decode.

Each dependent stream has a set of dependencies. These dependencies
nmust be understood by the parties in a Miltinedia Session
(Section 2.2.4) that intend to use a dependent stream

2.1.9. Media Packeti zer

The transformati on of taking one or nore encoded (Section 2.1.7) or
dependent streanms (Section 2.1.8) and putting their content into one
or nore sequences of packets, normally RTP Packets, and output Source
RTP Streans (Section 2.1.10). This step includes both generating RTP
Payl oads as well as RTP packets. The Medi a Packetizer then selects
whi ch synchroni zation source(s) (SSRC) [ RFC3550] and RTP Sessions
(Section 2.2.2) to use.

The medi a packeti zer can conbine multiple encoded or dependent
streans into one or nore RTP Streans:

0 The nedia packetizer can use nultiple inputs when producing a
single RTP stream One such exanple is Single RTP streamon a
Singl e media Transport (SRST) packetization when using Scal abl e
Vi deo Coding (SVC) (Section 3.7).

o The nedi a packetizer can al so produce nultiple RTP streans, for
exanpl e, when encoded and/ or dependent streans are distributed
over multiple RTP streams. One exanple of this is Miultiple RTP
streams on Miultiple nmedia Transports (MRMI) packetization when
using SVC (Section 3.7).
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2.1.10. RTP Stream

An RTP streamis a stream of RTP packets containing nedia data,
source or redundant. The RTP streamis identified by an SSRC

bel onging to a particular RTP Session. The RTP session is identified
as discussed in Section 2.2.2.

A source RTP streamis an RTP streamdirectly related to an encoded
stream (Section 2.1.7), targeted for transport over RTP w thout any
addi ti onal RTP-based Redundancy (Section 2.1.11) applied.

Characteristics:

0 Each RTP streamis identified by an SSRC [ RFC3550] that is carried
in every RTP and RTP Control Protocol (RTCP) packet header. The
SSRC is unique in a specific RTP session context.

0 At any given point in tine, an RTP stream can have one and only
one SSRC, but SSRCs for a given RTP stream can change over tine.
SSRC col lision and clock rate change [ RFC7160] are exanpl es of
valid reasons to change SSRC for an RTP stream In those cases,
the RTP streamitself is not changed in any significant way, only
the identifying SSRC nunber

0 Each SSRC defines a unique RTP sequence nunbering and tining
space.

0 Several RTP streams, each with their own SSRC, may represent a
singl e nmedi a source

0 Several RTP streans, each with their own SSRC, can be carried in a
singl e RTP sessi on.

2.1.11. RTP-Based Redundancy

RTP- based redundancy is defined here as a transfornation that

gener ates redundant or repair packets sent out as a Redundancy RTP
Stream (Section 2.1.12) to nmitigate Network Transport

(Section 2.1.18) inpairnents, |ike packet |oss and delay. Note that
this excludes the type of redundancy that nost suitable nmedia
encoders (Section 2.1.6) may add to the nedia format of the encoded
stream (Section 2.1.7) that nakes it cope better with RTP packet

| osses.

The RTP-based redundancy exists in many flavors: they nmay generate
i ndependent repair streanms that are used in addition to the source
stream (li ke RTP Retransm ssion (Section 3.10) and sone special types
of Forward Error Correction (FEC) (Section 3.11), like RTP stream
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duplication (Section 3.8)); they may generate a new source stream by
conbi ni ng redundancy information with source information (using XOR
FEC as a redundancy payl oad (Section 3.9)); or they may conpletely
repl ace the source information with only redundancy packets.

2.1.12. Redundancy RTP Stream

A redundancy RTP streamis an RTP stream (Section 2.1.10) that
contains no original source data, only redundant data, which may
either be used as standal one or be conbined with one or nore Received
RTP Streanms (Section 2.1.23) to produce Repaired RTP Streans

(Section 2.1.26).

2.1.13. RTP-Based Security

The optional RTP-based Security transformation applies security
services such as authentication, integrity protection, and
confidentiality to an input RTP stream |ike what is specified in
"The Secure Real -tine Transport Protocol (SRTP)" [RFC3711], producing
a Secured RTP Stream (Section 2.1.14). Either an RTP stream
(Section 2.1.10) or a redundancy RTP stream (Section 2.1.12) can be
used as input to this transformation.

In SRTP and the related Secure RTCP (SRTCP), all of the above-
mentioned security services are optional, except for integrity
protection of SRTCP, which is mandatory. Also confidentiality
(encryption) is effectively optional in SRTP, since it is possible to
use a NULL encryption algorithm As described in [RFC7201], the
strength of SRTP data origin authentication depends on the
cryptographi c transform and key managenent used. For exanple, in
group comunication, where it is sonetines possible to authenticate
group nenbership but not the actual RTP stream sender

RTP- based security and RTP-based redundancy can be combined in a few
different ways. One way is depicted in Figure 1, where an RTP stream
and its correspondi ng redundancy RTP stream are protected by separate
RTP-based security transforns. |In other cases, |ike when a Mdia
Translator is adding FEC in Section 3.2.1.3 of [RTP-TOPOLOd ES], a

m ddl ebox can apply RTP-based redundancy to an already secured RTP
streaminstead of a source RTP stream One exanple of that is
depicted in Figure 5 bel ow
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Fi gure 5: Addi ng Redundancy to a Secured RTP Stream

In this case, the redundancy RTP stream may al ready have been secured
for confidentiality (encrypted) by the first RTP-based security, and
it may therefore not be necessary to apply additional confidentiality
protection in the second RTP-based security. To avoid attacks and
negative inpact on RTP-based Repair (Section 2.1.25) and the
resulting repaired RTP stream (Section 2.1.26), it is, however, stil
necessary to have this second RTP-based security apply both

aut hentication and integrity protection to the redundancy RTP stream

2.1.14. Secured RTP Stream

A secured RTP streamis a source or redundancy RTP streamthat is
protected t hrough RTP-based security (Section 2.1.13) by one or nore
of the confidentiality, integrity, or authentication security
services

2.1.15. Media Transport

A nmedi a transport defines the transformation that the RTP streans
(Section 2.1.10) are subjected to by the end-to-end transport from
one RTP Sender (Section 4.12) to one specific RTP Receiver

(Section 4.11) (an RTP session (Section 2.2.2) nmay contain nultiple
RTP receivers per sender). Each nedia transport is defined by a
transport association that is normally identified by a 5-tuple
(source address, source port, destination address, destination port,
transport protocol), but a proposal exists for sending multiple
transport associations on a single 5-tuple [ TRANSPORT- MULTI PLEX]
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Characteristics:

0 Media transport transnmits RTP streans of RTP packets froma source
transport address to a destination transport address.

0 Each nedia transport contains only a single RTP session

0 A single RTP session can span nultiple nedia transports.

The nmedi a transport concept sonetines needs to be deconposed into
nmore steps to enabl e discussion of what a sender enmits that gets

transforned by the network before it is received by the receiver
Thus, we provide also this nedia transport deconposition (Figure 6).

RTP Stream
|
Y
o e e e e e e e e e e oo +
| Media Transport Sender |
o e e e e e e e +

Y
o e e e e e e e e e e oo +
| Media Transport Receiver
o e e e e e e e +
|
Y,

Recei ved RTP Stream
Fi gure 6: Deconposition of Media Transport
2.1.16. Media Transport Sender

The first transformation within the nmedia transport (Section 2.1.15)
is the Media Transport Sender. The sending Endpoint (Section 2.2.1)
takes an RTP stream and enmits the packets onto the network using the
transport association established for this nedia transport, thereby
creating a Sent RTP Stream (Section 2.1.17). In the process, it
transforns the RTP streamin several ways. First, it generates the
necessary protocol headers for the transport association, for
exanpl e, | P and UDP headers, thus form ng | P/UDP/ RTP packets. In

Lennox, et al. I nf or mat i onal [ Page 17]



RFC 7656 RTP Taxonomny Novenber 2015

addition, the nedia transport sender may queue, intentionally pace,
or otherw se affect how the packets are enitted onto the network,
thereby potentially introducing delay and del ay variati ons [ RFC5481]
that characterize the sent RTP stream

2.1.17. Sent RTP Stream

The sent RTP streamis the RTP streamas entering the first hop of
the network path to its destination. The sent RTP streamis
identified using network transport addresses, like the 5-tuple
(source I P address, source port, destination |IP address, destination
port, and protocol (UDP)) for |P/ UDP

2.1.18. Network Transport

Network transport is the transformation that subjects the sent RTP
stream (Section 2.1.17) to traveling fromthe source to the
destination through the network. This transformation can result in
| oss of sone packets, delay, and delay variation on a per-packet
basi s, packet duplication, and packet header or data corruption
This transformati on produces a Transported RTP Stream

(Section 2.1.19) at the exit of the network path.

2.1.19. Transported RTP Stream

The transported RTP streamis the RTP streamthat is enitted out of
the network path at the destination, subjected to the network
transport’s transformation (Section 2.1.18).

2.1.20. Media Transport Receiver

The Media Transport Receiver is the receiver endpoint’s

(Section 2.2.1) transformation of the transported RTP stream
(Section 2.1.19) by its reception process, which results in the
recei ved RTP stream (Section 2.1.23). This transformation includes
transport checksuns being verified. Sensible system designs
typically either discard packets with nmisnmatching checksuns or pass
t hem on whil e somehow marking themin the resulting received RTP
stream so to al ert subsequent transformati ons about the possible
corrupt state. In this context, it is worth noting that there is
typically some probability for corrupt packets to pass through
undetected (with a seemingly correct checksun). O her
transformati ons can conpensate for delay variations in receiving a
packet on the network interface and providing it to the application
(de-jitter buffer).
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2.1.21. Received Secured RTP Stream

This is the secured RTP stream (Section 2.1.14) resulting fromthe
medi a transport (Section 2.1.15) aggregate transformation

2.1.22. RTP-Based Validation

RTP-based Validation is the reverse transformati on of RTP-based

security (Section 2.1.13). If this transformation fails, the result
is either not usable and nust be discarded or may be usabl e but
cannot be trusted. |If the transformation succeeds, the result can be

a received RTP stream (Section 2.1.23) or a Received Redundancy RTP
Stream (Section 2.1.24), depending on what was input to the
correspondi ng RTP-based security transformation, but it can also be a
Recei ved Secured RTP Stream (Section 2.1.21) in case several RTP-
based security transformations were applied.

2.1.23. Received RTP Stream
The received RTP streamis the RTP stream (Section 2.1.10) resulting
fromthe nedia transport’s aggregate transfornmation (Section 2.1.15),
i.e., subjected to packet |oss, packet corruption, packet
duplication, delay, and delay variation fromsender to receiver
2.1.24. Received Redundancy RTP Stream

The recei ved redundancy RTP streamis the redundancy RTP stream
(Section 2.1.12) resulting fromthe nedia transport’s aggregate

transformation, i.e., subjected to packet |oss, packet corruption
packet duplication, delay, and delay variation fromsender to
receiver.

2.1.25. RTP-Based Repair

RTP-based repair is a transformation that takes as input zero or nore
recei ved RTP streans (Section 2.1.23) and one or nore received
redundancy RTP streans (Section 2.1.24) and produces one or nore
repai red RTP streanms (Section 2.1.26) that are as close to the
correspondi ng sent source RTP streans (Section 2.1.10) as possible,
using different RTP-based repair nethods, for exanple, the ones
referred to in RTP-based redundancy (Section 2.1.11).

2.1.26. Repaired RTP Stream
A repaired RTP streamis a received RTP stream (Section 2.1.23) for
whi ch recei ved redundancy RTP stream (Section 2.1.24) information has

been used to try to recover the source RTP stream (Section 2.1.10) as
it was before nmedia transport (Section 2.1.15).
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2.1.27. Media Depacketi zer

A Medi a Depacketi zer takes one or nore RTP streans (Section 2.1.10),
depacketizes them and attenpts to reconstitute the encoded streans
(Section 2.1.7) or dependent streams (Section 2.1.8) present in those
RTP streans.

In practical inplenmentations, the nmedi a depacketizer and the nedia
decoder may be tightly coupled and share information to inprove or
optinmize the overall decoding and error conceal nent process. It is,
however, not expected that there would be any benefit in defining a
taxonony for those detailed (and likely very inplenentation-
dependent) steps.

2.1.28. Received Encoded Stream

The Recei ved Encoded Streamis the received version of an encoded
stream (Section 2.1.7).

2.1.29. Medi a Decoder

A medi a decoder is a transformation that is responsible for decoding
encoded streans (Section 2.1.7) and any dependent streans
(Section 2.1.8) into a source stream (Section 2.1.5).

In practical inplementations, the nmedia decoder and the nedia
depacketizer may be tightly coupled and share information to inprove
or optimize the overall decoding process in various ways. It is,
however, not expected that there would be any benefit in defining a
taxonony for those detailed (and likely very inplenentation-
dependent) st eps.

A medi a decoder has to deal with any errors in the encoded streans
that resulted fromcorruption or failure to repair packet |osses.
Therefore, it comonly is robust to error and | osses, and incl udes
conceal ment net hods.

2.1.30. Received Source Stream

The received source streamis the received version of a source stream
(Section 2.1.5).
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2.1.31. Media Sink

The Media Sink receives a source stream (Section 2.1.5) that

contains, usually periodically, sanpled nedia data together with
associ ated synchroni zation informati on. Dependi ng on application,
this source streamthen needs to be transforned into a raw stream
(Section 2.1.3) that is conveyed to the Media Render (Section 2.1.33)
and synchroni zed with the output from other media sinks. The nedia
sink may al so be connected with a nmedia source (Section 2.1.4) and be
used as part of a conceptual mnedia source

The media sink can further transformthe source streaminto a
representation that is suitable for rendering on the nedia render as
defined by the application or systemw de configuration. This

i ncl udes sanple scaling, |evel adjustnents, etc.

2. 1. 32. Recei ved Raw Stream

The Received Raw Streamis the received version of a raw stream
(Section 2.1.3).

2.1.33. Media Render
A nedi a render takes a raw stream (Section 2.1.3) and converts it
into physical stinmulus (Section 2.1.1) that a human user can
perceive. Exanples of such devices are screens and D/ A converters
connected to anplifiers and | oudspeakers.

An endpoi nt can potentially have multiple nedia renders for each
medi a type.
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2.2. Conmunication Entities

This section contains concepts for entities involved in the
comuni cati on.

| |
| |
R e + S +
| | Participant A | e + | Participant B |
| | | | Multinmedia | | |
| | +--------=---- + | <==>| Session | <==>| +------------ + |
| | | Endpoint A | | | | | | Endpoint B | |
| | | || R + || | | |
| | | +--------- T E R R + 1 | |
| | | | RTP | | [ | [ || |
| | | | Session |-+---Media Transport----+>| | | |
| | | | Audio | <+---Media Transport----+-| [ | |
[ || | || A || [ || |
| | |+ AR [----m-mmm - AR + ]|
| | | | | v | | | | |
| | | | | +----mmmee - + | | | |
| | | | | | Synchronization | | | | |
| | | || Cont ext I | | |
| | | | | 4o + || | | |
| | | || A || | | |
| | | +---------- AR [----mmmmm-- AR + ]|
| | | | RTP v [ | [ || |
| | | | Session |<+---Media Transport----+-| | | |
| | | | Video | -+---Media Transport----+>| [ | |
[ || | || || [ || |
| | | +--------- T B S + 1 | |
| | +---mmmem - + | +---mmeeo-- + ]
|+ ---------------- + [ TS +|
i +

Fi gure 7: Exanpl e Point-to-Point Conmunication Session with Two RTP
Sessi ons

Figure 7 shows a high-1level exanple representation of a very basic
poi nt -t o- poi nt Comuni cati on Sessi on between Participants A and B
It uses two different audio and video RTP sessions between A's and
B's endpoints, where each RTP session is a group comunications
channel that can potentially carry a nunber of RTP streans. It is
usi ng separate nedia transports for those RTP sessions. The

mul ti medi a session shared by the participants can, for exanple, be
established using SIP (i.e., there is a SIP dialog between A and B)
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2.

2.

2.

2.

The terns used in Figure 7 are further elaborated in the subsections
bel ow.

1. Endpoint

An endpoint is a single addressable entity sending or receiving RTP
packets. It may be deconposed into several functional blocks, but as
long as it behaves as a single RTP stack entity, it is classified as
a single "endpoint".

Characteri stics:

0 Endpoints can be identified in several different ways. Wile RTCP
Canoni cal Nanes (CNAMES) [ RFC3550] provide a globally unique and
stabl e identification nechanismfor the duration of the
communi cati on session (see Section 2.2.5), their validity applies
exclusively within a Synchronization Context (Section 3.1). Thus,
one endpoi nt can handle multiple CNAMES, each of which can be
shared anong a set of endpoints belonging to the sane partici pant
(Section 2.2.3). Therefore, mechani sns outside the scope of RTP
such as application-defined nmechani sms, nust be used to provide
endpoi nt identification when outside this synchronization context.

0 An endpoint can be associated with at nobst one parti ci pant
(Section 2.2.3) at any single point in tine.

0 |In sonme contexts, an endpoint would typically correspond to a
single "host", for exanple, a conputer using a single network
interface and being used by a single human user. |n other
contexts, a single "host" can serve nultiple participants, in
whi ch case each participant’s endpoint nmay share properties, for
exanpl e, the I P address part of a transport address.

2. RTP Sessi on

An RTP session is an associ ation anong a group of participants
communi cating with RTP. It is a group conmunications channel that
can potentially carry a nunber of RTP streans. Wthin an RTP
session, every participant can find nmetadata and control information
(over RTCP) about all the RTP streams in the RTP session. The
bandwi dth of the RTCP control channel is shared between all
participants within an RTP session.

Characteristics:

0 An RTP session can carry one or nore RTP streans.
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2.

2.

2.

2

0 An RTP session shares a single SSRC space as defined in [ RFC3550].
That is, the endpoints participating in an RTP session can see an
SSRC identifier transmitted by any of the other endpoints. An
endpoi nt can receive an SSRC either as SSRC or as a contributing
source (CSRC) in RTP and RTCP packets, as defined by the
endpoi nts’ network interconnection topol ogy.

0 An RTP session uses at least two nedia transports
(Section 2.1.15): one for sending and one for receiving.
Commonl y, the receiving nmedia transport is the reverse direction
of the nmedia transport used for sending. An RTP session may use
many nedia transports and these define the session’s network
i nt erconnection topol ogy.

0o A single nedia transport always carries a single RTP session

o Miltiple RTP sessions can be conceptually related, for exanple,
originating fromor targeted for the sane parti ci pant
(Section 2.2.3) or endpoint (Section 2.2.1), or by containing RTP
streams that are sonmehow rel ated (Section 3).

3. Participant

A participant is an entity reachable by a single signaling address
and is thus related nore to the signaling context than to the nedia
cont ext .

Char acteri stics:

0 A single signaling-addressable entity, using an application-
specific signaling address space, for exanple, a SIP URI.

o0 A participant can participate in several nultimedi a sessions
(Section 2.2.4).

0 A participant can be conprised of several associated endpoints
(Section 2.2.1).

.4. Ml tinedia Session

A multinmedia session is an association anong a group of participants
(Section 2.2.3) engaged in the comruni cation via one or nore RTP
sessions (Section 2.2.2). It defines logical relationships anong
medi a sources (Section 2.1.4) that appear in multiple RTP sessions.
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Characteristics:

o A multinmedia session can be conposed of several RTP sessions with
potentially nultiple RTP streanms per RTP session.

0 Each participant in a nultinedia session can have a multitude of
medi a captures and nedi a rendering devices.

o Asingle nmultinmedia session can contain nedia fromone or nore
synchroni zati on contexts (Section 3.1). An exanple of that is a
mul ti medi a session containing one set of audio and video for
conmuni cati on purposes bel onging to one synchroni zati on context,
and anot her set of audio and video for presentation purposes (like
playing a video file) with a separate synchronization context that
has no strong tinming relationship and need not be strictly
synchroni zed with the audi o and video used for conmunication

5. Communi cati on Session

A communi cati on session is an associati on anong two or nore
participants (Section 2.2.3) conmunicating with each other via one or
nmore nul tinedi a sessions (Section 2.2.4).

Characteristics:

0 Each participant in a comrunication session is identified via an
application-specific signaling address.

0 A conmmuni cation session is conposed of participants that share at
| east one nultinedia session, involving one or nore parallel RTP
sessions with potentially nultiple RTP streans per RTP session.

For exanple, in a full mesh communi cati on, the conmuni cati on session
consists of a set of separate nultinedia sessions between each pair
of participants. Another exanple is a centralized conference, where
t he conmmuni cation session consists of a set of mnultinedia sessions
bet ween each participant and the conference handl er

Concepts of Inter-Relations

This section uses the concepts from previous sections and | ooks at
different types of relationships anong them These rel ationships
occur at different abstraction levels and for different purposes, but
the reason for the needed relationship at a certain step in the nedia
handl i ng chain nay exist at another step. For exanple, the use of
simul cast (Section 3.6) inplies a need to determine relations at the
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RTP stream |l evel, but the underlying reason is that nultiple nmedia
encoders use the sane nedia source, i.e., to be able to identify a
conmon nedi a source

3.1. Synchronization Context

A synchroni zati on context defines a requirenent for a strong timng
relati onship between the nmedia sources, typically requiring alignnment
of clock sources. Such a relationship can be identified in nmultiple
ways as listed below. A single nmedia source can only belong to a
singl e synchroni zati on context, since it is assuned that a single
medi a source can only have a single nedia clock and requiring
alignnment to several synchronization contexts (and thus reference
clocks) will effectively nerge those into a single synchronization
cont ext .

3.1.1. RTCP CNAME

[ RFC3550] describes inter-nmedia synchronizati on between RTP sessions
based on RTCP CNAME, RTP, and tinestanps of a reference clock
formatted using the Network Time Protocol (NTP) [RFC5905]. As
indicated in [RFC7273], despite using NTP format tinestanps, it is
not required that the clock be synchronized to an NTP source.

3.1.2. dock Source Signaling

[ RFC7273] provides a nmechanismto signal the clock source in the
Session Description Protocol (SDP) [ RFC4566] both for the reference
clock as well as the nmedia clock, thus allowi ng a synchronization
context to be defined beyond the one defined by the usage of CNAME
source descri ptions.

3.1.3. Inplicitly via RicMedi aStream

WebRTC defines RtcMedi aStream with one or nore RtcMedi aStreanilracks.
Al tracks in a RicMediaStream are intended to be synchroni zed when
rendered, inplying that they nmust be generated such that

synchroni zation i s possible.

3.1.4. Explicitly via SDP Mechani sns
The SDP G oupi ng Franewor k [ RFC5888] defines an "nme" |ine
(Section 4.2) grouping nechanismcalled Lip Synchronization (with LS

identification-tag) for establishing the synchronization requirenent
across "mF" lines when they map to individual sources.
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Source-Specific Media Attributes in SDP [ RFC5576] extends the above
mechani sm when nultiple nmedia sources are described by a single "n¥
I'ine.

3.2. Endpoint

Some applications require know edge of what media sources originate
froma particular endpoint (Section 2.2.1). This can include such
deci sions as packet routing between parts of the topol ogy, know ng
the endpoint origin of the RTP streans.

In RTP, this identification has been overloaded with the
synchroni zati on context (Section 3.1) through the usage of the RTCP
source description CNAME (Section 3.1.1). This works for sone
usages, but in others it breaks down. For exanple, if an endpoint
has two sets of media sources that have different synchronization
contexts, like the audio and video of the human partici pant as well
as a set of nedia sources of audio and video for a shared novie,
CNAME woul d not be an appropriate identification for that endpoint.
Therefore, an endpoint may have nmultiple CNAMES. The CNAMEs or the
nmedi a sources thenselves can be related to the endpoint.

3.3. Participant

I n conmuni cation scenarios, information about which nedia sources
originate fromwhich participant (Section 2.2.3) is conmonly needed.
One reason is, for exanple, to enable the application to correctly

di splay participant identity informati on associated with the nedia
sources. This association is handled through signaling to point at a
specific nmultinedia session where the nedia sources nmay be explicitly
or inplicitly tied to a particular endpoint.

Partici pant information becones nore problematic when there are nedia
sources that are generated through m xi ng or other conceptua
processing of raw streans or source streans that originate from
different participants. These types of nedia sources can thus have a
dynanically varying set of origins and participants. RTP contains
the concept of CSRC that carries information about the previous step
origin of the included nmedia content on the RTP | evel

3.4. RtcMediaStream
An Rt cMedi aStreamin WbRTC is an explicit grouping of a set of nmedia

sources (RtcMedi aStreaniracks) that share a conmon identifier and a
si ngl e synchroni zati on context (Section 3.1).
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3.5. Milti-Channel Audio

There exi st a nunber of RTP payload formats that can carry multi-
channel audi o, despite the codec being a single-channel (nono)
encoder. Milti-channel audio can be viewed as multiple nedia sources
sharing a conmon synchroni zation context. These are independently
encoded by a nedia encoder and the different encoded streans are
packetized together in a time-synchronized way into a single source
RTP stream using the used codec’s RTP payload format. Exanples of
codecs that support nulti-channel audio are PCMA and PCMJ [ RFC3551],
Adaptive Multi Rate (AVR) [ RFC4867], and G 719 [ RFC5404].

3.6. Sinul cast

A medi a source represented as nultiple i ndependent encoded streans
constitutes a sinmul cast [SDP-SI MILCAST] or Mbdification Detection
Code (MDC) of that nmedia source. Figure 8 shows an exanple of a
medi a source that is encoded into three separate sinulcast streans,
that are in turn sent on the sane nedia transport flow Wen using
simul cast, the RTP streanms may be sharing an RTP session and nedia
transport, or be separated on different RTP sessions and nedi a
transports, or be any conbination of these two. One nmjor reason to
use separate nedia transports is to nake use of different quality of
service (QS) for the different source RTP streans. Sone

consi derati ons on separating related RTP streans are discussed in
Section 3.12.
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| Media Source |
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Source Stream |
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| | |
\Y \Y \Y
o e a oo + o e a oo + o e a oo +
| Media Encoder | | Media Encoder | | Media Encoder |
e + e + e +
| Encoded | Encoded | Encoded
| Stream | Stream | Stream
\Y \Y \Y
o e a oo + o e a oo + o e a oo +
| Media Packetizer | | Media Packetizer | | Media Packetizer |
e + e + e +
| Source | Source | Source
| RTP | RTP | RTP
| Stream | Stream | Stream
dmmm e e e ae e + | dmmm e e e ae e +
| | |
Y Y Y
o e - +
| Media Transport
e e e e +

Fi gure 8: Exanple of Media Source Sinulcast

The sinul cast relation between the RTP streans is the conmon nedia
source. In addition, to be able to identify the conmon nedia source,
a receiver of the RTP stream may need to know which configuration or
encodi ng goal s | ay behind the produced encoded streamand its
properties. This enables selection of the streamthat is nost usefu
in the application at that noment.
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3.7. Layered Multi-Stream

Layered Multi-Stream (LMS) is a mechani sm by which different portions
of a layered or scal abl e encoding of a source streamare sent using
separate RTP streams (sonetines in separate RTP sessions). LMss are
useful for receiver control of |ayered nedia.

A nedi a source represented as an encoded streamand multiple
dependent streams constitutes a nedia source that has | ayered
dependencies. Figure 9 represents an exanple of a nedia source that
is encoded into three dependent |ayers, where two |ayers are sent on
the sane nedia transport using different RTP streans, i.e., SSRCs,
and the third layer is sent on a separate nedia transport.

oo oo +
| Media Source
S +
|
|
\Y
o o m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e aa - +
| Medi a Encoder
o e m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e +
|
Encoded Stream Dependent Stream Dependent Stream
| | |
Y Y Y
e + e + e +
| Medi a Packeti zer | | Medi a Packeti zer | | Medi a Packeti zer
S + S + S +
| | |
RTP Stream RTP Stream RTP Stream
| | |
[ + [ + |
| | |
Y Y Y
oo + oo +
| Media Transport | | Media Transport
o e e oo + o e e oo +

Figure 9: Exanple of Media Source Layered Dependency

It is sonetinmes useful to nake a distinction between using a single
medi a transport or multiple separate nedia transports when (in both
cases) using multiple RTP streans to carry encoded streans and
dependent streanms for a media source. Therefore, the foll owi ng new
term nol ogy is defined here:
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SRST: Single RTP streamon a Single nedia Transport
MRST: Miltiple RTP streans on a Single nmedia Transport
MRMT: Multiple RTP streans on Miultiple nmedia Transports

MRST and MRMI relations need to identify the comon nedi a encoder
origin for the encoded and dependent streams. Wen using different
RTP sessions (MRMI), a single RTP stream per nedia encoder, and a
singl e nmedia source in each RTP session, conmon SSRCs and CNAMES can
be used to identify the common nedia source. When nultiple RTP
streanms are sent fromone nedia encoder in the same RTP session
(MRST), then CNAME is the only currently specified RTP identifier
that can be used. In cases where nmultiple nedia encoders use

mul tiple media sources sharing synchroni zati on context, and thus have
a conmon CNAME, additional heuristics or identification need to be
applied to create the MRST or MRMI rel ati onshi ps between the RTP
streans.
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3.8. RTP Stream Duplication

RTP Stream Duplication [RFC7198], using the sanme or different nedia
transports, and optionally also delaying the duplicate [ RFC7197],
offers a sinple way to protect nmedia flows from packet |oss in some
cases (see Figure 10). This is a specific type of redundancy. Al

but one source RTP stream (Section 2.1.10) are effectively redundancy
RTP streans (Section 2.1.12), but since both source and redundant RTP
streans are the sane, it does not matter which one is which. This
can al so be seen as a specific type of simulcast (Section 3.6) that
transmits the sane encoded stream (Section 2.1.7) nultiple tines.

O +
| Media Source |
oo +

Source Stream |
Y
S +
| Media Encoder |
oo +
Encoded Stream |
S S +
| |
Y Y

oo + oo +

| Media Packetizer | | Media Packetizer |

oo + oo +

Source | RTP Stream Source | RTP Stream
Y
I S +
| | Delay (opt) |
| B - +
| |
S S +
|
Y
oo +
| Media Transport
e +

Fi gure 10: Exanple of RTP Stream Duplication
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3.9. Redundancy For nat

"RTP Payl oad for Redundant Audio Data" [RFC2198] defines a transport
for redundant audio data together with primary data in the sane RTP
payl oad. The redundant data can be a tinme-del ayed version of the
primary or another tinme-delayed encoded streamusing a different
medi a encoder to encode the sane nedia source as the primary, as
depicted in Figure 11.

o e e e e e e e e m o +
| |
Y Y
oo S Sy +
| Medi a Encoder | | Medi a Encoder
e e S +
| |
| o m e e oo - - +
Encoded Stream | Tine Delay |
| S RS +
| |
| tmmmmmm e eeeaaaas +
Y Y
e e e a - +
| Media Packetizer
oo +
|
Y
RTP Stream

Fi gure 11: Concept for Usage of Audi o Redundancy with Different Media
Encoders

The redundancy format is thus providing the necessary neta
information to correctly relate different parts of the sanme encoded
stream The case depicted above (Figure 11) relates the received
source stream fragnents conming out of different nedia decoders, to be
abl e to conbine themtogether into a | ess erroneous source stream

3.10. RTP Retransm ssion

Figure 12 shows an exanple where a medi a source’s source RTP stream
is protected by a retransmission (RTX) flow [ RFC4588]. In this
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exanpl e, the source RTP stream and the redundancy RTP stream share
the sanme nedia transport.

o m e e e e e oo +
| Medi a Source
o e e e e e e e oo o +
|
\%
T +
| Medi a Encoder
e e e a - +
| Ret ransmi ssi on
Encoded Stream tomm - + +---- Request
\Y; | \Y; \Y;
- S I +
| Media Packetizer | | | RTP Retransm ssion
e S I L +
| | |
R T + Redundancy RTP Stream
Source RTP Stream
A b e .
| |
Y Y
. +
| Media Transport |
. +

Figure 12: Exanmple of Media Source Retransm ssion Fl ows

The RTP retransmi ssion exanple (Figure 12) illustrates that this
mechani sm works purely on the source RTP stream The RTP

retransm ssion transforns buffers fromthe sent source RTP stream
and, upon request, enits a retransmtted packet with an extra payl oad
header as a redundancy RTP stream The RTP retransm ssi on nechani sm
[ RFCA588] is specified such that there is a one-to-one relation

bet ween the source RTP stream and t he redundancy RTP stream
Therefore, a redundancy RTP stream needs to be associated with its
source RTP stream This is done based on CNAME sel ectors and
heuristics to match requested packets for a given source RTP stream
with the original sequence nunber in the payl oad of any new
redundancy RTP streamusing the RTX payload format. |n cases where
the redundancy RTP streamis sent in a different RTP session than the
source RTP stream the RTP session relation is signaled by using the
SDP nedi a grouping’ s [ RFC5888] Flow Identification (FID
identification-tag) semantics.
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3.11. Forward Error Correction

Fi gure 13 shows an exanpl e where two nedia sources’ source RTP
streans are protected by FEC. Source RTP stream A has an RTP-based
redundancy transformation in FEC encoder 1. This produces a
redundancy RTP stream 1, that is only related to source RTP stream A
The FEC encoder 2, however, takes two source RTP streans (A and B)
and produces a redundancy RTP stream 2 that protects themjointly,
i.e., redundancy RTP stream 2 relates to two source RTP streans (a
FEC group). FEC decodi ng, when needed due to packet | oss or packet
corruption at the receiver, requires know edge about which source RTP
streans that the FEC encodi ng was based on

In Figure 13, all RTP streams are sent on the sane nedia transport.
This is, however, not the only possible choice. Numerous

conbi nations exist for spreading these RTP streans over different
medi a transports to achieve the conmuni cation application’s goal.

oo + oo +
| Medi a Source A | | Medi a Source B |
e e + e e +
| |
Y Y
o e e e e e e e oo o + o e e e e e e e oo o +
| Medi a Encoder A | | Medi a Encoder B |
e + e +
| |
Encoded Stream Encoded Stream
Y Y
o e e e e e e e oo o + o e e e e e e e oo o +
| Media Packetizer A | | Media Packetizer B |
e + e +
| |
Source RTP Stream A Source RTP Stream B
L |+ --------- S + +---|+---+
| Y Y Y |
| B - + mmmmmmeaeaaaaaa + |
| | FEC Encoder 1 | | FEC Encoder 2 |
| T B S PSS + |
| Redundancy | Redundancy | |
| RTP Stream 1 | RTP Stream 2 | |
Y Y Y Y
o o e e e oo +
| Medi a Transport
Fom o m e e e e e e e e e e e e e e e e e e e e e e e e am o +

Fi gure 13: Exanpl e of FEC Redundancy RTP Streans
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As FEC encoding exists in various forns, the nethods for relating FEC
redundancy RTP streans with its source infornmation in source RTP
streams are many. The XOR-based RTP FEC payl oad format [RFC5109] is
defined in such a way that a redundancy RTP stream has a one-to-one
relation with a source RTP stream In fact, the RFC requires the
redundancy RTP streamto use the same SSRC as the source RTP stream
This requires the use of either a separate RTP session or the
redundancy RTP payload format [RFC2198]. The underlying relation
requi renent for this FEC format and a particul ar redundancy RTP
streamis to know the rel ated source RTP stream including its SSRC

3.12. RTP Stream Separation

RTP streans can be separated exclusively based on their SSRCs, at the
RTP session level, or at the nultinedia session |evel

When the RTP streans that have a relationship are all sent in the
same RTP session and are uniquely identified based on their SSRC
only, it is termed an "SSRC-onl y-based separation”. Such streans can
be related via RTCP CNAME to identify that the streams belong to the
same endpoint. SSRC- based approaches [ RFC5576], when used, can
explicitly relate various such RTP streans.

On the other hand, when RTP streans that are related are sent in the
context of different RTP sessions to achieve separation, it is known
as "RTP session-based separation”. This is commonly used when the
different RTP streans are intended for different nedia transports.

Several nechani sms that use RTP session-based separation rely on it
as a groupi ng nechani sm expressing the relationship. The solutions
have been based on using the sane SSRC value in the different RTP
sessions to inplicitly indicate their relation. That way, no
explicit RTP | evel mechani smhas been needed; only signaling | eve
rel ati ons have been established using semantics fromthe nedia-1ine
groupi ng framework [ RFC5888]. Exanples of this are RTP
retransm ssi on [ RFC4588], SVC Multi-Session Transnission [ RFC6190],
and XOR-based FEC [ RFC5109]. RTCP CNAME explicitly relates RTP
streans across different RTP sessions, as explained in the previous
section. Such a relationship can be used to performinter-nedia
synchroni zati on.

RTP streans that are related and need to be associated can be part of
different multinmedi a sessions, rather than just different RTP
sessions within the sane nultinedia session context. This puts
further demand on the scope of the nmechanisnm(s) and its handling of
identifiers used for expressing the rel ati onshi ps.
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3.13. Miltiple RTP Sessions over one Media Transport

[ TRANSPORT- MULTI PLEX] describes a mechanismthat allows several RTP
sessions to be carried over a single underlying nedia transport. The
mai n reasons for doing this are related to the inpact of using one or
nore nedia transports (using a comobn network path or potentially
having different ones). The fewer nedia transports used, the |ess
need for NAT/firewall traversal resources and snaller nunber of flow
based QoS.

However, multiple RTP sessions over one nedia transport inply that a
single nmedia transport 5-tuple is not sufficient to express in which
RTP session context a particular RTP streamexists. Conplexities in
the rel ationship between nmedia transports and RTP sessions al ready
exi st as one RTP session contains nultiple nmedia transports, e.g.
even a Peer-to-Peer RTP Session with RTP/RTCP Mul tipl exing requires
two media transports, one in each direction. The relationship

bet ween nmedi a transports and RTP sessions as well as additiona

| evel s of identifiers needs to be considered in both signaling design
and when defining termn nol ogy.

4. Mapping from Exi sting Terns

This section describes a selected set of terns from sone rel evant
RFCs and Internet-Drafts (at the tinme of witing), using the concepts
from previous sections.

4.1. Tel epresence Terns

The ternms in this subsection are used in the context of CLUE
[CLUE-FRAME]. Note that sonme terns listed in this subsection use the
same nanes as terns defined el sewhere in this docunment. Unless
explicitly stated (as "RTP Taxonony") and in this subsection, they
are to be read as references to the CLUE-specific termwithin this
subsecti on.

4.1.1. Audio Capture

Defined in CLUE as a Media Capture (Section 4.1.7) for audio.
Descri bes an audi o nedia source (Section 2.1.4).

4.1.2. Capture Device
Defined in CLUE as a device that converts physical input into an

electrical signal. ldentifies a physical entity perforning an RTP
Taxonony nedi a capture (Section 2.1.2) transformation
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4.1.3. Capture Encoding

Defined in CLUE as a specific Encoding (Section 4.1.6) of a Media
Capture (Section 4.1.7). Describes an encoded stream (Section 2.1.7)
related to CLUE-specific semantic information

4.1.4. Capture Scene

Defined in CLUE as a structure representing a spatial region captured
by one or nore Capture Devices (Section 4.1.2), each capturing nmedi a
representing a portion of the region. Describes a set of spatially
rel ated nmedi a sources (Section 2.1.4).

4.1.5. Endpoint

Defined in CLUE as a CLUE-capabl e device that is the | ogical point of
final term nation through receiving, decoding, and rendering and/or
initiation through capturing, encoding, and sending of nedia Streans
(Section 4.1.10). CLUE further defines it to consist of one or nore
physi cal devices with source and sink nedia streans, and exactly one
partici pant [ RFC4353]. Describes exactly one parti ci pant

(Section 2.2.3) and one or nore RTP Taxonomy endpoints

(Section 2.2.1).

4.1.6. Individual Encoding

Defined in CLUE as a set of parameters representing a way to encode a
Medi a Capture (Section 4.1.7) to beconme a Capture Encoding

(Section 4.1.3). Describes the configuration information needed to
performa nedia encoder (Section 2.1.6) transformation.

4.1.7. Media Capture

Defined in CLUE as a source of nedia, such as fromone or nore
Capture Devices (Section 4.1.2) or constructed from other nedia
Streans (Section 4.1.10). Describes either an RTP Taxonony nedi a
capture (Section 2.1.2) or a nmedia source (Section 2.1.4), depending
on in which context the termis used.

4.1.8. Media Consuner
Defined in CLUE as a CLUE-capabl e device that intends to receive

Capture Encodings (Section 4.1.3). Describes the nedia receiving
part of an RTP Taxonony endpoint (Section 2.2.1).
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4,1.9. Media Provider

Defined in CLUE as a CLUE-capabl e device that intends to send Capture
Encodi ngs (Section 4.1.3). Describes the nedia sending part of an
RTP Taxonony endpoint (Section 2.2.1).

4.1.10. Stream

Defined in CLUE as a Capture Encoding (Section 4.1.3) sent froma
Medi a Provider (Section 4.1.9) to a Media Consuner (Section 4.1.8)
via RTP. Describes an RTP stream (Section 2.1.10).

4.1.11. Video Capture

Defined in CLUE as a Media Capture (Section 4.1.7) for video.
Descri bes a video nedia source (Section 2.1.4).

4.2. Media Description

A single Session Description Protocol (SDP) [RFC4566] Media
Description (or nedia block; an "m=" line and all subsequent |ines
until the next "m" line or the end of the SDP) describes part of the
necessary configuration and identification information needed for a
medi a encoder transformation, as well as the necessary configuration
and identification information for the media decoder to be able to
correctly interpret a received RTP stream

A medi a description typically relates to a single nedia source. This
is, for exanple, an explicit restriction in WbRTC. However, nothing
prevents that the sane nedia description (and same RTP session) is
reused for nmultiple nedia sources [RTP-MILTI-STREAM. It can thus
describe properties of one or nore RTP streans, and can al so describe
properties valid for an entire RTP session (via [ RFC5576] mnechani sns,
for exanple).

4.3. Media Stream

RTP [ RFC3550] uses nedia stream audio stream video stream and a
stream of (RTP) packets interchangeably, which are all RTP streans.

4.4. Miltinedia Conference
A Mil tinedia Conference is a comunication session (Section 2.2.5)

between two or nore participants (Section 2.2.3), along with the
software they are using to comuni cate.
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4.5, Muiltinedia Session

SDP [ RFC4566] defines a nmultinmedia session as a set of multinmedia
senders and receivers and the data streans flowing fromsenders to
recei vers, which would correspond to a set of endpoints and the RTP
streans that flow between them |In this docunment, nultinmedia session
(Section 2.2.4) also assunes those endpoints belong to a set of
participants that are engaged in conmunication via a set of related
RTP streans.

RTP [ RFC3550] defines a nmultinedia session as a set of concurrent RTP
sessions anong a comon group of participants. For exanple, a video
conference may contain an audi o RTP session and a video RTP session
This would correspond to a group of participants (each using one or
nore endpoi nts) sharing a set of concurrent RTP sessions. In this
docunent, multinmedi a session al so defines those RTP sessions to have
some relation and be part of a conmunication anong the participants.

4.6. Miltipoint Control Unit (MCU)

This termis commonly used to describe the central node in any type
of star topology [ RTP-TOPOLOG ES] conference. |t describes a device
that includes one participant (Section 2.2.3) (usually correspondi ng
to a so-called conference focus) and one or nore related endpoints
(Section 2.2.1) (sonetines one or nore per conference participant).

4.7. Milti-Session Transm ssion (MST)

One of two transm ssion nodes defined in H 264-based SVC [ RFC6190],
the ot her node being a Single-Session Transm ssion (SST)

(Section 4.14). In Milti-Session Transnission (MST), the SVC nedia
encoder sends encoded streans and dependent streanms distributed
across two or nore RTP streans in one or nore RTP sessions. The term
"MST" is ambiguous in RFC 6190, especially since the nanme indicates
the use of nultiple "sessions”, while MST-type packetization is in
fact required whenever two or nore RTP streans are used for the
encoded and dependent streans, regardless if those are sent in one or
nore RTP sessions. Corresponds either to MRST or MRMI (Section 3.7)
streamrel ations defined in this document. The SVC RTP payl oad RFC

[ RFC6190] is not particularly explicit about how the common nedi a
encoder (Section 2.1.6) relation between encoded streans

(Section 2.1.7) and dependent streans (Section 2.1.8) is to be

i mpl enent ed.
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4.8. Recording Device

WebRTC specifications use this termto refer to locally avail able
entities performng a nedia capture (Section 2.1.2) transformation

4.9. RtcMedi aStream

A WbRTC RtcMedi aStreamis a set of media sources (Section 2.1.4)
sharing the sane synchronization context (Section 3.1).

4.10. RtcMedi aStreanlrack
A WbRTC Rt cMedi aStreanilrack is a nedia source (Section 2.1.4).
4.11. RTP Receiver

RTP [ RFC3550] uses this term which can be seen as the RTP protoco
part of a nedia depacketizer (Section 2.1.27).

4.12. RTP Sender

RTP [ RFC3550] uses this term which can be seen as the RTP protoco
part of a nedia packetizer (Section 2.1.9).

4.13. RITP Session

Wthin the context of SDP, a singe line can map to a single RTP
session (Section 2.2.2), or multiple "m=" lines can map to a single
RTP session. The latter is enabled via nmultiplexing schemes such as
BUNDLE [ SDP- BUNDLE], for exanple, which allows napping of nultiple
"m" lines to a single RTP session.

e

4.14. Singl e-Session Transni ssion (SST)

One of two transm ssion nodes defined in H 264-based SVC [ RFC6190],
the ot her node being MST (Section 4.7). |In SST, the SVC nedi a
encoder sends encoded streans (Section 2.1.7) and dependent streans
(Section 2.1.8) conbined into a single RTP stream (Section 2.1.10) in
a single RTP session (Section 2.2.2), using the SVC RTP payl oad
format. The term "SST" is anbiguous in RFC 6190, in that it
sonmetines refers to the use of a single RTP stream like in sections
relating to packetization, and sonetines appears to refer to use of a
single RTP session, like in the context of discussing SDP. dosely
corresponds to SRST (Section 3.7) defined in this docunent.
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4.15. SSRC

RTP [ RFC3550] defines this as "the source of a stream of RTP
packets", which indicates that an SSRC is not only a uni que
identifier for the encoded stream (Section 2.1.7) carried in those
packets but is also effectively used as a termto denote a nedia
packetizer (Section 2.1.9). In [RFC3550], it is stated that "a
synchroni zati on source nmay change its data format, e.g., audio
encodi ng, over tine". The related encoded streamdata format in an
RTP stream (Section 2.1.10) is identified by the RTP payl oad type.
Changing the data format for an encoded streameffectively al so
changes what nedi a encoder (Section 2.1.6) is used for the encoded
stream No anbiguity is introduced to SSRC as an encoded stream
identifier by allow ng RTP payl oad type changes, as long as only a
singl e RTP payload type is valid for any given RTP Tinmestanp. This
is aligned with and further described by Section 5.2 of [RFC3550].

5. Security Considerations

The purpose of this document is to nmake clarifications and reduce the
confusion prevalent in RTP taxonony because of inconsistent usage by

mul ti pl e technol ogi es and protocol s naki ng use of the RTP protocol

It does not introduce any new security considerations beyond those

al ready well docunented in the RTP protocol [RFC3550] and each of the
many respective specifications of the various protocols maki ng use of
it.

Havi ng a wel | -defi ned conmon tern nol ogy and understandi ng of the
complexities of the RTP architecture will help lead us to better
standards, avoiding security problens.
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