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Abst r act

The Extensible Messaging and Presence Protocol (XMPP) identifies
users by use of Jabber IDs (JIDs). The Lightweight Directory Access
Prot ocol (LDAP) enabl es provision of a white pages service with a
schema relating to users and support for Internet protocols. This
specification defines a schema to enable XMPP JIDs to be associ ated
with objects in an LDAP directory so that this information can be
used wi th white pages applications.

Status of This Meno

This docunent is not an Internet Standards Track specification; it is
published for infornational purposes.

This docunent is a product of the Internet Engi neering Task Force
(IETF). It represents the consensus of the |IETF comunity. It has
recei ved public review and has been approved for publication by the
I nternet Engineering Steering Group (IESG. Not all docunents
approved by the | ESG are a candi date for any |evel of Internet

St andard; see Section 2 of RFC 7841.

I nformation about the current status of this docunent, any errata,

and how to provide feedback on it may be obtai ned at
https://ww.rfc-editor.org/info/rfc8284.
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Copyright (c) 2017 I ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the I ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(https://trustee.ietf.org/license-info) in effect on the date of
publication of this docunment. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this document. Code Conponents extracted fromthis docunment nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided wi thout warranty as
described in the Sinplified BSD License.

Tabl e of Contents

1. Introduction e e
2. Conventions Used in This Docunent
3. Schenma Definition
3.1. (Object dass
3.2. Attribute . .
4. | ANA Consi derations
5. Security Considerations
6. Normmtive References
Acknowl edgenent s
Aut hor’ s Addr ess

OO0V RWWWWN

1. I nt roducti on

Ext ensi bl e Messagi ng and Presence Protocol (XMPP) [RFC6120]
identifies users by use of Jabber IDs (JIDs). The Lightweight
Directory Access Protocol (LDAP) [RFC4510] enabl es provision of a
white pages service with a schenma relating to users and support for
Internet protocols defined in [RFC4519]. This specification defines
a schema to enable XWMPP JIDs to be associated with LDAP directory
objects so that this information can be used with white pages
applications.

The LDAP schema for storing JIDs is defined to enable JIDs to be
associated with any object stored in the directory. This is done by
associating the new JID Attribute with a new Auxiliary Cbject C ass
call ed JI Dnj ect .
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2. Conventions Used in This Docunent

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWMENDED', "NOT RECOMVENDED', "MAY", and
"OPTIONAL" in this docunment are to be interpreted as described in
BCP 14 [ RFC2119] [RFCB174] when, and only when, they appear in al
capitals, as shown here

3. Schema Definition
This section defines the schema used to store JIDs in the directory.
3.1. (Object dass

This section defines a new Auxiliary Object O ass called JI DObject,
whi ch MAY be associated with any structural Object Cass. This
hject Class is used to augnent entries for objects that act or may
act as an XMPP client. The JID attribute is optional in order to
enabl e configuring an object that is allowed to have an associ at ed
JI D but does not currently have one.

( 1.3.6.1.1.23.1 NAVE ' JI DObj ect’
AUXI LI ARY
MAY jid )

3.2. Attribute

This section defines the JID attribute referenced by the JI DObj ect
Auxiliary Cbject Cass. The syntax of the JID attribute MIST foll ow
the rules of [RFC7622]. The JID stored MIST be a bare JID (e.g., a
JI D such as roneo@hakespear e. exanpl e.com representi ng a hunman user)
and not a full JID (e.g., a JID such as
romeo@hakespar e. exanpl e. coml AABBCC, which represents a specific XMPP
client used by the human user and is identified by the resource
AABBCC). Note that the LDAP directory server is not expected to
enforce this syntax. The syntax rules are for LDAP clients setting
this attribute, noting that human usage is a key target.

Applications using this attribute should format that string in a
manner appropriate to the application, and XMPP applications SHOULD
apply [RFC7622] to the attribute. The directory service doesn’t
enforce the JID syntax, and val ues are conpared according to the

mat ching rules specified in the attribute definition

Note that for the convenience of users and adninistrators as well as
i npl enenters, the Directory String syntax and the casel gnoreMatch
mat ching rule are chosen to allow entry and matching of val ues
according to comon rules used within the directory. As this syntax
and matching rule differ from|[RFC7622], false positives and fal se
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negatives can possibly occur. This is not anticipated to cause
operational issues (based on inplenentation experience with sinilar
synt ax/ mat chi ng rul e nmi smat ches).

( 1.3.6.1.1.23.2 NAME '"ji d’
EQUALI TY casel gnoreMat ch
SUBSTR casel gnor eSubstri ngshat ch
SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 )

1.3.6.1.4.1.1466.115.121.1.15 refers to the Directory String syntax
defined in [ RFC4517].

4. | ANA Consi derations

The followi ng registrati ons have been made in the "Lightweight
Directory Access Protocol (LDAP) Paraneters" registry

<htt ps://wmv. i ana. or g/ assi gnnment s/ | dap- paraneters> in line with
BCP 64 [ RFC4520].

hj ect ldentifier Registration

An object identifier has been assigned to support the registrations
necessary for this specification by an entry in the Internet
Directory Nunbers (iso.org.dod.internet.directory [1.3.6.1.1.])
registry

Deci mal : 23

Nanme: xnpp

Description: LDAP schema for XMPP
Two object identifiers have been assi gned:
"JI DObj ect’ Descriptor Registration

Name: Jl Doj ect

Type: O

aOD 1.3.6.1.1.23.1
"jid Descriptor Registration

Nane: jid

Type: A

QD 1.3.6.1.1.23.2
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5.

Security Considerations

XMPP JI Ds are often personal identifiers enabling electronic

communi cati on and have sinilar considerations to enmail addresses.
This schema enabl es publishing of this information in LDAP
directories, which may be corporate or public services. Care should
be taken to only publish JID information that is acceptable both to
be linked to the LDAP object and to be nade accessible to all LDAP
users. The general LDAP security considerations specified in

[ RFC4A510] al so apply.
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