Net wor k Wor ki ng Group S. G noza
Request for Comments: 2699 ]
Cat egory: | nformational May 2000
Request for Comrents Summary
RFC Nunbers 2600- 2699
Status of This Meno

This RFC is a slightly annotated |list of the 100 RFCs from RFC 2600
through RFCs 2699. This is a status report on these RFCs. This neno

provides information for the Internet community. |t does not specify
an Internet standard of any kind. Distribution of this neno is
unlimted.

Copyright Notice
Copyright (C) The Internet Society (1998). Al Rights Reserved.
Not e

Many RFCs, but not all, are Proposed Standards, Draft Standards, or
Standards. Since the status of these RFCs may change during the
standards processing, we note here only that they are on the
standards track. Please see the latest edition of "Internet Oficial
Protocol Standards" for the current state and status of these RFCs.
In the following, RFCs on the standards track are narked [ STANDARDS-

TRACK] .

RFC Aut hor Dat e Title

2699 G noza Apr 2000 Request for Comments Sumary
Thi s neno.

2698 Hei nanen Sep 1999 A Two Rate Three Col or Marker

Thi s docunent defines a Two Rate Three Col or Marker (trTCM, which can
be used as a conponent in a Diffserv traffic conditioner. This neno
provides information for the Internet comunity.
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2697 Hei nanen Sep 1999 A Single Rate Three Col or Marker

Thi s docunent defines a Single Rate Three Col or Marker (srTCM, which
can be used as conponent in a Diffserv traffic conditioner. This neno
provides information for the Internet comunity.

2696 Wi der Sep 1999 LDAP Control Extension for
Si npl e Paged Results
Mani pul ati on

Thi s docunent describes an LDAPv3 control extension for sinple paging of
search results. This neno provides infornmation for the Internet
comuni ty.

2695 Chi u Sep 1999 Aut hent i cati on Mechani sns for
ONC RPC

Thi s docunent describes two authentication nechani sns created by Sun
M crosystens that are commonly used in conjunction with the ONC Renote
Procedure Call (ONC RPC Version 2) protocol. This meno provides
information for the Internet conmunity.

2694 Sri suresh Sep 1999 DNS ext ensi ons to Network
Address Translators (DNS_ALG

This docunent identifies the need for DNS extensions to NATs and
outlines how a DNS Application Level Gateway (DNS ALG can neet the
need. This neno provides infornation for the Internet community.

2693 Ellison Sep 1999 SPKI Certificate Theory

Thi s docunent gives the theory behind SPKI certificates and ACLs wi t hout
going into technical detail about those structures or their uses. This
meno defines an Experimental Protocol for the Internet community.

2692 Ellison Sep 1999 SPKI Requi renents

The SPKI Working Goup first established a Iist of things one night want
to do with certificates (attached at the end of this docunent), and then
summari zed that list of desires into requirenments. This docunent
presents that summary of requirenments. This nmeno defines an
Experimental Protocol for the Internet comunity.
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2691 Br adner Sep 1999 A Menorandum of Under st andi ng
for an | CANN Protocol Support
Organi zati on

This is the text of the Menorandum of Understanding (MbU) that was
signed by I1CANN, the IETF, the ITUT, WBC and ETSI on July 14, 1999 in
Gslo. This MoU creates the Protocol Support Organization (PSO within
the Internet Corporation for Assigned Names and Nunbers (I CANN). This
meno provides information for the Internet conmmunity.

2690 Br adner Sep 1999 A Proposal for an MOU Based
| CANN Pr ot ocol Support
Organi zati on

This is a copy of the proposal for an MOU based Protocol Supporting
Organi zation that was subnmitted to I CANN on April 23, 1999. This neno
provides information for the Internet comunity.

2689 Bor mann Sep 1999 Providing Integrated Services
over Low bitrate Links

Thi s docunent describes an architecture for providing integrated
services over lowbitrate |links, such as nodem | ines, |SDN B-channels,
and sub-T1 links. This meno provides information for the |Internet
conmuni ty.

2688 JackowsKki Sep 1999 I ntegrated Services Mappings
for Low Speed Networks

Thi s docunent defines the service mappings of the | ETF Integrated
Services for lowbitrate Iinks, specifically the controlled | oad and
guar ant eed services. [ STANDARDS- TRACK]

2687 Bor mann Sep 1999 PPP in a Real-tine Oriented
HDLC- I i ke Frami ng

Thi s docunent proposes the suspend/resune-oriented solution for the

real -time encapsulation format part of the architecture. [ STANDARDS-

TRACK]
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2686 Bor nann Sep 1999 The Multi-d ass Extension to
Mul ti-Link PPP

Thi s docunent proposes the fragment-oriented solution for the real-tine
encapsul ati on format part of the architecture. [ STANDARDS- TRACK]

2685 Fox Sep 1999 Virtual Private Networks
I dentifier

Thi s docunment proposes a format for a globally unique VPN identifier
[ STANDARDS- TRACK]

2684 G ossman Sep 1999 Mul ti protocol Encapsul ation
over ATM Adaptation Layer 5

This meno replaces RFC 1483. It describes two encapsul ati ons net hods
for carrying network interconnect traffic over AAL type 5 over ATM
[ STANDARDS- TRACK]

2683 Lei ba Sep 1999 | MAP4 | npl enent ati on
Recommendat i ons

The | MAP4 specification describes a rich protocol for use in building
clients and servers for storage, retrieval, and mani pul ati on of
electronic mail. Because the protocol is so rich and has so nmany

i npl ement ati on choices, there are often trade-offs that nust be nmade and
i ssues that nust be considered when designing such clients and servers.
This docunent attenpts to outline these issues and to neke
recomendations in order to nake the end products as interoperable as
possi ble. This nmeno provides information for the Internet comunity.

2682 Wdj aj a Sep 1999 Per f ormance | ssues in VC Merge
Capabl e ATM LSRs

Thi s docunent investigates the inpact of VC merging on the additiona

buffer required for the reassenbly buffers and other buffers. This neno
provides information for the Internet comunity.
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2681 Al nes Sep 1999 A Round-trip Delay Metric for |IPP

This meno defines a nmetric for round-trip delay of packets across
I nternet paths. [ STANDARDS- TRACK]

2680 Al nes Sep 1999 A One-way Packet Loss Metric
for |1 PPM

This meno defines a nmetric for one-way packet | oss across Internet
pat hs. [ STANDARDS- TRACK]

2679 Al nes Sep 1999 A One-way Delay Metric for | PPM

This meno defines a nmetric for one-way delay of packets across Internet
pat hs. [ STANDARDS- TRACK]

2678 Mahdavi Sep 1999 | PPM Metrics for Measuring
Connectivity

This meno defines a series of netrics for connectivity between a pair of
I nternet hosts. [ STANDARDS- TRACK]

2677 G eene Sep 1999 Definitions of Managed Objects
for the NBMA Next Hop
Resol ution Protocol (NHRP)

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in the Internet comunity.
[ STANDARDS- TRACK]

2676 Apost ol opoul os  Aug 1999 QoS Routing Mechani sns
and OSPF Ext ensi ons

This meno describes extensions to the OSPF protocol to support QoS
routes. The focus of this docunent is on the algorithns used to conpute
QS routes and on the necessary nodifications to OSPF to support this
function, e.g., the information needed, its format, howit is
distributed, and how it is used by the QS path selection process. This
meno defines an Experimental Protocol for the Internet community.
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2675 Bor nan Aug 1999 | Pv6 Junbograns

Thi s docunent describes the | Pv6 Junbo Payl oad option, which provides
t he means of specifying such | arge payload I engths. It also describes
t he changes needed to TCP and UDP to nake use of junbograns.

[ STANDARDS- TRACK]

2674 Bel | Sep 1999 Definitions of Managed Objects
for Bridges with Traffic
Cl asses, Miulticast Filtering
and Virtual LAN Extensions

This neno defines a portion of the Managenent |nformation Base (M B) for
use with network managenent protocols in TCP/IP based internets.
[ STANDARDS- TRACK]

2673 Crawford Aug 1999 Bi nary Labels in the
Domai n Nanme System

This docunent defines a "Bit-String Label"” which nmay appear within
domai n nanes. This new | abel type conpactly represents a sequence of
"One-Bit Label s" and enabl es resource records to be stored at any bit-
boundary in a binary-naned section of the donmain nane tree.

[ STANDARDS- TRACK]

2672 Crawford Aug 1999 Non- Ter mi nal DNS Name
Redi rection

Thi s docunent defines a new DNS Resource Record called "DNAME", which
provi des the capability to map an entire subtree of the DNS nane space
to anot her domai n. [ STANDARDS- TRACK]

2671 Vi xi e Aug 1999 Ext ensi on Mechani sns
for DNS ( EDNSO)

The Domain Name Systemis wire protocol includes a nunber of fixed fields
whose range has been or soon will be exhausted and does not all ow
clients to advertise their capabilities to servers. This docunent

descri bes backward conpati bl e nechanisns for allow ng the protocol to
grow. [ STANDARDS- TRACK]
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2670 St. Johns Aug 1999

Radi o Frequency (RF)
I nterface Managenent
I nformati on Base for
MCNS/ DOCSI S conpl i ant
RF interfaces

This meno defines a portion of the Managenent |nfornmation Base (MB) for
use with network managenent protocols in the Internet comunity. In
particular, it defines a basic set of managed objects for SNWP-based
managenment of MCNS/ DOCSI S conpliant Radi o Frequency (RF) interfaces.

[ STANDARDS- TRACK]

2669 St. Johns Aug 1999

DOCSI S Cabl e Device M B
Cabl e Devi ce Managenent
I nformati on Base for
DOCSI S conpl i ant Cabl e
Modens and Cabl e Modem
Term nati on Systens

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in the Internet comunity. In
particular, it defines a basic set of nmanaged objects for SNWP-based
managenent of DOCSIS 1.0 conpliant Cable Mddens and Cabl e Modem

Term nation Systens. [ STANDARDS- TRACK]

2668 Smith Sep 1999

Definitions of Managed Objects
for | EEE 802.3 Medi um
Attachnent Units (MAUs)

This neno defines a portion of the Managenent |nformation Base (M B) for
use with network managenent protocols in the Internet comunity.

[ STANDARDS- TRACK]

2667 Thal er Aug 1999

IP Tunnel MB

This meno defines a Managenent |Information Base (MB) for use with
net wor k managenent protocols in the Internet conmunity. In particular,
it describes managed objects used for managi ng tunnels of any type over

| Pv4 networks. [ STANDARDS- TRACK]
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2666 Flick Sep 1999 Definitions of Object
Identifiers for Identifying
Et hernet Chip Sets

This meno defines OBJECT | DENTI FI ER val ues for use w th network
managenent protocols in the Internet conmunity. This neno provides
information for the Internet conmmunity.

2665 Flick Sep 1999 Definitions of Managed Objects
for the Ethernet-Ilike
Interface Types

This neno defines a portion of the Managenent |nformation Base (M B) for
use with network managenent protocols in the Internet comunity.
[ STANDARDS- TRACK]

2664 Pl zak Aug 1999 FYlI on Questions and Answers
Answers to Comonly Asked " New
I nternet User" Questions

This meno provides an overview to the new Internet User. The intended
audi ence is the common Internet user of today, thus it attenpts to
provide a nore consuner oriented approach to the Internet rather than
going into any depth about a topic. This meno provides information for
the Internet conmmunity.

2663 Sri suresh Aug 1999 | P Networ k Address Transl ator
(NAT) Term nol ogy and
Consi der ati ons

This docunent attenpts to describe the operation of NAT devices and the

associ ated considerations in general, and to define the term nol ogy used
to identify various flavors of NAT. This neno provides information for

the Internet comunity.

2662 Bat hri ck Aug 1999 Definitions of Managed Objects
for the ADSL Lines

Thi s docunent defines a standard SNMP M B for ADSL |ines based on the
ADSL Forum standard data nodel. [ STANDARDS- TRACK]
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2661 Townsl ey Aug 1999 Layer Two Tunneling Protoco
"L2TP"

Thi s docunent describes the Layer Two Tunneling Protocol (L2TP)
[ STANDARDS- TRACK]

2660 Rescorl a Aug 1999 The Secure Hyper Text Transfer
Pr ot ocol

This meno describes a syntax for securing nessages sent using the
Hypertext Transfer Protocol (HTTP), which forns the basis for the Wrld
Wde Web. This neno defines an Experinental Protocol for the Internet
comuni ty.

2659 Rescorl a Aug 1999 Security Extensions For HTM

This meno describes a syntax for enbedding S-HTTP negoti ati on paraneters
in HTML docunents. This neno defines an Experinmental Protocol for the
I nternet comunity.

2658 McKay Aug 1999 RTP Payl oad Format for
Pur eVoi ce(tm Audio

Thi s docunent describes the RTP payload format for PureVoice(tm Audio.
[ STANDARDS- TRACK]

2657 Hedber g Aug 1999 LDAPv2 Cient vs. the I ndex Mesh

LDAPv2 clients as inplenmented according to RFC 1777 have no notion on
referral. The integration between such a client and an | ndex Mesh, as
defined by the Conmon Indexing Protocol, heavily depends on referrals
and therefore needs to be handled in a special way. This docunent
defines one possible way of doing this. This nmeno defines an

Experi mental Protocol for the Internet conmunity.
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2656 Har di e Aug 1999 Regi stration Procedures for
SO F Tenpl ate Type

The registration procedure described in this docunent is specific to
SOF tenplate types. This neno defines an Experinmental Protocol for the
I nternet conmunity.

2655 Har di e Aug 1999 Cl P I ndex Object Format for
SO F hjects

Thi s docunent describes SOF, the Summary Obj ect |nterchange Format, as
an index object type in the context of the CIP framework. This neno
defines an Experimental Protocol for the Internet community.

2654 Hedber g Aug 1999 A Tagged | ndex Ohject for use
in the Common | ndexi ng
Pr ot ocol

Thi s docunent defines a nechani sm by which information servers can
exchange indices of information fromtheir databases by naking use of

t he Conmon I ndexing Protocol (CIP). This docunment defines the structure
of the index information being exchanged, as well as the appropriate
meani ngs for the headers that are defined in the Common | ndexi ng
Protocol. This nmeno defines an Experinental Protocol for the Internet
conmuni ty.

2653 Al'len Aug 1999 CI P Transport Protocols
This docunent specifies three protocols for transporting Cl P requests,

responses and index objects, utilizing TCP, mail, and HITP.
[ STANDARDS- TRACK]

2652 Al'len Aug 1999 M ME Object Definitions for
t he Conmon | ndexi ng Protocol
(CP)

Thi s docunment describes the definitions of those objects as well as the
met hods and requirenents needed to define a new i ndex type.
[ STANDARDS- TRACK]
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2651 Al'len Aug 1999 The Architecture of the Common
I ndexi ng Protocol (CIP)

Thi s docunent describes the CIP framework, including its architecture
and the protocol specifics of exchanging indices. [STANDARDS- TRACK]

2650 Meyer Aug 1999 Using RPSL in Practice

This docunent is a tutorial on using the Routing Policy Specification
Language (RPSL) to describe routing policies in the Internet Routing
Registry (IRR). This neno provides information for the Internet
communi ty.

2649 Greenbl att Aug 1999 An LDAP Control and Schenma for
Hol di ng Operation Signatures

Thi s docunent describes an LDAP nessage control which allows for the
retrieval of digitally signed information. This docunent defines an LDAP
v3 based nechanismfor signing directory operations in order to create a
secure journal of changes that have been made to each directory entry.
This meno defines an Experinental Protocol for the Internet comunity.

2648 Mbat s Aug 1999 A URN Nanespace for |ETF
Docunent s

Thi s docunment proposes the "ietf" nanmespace, which consists of the RFC
famly of docunents (RFCs, STDs, FYls, and BCPs) devel oped by the | ETF
and published by the RFC Editor and the m nutes of working groups (W5
and birds of a feather (BOF) neetings that occur during | ETF
conferences. [ STANDARDS- TRACK]

2647 Newnan Aug 1999 Benchmar ki ng Ter nmi nol ogy for
Firewal | Performance

Thi s docunent defines ternms used in nmeasuring the performance of
firewalls. It extends the term nol ogy already used for benchmarking
routers and switches with definitions specific to firewalls.

[ STANDARDS- TRACK]

G noza I nf or mat i onal [ Page 11]



RFC 2699 Sunmary of 2600-2699 May 2000

2646 Cel |l ens Aug 1999 The Text/Plain Format Paraneter

This meno proposes a new paraneter to be used with Text/Plain, and, in
the presence of this parameter, the use of trailing whitespace to
indicate flowed lines. This results in an encodi ng which appears as
normal Text/Plain in older inplenentations, since it is in fact norma
Text/ Pl ain. [ STANDARDS- TRACK]

2645 CGel | ens Aug 1999 ON- DEMAND MAI L RELAY ( ODVR)
SMIP with Dynami c | P Addresses

This meno proposes a new service, On-Demand Mail Relay (ODMR), which is
a profile of SMIP, providing for a secure, extensible, easy to inplenent
approach to the problem [ STANDARDS- TRACK]

2644 Br adner Aug 1999 Benchmar ki ng Met hodol ogy for
Net wor k | nt erconnect Devices

Thi s docunent di scusses and defines a nunber of tests that nmay be used
to describe the performance characteristics of a network interconnecting
device. In addition to defining the tests this docunment al so describes
specific formats for reporting the results of the tests. This neno
provides information for the Internet comunity.

2643 Ruf f en Aug 1999 Cabl etron’s SecureFast VLAN
Oper ati onal Mde

Cabl etron’s SecureFast VLAN (SFVLAN) product inplenents a distributed
connection-oriented switching protocol that provides fast forwarding of
data packets at the MAC |l ayer. The product uses the concept of virtua
LANs (VLANs) to determine the validity of call connection requests and
to scope the broadcast of certain flooded nessages. This neno provides
information for the Internet conmunity.

2642 Kane Aug 1999 Cabl etron’s VLS Protoco
Speci fication

VLSP provi des support for equal-cost nultipath routing, and recal cul ates
routes quickly in the face of topol ogi cal changes, utilizing a mninum
of routing protocol traffic. This neno provides information for the

I nternet comunity.
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2641 Hami | t on Aug 1999 Cabl etron’s VlanHel |l o Protoco
Speci fication

The Ml anHell o protocol is part of the InterSwitch Message Protoco

(1 SMP) which provides intersw tch conmuni cation between swi tches running
Cabl etron’s SecureFast VLAN (SFVLAN) product. Switches use the

VI anHel | 0 protocol to discover their neighboring switches and establish
the topology of the switch fabric. This nmeno provides information for
the Internet conmmunity.

2640 Curtin Jul 1999 Internationalization of the
File transfer Protocol

Thi s docunent addresses the internationalization (118n) of FTP, which
i ncl udes supporting the multiple character sets and | anguages found

t hroughout the Internet comunity. This is achieved by extending the
FTP specification and gi ving recommendati ons for proper

i nternationalization support. [ STANDARDS- TRACK]

2639 Hast i ngs Jul 1999 Internet Printing
Protocol /1.0: Inplenmenter’s
Qui de

Thi s docunent contains information that supplenents the | PP Mbdel and
Semantics and the | PP Transport and Encodi ng docunents. It is intended
to help inplementers understand | PP/1.0 and sonme of the considerations
that may assist themin the design of their client and/or |PP object

i npl ementations. This neno provides information for the Internet
communi ty.

2638 Ni chol s Jul 1999 A Two-bit Differentiated
Servi ces Architecture for
t he | nternet

Thi s docunent presents a differentiated services architecture for the
internet. This nmeno provides information for the Internet conmmunity.
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2637 Hanzeh Jul 1999 Poi nt -t o- Poi nt Tunnel i ng
Prot ocol (PPTP)

Thi s docunent specifies a protocol which allows the Point to Point
Protocol (PPP) to be tunneled through an IP network. This nmeno provides
information for the Internet conmunity.

2636 Gel I ens Jul 1999 Wrel ess Device Configuration
( OTASP/ OTAPA) vi a ACAP

Thi s paper describes a viable and attractive neans to provide
OTASP/ OTAPA via | S-707, using the ACAP protocol. This nmeno provides
information for the Internet conmmunity.

2635 Hanbri dge Jun 1999 DON' T SPEW A Set of Cuidelines
for Mass Unsolicited Milings
and Postings

Thi s docunent expl ains why mass unsolicited electronic mail nessages are
harnful in the Internetworking community. This nmeno provides
information for the Internet conmunity.

2634 Hof f man Jun 1999 Enhanced Security Services for
S/I'M ME
Thi s docunent describes four optional security service extensions for
S/M ME. [ STANDARDS- TRACK]
2633 Ransdel | Jun 1999 S/'M ME Version 3 Message
Speci fication

Thi s docunent describes a protocol for adding cryptographic signature
and encryption services to MM data. [ STANDARDS- TRACK]
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2632 Ransdel | Jun 1999 S/M ME Version 3 Certificate
Handl i ng

S/'M ME (Secure/ Mul tipurpose Internet Mail Extensions), provides a method
to send and receive secure M ME nessages. Before using a public key to
provi de security services, the SIMME agent MJIST certify that the public
key is valid. SIMMe agents MJST use PKI X certificates to validate
public keys as described in the Internet X 509 Public Key Infrastructure
(PKIX) Certificate and CRL Profile. [ STANDARDS- TRACK]

2631 Rescorl a Jun 1999 D ffie-Hell man Key Agreenent
Met hod

Thi s docunent standardi zes one particular Diffie-Hellnan variant, based
on the ANSI X9.42 draft, devel oped by the ANSI X9F1 wor ki ng group.
[ STANDARDS- TRACK]

2630 Housl ey Jun 1999 Crypt ographi ¢ Message Syntax

Thi s docunent describes the Cryptographic Message Syntax. This syntax
is used to digitally sign, digest, authenticate, or encrypt arbitrary
messages. [ STANDARDS- TRACK]

2629 Rose Jun 1999 Witing |-Ds and RFCs using XM

This menmo presents a technique for using XM (Extensible Mrkup
Language) as a source format for docunents in the Internet-Drafts (I-Ds)
and Request for Comments (RFC) series. This neno provides infornation
for the Internet community.

2628 Snysl ov Jun 1999 Si mpl e Crypt ographi ¢ Program
Interface (Crypto API)
Thi s docunent describes a sinple Application ProgramlInterface to

cryptographic functions. This nmeno provides information for the
I nternet conmunity.
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2627 Wal | ner Jun 1999 Key Managenent for Muilticast:
| ssues and Architectures

This report contains a discussion of the difficult problem of key
managenent for nulticast comunication sessions. It focuses on two main
areas of concern with respect to key managenent, which are, initializing
the multicast group with a comon net key and rekeying the multicast
group. This meno provides information for the Internet comunity.

2626 Nesser |1 Jun 1999 The Internet and the
M | I enni um Probl em (Year 2000)

The Year 2000 Wbrking Goup (W5 has conducted an investigation into the
m |l enniumproblemas it regards Internet related protocols. This

i nvestigation only targeted the protocols as docunented in the Request
For Comments Series (RFCs). This investigation discovered little reason
for concern with regards to the functionality of the protocols. A few

m nor cases of ol der inplenentations still using two digit years (ala
RFC 850) were di scovered, but alnpbst all Internet protocols were given a
clean bill of health. Several cases of "period" problenms were

di scovered, where a tine field would "roll over" as the size of field

was reached. In particular, there are several protocols, which have 32
bit, signed integer representations of the nunber of seconds since
January 1, 1970 which will turn negative at Tue Jan 19 03: 14: 07 GVI
2038. Areas whose protocols will be effected by such problens have been
notified so that new revisions will renove this limitation. This meno
provides information for the Internet comunity.

2625 Raj agopal Jun 1999 | P and ARP over Fibre Channe

The purpose of this docunent is to specify a way of encapsulating |IP and
Addr ess Resol ution Protocol (ARP) over Fibre Channel and al so to describe
a mechani sm(s) for I P address resolution. [ STANDARDS- TRACK]

2624 Shepl er Jun 1999 NFS Version 4 Design
Consi der ati ons

Thi s design considerations docunent is nmeant to present nore detail than
the working group charter. Specifically, it presents the areas that the
working group will investigate and consider while devel oping a protoco
specification for NFS version 4. This neno provides information for the
I nternet comunity.
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2623 Ei sl er Jun 1999 NFS Version 2 and Version 3
Security Issues and the NFS
Protocol's Use of RPCSEC GSS
and Kerberos V5

This menorandum cl arifies various security issues involving the NFS
protocol (Version 2 and Version 3 only) and then describes how the
Version 2 and Version 3 of the NFS protocol use the RPCSEC GSS security
flavor protocol and Kerberos V5. [ STANDARDS- TRACK]

2622 Al aettinoglu Jun 1999 Routing Policy Specification
Language (RPSL)

RPSL allows a network operator to be able to specify routing policies at
various levels in the Internet hierarchy; for exanple at the Autononous
System (AS) level. At the sanme tinme, policies can be specified with
sufficient detail in RPSL so that |ow | evel router configurations can be
generated fromthem RPSL is extensible; new routing protocols and new
protocol features can be introduced at any tinme. [ STANDARDS- TRACK]

2621 Zorn Jun 1999 RADI US Accounting Server MB
This meno defines a set of extensions which instrunent RADI US accounting
server functions. This nmeno provides information for the |nternet
conmuni ty.

2620 Aboba Jun 1999 RADI US Accounting dient MB
This meno defines a set of extensions which instrunent RADI US accounting
client functions. This nmeno provides information for the Internet
communi ty.

2619 Zorn Jun 1999 RADI US Aut hentication Server MB
This neno defines a set of extensions which instrument RADI US

aut henti cation server functions. [STANDARDS- TRACK]

2618 Aboba Jun 1999 RADI US Aut hentication Client MB

This neno defines a set of extensions which instrunent RADI US
aut hentication client functions. [STANDARDS- TRACK]
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2617 Fr anks Jun 1999 HTTP Aut henti cati on: Basic and
Di gest Access Aut hentication

Thi s docunent provides the specification for HITP' s authentication
framework, the original Basic authentication schenme and a schene based
on cryptographic hashes, referred to as "Di gest Access Authentication".
[ STANDARDS- TRACK]

2616 Fi el di ng Jun 1999 Hypertext Transfer Protocol --
HTTP/ 1.1

HTTP has been in use by the World-Wde Wb global information initiative
since 1990. This specification defines the protocol referred to as
"HTTP/1.1", and is an update to RFC 2068. [ STANDARDS- TRACK]

2615 Mali s Jun 1999 PPP over SONET/ SDH

Thi s docunent describes the use of PPP over Synchronous Optical Network
(SONET) and Synchronous Digital Hierarchy (SDH) circuits. [ STANDARDS-

TRACK]

2614 Kenpf Jun 1999 An APl for Service Location

Thi s docunent describes standardized APIs for SLP in C and Java. This
meno provides information for the Internet comunity.

2613 Wat er man Jun 1999 Renote Network Monitoring MB
Ext ensi ons for Switched
Net wor ks Version 1.0

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in TCP/IP-based internets. In
particular, it defines objects for managi ng renote network nonitoring
devices in switched networks environments. [ STANDARDS- TRACK]

2612 Adans Jun 1999 The CAST-256 Encryption Al gorithm

Thi s docunent describes an existing algorithmthat can be used to
satisfy this requirement. Included are a description of the cipher and
the key scheduling algorithm the s-boxes, and a set of test vectors
(Appendix A). This neno provides information for the Internet

communi ty.
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2611 Dai gl e Jun 1999 URN Nanmespace Definition
Mechani sns

Thi s docunent |ays out general definitions of and nechanisns for

est abl i shing URN "nanmespaces”. This docunent specifies an Internet Best
Current Practices for the Internet Comunity, and requests di scussion
and suggestions for inprovenents.

2610 Per ki ns Jun 1999 DHCP Options for Service
Location Protoco

The Dynami ¢ Host Configuration Protocol provides a framework for passing
configuration information to hosts on a TCP/IP network. Entities using
the Service Location Protocol need to find out the address of Directory
Agents in order to transact nessages. Another option provides an

assi gnnent of scope for configuration of SLP User and Service Agents.

[ STANDARDS- TRACK]

2609 Qut t man Jun 1999 Service Tenpl ates and Service
Schenes

Thi s docunent describes a formal procedure for defining and
standardi zi ng new service types and attributes for use with the
"service:" scheme. [ STANDARDS- TRACK]

2608 Gut t man Jun 1999 Servi ce Location Protocol
Version 2

The Service Location Protocol provides a scal able franework for the

di scovery and sel ection of network services. Using this protocol
conmputers using the Internet need little or no static configuration of
networ k services for network based applications. This is especially

i mportant as conputers becone nore portable, and users |ess tolerant or
able to fulfill the denmands of network system adm nistration.

[ STANDARDS- TRACK]

2607 Aboba Jun 1999 Proxy Chai ning and Policy
| mpl enent ati on i n Roani ng
Thi s docunent describes how proxy chaining and policy inplenmentation can

be supported in roaning systems. This neno provides information for the
I nternet conmunity.
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2606 East | ake Jun 1999 Reserved Top Level DNS Nanes

To reduce the likelihood of conflict and confusion, a few top |evel
domai n nanes are reserved for use in private testing, as exanples in
docunentation, and the like. 1In addition, a few second | evel domain
nanes reserved for use as exanples are docunented. This docunent
specifies an Internet Best Current Practices for the Internet Community,
and requests discussion and suggestions for inprovenents.

2605 Mansfi el d Jun 1999 Directory Server Mnitoring MB

This meno defines a portion of the Managenent |nfornmation Base (MB) for
use with network managenent protocols in the Internet comunity.
[ STANDARDS- TRACK]

2604 Cel | ens Jun 1999 W rel ess Device Configuration
( OTASP/ OTAPA) vi a ACAP

Thi s paper describes a viable and attractive neans to provide
OTASP/ OTAPA via | S-707, using the ACAP protocol. This nmeno provides
information for the Internet conmunity.

2603 Davi son Jun 1999 | LM - Based Server Discovery
for NHRP

This meno defines how I LM - based Server Discovery, which provides a
met hod for ATM attached hosts and routers to dynanically deternine the
ATM addr esses of servers, shall be used to | ocate NHRP servers.

[ STANDARDS- TRACK]

2602 Davi son Jun 1999 | LM - Based Server Discovery
for MARS

This meno defines how | LM - based Server Discovery, which provides a
nmet hod for ATM attached hosts and routers to dynanically deternine the
ATM addresses of servers, shall be used to | ocate MARS servers.

[ STANDARDS- TRACK]
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2601 Davi son Jun 1999 | LM - Based Server Discovery
for ATMARP

This meno defines how | LM - based Server Discovery, which provides a
met hod for ATM attached hosts and routers to dynanically determ ne the
ATM addr esses of servers, shall be used to | ocate ATMARP servers.

[ STANDARDS- TRACK]

2600 Reynol ds Mar 2000 Internet Oficial Protocol
St andar ds

This meno is published by the RFC Editor in accordance with Section 2.1
of "The Internet Standards Process -- Revision 3", RFC 2026, which
specifies the rules and procedures by which all Internet standards are
set. This meno is prepared by the RFC Editor for the I ESG and | AB.

Pl ease see http://ww.rfc-editor.org for later updates to this docunent.
[ STANDARDS- TRACK]

Security Considerations

Security issues are not discussed in this nmeno.
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Ful I Copyright Statenent
Copyright (C) The Internet Society (1998). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
others, and derivative works that comment on or otherwi se explain it
or assist in its inplenentation may be prepared, copied, published
and distributed, in whole or in part, w thout restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into | anguages other than
Engl i sh.

The linited perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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