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1. Abstract

Thi s docunent describes a nethod for broadcasting IP data in a

uni directional nmanner using the vertical blanking interval of
television signals. It includes a description for conpressing IP
headers on uni directional networks, a franming protocol identical to
SLIP, a forward error correction scheme, and the NABTS byte
structures.

2. Introduction

Thi s RFC proposes several protocols to be used in the transm ssion of
| P datagrans using the Vertical Blanking Interval (VBlI) of a
television signal. The VBl is a non-viewable portion of the

tel evision signal that can be used to provide point-to-nultipoint IP
data services which will relieve congestion and traffic in the
traditional Internet access networks. \Werever possible these
protocol s nake use of existing RFC standards and non-standards.

Traditionally, point-to-point connections (TCP/IP) have been used

even for the transm ssion of broadcast type data. Distribution of
the sane content--news feeds, stock quotes, newsgroups, weather
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reports, and the like--are typically sent repeatedly to individua
clients rather than being broadcast to the | arge nunber of users who
want to receive such data.

Today, IP is quickly becom ng the preferred nethod of distributing
one-to-nmany data on intranets and the Internet. The coning
availability of |low cost PC hardware for receiving television signals
acconpani ed by broadcast data streans nakes a defined standard for
the transmi ssion of data over traditional broadcast networks

i nperative. A lack of standards in this area as well as the expense
of hardware has prevented traditional broadcast networks from
becom ng effective deliverers of data to the hone and office

Thi s docunent describes the transmission of IP using the North
Anerican Basic Tel etext Standard (NABTS), a recogni zed and industry-
supported met hod of transporting data on the VBI. NABTS is
traditionally used on 525-1ine television systens such as NTSC

Anot her byte structure, WST, is traditionally used on 625-1ine
systens such as PAL and SECAM These generalizati ons have
exceptions, and countries should be treated on an individual basis.
These existing tel evision system standards will enable the tel evision
and Internet conmunities to provide inexpensive broadcast data
services. A set of existing protocols will be |ayered above the
specific FEC for NABTS including a serial streamfraning protoco
simlar to SLIP (RFC 1055 [Ronkey 1988]) and a conpression techni que
for unidirectional UDP/IP headers.

The protocol s described in this docunent are intended for the
unidirectional delivery of |IP datagrans using the VBI. That is, no
return channel is described, or for that matter possible, in the VBI.

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119.

3. Proposed protocol stack

The followi ng protocol stack denonstrates the layers used in the
transm ssion of VBl data. Each |ayer has no know edge of the data it
encapsul ates, and is therefore abstracted fromthe other |ayers. At
the Iink |ayer, the NABTS protocol defines the nodul ati on schene used
to transport data on the VBI. At the network layer, |IP handles the
novenent of data to the appropriate clients. In the transport |ayer
UDP deternines the flow of data to the appropriate processes and
applications.
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These protocols can be described in a bottom up conponent nodel using
t he exanpl e of NABTS carried over NTSC nodul ati on as fol |l ows:

Vi deo signal --> NABTS --> FEC --> serial data stream--> Frani ng
protocol --> conpressed UDP/I P headers --> application data

Thi s di agram can be read as follows: television signals have NABTS
packets, which contain a Forward Error Correction (FEC) protocol

nmodul ated onto them The data contained in these sequential, ordered
packets forma serial data stream on which a fram ng protoco

i ndi cates the location of |IP packets, with conpressed headers,
contai ni ng application data.

The structure of these conmponents and protocols are described in
foll owi ng subsecti ons.
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3.1. VB

The characteristics and definition of the VBl is dependent on the
television systemin use, be it NISC, PAL, SECAM or some other. For
nmore information on Tel evi si on standards worl dwi de, see ref [12].

3.1.1. 525 line systens

A 525-line television frame is conprised of two fields of 262.5

hori zontal scan lines each. The first 21 lines of each field are not
part of the visible picture and are collectively called the Vertica
Bl anking I nterval (VBl).

O these 21 lines, the first 9 are used while repositioning the
cathode ray to the top of the screen, but the remaining lines are
avail abl e for data transport.

There are 12 possible VBI |ines being broadcast 60 tines a second
(each field 30 tines a second). In sone countries Line 21 is
reserved for the transport of closed captioning data (Ref.[11]). In
that case, there are 11 possible VBl lines, sonme or all of which
could be used for IP transport. 1t should be noted that sone of
these lines are sonetinmes used for existing, proprietary, data and
testing services. |P delivery therefore becones one nore data service
using a subset or all of these |ines.

3.1.2. 625 Line Systens

A 625-line television frame is conprised of two fields of 312.5
hori zontal scan lines each. The first fewlines of each field are
used whil e repositioning the cathode ray to the top of the screen
The lines available for data insertion are 6-22 in the first field
and 319-335 in the second field.

There are, therefore, 17 possible VBl lines being broadcast 50 tines
a second (each field 25 tines a second), sone or all of which could
be used for IP transport. |t should be noted that sone of these

lines are sonetinmes used for existing, proprietary, data and testing
services. | P, therefore, beconmes one nore data service using a subset
or all of these |lines.

3. 2. NABTS
The North Anerican Basic Teletext Standard is defined in the

El ectronic Industry Association’s ElIA-516, Ref. [2], and ITU R
BT. 653-2, system C, Ref. [13]. It provides an industry-accepted
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met hod of nodul ating data onto the VBI, usually of an NTSC si gnal
This section describes the NABTS packet format as it is used for the
transport of IP

It should be noted that only a subset of the NABTS standard is used,
as is comon practice in NABTS inplenentations. Further information
concerni ng the NABTS standard and its inplenentation can be found in
El A-516.

The NABTS packet is a 36-byte structure encoded onto one horizontal
scan line of a television signal having the follow ng structure:

0 1 2 3
01234567890123456789012345678901
T I T S S Tk it S S S S Sk L T T SR A s

| cl ock sync | byte sync | packet addr.
B T e o i S I i i S S N iy St S I S S
packet address (cont.) | cont. index |PcktStructFl ags

B s S S i i i ks a ks st S S S S S S
| user data (26 bytes)

: R ok ok S R e e S
| | FEC |
i S S e i S S S s s S S S S

The two-byte O ock Synchronization and one-byte Byte Synchronization
are located at the beginning of every scan |line containing a NABTS
packet and are used to synchronize the decoding sanpling rate and
byte tim ng.

The three-byte Packet Address field is Hanm ng encoded (as specified
in ElA-516), provides 4 data bits per byte, and thus provides 4096
possi bl e packet addresses. These addresses are used to distinguish
rel ated services originating fromthe same source. This is necessary
for the receiver to determ ne which packets are related, and part of
the sane service. NABTS packet addresses therefore distinguish
different data services, possibly inserted at different points of the
transm ssion system and nost likely totally unrelated. Section 4 of
t hi s docunent di scusses Packet Addresses in detail

The one-byte Continuity Index field is a Hanm ng encoded byte, which
is incremented by one for each subsequent packet of a given Packet
Address. The val ue or nunber of the Continuity Index sequences from
0 to 15. It increnents by one each tinme a data packet is transmtted.
This allows the decoder to deternine if packets were lost during
transm ssi on.
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The Packet Structure field is also a Hammi ng encoded byte, which
contains informati on about the structure of the renaining portions of
the packet. The least significant bit is always "0" in this

i npl ementation. The second | east significant bit specifies if the
Data Block is full--"0" indicates the data block is full of usefu
data, and "1" indicates sone or all of the data is filler data. The
two nost significant bits are used to indicate the length of the

suf fix of the Data Block--in this inplenentation, either 2 or 28
bytes (10 for 2-byte FEC suffix, 11 for 28-byte FEC suffix). This
suffix is used for the forward error correction described in the next
section. The follow ng table shows the possible values of the Packet
Structure field:

Dat a Packet, no filler DO
Dat a Packet, with filler 8C
FEC Packet Al

The Data Block field is 26 bytes, zero to 26 of which is useful data
(part of a I P packet or SLIP frane), the remainder is filler data.
Data is byte-ordered |east significant bit first. Filler data is

i ndi cated by an Ox15 foll owed by as nany OxEA as are needed to fil
the Data Block field. Sequential data blocks mnus the filler data
form an asynchronous serial stream of data.

These NABTS packets are nodul ated onto the tel evision signa
sequentially and on any conbi nation of |ines.

3.3. FEC

Due to the unidirectional nature of VBl data transport, Forward Error
Correction (FEC) is needed to ensure the integrity of data at the
receiver. The type of FEC described here and in the appendix of this
docunment for NABTS has been in use for a nunmber of years, and has
proven popular with the broadcast industry. It is capable of
correcting single-byte errors and single- and doubl e-byte erasures in
the data bl ock and suffix of a NABTS packet. |n a system using
NABTS, the FEC algorithmsplits a serial streamof data into 364-byte
"bundl es". The data is arranged as 14 packets of 26 bytes each. A
function is applied to the 26 bytes of each packet to determ ne the
two suffix bytes, which (with the addition of a header) conplete the
NABTS packet (8+26+2).

For every 14 packets in the bundle, two additional packets are
appended which contain only FEC data, each of which contain 28 bytes
of FEC data. The first packet in the bundle has a Continuity Index
value of 0, and the two FEC only packets at the end have Continuity
I ndex val ues of 14 and 15 respectively. This data is obtained by
first witing the packets into a table of 16 rows and 28 col unms.

Panabaker, et al. St andards Track [ Page 6]



RFC 2728 | PVBI Novenber 1999

The sane expression as above can be used on the colums of the table
with the suffix now represented by the bytes at the base of the
colums in rows 15 and 16. Wth NABTS headers on each of these rows,
we now have a bundl e of 16 NABTS packets ready for sequenti al

nmodul ation onto lines of the television signal

At the receiver, these fornulae can be used to verify the validity of
the data with very high accuracy. |If single bit errors, double bit
errors, single-byte errors or single- and doubl e-byte erasures are
found in any row or columm (including an entire packet |ost) they can
be corrected using the algorithnms found in the appendi x. The success
at correcting errors will depend on the particular inplenentation
used on the receiver

3.4. Franing

A fram ng protocol identical to SLIP is proposed for encapsul ati ng

t he packets described in the followi ng section, thus abstracting this
data fromthe | ower protocol l|layers. This protocol uses two specia
characters: END (0xc0) and ESC (0Oxdb). To send a packet, the host
will send the packet followed by the END character. |f a data byte
in the packet is the sane code as END character, a two-byte sequence
of ESC (0xdb) and Oxdc is sent instead. |If a data byte is the same
code as ESC character, a two-byte sequence of ESC (0Oxdb) and Oxdd is
sent instead. SLIP inplenentations are widely avail able; see RFC
1055 [ Ronmkey 1988] for nore detail.

S B S B +- -+

| packet | cOJ packet | db]| dd| | cO

[ B B +- -+
END ESC END

The packet framed in this manner shall be formatted according to its
schema type identified by the schema field, which shall start every
packet :

| schema | packet (formatted according to schenmm) |
| 1 byte | ?? bytes (schenma dependant | ength)
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In the case where the nost significant bit in this field is set to
"1", the length of the field extends to two bytes, allow ng for 32768
addi ti onal schenas:

S o e m e e e e e e e e e e e e e e e e e e +
| extended | packet (formatted according to schenm)
| schema | ?? bytes (schenma dependant | ength)
| 2 bytes | |
R o o o e e e e e e e e e e e e e e e e e e ma— oo +

In the section 3.5, one such schema for sending IP is described.
This is the only schema specified by this docunent. Additiona
schenas may be proposed for other packet types or other conpression
schemes as described in section 7.

3.4.1 Maxi mum Transmi ssion Unit Size

The maxi mum | ength of an unconpressed | P packet, or Maxi num
Transmission Unit (MIU) size is 1500 octets. Packets larger than
1500 octets MIUST be fragnented before transm ssion, and the client
VBl interface MJUST be able to receive full 1500 octet packet
transm ssi ons.

3.5. | P Header Conpression Schene

The one-byte schene defines the format for encoding the | P packet
itself. Due to the value of bandwidth, it may be desirable to

i ntroduce as much efficiency as possible in this encoding. One such
efficiency is the optional conpression of the UDP/IP header using a
met hod related to the TCP/ I P header conpression as described by Van
Jacobson (RFC 1144). UDP/IP header conpression is not identical due
to the limtation of unidirectional transm ssion. One such schene is
proposed in this docunment for the conpression of UDP/IP version 4.

It is assigned a value of 0x00. All future encapsul ati on schenes
shoul d use a unique value in this field.

Only schena 0x00 is defined in this docunent; this schema nust be
supported by all receivers. |In schema 0x00, the format of the IP
packet itself takes one of two fornms. Packets can be sent with full
unconpressed headers as foll ows:
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0 1 2 3
01234567890123456789012345678901
i T o T e e e et o S s S R R SR

| Of group | unconpressed | P header (20 bytes)
B i S S S +
|

B el I T R T e e S e T ol i T S e TR S
unconpressed UDP header (8 bytes)
B i S S S S

B e o T i S O e i it S i S el it TR TR S
payl oad (<1472 bytes)

+
|
+
|
+
|
e S S +
|

T+ 7 +

e I S S T i < SU S S S S R S
| CRC |
T i S S T A S S S T T o Supr s

The first byte in the 0Ox00 schene is the Conpression Key. It is a
one-byte value: the first bit indicates if the header has been
conpressed, and the remaining seven bits indicate the conpression
group to which it bel ongs.

If the high bit of the Conpression Key is set to zero, no conpression
is performed and the full header is sent, as shown above. The client
VBl interface should store the nost recent unconpressed header for a
gi ven group value for future potential use in rebuilding subsequent
conpressed headers. Packets with identical group bits are assuned to
have identical UDP/IP headers for all UDP and IP fields, with the
exception of the "IP identification" and "UDP checksun! fi el ds.

G oup values may be recycled follow ng 60 seconds of nonuse by the
precedi ng UDP/ | P session (no unconpressed packets sent), or by
sendi ng packets with unconpressed headers for the 60-second duration
followi ng the | ast packet in the preceding UDP/IP session

Furt hernmore, the first packet sent follow ng 60 seconds of nonuse, or
conpressed header packets only use, must use an unconpressed header
Cient VBl interfaces should disregard conpressed packets received 60
or nore seconds after the |last unconpressed packet using a given
group address. This avoids any incorrectly deconpressed packets due
to group nunber reuse, and linmts the outage due to a | ost
unconpressed packet to 60 seconds.

If the high bit of the Conpression Key is set to one, a conpressed

version of the UDP/IP header is sent. The client VBI interface must
then conbi ne the conpressed header with the stored unconpressed
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header of the sanme group and recreate a full packet. For conpressed
packets, the only portions of the UDP/IP header sent are the "IP
identification" and "UDP checksun' fields:

0 1 2 3
01234567890123456789012345678901
T T S T i s L i S S S S S S S e T s

| 1] group | I P identification | UDP checksun]
T o i i e e e S S SR SR R R S
| UDP cksm (cont) | payl oad (<1472 bytes)

B i S S S +

T T S T i s L i S S S S S S S e T s
| CRC |
T I T S S T i S T

Al'l datagrans belonging to a nulti fragnment |P packet shall be sent
with full headers, in the unconpressed header format. Therefore,
only packets that have not been fragnmented can be sent with the nost
significant bit of the conpression key set to "1"

A 32-bit CRC has al so been added to the end of every packet in this
schene to ensure data integrity. It is perforned over the entire
packet including schema byte, conpression key, and either conpressed
or unconpressed headers. |t uses the sane algorithmas the MPEG 2
transport stream (1SO' | EC 13818-1). The generator pol ynonmial is:

1+D+ D2+ D4+ D5+ D7 + D8+ D10 + D11 + D12 + D16 + D22 + D23 +
D26 + D32

As in the I SO IEC 13818-1 specification, the initial state of the sum
is OXFFFFFFFF. This is not the same algorithmused by Ethernet. This
CRC provides a final check for danaged dat agrans that span FEC
bundl es or were not properly corrected by FEC

4. Addressing Considerations

The addressing of | P packets should adhere to existing standards in
this area. The inclusion of an appropriate source address is needed
to ensure the receiving client can distinguish between sources and
thus services if multiple hosts are sharing an insertion point and
NABTS packet address.

NABTS packet addressing is not regulated or standardi zed and requires
care to ensure that unrelated services on the same channel are not
broadcasting with the sanme packet address. This could occur due to
mul ti pl e possi bl e NABTS insertion sites, including show production
network redistribution, regional operator, and |ocal operator
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Traditionally, the narketplace has recogni zed this concern and nade
am cabl e arrangenments for the distribution of these addresses for
each channel

5. 1 ANA Consi derations

I ANA wi Il register new schemas on a "First Conme First Served" basis
[ RFC 2434]. Anyone can register a schene, so long as they provide a
poi nt of contact and a brief description. The schenme nunber wll be
assigned by I ANA. Registrants are encouraged to publish conplete
specifications for new schemas (preferably as standards-track RFCs),
but this is not required.

6. Security Considerations

As with any broadcast network, there are security issues due to the
accessibility of data. It is assuned that the responsibility for
securing data lies in other protocol layers, including the IP
Security (I PSEC) protocol suite, Transport Layer Security (TLS)
protocols, as well as application | ayer protocols appropriate for a
br oadcast - onl y networ k.

7. Concl usi ons

Thi s docunent provides a nethod for broadcasting Internet data over a
television signal for reception by client devices. Wth an
appropriate broadcast content nodel, this will becone an attractive
nmet hod of providing data services to end users. By using existing
standards and a | ayered protocol approach, this document has al so
provided a nodel for data transni ssion on unidirectional and

br oadcast net works.
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12.

12.

Appendi x A Forward Error Correction Specification

This FEC is optimized for data carried in the VBl of a television
signal. Teletext has been in use for nany years and data

transm ssion errors have been categorized into three main types: 1)
Randomy distributed single bit errors 2) Loss of lines of NABTS data
3) Burst Errors

The quantity and distribution of these errors is highly variable and
dependent on many factors. The FEC is designed to fix all these
types of errors.

1. Mathematics used in the FEC

Galois fields formthe basis for the FEC al gorithm presented here.
Rat her then explain these fields in general, a specific explanation
is given of the Galois field used in the FEC al gorithm

The Galois field used is G-(2"8) with a prinmtive el enent al pha of
00011101. This is a set of 256 elenents, along with the operations
of "addition", "subtraction", "division", and "nultiplication" on
these elenments. An 8-bit binary nunber represents each el ement.

The operations of "addition" and "subtraction" are the sanme for this
Galois field. Both operations are the XOR of two el ements. Thus,
the "sunt of 00011011 and 00000111 is 00011100.

Division of two elenments is done using |long division with subtraction
operations replaced by XOR  For nultiplication, standard |ong
multiplication is used but with the final addition stage replaced

wi th XOR

Al arithmetic in the following FEC is done nodul o 100011101; for

i nstance, after you nultiply two nunmbers, you replace the result wth
its remai nder when divided by 100011101. There are 256 values in
this field (256 possible renainders), the 8-bit nunbers. It is very
i mportant to renenber that when we wite A*B = C, we nore accurately
i mply modul o(A*B) = C.

It is obvious fromthe above description that multiplication and
division is tine consuming to perform Elenents of the Galois Field
share two inportant properties with real nunbers

A*B
A B

POWAERal pha( LOGal pha(A) + LOGal pha(B))
PONERal pha(LOGal pha(A) - LOGal pha(B))
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12.

The Galois Fieldis limted to 256 entries so the power and | og
tables are limted to 256 entries. The addition and subtraction
shown is standard so the result nust be nodul o al pha. Witten as a
"C' expression

A*B
A B

apower[al og[ A] + al og[B]]
apower[ 255 + alog[A] - al og[B]]

You nmay note that alog[A] + alog[B] can be greater than 255 and
therefore a nodul o operation should be perforned. This is not
necessary if the power table is extended to 512 entries by repeating
the table. The sane logic is true for division as showmn. The power
and |l og tables are cal culated once using the long multiplication
shown above.

2. Cal culating FEC bytes

The FEC algorithmsplits a serial streamof data into "bundl es"

These are arranged as 16 packets of 28 bytes when the correction
bytes are included. The bundle therefore has 16 horizontal codewords
interleaved with 28 vertical codewords. Two suns are cal cul ated for
a codeword, SO and S1. SO is the sumof all bytes of the codeword
each multiplied by alpha to the power of its index in the codeword.
Sl is the sumof all bytes of the codeword each nultiplied by al pha
to the power of three tines its index in the codeword. 1In "C' the
sum cal cul ati ons woul d | ook Iike:

SunD = O;
Sunl = O;
For (i = 0;i < mi++)

if (codeword[i] !'= 0)

SunmD = sunD ~ power[i + alog[codeword[i]]];
Suml = sunil * power[3*i + al og[codeword[i]]];
}

Note that the codeword order is different fromthe packet order.
Codeword positions 0 and 1 are the suffix bytes at the end of a
packet horizontally or at the end of a colum vertically.

When cal cul ating the two FEC bytes, the summati on above nust produce
two suns of zero. All codewords except 0 and 1 are know so the suns
for the known codewords can be calculated. Let’'s call these val ues
tot0 and tot 1.
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SunD
Suml

t ot O”power [ O+al og[ codewor d[ 0] ] ] *power [ 1+al og[ codewor d[ 1]]]
t ot 1*power [ O+al og[ codewor d[ 0] ] ] *power [ 3+al og[ codewor d[ 1]]]

This gives us two equations with the two unknowns that we can sol ve:

codewor d[ 1]
codewor d[ 0]

power [ 255+al og[ t ot 0"t ot 1] - al og[ power [ 1] *power[3]]]
t ot O”power [ al og[ codewor d[ 1] ] +al og[ power[ 1] ]]

12.3. Correcting Errors

This section describes the procedure for detecting and correcting
errors using the FEC data cal cul ated above. Upon reception, we begin
by rebuilding the bundle. This is perhaps the nost inportant part of
the procedure because if the bundle is not built correctly it cannot
possi bly correct any errors. The continuity index is used to
determ ne the order of the packets and if any packets are m ssing
(not captured by the hardware). The reconmendati on, when buil di ng
the bundle, is to convert the bundle from packet order to codeword
order. This conversion will sinplify the codeword cal cul ations. This
is done by taking the last byte of a packet and making it the second
byte of the codeword and taking the second | ast byte of a packet and
making it the first byte of a codeword. Also the packet wth
continuity index 15 beconmes codeword position one and the packet wth
continuity index 14 becones codeword position zero. The sane FECis
used regardl ess of the nunber of bytes in the codeword. So let's
think of the codewords as an array codeword[vert][hor] where vert is
16 packets and hor is 28. Each byte in the array is protected by
both a horizontal and a vertical codeword. For each of the
codewords, the suns nust be calculated. If both the suns for a
codeword are zero then no errors have been detected for that

codeword. O herwi se, an error has been detected and further steps
need to be taken to see if the error can be corrected. 1In "C' the
hori zontal sunmation would | ook Iike:
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12.

for (i =0; i < 16; i++)
{
sund
sumil
for (j

0;
0;
= 0;] < hor;j++)

if (codeword[i][j] '= 0)
{

sund
sumil

sunD ~ power[j + al og[codeword[i ]
suml ~ power[3*j + al og[ codeword[

[
|

i1l
105115
} }

if ((sunD !'=0) || (suml !'= 0))

Try Correcting Packet

}
}

Simlarly, vertical |ooks like:

for (j = 0;i < hor;i++)

sunD = O;
suml = O;
for (i = 0;i < 16;i++)
if (codeword[i][j] '= 0)
{
sunmD = sunD ~ power[i + alog[codeword[i][j]];
suml = sunil ~ power[3*i + alog[codeword[i][j]];
}

}
if ((sunD !'=0) || (suml !'= 0))
{

Try Correcting Colum

}
}
4. Correction Schenes
Thi s FEC provi des four possible corrections:
1) Single bit correction in codeword. Al single bit errors.
2) Doubl e bit correction in a codeword. Mst two-bit errors
3) Single byte correction in a codeword. Al single-byte errors.
4) Packet replacenment. One or two nissing packets froma bundle.
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12.

12.

4.1. Single Bit Correction

When correcting a single-bit in a codeword, the byte and bit position
must be cal cul ated. The equations are:

Byt e
Bi t

1/ 2LOGal pha( S1/ S0)
8LOGl pha( SO/ PONERal pha( Byt e))

In "C' this is witten:

Byte = al og[ power[255 + al og[suml] - al og[sunD]]];
if (Byte & 1)

Byte = Byte + 255;
Byte = Byte >> 1,
Bit = al og[ power[255 + al og[sunD] - Byte]] << 3;
while (Bit > 255)

Bit = Bit - 255;

The error is correctable if Byte is less than the nunber of bytes in
the codeword and Bit is less than eight. For this math to be valid
both sunD and sunl nust be non-zero. The codeword is corrected by:

codeword[ Byte] = codeword[Byte] ™ (1 << Bit);

4.2. Double Bit Correction

Doubl e bit correction is much nore conplex than single bit correction
for two reasons. First, not all double bit errors are determnistic.
That is two different bit patterns can generate the sane suns.

Second, the solution is iterative. To find two bit errors you assune
one bit in error and then solve for the second error as a single bit
error.

The procedure is to iteratively nove through the bits of the codeword
changi ng each bit’s state. The new suns are cal culated for the
nodi fi ed codeword. Then the single bit cal cul ati on above determn nes
if this is the correct solution. |If not, the bit is restored and the
next bit is tried.

For a |l ong codeword, this can involve many cal cul ati ons. However,
tricks can speed the process. For exanple, the vertical suns give a
strong indication of which bytes are in error horizontally. Bits in
ot her bytes need not be tried.
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12.4.3. Single Byte Correction

12.

For single byte correction, the byte position and bits to correct
must be cal cul ated. The equations are:

Byte = 1/ 2*LOGal pha( S1/ S0)

Mask = S0/ PONERal pha[ Byt €]

Notice that the byte position is the sane calculation as for single
bit correction. The mask will allow nore than one bit in the byte to
be corrected. In "C' the mask cal cul ation | ooks I|iKke:

Mask = power[255 + al og[ sunD] - Byte]

Both sunmD and sunil nust be non-zero for the calculations to be valid.
The Byte val ue nust be |less than the codeword | ength but Mask can be
any value. This corrects the byte in the codeword by:

Codewor d[ Byte] = Codeword[ Byte] ~ Mask
4. 4. Packet Repl acenent

If a packet is missing, as determ ned by the continuity index, then
its byte position is known and does not need to be cal culated. The
formula for single packet replacenent is therefore the same as for
the Mask cal cul ati on of single byte correction. |Instead of XORing an
existing byte with the Mask, the Mask replaces the nissing codeword
position:

Codewor d[ Byt e] = Mask

When two packets are missing, both the codeword positions are known
by the continuity index. This again gives two equations with two
unknowns, which is solved to give the follow ng equations. Mask2 =
POWERal pha(2* Byt el) * SO+S1

POVWERal pha(2* Byt el+Byt e2) +POWNERal pha(3*BYTE2)
Maskl = SO + Mask2* POAERal pha( Byt e2) / PONERal pha( BYTEL)
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In "C" these equations are witten:

if (sumD == 0)

{
if (suml == 0)
mask2 = 0;
el se
mask2=power [ 255+al og[ suni] - al og[ power [ byt e2+2* byt el]
Apower [ 3*Byte2]]];
}
el se

i f ((a=suml”~power[al og[ sunD] +2*bytel]) == 0)
mask2 = 0;
el se
mask2 =
power [ 255+al og[ a] - al og[ power [ byt e2+2* byt el] *power [ 3*byte2]]];
}

if (mask2 = 0)

if (sumD == 0

maskl = O;
el se
maskl = power[ 255+al og[ sun0] - byt el];
}
el se
i f ((a=sumD”power[al og[ mask2] + byte2]) == 0)
maskl = 0;
el se
maskl = power[ 255+al og[ a] - byt el];
}

Notice that, in the code above, care is taken to check for zero
val ues. The m ssing codeword position can be fixed by:

maskl;
mask?2;

codewor d[ byt el]
codewor d[ byt e2]

12.5. FEC Performance Consi derations

1999

The section above shows how to correct the different types of errors.
It does not suggest how these corrections nay be used in an al gorithm
to correct a bundle. There are nany possible algorithnms and the one

chosen depends on many variables. These include:
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The amount of processing power avail abl e
The nunber of packets per VBl to process
The type of hardware capturing the data
The delivery path of the VBI
How t he code is inpl enented

As a minimum it is recomended that the algorithmuse single bit or
single byte correction for one pass in each direction followed by
packet replacenment if appropriate. 1t is possible to do nore than
one pass of error correction in each direction. The theory is that
errors not corrected in the first pass nmay be corrected in the second
pass because error correction in the other direction has renoved sone
errors.

In making choices, it is inportant to renenber that the code has
several possible states:

1) Shows codeword as correct and it is.

2) Shows codeword as correct and it is not (detection failure).
3) Shows codeword as incorrect but cannot correct (detection).
4) Shows codeword as incorrect and corrects it correctly

(correction).

5) Shows codeword as incorrect but corrects wong bits (fal se
correction).

There is actually overlap anong the different types of errors. For
exanple, a pair of suns may indicate both a double bit error and a

byte error. It is not possible to know at the code | evel which is

correct and which is a false correction. |In fact, neither night be
correct if both are false corrections.

I f you know sonet hi ng about the types of errors in the delivery
channel, you can greatly inprove efficiency. |If you know that errors
are randomy distributed (as in a weak terrestrial broadcast) then
singl e and double bit correction are nore powerful than single byte.
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14.

Appendi x B: Architecture

The architecture that this docunment is addressing can be broken down
into three areas: insertion, distribution network, and receiving
client.

The insertion of I P data onto the television signal can occur at any
part of the delivery system A VBl encoder typically accepts a video
signal and an asynchronous serial stream of bytes forming franed IP
packets as inputs and subsequently packetizes the data onto a

sel ected set of lines using NABTS and an FEC. This conposite signa
is then nodul ated with other channels before being broadcast onto the
di stribution network. Operators further down the distribution chain
could then add their own data, to other unused lines, as well. The
di stribution networks include coax plant, off-air, and anal og
satellite systems and are primarily unidirectional broadcast

networks. They mnust provide a signal to noise ratio, which is
sufficient for FEC to recover any |lost data for the broadcast of data
to be effective.

The receiving client nust be capable of tuning, NABTS waveform
sanmpling as appropriate, filtering on NABTS addresses as appropri ate,
forward error correction, unfram ng, verification of the CRC and
deconpressing the UDP/I P header if they are conpressed. Al of the
above functions can be carried out in PC software and i nexpensive

of f-t he-shel f hardware

Appendi x C. Scope of proposed protocols

The protocols described in this docunent are for transmtting IP
packets. However, their scope nay be extensible to other
applications outside this area. Many of the protocols in this
docunent coul d be inplemented on any unidirectional network.

The unidirectional fram ng protocol provides encapsul ation of IP
datagrans on the serial stream and the conpression of the UDP/IP
headers reduces the overhead on transni ssion, thus conserving
bandwi dth. These two protocols could be wi dely used on different
uni di recti onal broadcast networks or nodul ati on schenes to
efficiently transport any type of packet data. In particular, new
versions of Internet protocols can be supported to provide a
standardi zed net hod of data transport.
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15. Full Copyright Statenent
Copyright (C) The Internet Society (1999). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
others, and derivative works that comment on or otherwi se explain it
or assist in its inplenentation may be prepared, copied, published
and distributed, in whole or in part, w thout restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into | anguages other than
Engl i sh.

The linited perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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