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The | MAP ENABLE Ext ensi on
Status of This Meno

Thi s docunent specifies an Internet standards track protocol for the
Internet conmunity, and requests discussion and suggestions for

i nprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardi zation state
and status of this protocol. Distribution of this neno is unlimted.

Abst ract

Most | MAP extensions are used by the client when it wants to and the
server supports it. However, a few extensions require the server to
know whether a client supports that extension. The ENABLE extension
allows an IMAP client to say which extensions it supports.

1. Overview

Several | MAP extensions allow the server to return unsolicited
responses specific to these extensions in certain circunstances.
However, servers cannot send those unsolicited responses until they
know t hat the clients support such extensions and thus won't choke on
t he extension response data.

Up until now, extensions have typically stated that a server cannot
send the unsolicited responses until after the client has used a
command with the extension data (i.e., at that point the server knows
the client is aware of the extension). CONDSTORE ([ RFC4551]),
ANNOTATE ([ ANNOTATE] ), and sone extensions under consideration at the
nmonent use various conmands to enabl e server extensions. For
exanpl e, CONDSTORE uses a SELECT or FETCH paraneter, and ANNOTATE
uses a side effect of FETCH

The ENABLE extension provides an explicit indication fromthe client
that it supports particular extensions. This is done using a new
ENABLE command.

An | MAP server that supports ENABLE advertises this by including the
word ENABLE in its capability list.
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3.

3.

Most | MAP extensions do not require the client to enable the
extension in any way.

Conventions Used in This Docunent

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
document are to be interpreted as described in [ RFC2119].

Formal syntax is defined by [ RFC5234] and [ RFC3501].

Exanpl e |ines prefaced by "C." are sent by the client and ones
prefaced by "S:" by the server. The five characters [...] neans that
sonet hi ng has been el i ded.

Prot ocol Changes
The ENABLE Conmmand
Arguments: capability nanes

Resul t: OK: Rel evant capabilities enabl ed
BAD: No argunents, or syntax error in an argunent

The ENABLE comand takes a |ist of capability nanes, and requests the
server to enable the naned extensions. Once enabl ed usi ng ENABLE
each extension remains active until the | MAP connection is closed.

For each argunent, the server does the foll ow ng:

- If the argunent is not an extension known to the server, the server
MUST i gnore the argunent.

- If the argument is an extension known to the server, and it is not
specifically permtted to be enabled usi ng ENABLE, the server MJST
ignore the argunent. (Note that know ng about an extension doesn’t
necessarily inply supporting that extension.)

- If the argunent is an extension that is supported by the server and
that needs to be enabled, the server MJST enabl e the extension for
the duration of the connection. At present, this applies only to
CONDSTORE ([ RFC4551]). Note that once an extension is enabl ed,
there is no way to disable it.

If the ENABLE conmand i s successful, the server MJST send an untagged
ENABLED response (see Section 3.2).
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Cients SHOULD only include extensions that need to be enabled by the
server. At the tine of publication, CONDSTORE is the only such
extension (i.e., ENABLE CONDSTORE is an additional "CONDSTORE

enabl i ng command" as defined in [ RFC4551]). Future RFCs may add to
this list.

The ENABLE comand is only valid in the authenticated state (see

[ RFC3501]), before any nmilbox is selected. Cdients MIST NOT issue
ENABLE once they SELECT/ EXAM NE a mai | box; however, server

i mpl enent ati ons don’t have to check that no mail box is selected or
was previously selected during the duration of a connection.

The ENABLE comand can be issued nultiple times in a session. It is
additive; i.e., "ENABLE a b", followed by "ENABLE c¢" is the sane as a
singl e command "ENABLE a b c¢". Wen nmultiple ENABLE conmands are

i ssued, each correspondi ng ENABLED response SHOULD only contain

ext ensi ons enabl ed by the correspondi ng ENABLE command.

There are no linmtations on pipelining ENABLE. For exanple, it is
possi ble to send ENABLE and then i medi ately SELECT, or a LOG N
i mredi ately foll owed by ENABLE.

The server MJUST NOT change the CAPABILITY list as a result of
executing ENABLE; i.e., a CAPABILITY conmand issued right after an
ENABLE command MUST |ist the sane capabilities as a CAPABILITY
command i ssued before the ENABLE command. This is denonstrated in
the foll owi ng exanpl e:

t1 CAPABILITY

* CAPABI LITY | MAP4revl | D LI TERAL+ ENABLE X- GOOD- | DEA
tl K foo

t 2 ENABLE CONDSTORE X- GOOD- | DEA

* ENABLED X- GOOD- | DEA

t2 K foo

t3 CAPABILITY

* CAPABI LITY | MAP4revl | D LI TERAL+ ENABLE X- GOOD- | DEA
t3 OK foo again

In the followi ng exanple, the client enabl es CONDSTORE:
C. al ENABLE CONDSTORE

S: * ENABLED CONDSTORE
S: al K Conditional Store enabl ed
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3.2. The ENABLED Response
Cont ent s: capability listing
The ENABLED response occurs as a result of an ENABLE conmand. The
capability listing contains a space-separated listing of capability
nanes that the server supports and that were successfully enabl ed.
The ENABLED response nmay contain no capabilities, which means that no
extensions listed by the client were successfully enabl ed.

3.3. Note to Designers of Extensions That May Use t he ENABLE Conmand
Desi gners of | MAP extensions are discouraged fromcreating extensions
that require ENABLE unless there is no good alternative design
Specifically, extensions that cause potentially inconpatible behavior
changes to depl oyed server responses (and thus benefit from ENABLE)
have a hi gher complexity cost than extensions that do not.

4. Formal Syntax
The foll owi ng syntax specification uses the Augnented Backus- Naur
Form (ABNF) notation as specified in [ RFC5234] including the core
rules in Appendix B.1. [RFC3501] defines the non-termnals
"capability" and "conmand-any".

Except as noted ot herwi se, all al phabetic characters are
case-insensitive. The use of upper or |ower case characters to
define token strings is for editorial clarity only. Inplenentations
MUST accept these strings in a case-insensitive fashion

capability =/ "ENABLE"

command- any =/ "ENABLE" 1*(SP capability)

response-data =/ "*" SP enabl e-data CRLF

enabl e-data = "ENABLED' *(SP capability)

5. Security Considerations
It is believed that this extension doesn’'t add any security
considerations that are not already present in the base | MAP protocol
[ RFC3501] .

6. | ANA Consi derations

The |1 ANA has added ENABLE to the I MAP4 Capabilities Registry.
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Ful I Copyright Statenent
Copyright (C The | ETF Trust (2008).

This docunment is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights

Thi s docunent and the information contained herein are provided on an
"AS | S" basis and THE CONTRI BUTOR, THE ORGAN ZATI ON HE/ SHE REPRESENTS
OR |'S SPONSCORED BY (I F ANY), THE | NTERNET SCCI ETY, THE | ETF TRUST AND
THE | NTERNET ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS
OR | MPLI ED, | NCLUDI NG BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF
THE | NFORVATI ON HEREI'N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intellectual Property Rights or other rights that nmight be clained to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or might not be available; nor does it represent that it has
made any independent effort to identify any such rights. [Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of I PR disclosures nmade to the | ETF Secretariat and any
assurances of licenses to be nade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe | ETF on-line |IPR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Please address the information to the |ETF at
ietf-ipr@etf.org.
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